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Contacting Veeam Software

At Veeam Software we value feedback from our customers. It is important not only to help you quickly with your
technical issues, but it is our mission to listen to your input and build products that incorporate your
suggestions.

Customer Support

Should you have a technical concern, suggestion or question, visit the Veeam Customer Support Portal to open a
case, search our knowledge base, reference documentation, manage your license or obtain the latest product
release.

Company Contacts

For the most up-to-date information about company contacts and office locations, visit the Veeam Contacts
Webpage.

Online Support

If you have any questions about Veeam products, you can use the following resources:

e Full documentation set: veeam.com/documentation-guides-datasheets.html

e Veeam R&D Forums: forums.veeam.com
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About This Document

This guide contains detailed description of Veeam ONE Reporter. It has all information you need to access,
configure and manage Veeam ONE Reporter. You will find all relevant data on how to customize dashboards and
reports according to your requirements and learn how to use preconfigured reports and dashboards.

Intended Audience

The guide is designed for anyone who plans to use the Veeam ONE solution. Itis primarily aimed at
administrators managing VMware vSphere or Microsoft Hyper-V environments, butcan also be helpful for other
current and prospective Veeam ONE users.
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About Veeam ONE Web Client

Veeam ONE Web Client — partof an integrated Veeam ONE solution — is designed for documenting and
reporting on the Veeam Backup & Replication and Veeam Backup for Microsoft 365 infrastructures, VMware
vSphere, VMware Cloud Director and Microsoft Hyper-V environments. Veeam ONE Web Client includes detailed
reports and dashboards for documentation, analysis, decision-making, chargeback, change tracking, capacity
planning and optimization of resource utilization.
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Accessing Veeam ONE Web Client

To start working with Veeam ONE Web Client:
1. Open the Veeam ONE Web Client website using one of the following options:

o Access Veeam ONE Web Client from the Veeam ONE Client. To do this, in the main menu, click
Reports.

o Access Veeam ONE Web Client locally, on the machine where the Veeam ONE Web Ul component is
installed. To do this, in Microsoft Windows Programs menu choose Veeam ONE Web Client.

o Access Veeam ONE Web Client remotely using your web browser. To do this, browse to the URL of the
Veeam ONE Web Client website. This website runs on the machine where the Veeam ONE Web Ul
component is installed. The URL must look similar to the following one (assuming you use the default
website port 1239):

https://webserver.domain.t1d:1239

Note that Veeam ONE Web Client is available over HTTPS.
2. If Veeam ONE is configured to display a consent banner, read the banner content and click | Agree.
3. Type credentials of a user account under which you want to connect to Veeam ONE Web Client.

The user account must either:

o Be amember of the Veeam ONE Administrators, Veeam ONE Power Users or Veeam ONE Read-Only

Users group. For details on user groups, see section Security Groups of the Veeam ONE Deployment
Guide.

o Have permissions assigned on objects in the vCenter Server or VMware Cloud Director inventory
hierarchy. For details, see Veeam ONE Multi-Tenant Monitoring and Reporting.

This prerequisite appliesto the VMware vSphere and VMware Cloud Director platforms.

To connect using credentials of a Microsoft Windows user account under which you are logged on to the
machine, click Log in as current user.

If multi-factor authentication (MFA) is enabled through certificate authentication, select Log in with your
certificate. For details, see section Veeam ONE Web Settings of the Veeam ONE Monitoring Guide.
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4. Click Log In.

¢

Veeam ONE Web Client

Please login

5. In the displayed Welcome pop-up window, click Starttoview all updates.

If you do not want to view updates, click Skip.

If you do not want Veeam ONE Web Client to display the Welcome window, select the Don't show again
check box.

NOTE:

If you log in for the first time, make sure that pop-up windows are allowed for the Veeam ONE Web Client
website.
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Configuring Veeam ONE Web Client

Veeam ONE Web Client is ready for use right after the installation of Veeam ONE. However, before you start
using Veeam ONE Web Client, you may need to check and adjust its default configuration.

1. Schedule data collection for connected servers.
2. Customize reporting settings.
3. Schedule dashboardsand reports delivery.

4. Adjust the login session settings.

Required Permissions

To be ableto access the Configuration section, a user must be a member of the Veeam ONE Administrators
group on the machines where the Veeam ONE Server and Veeam ONE Web Services components are installed.
For details on Veeam ONE security groups, see section Security Groups of the Veeam ONE Deployment Guide.
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Data Collection

To start working with dashboards and reports, you need to collect data from Veeam Backup & Replication,
Veeam Backup for Microsoft 365 and virtualization servers.

Server connections can be configured either during Veeam ONE installation or you can connect servers later, in
the Veeam ONE Client. In Veeam ONE Web Client, you can review configured connections, change the data
collection schedule or run data collection manually.

Before you configure Veeam ONE Web Client settings, review the data collection summary:
1. Open Veeam ONE Web Client.

2. At the top right corner of the Veeam ONE Web Client window, click Configuration.

3. In the Configuration menu on the left, click Data Collection.

Dashboards Reports Scheduling Jobs Calendar Deployment Projects REST API SRV' ! !}'{‘?T'mwamr ~
@ Exit Conflguration Data collection overview
B start Stop B schedule
I H Data collection
Status: @ Success
{& EventLogs
Ssummary: & Success: 13
Reporting
(@ Login sessions Next run:  12/19/2022 3:00:00 PM
® About Schedule: Enabled
Details
bject name Q status: @ ] Qo © m O 3 Refresh
Object Name Status Created Last Run
backupo1.tech.local @ Ssuccess 12/8/2022 8:45:23 PM 12/16/2022 3:00:08 PM =
B vcenterd1.tech.local @ Success 12/8/2022 9:10:53 PM 12/16/2022 3:00:03 PM
iz preclouddirectordt.tech.local @ Ssuccess 12/8/2022 9:40:27 PM 12/16/2022 3:00:03 PM
B pdctwhvor.tech.local @ success 12/9/2022 3:36:20 PM 12/16/2022 3:00:04 PM -

The Data collection overview section contains information about connected servers, including results of the
latest collection sessions and date and time of the next data collection run according to the schedule.

If you do not have any connected servers yet, connect them in the Veeam ONE Client. For details, see section
Connecting Servers of the Veeam ONE Deployment Guide.

The Details section displays Veeam Backup & Replication, Veeam Backup for Microsoft 365 and virtualization
servers from which data for Veeam ONE Web Client is collected.

For each server in the list, the following details are available:
e Server name
e Status of the latest data collection (Success, Warning, Failed, Processing, Stopped)
e Date and time when connection settings were configured

e Date and time of the latest data collection session
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Scheduling Data Collection

By default, data for Veeam ONE Web Client and Business View is collected automatically, according to a
predefined schedule. Data collection runs on weekdays at 3:00 a.m. This schedule applies to all Veeam Backup
& Replication, Veeam Backup for Microsoft 365 and virtualization servers that are managed by Veeam ONE.

You can change the default data collection schedule or disable the schedule.

Changing Data Collection Schedule

To change the schedule according to which data collection will start:
1. Open Veeam ONE Web Client.
2. At the top right corner of the Veeam ONE Web Client window, click Configuration.
3. In the configuration menu on the left, click Data Collection.
4. On the toolbar, click Schedule.
5. Make sure the Collect data automatically check box is selected.
6. Set the schedule according to which data collection must start.

o To run data collection with specific time intervals, select the Periodically every N hours option and
specify the interval at which data collection must start. If you choose to run data collection
periodically, make sure that the interval between data collection sessions is long enough to collect
data from all connected servers.

o To run data collection every day at specific time, select the Daily at this time option and specify the
time of the day when data collection must start. In the Days section, select days of week on which
data collection must run.

7. Click Save.

After you schedule automatic data collection, the schedule type for the Object properties collection task will be
set to Daily or Periodic. The task will start data collection according to the specified schedule.

Data Collection Scheduling Settings

Configure data collection echedule

Collect data automatically
£y . .
() Periodically every: 1 hours
) . S
@) Daily at this time: 12:00 AN v

Days:  Monday, Tuesday, Wednesday, Thurs.,., ¥

I:a i I:EI

Disabling Data Collection

You can disable automatic data collection for Veeam ONE Web Client, and perform data collection manually. To
learn how to perform data collection manually, see Running Data Collection Manually.
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To disable automatic data collection:
1. Open Veeam ONE Web Client.
2. At the top right corner of the Veeam ONE Web Client window, click Configuration.
3. In the configuration menu on the left, click Data Collection.
4. On the toolbar, click Schedule.
5. Clear the Collect data automatically check box.

6. Click Save.
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Running Data Collection Manually

You can run data collection for Veeam ONE Web Client manually. This can be required if you disabled automatic
data collection, or if you want to collect data between scheduled collection sessions.

Starting Data Collection

When you start data collection manually, Veeam ONE will collect data from all connected servers.

1. Open Veeam ONE Web Client.

2. At the top right corner of the Veeam ONE Web Client window, click Configuration.
3. In the configuration menu on the left, click Data Collection.

4. On the toolbar, click Start.

Stopping Data Collection

You can stop a data collection session that was started either manually or by the schedule:

1. Open Veeam ONE Web Client.

2. At the top right corner of the Veeam ONE Web Client window, click Configuration.
3. In the configuration menu on the left, click Data Collection.

4. On the toolbar, click Stop.
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Viewing Data Collection Session Details

Every run of data collection initiates a new data collection session. Veeam ONE keeps record of tasks performed
during data collection sessions and stores this information, sothat you can view session details.

To view data collection session details:

1. Open Veeam ONE Web Client.

2. At the top right corner of the Veeam ONE Web Client window, click Configuration.

3. In the configuration menu on the left, click Event Logs.

4. In the list of sessions, select the necessary Object properties data collection.

To easily find the necessary session, you can apply the following filters:

o Task name — limit the list of sessions by name

o Task type — limit the list of sessions by data collection type

o Task status — limit the list of sessions by status (Success, Warning, Failed, Processing, Stopped)

o Time period — limit the list of sessions by start date

5. Click the necessary session in the list to view its details.

Task Details X

Task name:
Status:
Start time:

End time:

Events:

1/16/2023 2:16:31 AM [info]:
1/16/2023 2:16:31 AM [infa]:
1/16/2023 2:16:31 AM [infol:
1/16/2023 2:16:31 AM [infol:

1/16/2023 2:16:31 AM [info]

1/16/2023 2:16:36 AM [info]

1/16/2023 2:16:41 AM [info]

Object properties data collection
& Success

1/16/2023 2:16:29 AM
1/168/2023 2:38:37 AM

Retrieving collection job tasks number
Collection task has been startad for wbrvi.tech.local'.
Initializing data collector

Initializing connection

: vbrv1.tech.local: Collecting data from Veeam backup server.
1/16/2023 2:16:36 AM [info]:
1/16/2023 2:16:36 AM [info]:
1/16/2023 2:16:36 AM [infol:

Collection task has been started for wwegz3.tech.local'.
Initializing data collector

Initializing connection

1 wwgzs.tech.local: Collecting data from Veeam backup server.
1/16/2023 2:16:41 AM [info]:
1/16/2023 2:16:41 AM [info]:
1/16/2023 2:16:41 AM [infol:

Collection task has been started for wvegzd.tech.local'.
Initializing data collector

Initializing connection

:wwgzd.tech.local: Collecting data from Veeam backup server.
1/16/2023 2:16:46 AM [info]:
1/16/2023 2:16:46 AM [info]:

Collection task has been started for 'zvc.tech.local'.

Initializing data collector

Close

Every session is described with the following details:

e Session type
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e Session result
e Session start and end date and time

e Details on operations performed during the session

Database Maintenance Tasks

In addition to data collection, Veeam ONE periodically runs database maintenance tasks to delete data that
must no longer be keptin the database according to the retention policy. Database maintenance tasks run every

Sunday at 3:00 a.m.

Database maintenance task details are stored in the list of sessions. You can view details of database
maintenance taskssimilarly to viewing data collection session details.
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Reporting Settings
In the Reporting section, you can customize miscellaneous settings of the Veeam ONE Web Client configuration:

e Report Branding

In this section, you can replace the default report header with a custom image.

e SSRS Server

In this section, you can specify settings of the Microsoft SQL Server Reporting Services server. These
settings will be used for integration with Veeam ONE Web Client.
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Customizing Report Branding

To customize appearance of reports according to your company branding, you can replace the default report
header with a custom image, such as your company logo.

1< < h of20 > > @) © 100% v = . = Find | Next

COMPANY
LOGO

Datastore Performance Assessment

Description

This report provides information on potential datastore performance issues that can show up during the backup process.

Report Parameters

Scope: Virtual Infrastructure

Datastores: All Datastores

Reporting period: Current week (12/12/2022 - 12/18/2022)
Read latency (max) threshold: 50 ms

Write latency (max) threshald: 50 ms

Assessment Results

Read Latency by Datastore
Datastore Connected Hosts N. of VMs M. of Virtual Disks Average Value

veenterQ1.tech.local\Prague’\docopslinuxnfs 1 1

1
veenter(1.tech.local\Praguei\docopsubuntunfs0l 2 3 3
veenterQ1.tech.local\Prague\prgtwesx01-ds01 1 27 34
veenterQ1.tech.local\Prague\prgtwesx01-ds02 1 61 116
veenterQ1.tech.local\Prague\prgtwesx01-virt-ds1 1 4 4
veenterQ1.tech.local\Prague\prgtwesx02-ds01 1 53 62
veenterQ1.tech.local\Prague\prgtwesx02-virt-ds1 1 4 3
veenterQ1.tech.local\Pragueiprgtwesx03-ds01 1 60 57
veenterQ1.tech.local\Prague\Veeam_dr_vb_nfs41_SHNufyTQKz 1 2 4

k1Xc2a05zR)3

Image Requirements

Before creating an image that will replace the default report header, make sure that the image file is savedin
the PNG, JPEG, JPG or BMP formats.

Replacing Default Report Header

To replace the default report header with a custom image:
1. Open Veeam ONE Web Client.

2. At the top right corner of the Veeam ONE Web Client window, click Configuration.

w

In the configuration menu on the left, click Reporting.

»

In the Report branding section, click Browse and specify path to the custom reportimage file.
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5. Click Apply.

e Dashboards Reports Scheduling Jobs Calendar Deployment Projects REST API ?R\,’,' ! 1)'?';"”5"3[0' -

@ Exit Configuration |~ Report branding

Custom report header image:

H Data Collection company_logo.png BroWSE...
[& Eventlogs o
I Reporting Apply
(@  Login Sessions
Microsoft SQL Server Reporting Services (SSRS) server settings
@ About

Use 55RS server for generating reports
Server URL: | hitpsi//ssrsserver:1239Avirtualdirectory
Username: | srv11\administrator

Password: | swssssssss fan

o Report Management controls have been moved to the Saved Reports tab within the Reports view

Restoring the Default Report Header

To restore the default report header:
1. Open Veeam ONE Web Client.
2. At the top right corner of the Veeam ONE Web Client window, click Configuration.
3. Inthe configuration menu on the left, click Reporting.
4. In the Report branding section, click Reset to Default.

5. In the Reset Report Header Image window, click Reset.

21| Veeam ONE | Reporting Guide



Configuring SSRS Server Settings

When you report on a large virtual infrastructure, you may experience slowdowns with generating reports. In
this case, you can integrate an SSRS server with Veeam ONE Web Client and use this SSRS serverasan
alternative to the default Veeam ONE report viewer.

You can specify access settings to the Microsoft SQL Reporting Services server that will be used for integration
with Veeam ONE Web Client:

1. Open Veeam ONE Web Client.
2. At the top right corner of the Veeam ONE Web Client window, click Configuration.
3. Inthe configuration menu on the left, click Reporting Settings.

4. In the Microsoft SQL Server Reporting Services (SSRS) Server Settings section, select the Use SSRS server
for generating reports check box.

5. Inthe Server URL field, enter the address of the SSRS hosting server.

The URL must be specified in the following format: https://servername:port/virtualdirectory.
To check if this URL is correct, launch the Reporting Services Configuration Manager and check the Web
Service URL section.

6. Specify a user name and a password to connect to the SSRS server.

The user name must be specified in the DOMAIN\USERNAME format.

7. To verify SSRS server settings, click Test Connection. Veeam ONE Web Client will display verification
results on a summary screen.

8. Click Save tosave SSRS server settings.

) SRV111\Administrator v

Dashboards Reports Scheduling Jobs Calendar Deployment Projects REST API

@ Exit Configuration Report branding
Custom report header image:

H Data Callection company_logo.png Browse...

{& Eventlogs

Appl: Reset to Defau

|
(® Login Sessions
Microsoft SQL Server Reporting Services (SSRS) server settings
@ About

Use SSRS server for generating reports
Server URL: | httpsi/ssrsserver:]239/virtualdirectory
Username: | srvl11\administrator

Password: | seserssen

Test Connection

o Report Management controls have been moved to the Saved Reports tab within the Reports view
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Login Sessions

You can adjust the login session settings to optimize the process of accessing Veeam ONE Web Client. To do

that:
1. Open Veeam ONE Web Client.
2. At the top right corner of the Veeam ONE Web Client window, click Configuration.
3. In the configuration menu on the left, click Login Sessions.
4. Specify login session settings:
o Inthe Idle user login session timeout, minutes, specify the time period in minutes after which anidle
user must be automatically logged out.
o Inthe Idle administrator login session timeout, minutes, specify the time period in minutes after
which an idle administrator must be automatically logged out.
o Inthe Maximum number of concurrent login sessions per user, specify the maximum allowed number
of simultaneously processed login attempts performed by a single user.
o To view information on previous login sessions, select the Show previous login attempts after logging
in check box. The information will be displayed on an additional page that opens after you log in.
5. Click Save.
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General Configuration Details

To access Veeam ONE Web Client configuration details:
1. Open Veeam ONE Web Client.
2. At the top right corner of the Veeam ONE Web Client window, click Configuration.
3. Inthe configuration menu on the left, click About.

In the About section, you can view the following product details: Veeam ONE version, the machine where the
Veeam ONE Server component runs and the location of the log files on the machine where Veeam ONE Server

component is installed.
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Dashboards

Veeam ONE Web Client dashboards provide at-a-glance view on the managed Veeam Backup & Replication and
Veeam Backup for Microsoft 365 infrastructure, VMware vSphere and Microsoft Hyper-V environments. You can
view dashboards in the web browser, schedule automatic dashboard delivery or integrate dashboards into the
intranet web portals, such as Microsoft SharePoint.

Every dashboard includes a set of visual components called widgets. Widgets are visual modules that portray
various aspects of the managed environment in the form of charts, graphs or tables. By aggregating several
widgets on a single screen, dashboards allow you to focus on critical areas of the managed environment, track
dependencies and interrelated aspects.

Veeam ONE Web Client includes a set of predefined dashboards. For detailed description of predefined
dashboards, see Predefined Veeam ONE Dashboards.

In addition to predefined dashboards, you can create custom dashboardsto meet your requirements. In custom
dashboards, you can choose the necessary widgets and specify widget properties.
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Viewing Dashboards

Veeam ONE Web Client dashboards are availablein the Dashboards section.

The Dashboards section displays preview images for available dashboards (dashboards for which datahas been
collected from connected servers). You can re-arrange the dashboards by dragging their preview images to the
necessary position in the Dashboards section.

To view a dashboard:
1. Open Veeam ONE Web Client.
2. Open the Dashboards section.

3. Click the dashboard preview image.

Dashboards Reports Scheduling  Jobs Calendar Deployment Projects REST API

-
[ —]
-_pm —

VSphere Alarms vSphere Hosts and Clusters vSphere Datastores vSphere VMs

Hyper-V Alarms Hyper-V VMs Hyper-V Hosts and Clusters Hyper-V Datastores

26| Veeam ONE | Reporting Guide



Dashboard Details

Dashboards are composed of widgets that display various aspects of the managed environment. Every widget is
located in a separate cell, or entry, in the dashboard.

Dashboards Reports Jobs Calendar Deployment Projects REST API TN Sy © )1 Configuration
@ Veeam Backup and Replication @ &
-+ Newwidget ) RefreshDashboard g EditLayout M Schedule [4] share Row length: | 3 (used for schedul.. v
Backup Infrastructure Inventory i Backup Window il Jobs Status il
) Updated a minute ago {2 Updated a fe conds ago ) Updated a few seconds ago
10 6
Object Status
Backup Servers (12) @10 a1 ¢ .
[ Backup Proxies (32) s 6 *
[E 2ackup Repositories (64) Q6 A2 § 2
& WAN Accelerators (1) [ IR} e - .
{F BackupJobs (14) @5 A3 ‘
1 Replication Jobs (2) L2 ‘ I I
18 Backup Copy Jobs (4) Q1 A T - - o .
& File Backup Jobs (3} ©2 4 12Dse  12De  14Dec  15Dec  16Dse  17Dsr 18D 12Dsc  13Dse  14Dec  15Dsc  16Der  17Dec  18Dsc
3 coppolices 2 v ® Backupjobs @ Replication Jobs ® Failed Warning @ Success
Protected VMs Overview i Top Jobs by Duration i Top Repositories by Used Space il
) Updated a few seconds age ) Updated a f; -conds ago ) Updateda econds ago
Item Value Job Latest Status Average Duration Repository Days Left Capacity (TB) Free (TB)
@ Protected VMs 5 Windows Oracle Backup @ Failed ghemin 1 Default Backup Repository 0 010 0.00 =
3 Backed UpVMs 5 Oracle Linux Backup L Warning Oh1amin 4 Default Backup Repository 13 012 002 =
iF Replicated VMs 0 MS SQL Backup @ Success Oh1imin 4 Default Backup Repository (Single ... 19 013 0.01 =
3 Unprotected VMs 206 Fileserv05 (SMB} @ Failed 0hSmin T Default Backup Repository 59 013 006 =
(8 Restore Points 35 My Documents DB @ Failed ohamin 4 Default Backup Repository 155 018 0.08 =
[ Full Backups Size 163.96 GB AD Backup L Warning 0h3min 4 Default Backup Repository 175 013 004
B Increments Size 2063 GB Backup CopyJob 1 @ Success 0h3min = Default Backup Repository 232 013 009 =
2 source vMs size 610.00 GB RHEL Backup @ success oh2min 4 Backup Repositary True Per-viv 258 012 005 =
& Successful ¥Ms Backup Ratio 100% Daily Backup of SAP HANA @ Success 0hOmin 4 Beta Cloud Vol01 3652 010 0.08 =
Cloud repository Beta 3652 005 002 =

To get back to the list of dashboards, click the Dashboards tab atthe top of the page, click the Back button at
the top left corner or use the browser Back button.
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Creating Custom Dashboards

In addition to predefined dashboards, you can create custom dashboardsand add custom widgets to this
dashboard. To create a custom dashboard, perform the following steps:

1. Create a dashboard and specify its settings.

Create a new dashboard, specify its name and description.

2. Add widgets to the dashboard.
Add custom widgets to the new dashboard and specify widget settings.
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Step 1. Create Dashboard

To create a new dashboard:
1. Open Veeam ONE Web Client.
2. Open the Dashboards section.
3. At the top left corner of the Dashboards section, click New Dashboard.
4. Inthe Add dashboard window, specify dashboard settings:
o Inthe Name field, specify the name that will be displayed at the top of the dashboard.
o In the Description field, specify a brief dashboard description.

5. Click Add.

A new empty dashboard will be created and added to the Dashboards section.

Add Dashboard

Specify dashboard name and deecription

MName: Atlanta Data Protection

Description: | Backup Reports for Atlanta Cffice
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Step 2. Add Widgets to Dashboard

After you create a new dashboard, you must add widgets to it.

Veeam ONE Web Client comes with a set of widgets packs for Veeam Backup & Replication, Veeam Backup for
Microsoft 365, VMware vSphere and Microsoft Hyper-V. Widget packs include ready-to-use widgets that portray
various aspects of the managed environment. You can add widgets from widget packs to custom dashboards.

To add a widget to a dashboard:
1. Open Veeam ONE Web Client.
2. Open the Dashboards section.
3. Click the dashboard preview image.

4. At the top left corner of the dashboard window, click New Widget.
Veeam ONE Web Client will launch the Add Widgetwizard.

5. At the Widget step of the wizard, select a widget to add on the dashboard and specify the widget name in
the Widget name field. The widget name will be displayed at the top of the widget on the dashboard.

Add Widget X

widget Specify widget you want to add to the dashboard
Settings Widget name Q
3 Heatmap «  Preview:
> Hyper-\ Alarms
> Hyper-V Cluster Utilization
VMs Number
> Hyper-V Datastore Space Usage
> Hyper-V General Information @ Protected VMs 35
> Hyper-V Performance = Backed up VMs 25
hd Veeam Backup and Replication & Replicated VMs 10
2] Backup Infrastructure Inventary %0l Unprotected Vms 0
0] Backup Job Status (5 Restore Points 100
5= Backup Window % Full Backups 100 GB
] Protected VMs Overview B Increments 150 GB
EZ] Top Jobs by Duration = Source VMs Size 350 GB
E5] Top Repositories by Used Space € successful VMs Backup ratio 80%
> Veeam Backun for Microsoft 365 e
Widget name:
Protected VMs Atlanta
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6. At the Settings step of the wizard, define widget options, such as the scope, time interval, humber of
objects to display in the widget and so on.

Availability of widget options depends on the type of the selected widget.

Add Widget X

Configure widget settings

Widget
Scope:

Settings B
'@3' Infrastructure objects: Virtual Infrastructure
—

'\_) VMware Cloud Director objects:  Select..,

)
m
m
sl
a

'::) VM folders:

'C) Business View objects: select.
Period:
Last: | 1 3 Weeks v

Previous Finish Cancel

7. Click Finish toadd the widget to the dashboard.

Ty
RV111\Administrator v [s) I; Configuration

Dashboards Reports Scheduling Jobs Calendar Deployment Projects REST API

@ Atlanta Data Protection

-+ Newwidget ) RefreshDashboard g Editlayout [ Schedule  [4] Share Row length: | 3 v | [ usefor Schedule view

Protected VMs Atlanta
{) Updated 2 minutes ago

Item Value
L@ Protected VMs 4
¥ Backed Up VMs 4
] Replicated VMs o
Cf Unprotected VMs 206
(5 Restore Points 23
B Full Backups Size 11822 GB
B increments size 1410 GB
= source VMs Size 450.00 GB
& Successful VMs Backup Ratio 100%

8. Repeat steps 4-8 for each new widget you want to add to the dashboard.

31| Veeam ONE | Reporting Guide



Setting Dashboard Preview Image and
Color

You can select the preview image and background color that will be used to depict the dashboard in the
Dashboards section.

To set a preview image and background color for a dashboard:

1.

oW

6.

Open Veeam ONE Web Client.

Open the Dashboards section.

At the top right corner of the dashboard preview image, expand the menu and click Edit Appearance.
In the Select color palette, choose the necessary background color.

In the Selecticon list, choose an image that must depict the dashboard.

You can select a custom image preview image. To do so, click the Browse link at the top of the list and
select the necessary image file. The image must be in GIF, JPEG, JPG, PNG, BMP or SVG format.

Click Save.

Edit Dashboard Appearance x

Select color

Select icon

Browse... Remove

EECAOES
HBECC
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Managing Dashboard Layout

You can arrange widgets in a dashboard, change the number of widget columns and select a row length for
dashboard schedule.

Changing Dashboard Layout

To change the arrangement of dashboard widgets:
1. Open Veeam ONE Web Client.
2. Open the Dashboards section.
3. Click the necessary dashboard to open it.
4. At the top left corner of dashboard window, click Edit Layout.
5. Change the arrangement of widgets by dragging them to the necessary dashboard cells.

6. Click Save.

Changing Dashboard Row Length

To change the number of widget columns:
1. Open Veeam ONE Web Client.
2. Open the Dashboards section.
3. Click the necessary dashboard to open it.
4. In the Row length list, choose the number of widget columns.

5. To assign the selected number of columns to automatically delivered dashboards, click Use for Schedule
View.

For details on dashboard delivery, see Scheduling Dashboards.
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Scheduling Dashboards

You can schedule automatic dashboard delivery. You can choose to receive dashboards by email, save
dashboards to a disk or network share.

To schedule automatic dashboard delivery:

1.

2.
3.

Open Veeam ONE Web Client.
Open the Dashboards section.
At the top right corner of the dashboard preview image, expand the menu and click Schedule.

Alternatively, you can click the dashboard preview image to open the dashboard and click Schedule atthe
top left corner of the dashboard window.

In the Dashboard Scheduling Settings window, click Add.
Veeam ONE Web Client will launch the Add Dashboard Schedule wizard.

Configure dashboard delivery schedule as described in section Configuring Delivery Schedule.

Click Close.
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Managing Dashboard Schedules

You can create multiple schedules for a dashboard. Configuring multiple schedules allows you to set up complex
scheduling and delivery method settings for the same dashboard.

To manage dashboard schedules:
1. Open Veeam ONE Web Client.
2. Open the Dashboards section.
3. At the top right corner of the dashboard preview image, expand the menu and click Schedule.

Alternatively, you can click the dashboard preview image to open the dashboard and click Schedule atthe
top left corner of the dashboard window.

4. Use buttons in the Dashboard Scheduling Settings window to manage the schedules that you added for
the dashboard:

o To create a new dashboard schedule, click Add.

o To edit scheduling settings, select a schedule in the list and click Edit.

o To enable a previously disabled schedule, select the schedule in the list and click Enable.
o To temporarily disable a schedule, select the schedule in the list and click Disable.

o To delete a schedule from the list, select the schedule in the list and click Delete.

5. To finish working with the schedules, click Close.

Dashboard Scheduling Settings X

Create and manage multiple dashboard delivery schedules, and configure delivery settings

—+ Add A Edit Enable @ Disable X Delete
Destination State Schedule Status Created by aoo
administrator@alpha.com () Enabled Periodic ® Processing &2 SRV111\Administrator
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Viewing Dashboard Delivery Results

Every dashboard delivery initiates a new delivery session.
To view details of dashboard delivery sessions:
1. Open Veeam ONE Web Client.
2. At the top right corner of the Veeam ONE Web Client window, click Configuration.
3. In the configuration menu on the left, click Event Logs.
4. To displayall dashboard delivery sessions, click Filters, select Dashboard scheduling, and click Apply.

5. Click the necessary session in the list to display detailed information about it.

Task Details X

Task name: Dashboard scheduling
Status: @ Success

Start time: 1/13/2021 ©:22:46 PM
End time: 1/13/2021 9:25:09 PM
Events:

1/13/2021 9:22:47 PM [Info]: Initiating "Veeam Backup and Replication” dashboard scheduling task for user
"SRV111\Administrator”

1/13/2021 9:22:48 PM [Info]: Capturing dashboard image
1/13/2021 2:22:48 PM [Infol: Dashboardid =1
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Cloning Dashboards

If you need a custom dashboard, you can create a clone of an existing dashboard and modify its settings and
widgets.

To clone a dashboard:

1.

2.

voa w

o

Open Veeam ONE Web Client.

Open the Dashboards section.

At the top right corner of the dashboard preview image, expand the menu and click Clone.
In the Clone Dashboard window, change the name and description of a dashboard clone.
Modify dashboard widgets as described in Managing Widgets.

If necessary, modify dashboard preview image and color as described in Setting Dashboard Preview Image
and Color.

If necessary, modify dashboard layout as described in Managing Dashboard Layout.
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Sharing Dashboards

To share a dashboard with other users, you can enable public access to the dashboard or generate a direct
dashboard link.

Generating Direct Dashboard Link

To share a dashboard with other users, or integrate a dashboard to a web portal, you can generate a direct
dashboard link:

1. Open Veeam ONE Web Client.
2. Open the Dashboards section.

3. At the top right corner of the dashboard preview image, expand the menu and click Share.

Alternatively, you can click the dashboard preview image to open the dashboard and click Share atthe top

left corner of the dashboard window.
4. In the Share Dashboard window, switch the Direct link access toggle to On.
5. Click Copy Link tocopy the link and use it to share with other users or integrate to web portals.
6. If you need to generate a new direct link, click Reset Link.

Note that after you change the direct link, the previous link will become invalid.

7. Click Close.

Share Dashboard

Direct link access: m on

httpsAvwE-wint -z1Report: 2394 dashboards/ Psecret=dra?6a60-5a30-4401-9f47 -6fabc0ak

& copylink & ResetLink

Public access: m on

Public access allows Yiware wSphere users with permissions on virtual infrastructure

objects to view dashboards containing data on these objects,

Enabling and Disabling Public Access

To share a dashboard with other users, you can enable public access to this dashboard. Veeam ONE users,
including VMware vSphere and VMware Cloud Director users who have permissions assigned on virtual
infrastructure objects, can access published dashboards in the Veeam ONE Web Client.

NOTE:

Predefined dashboards are available for public access by default.
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To enable or disable public access to a dashboard:
1. Open Veeam ONE Web Client.
2. Open the Dashboards section.

3. At the top right corner of the dashboard preview image, expand the menu and click Share.

Alternatively, you can click the dashboard preview image to open the dashboard and click Share atthe top
left corner of the dashboard window.

4. In the Share Dashboard window, switch the Public access toggle to On to enable public access, or to Off to
disable public access.

5. Click Close.
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Modifying Dashboards

You can modify the name, description, layout and widgets of dashboards.

Changing Dashboard Name and Description

To modify the name or description of a dashboard:
1. Open Veeam ONE Web Client.

2. Open the Dashboards section.

3. At the top right corner of the dashboard preview image, expand the menu and click Edit Information.
4. In the Edit Dashboard Information window, change the dashboard name and description.

5. Click Save.

Changing Dashboard Widgets

To modify widgets of a dashboard:
1. Open Veeam ONE Web Client.
2. Open the Dashboards section.
3. Click the dashboard preview image.

4. Change properties of dashboard widgets.

For details, see Managing Widgets.

5. Change the arrangement of dashboard widgets.

For details, see Managing Dashboard Layout.
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Deleting Dashboards

You can delete dashboards if you no longer need them:
1. Open Veeam ONE Web Client.

2. Open the Dashboards section.

3. At the top right corner of the dashboard preview image, expand the menu and click Delete.

4. In the displayed dialog box, click Delete toconfirm deletion.
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Managing Widgets

You can edit settings of dashboard widgets, create reports based on widgets and remove widgets from
dashboards.
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Changing Widget Properties

You can change the way your widgets look on dashboards:
1. Open Veeam ONE Web Client.
2. Open the Dashboards section.
3. Click the necessary dashboard to open it.
4. On the dashboard, select the widget you want to modify.
5. At the top right corner of the widget, expand the menu and click Edit.

6. Inthe Edit Widget wizard, change the widget settings.
For details, see Add Widgets to Dashboard.

7. Save changes.
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Creating a Widget Report

You can create reports associated with dashboard widgets:

1.

2.
3.

LIS

N o

Open Veeam ONE Web Client.

Open the Dashboards view.

Click the necessary dashboard to open it.

On the dashboard, select the widget for which you want to create a report.

At the top right corner of the widget, expand the menu and click View Full Report.
In the report window, specify report parameters.

Click Preview toopen the report.
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Deleting Widgets

You can delete widgets from dashboards:
1. Open Veeam ONE Web Client.
2. Open the Dashboards section.

3. Click the necessary dashboard to open it.

4. On the dashboard, select the widget you want to delete.
5. At the top right corner of the widget, expand the menu and click Delete.
6. In the displayed window, click Delete toconfirm deletion.
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Reports

Veeam ONE reports analyze data collected from VMware vSphere, Microsoft Hyper-V, Veeam Backup &
Replication and Veeam Backup for Microsoft 365 servers. Reports provide structured information to help you
examine historical data for the managed backup infrastructure and virtual environment. You can view reports in
the web browser, export them to various formats, or schedule automatic report delivery by email, to disk or a
network share.

Veeam ONE Web Client includes a set of predefined reports that analyze the managed environment from various
aspects. For detailed description of predefined reports, see Predefined Veeam ONE Reports.

In addition to predefined reports, you can create custom reports, and save these reports for future use. In
custom reports, you can choose the necessary report parameters, such as the scope of the backup and virtual
infrastructure, reporting period and so on.
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Viewing Reports

Veeam ONE Web Client reports are availablein the Reports section.

The Report Templates tab of the Reports section contains a hierarchy of report packs or folders organizing
reports. The Saved Reports tab of the Reports section contains your saved reports. The right part of the Reports
section displays the list of reports in the selected report pack or folder.

The User reports folder of the Saved reports tab contains reports created by users who have permissions
assigned on objects in the vCenter Server or VMware Cloud Director inventory hierarchy. For details, see Multi-
Tenant Monitoring and Reporting.

NOTE:
Veeam ONE reports are displayed in the browser pop-up windows. Before you create a report, make sure
that pop-up windows are allowed from the Veeam ONE Web Client.
To create a report:
1. Open Veeam ONE Web Client.
2. Open the Reportssection.
3. Inthe left part, select the necessary tab.
4. In the hierarchy on the left, select the necessary report pack or folder.
5. Inthe displayed list of reports, click the necessary report.
6. Specify report parameters, such asthe virtual or backup infrastructure scope, reporting period and so on.
7. At the top of the report parameters, click the Preview Llink.

The report will open in a pop-up browser window.

9 Dashboards

Report Templates.

Reports REST API

Scheduling

Jobs Calendar Deployment Projects

Saved Reports

All Templates

@ VM Daily Protection Status @

Custom Reports
Hyper-V Capacity Planning
& saveto BE Schedule..

Hyper-V Infrastructure Assessment [ Preview

Hyper-v Monitoring

Hyper-V Optimization

Hyper-V Overview
Infrastructure Chargeback
Offline Reports

Veeam Backup Agents

Veeam Backup Assessment
Veeam Backup Billing

Veeam Backup Capacity Planning
‘Veeam Backup for Microsoft 365
Veeam Backup for Public Clouds
‘Veeam Backup Monitoring
Veeam Backup Overview
‘Veeam Backup Tape Reports
Veeam Cloud Connect

‘Veeam Enterprise Application Plug-ins

Scope:

(® Infrastructure objects:  Veeam Backup & Replication

() M folders:

)
() Business View objects:  Selec

Period

@)
(®) interval; Current week ~

) .
() 1 week starting at:

() 7 daysstarting at

)
O Last:

Job types:  Allitems v
Group by: | Backup job M

[] Analyze vM templates
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Navigating Reports

Veeam ONE reports vary depending on the type and input parameters. They can be short or span to several
pages. Report data can be presented as graphs, charts, tables or text entries.

1<

< £ EER bl O ® 100% hd ~ =] Find | Next
VeeAM

VM Daily Protection Status

Description

This report provides daily backup status information for all protected VM.

Report Parameters

Seope: Backup Infrastructure
Reporting period: 20142023 - 2/7/2022

Job types: VM backup, Replication, Backup copy
Group by: Backup job

Analyze VM templates: No

Summary

VM Backup Status

2172023 27272023 2/3/2023 21472023 2/5/2023 2/6/2023 27772023

I successful Backups [ Failed Backups

Report created: 2/7/2023 11:20:43 AM ((UTC-08:00) Pacific Time (US & Canadal) Page: 10f2

The navigation menu at the top of a report allows you to navigate the report:
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Left/right arrow buttons — switch between the report pages.
Fast forward/fast backward buttons — go to the last/first page of the report.

Go to page field — enter the necessary page number and press Enteronyour keyboard to go to a specific
page of the report.

Refresh button — update the report content with the latest collected data.
Back button — return to the parent report from a drill-down report.
Zoom level field — zoom the report in/out.

Export menu (diskette icon) — save your report in one of the following file formats: Excel, Word or PDF.

If Veeam ONE Web Client is integrated with the Microsoft SQL Reporting Services server, the following

additional report formats are available: CSV (comma delimited), XML, MS PowerPoint, TIFF, MHTML, Data

Feed.
Print button — print the report.

Search box — search for specific text within the report.
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Viewing Offline Reports

In addition to regular reports that open in a web browser and can be automatically delivered, Veeam ONE offers
offline reports that can be generated in Veeam Report Viewer. This is a convenient way to view report data off -
site, outside the local infrastructure or its networks.

Offline reports are included in the Offline Reports report pack.

Installing Veeam Report Viewer

To view Veeam ONE offline reports, Veeam Report Viewer software is required.

TIP:

If you installed Veeam Report Viewer prior to version 12, you must upgrade it to the latest available
version.

To download and install Veeam Report Viewer:
1. Open Veeam ONE Web Client.

2. Open the Reportssection.

3. Inthe hierarchy on the left, select Offline Reports.

4. In the list of offline reports, click any report.

5. In the information section, click the Veeam Report Viewer link.
6. Download the vmReportviewerSetup.msi installer file.

7. On the machine where you want to install the Veeam Report Viewer, launch the installer file to start the
Veeam Report Viewer setup wizard.

8. Follow the steps of the setup wizard to install Veeam Report Viewer.

Dashboards Reports Scheduling Jobs Calendar Deployment Projects REST API Vi 1,}"‘;‘?';"“]5"3“' > Configuration
Report Templates Saved Reports
All Templates
Custom Reports @ Infrastructure Overview (Visio) @
Hyper-V Capacity Planning
Hyper-V Infrastructure Assessment B preview Wl saveto.. M Schedule..

Hyper-V Monitoring
Hyper-V Optimization @ Use veeam Report Viewer to open this report.

Hyper-V Overview

Scope: Virtual Infrastructure
Infrastructure Chargeback
Offline Reports

Veeam Backup Agents

[] showvmis

Veeam Backup Assessment

Veeam Backup Billing

Veeam Backup Capacity Planning
Veeam Backup for Microsoft 365
Veeam Backup for Nutanix AHV
Veeam Backup for Public Clouds
Veeam Backup Monitoring

Veeam Backup Overview

Veeam Backup Tape Reports
Veeam Enterprise Application Plug-ins
VMware Cloud Director

vSphere Capacity Planning
vsphere Configuration Tracking
vSphere Infrastructure Assessment
vsphere Menitoring

vSphere Optimization

vSphere Overview
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Viewing Offline Reports

To access and view offline reports:
1. Open Veeam ONE Web Client.

2. Open the Reports section.

3. Inthe hierarchy on the left, select Offline Reports.

4. In the list of offline reports, click the necessary report.
5. Specify the report parameters.

6. Click Preview togenerate a report file.

Veeam ONE Web Client will generate a file with the VMR extension and save it to the download location.
7. Open the downloaded file on the machine where Veeam Report Viewer is installed.
Veeam Report Viewer will process data in the VMR report and prepare the output. The output contains data

viewable in Microsoft Office applications: Excel and Visio. Make sure that you have Excel or Visio software to
open report output files.
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Date and Time Format in Reports

Most Veeam ONE reports include date and time details. The format of date and time in reports depends on the
browser you use to work with Veeam ONE Web Client.

If you use Chrome, Firefox or Edge the date and time format will be determined by language preferences
(locale) set in the browser.

To change the date and time format for those browsers, you must modify the language preferences in browser
settings. To learn how to change the language in Chrome, see Change Chrome browser language settings. To
learn how to change the language in Firefox, see Settings for web content, pop-ups, fonts, and languages. To
learn how to change the language in Edge, see Use Microsoft Edgein another language.
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https://support.google.com/chrome/answer/173424?hl=en&ref_topic=3434353
https://support.mozilla.org/en-US/kb/settings-for-web-content-pop-ups-fonts-languages#w_languages
https://support.microsoft.com/en-us/microsoft-edge/use-microsoft-edge-in-another-language-4da8b5e0-11ce-7ea4-81d7-4e332eec551f

Saving Reports

You can create reports with custom parameters and save them for future use:

1. Open Veeam ONE Web Client.

2. Open the Reportssection.

3. Inthe hierarchy on the left, select the necessary report pack.

4. In the displayed list of reports, click the necessary report.

5. Specify the report parameters, such as the virtual or backup infrastructure scope, reporting period and so
on.

6. At the top of the report parameters, click Save to.

7. Inthe Save Reportwindow, specify the report name and description and select a folder to which you want
to place the report.
You can only select the My reportsfolder or another folder that you have previously created. You cannot
save reports to folders that include predefined reports. For details on working with folders, see Organizing
Reports.

8. Click Save.
If you want to open the report after saving, click Save and navigate to the saved report.

NOTE:

Name: VM Configuration Chargeback

Description: | This report helps you to perform a VM costs audit and identify the most

Target folder: | ¥ My reports

B save and navigate to the saved report q

A saved report can become unavailable if you change the Veeam ONE license.

Save Report X

Specify report name, description, and target folder

and least expensive VWs based on the current VM configuration.

Atlanta
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Modifying Reports

You can modify the name, description and parameters of reports that you have previously saved to My Reports.

Modifying Report Name and Description

To modify the name of a saved report:
1. Open Veeam ONE Web Client.
2. Open the Reports section.

3. Open the Saved Reports tab.

4. In the hierarchy on the left, select the necessary folder.
5. Inthe displayed list of reports, click a saved report whose name and description you want to modify.
6. At the top of the report parameters, click Other Actions and select Edit Information.

Alternatively, you can right-click the necessary report and select Edit Information inthe context menu.
7. Inthe Edit Report Information window, modify report name and description.

8. Click Save.

Changing Report Parameters

To change parameters of a saved report:
1. Open Veeam ONE Web Client.
2. Open the Reports section.

3. Open the Saved Reports tab.

4. In the hierarchy on the left, select the necessary folder.

5. Inthe displayed list of reports, click a saved report whose parameters you want to modify.
6. Change the report parameters.

7. At the top of the report parameters, click Save.
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Organizing Reports
You can organize your reports with the help of report folders. Similar to file system folders, Veeam ONE Web

Client folders are used to group reports in a way that is convenient for you.

In addition to grouping reports, folders allow you to perform operations over a group of reports at once. For
example, if you want to schedule automatic report delivery for a set of reports, you can place the necessary
reports to the same folder and then specify delivery settings for the whole folder.

You can create custom folders under My reports folder of the Saved Reports tab.

NOTE:

All operations described in this section can be applied to custom folders only. You cannot modify or delete
predefined report pack folders.
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Creating Folders

To create a new folder:
1. Open Veeam ONE Web Client.
2. Open the Reports section.
3. Open the Saved Reports tab.

4. In the hierarchy on the left, select My reports.

You can also choose any folder that you have previously created under the My reports node.

5. At the top of the hierarchy, click Folder Management and choose New folder.

Alternatively, you can right-click the necessary folder and select New Folderin the context menu.
6. In the New Folder window, specify the name of a new folder and click Create.

The new folder will be added to the My reports hierarchy.
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Renaming Folders

To change a folder name:
1. Open Veeam ONE Web Client.
2. Open the Reportssection.
3. Open the Saved Reports tab.

In the hierarchy on the left, under My reports, select the necessary folder.

LIS

At the top of the hierarchy, click Folder Management and choose Rename.
Alternatively, you can right-click the necessary folder and select Rename inthe context menu.

6. In the Rename Folder window, specify a new folder name and click Rename.
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Deleting Folders

If you no longer need a folder, you can delete it. When you delete a folder with content, such as reports and
subfolders, you can move child items to another folder during the deletion procedure.

To delete a folder:

1.

2.

ooa W

Open Veeam ONE Web Client.

Open the Reportssection.

Open the Saved Reports tab.

In the hierarchy on the left, under My reports, select the necessary folder.

At the top of the hierarchy, click Folder Management and choose Delete.

Alternatively, you can right-click the necessary folder and select Deleteinthe context menu.

If the folder you delete contains reports or subfolders, you can choose to move the folder content to
another folder. To do so, select the Delete folder and move contained reports to the following folder
option and choose the new destination folder from the list. If you want to delete the folder with its
content, select the Delete folder and all contained reports option.

Click Delete.
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Moving Reports

You can move saved reports from one folder to another folder in My Reports.

To move a saved report:

1.

oos W

Open Veeam ONE Web Client.

Open the Reports section.

Open the Saved Reports tab.

In the hierarchy on the left, under My reports, select the necessary folder.

In the displayed list of reports, click a saved report that you want to move.

At the top of the report parameters, click Other Actions and choose Move.

Alternatively, you can right-click the necessary report and select Move in the context menu.
In the Move Report window, choose a new target folder for the report.

Click Move.
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Scheduling Reports

You can schedule automatic report delivery for one report or for a number of reports included in a report folder.
You can choose to receive reports by email, save reports to a disk or network share. Note that you can only
schedule delivery for saved reports (thatis, reports in the My reports folder and its subfolders).

To schedule automatic report delivery:
1. Open Veeam ONE Web Client.
2. Open the Reportssection.
3. In the hierarchy on the left, select the necessary folder.
4. In the displayed list of reports, click a report for which you want to enable scheduled delivery.

5. At the top of the report parameters, click Schedule.
Veeam ONE Web Client will launch the Add Report Schedule wizard.

6. At the Generalstep of the wizard, specify the report name and description and select a folder to which
you want to place the report.

7. Configure report delivery schedule as described in section Scheduling.

8. Click Close.

Scheduling Saved Reports

To schedule automatic report delivery for saved reports:
1. Open Veeam ONE Web Client.
2. Open the Reportssection.
3. Open the Saved Reports tab.
4. In the hierarchy on the left, select the necessary folder.
5. Inthe displayed list of reports, click a report for which you want to enable scheduled delivery.
6. At the top of the report parameters, click Schedule.
Alternatively, you can right-click the necessary report and select Scheduleinthe context menu.
7. In the Report Scheduling Settings window, click Add.
Veeam ONE Web Client will launch the Add Schedule wizard.
8. Configure report delivery schedule as described in section Scheduling.

9. C(lick Close.
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Scheduling Delivery for Multiple Reports

Instead of scheduling automatic report delivery for separatereports, you can configure scheduled delivery for a
number of reports that are included in the same folder.

To schedule delivery for reports in the same folder:

1.

2.
3.

vooa

Open Veeam ONE Web Client.

Open the Reportssection.

Open the Saved Reports tab.

In the hierarchy on the left, select a folder for which you want to schedule delivery.

At the top of the hierarchy, click Folder Management and choose Schedule.

Alternatively, you can right-click the necessary folder and select Scheduleinthe context menu.
In the Report Folder Scheduling Settings window, click Add.

Veeam ONE Web Client will launch the Add Schedule wizard.

Configure the schedule and delivery method as described in section Scheduling.

Click Close.
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Managing Report Schedules

You can create multiple schedules for a report or a report folder. Maintaining multiple schedules allows you to
set up complex scheduling and delivery method settings for the same report or folder.

To manage report or folder schedules:
1. Open Veeam ONE Web Client.
2. Open the Reportssection.

3. Open the Saved Reports tab.

4. In the hierarchy on the left, select the necessary folder or click a saved report in the displayed list of
reports.

5. Do one of following:
o At the top of the report parameters, click Schedule.
o At the top of the report folder list, click Folder Management and select Schedule.
o Right-click the necessary folder and select Schedule inthe context menu.

The Report Scheduling Settings or Report Folder Scheduling Settings window will open.

6. Do one of the following:
o To create a new schedule, click Add.
o To modify scheduling settings, select a schedule in the list and click Edit.
o To delete a schedule from the list, select the schedule in the list and click Delete.
o To temporarily disable a schedule, select the schedule in the list and click Disable.

o To enable a previously disabled schedule, select the schedule in the list and click Enable.

7. To finish working with the schedules, click Close.

Repart Scheduling Settings

Create and manage multiple report delivery echedulee, and configure delivery settinge

&= Add Edit Erahle Disahle Delete

Destination State Schedule Created by
administrator@weeam.com M Enabled Daily & SRY111Administrator
wishare01WOMNEWReports ) Enabled Monthly & SRv111wAdministrator

Clos

o
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Viewing Scheduled Report Delivery Results

Every run of a report or report folder scheduling job initiates a new scheduling session.
To view details on report or report folder scheduling sessions:
1. Open Veeam ONE Web Client.
2. At the top right corner of the Veeam ONE Web Client window, click Configuration.
3. In the configuration menu on the left, click Event Logs.

4. To displayall report or report folder delivery sessions, click Filter, select Report scheduling or Report
folder scheduling and click Apply.

5. Click the session in the list to display detailed information on it.

Task Details X

Task name: Report scheduling
Status: @ Success

Start time: 1/14/2021 2:30:00 PM
End time: 171472021 2:34:54 PM
Events:

1/14/2021 2:30:03 PM [Info]: Initiating "Agent Backup Job and Policy History” report scheduling task for user
"SRV11 1\Administrator”

1/14/2021 2:33:52 PM [info]: Generating ssrs report (Agent Backup Job and Policy History) in local mode...
1/14/2021 2:34:46 PM [infa]: Finished generate ssrs report (Agent Backup Job and Policy History) in local mode
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Cloning Reports

You can create clones of reports that you have previously saved to My reports.

Cloning may save time if you need to create multiple instances of the same report. For example, you have
configured a report with complex parameters and need create a set of similar reports with minor changes. In this
situation, you can create several clones of the saved report and change report parameters for each report clone.

To create a report copy:
1. Open Veeam ONE Web Client.

2. Open the Reports section.

3. Open the Saved Reports tab.

4. In the hierarchy on the left, select the necessary folder.

5. Inthe displayed list of reports, click a saved report that you want to clone.
6. At the top of the report parameters, click Other Actions and choose Clone.

Alternatively, you can right-click the necessary report and select Clone inthe context menu.

7. In the Clone Report window, specify the name of the report, its description and select a folder to which
the report clone should be saved. You can only choose a folder in the My reports hierarchy.

8. Click Clone.
After you create a report clone, modify the report parameters as described in Modifying Reports.

Clone Report X

Specify name and deecription, and select target folder for cloned report

Mame: Infrastructure Owerview [(Atlanta)

Description: | This report provides general inventory configuration information, including

Targetfolder; | ¥ B0 My reports
| Atlanta
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Deleting Reports

If you no longer need a report, you can delete it. Note that you can only delete reports that you have previously
saved to My Reports.

To delete a report:
1. Open Veeam ONE Web Client.
2. Open the Reportssection.

3. Open the Saved Reports tab.

4. In the hierarchy on the left, select the necessary folder.
5. Inthe displayed list of reports, click a saved report that you want to delete.
6. At the top of the report parameters, click Delete.

Alternatively, you can right-click the necessary report and select Deletein the context menu.

7. In the displayed dialog box, click Delete toconfirm report deletion.
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Sharing Reports

To share a saved report with other users or integrate the report to a web portal, you can enable public access to
the report or generate a direct report link.

Before you share a report with other users, make sure that you have saved the report to My Reports. For details,
see Saving Reports.

Generating Direct Report Link

To share a report with other users, or integrate a report to a web portal, you can generate a direct report link:
1. Open Veeam ONE Web Client.

2. Open the Reports section.

3. Open the Saved Reports tab.
4. In the hierarchy on the left, select the necessary folder.
5. In the displayed list of reports, click a saved report for which you want to generate a direct link.

6. At the top of the report parameters, click Other Actions and choose Share.

Alternatively, you can right-click the necessary report and select Shareinthe context menu.
7. In the Share Report window, switch the Direct link access toggle to On.
8. Click Copy Link tocopy the link and use it to share with other users or integrate to web portals.

9. |If you need to generate a new direct link, click Reset Link.

Note that after you change the direct link, the previous link will become invalid.

10. Click Close.

Share Repart X

Direct link access: m on

httpsAvwE-wint 8-21Rep ot 239/ Views/ReportViewrsecret=5a1 603ce-74db-41 c5-8d77-86a00

& copylink & ResetLink

Public access: m [a]]

Fublic access allows Yiware wSphere users with permissions on virtual infrastructure
objects to view reports containing data on these objects.

Enabling Public Access

To share a report with other users, you must enable public access to this report. Veeam ONE users, including
VMware vSphere users who have permissions assigned on virtual infrastructure objects, can access published
reports in the Veeam ONE Web Client.
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To enable public access to a report:

1.

2.

Open Veeam ONE Web Client.

Open the Reports section.

Open the Saved Reports tab.

In the hierarchy on the left, select the necessary folder.

In the displayed list of reports, click a saved report for which you want to enable public access.

At the top of the report parameters, click Other Actions and choose Share.

Alternatively, you can right-click the necessary report and select Shareinthe context menu.
In the Share Report window, switch the Public access toggleto On.

Click Close.

Disabling Public Access

To make a published report inaccessible, you can disable public access to the report:

1.

2.

Open Veeam ONE Web Client.

Open the Reports section.

Open the Saved Reports tab.

In the hierarchy on the left, select the necessary folder.

In the displayed list of reports, click a saved report for which you want to disable public access.
At the top of the report parameters, click Other Actions and choose Share.

Alternatively, you can right-click the necessary report and select Shareinthe context menu.

In the Share Report window, switch the Public access toggle to Off.

Click Close.
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Exporting and Importing Reports

You can export saved reports to a JsoN file and import reports from a Json file. Exporting and importing can be
useful if you need to back up custom-designed reports, or if you want to copy saved reports from one Veeam
ONE deployment to another.

Exporting Reports

To export saved user report to a JsoN file:
1. Open Veeam ONE Web Client.

2. Open the Reports section.

3. Open the Saved Reports tab.
4. In the hierarchy on the left, select the necessary folder.
5. Inthe displayed list of reports, click a saved report which you want to export.

6. At the top of the report parameters, click Other Actions and choose Export.

Alternatively, you can right-click the necessary report and select Export inthe context menu.

The selected report will be exported to a JsoN file and saved to the download location on your machine.

Exporting Report Folders

To export report folders to a JSON file:

1. Open Veeam ONE Web Client.

2. Open the Reports section.

3. Open the Saved Reports tab.
4. In the hierarchy on the left, under My reports, select the necessary folder.
5. At the top of the hierarchy, click Folder Management and choose Export.

Alternatively, you can right-click the necessary folder and select Export inthe context menu.
6. In the displayed window, click Close.

The selected folder and all contained objects will be exported to a Json file and saved to the download location
on your machine.

Importing Reports

To import saved user reports from a JsoN file:
1. Open Veeam ONE Web Client.
2. Open the Reportssection.
3. Open the Saved Reports tab.

4. In the hierarchy on the left, select the necessary folder.
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5. At the top of the hierarchy, click Folder Management and choose Import.
Alternatively, you can right-click the necessary folder and select Importinthe context menu.
6. In the Windows Open dialog box, select the Json file that describes saved user reports, and click Open.

7. In the displayed window, click Close.

Reports from the Json file will be installed to the selected folder.
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Jobs Calendar

Jobs Calendar visually represents jobs scheduled for a specified time period. It shows both upcoming and
finished job sessions arranged in the calendar format. With the help of Jobs Calendar, you can analyze job
history and plan job schedule avoiding previously occurred issues and without the risk of overloading the server.

Limitations

Jobs Calendar does not provide information on the following types of jobs:
e Veeam Backup for Nutanix AHV jobs
e Veeam Backup for AWS jobs
e Veeam Backup for Google Cloud jobs
e Veeam Backup for Microsoft Azure jobs
e MS SQL plug-in backup jobs
e CDP policies

e Transaction log backups

Veeam Backup for Microsoft 365 jobs

Accessing Jobs Calendar

To view Jobs Calendar:
1. Open Veeam ONE Web Client.
2. Open the Jobs Calendar section.

3. From the Backup server drop-down list, select a backup server.

The protection calendar will display data on completed and jobs configured on the selected server.
4. To narrow down the list of jobs:
o Click Filters and select protected workload types and job types that you want to display.
o Create a custom list of jobs:
i. Click Jobs.
ii. Select Manual selection.
iii. Select check boxes of the jobs that you want to display.
5. To specify time period:
o Click Day, Week or Month button.
o Click the date link and select the day, week or month that you want to be displayed.

To select the current day, week or month, click the Today button.
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Viewing Jobs Calendar

Jobs Calendar marks the monitored job types with the following colors:
e Light blue — backup job.
e  Blue — replication job.
e Aguamarine — backup copy job.
e (oral— backup to tape job.
e Beige — file to tape job.
e  Brown — VM or file copy job.
e Dark green — SureBackup.
Jobs Calendar represents completed and scheduled job sessions differently:

e Completed job sessions are transparent.

In the Month view, completed sessions are filled with color.
e Scheduled job sessions are filled with color.
In the Month view, scheduled sessions are transparent.

e Continuous job sessions scheduled for backup window periods are fully colored and connected with
dashes.

If a continuous job schedule is split into smaller schedules, the job band will also be split.
To get brief information on a specific job, do one of the following:
e In the Month view, hover the cursor over the job name in the calendar.
e Inthe Day and Week view, hover the cursor over the job name in the Job column.

e Inthe Day and Week view, hover the cursor over the colored band of the job.

NOTE:

For backup copy jobs, the job list will include a separateline for each source job. The job name is presented
in the Backup copy job|Source job format.

For backup agent jobs, the job list will include a separate line for each backup agent. The job name is
presented in the Backup agent job - backup agent name format.
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The purple band above the calendar indicates how many jobs sessions ran simultaneously during the time
period. The more parallel job sessions, the more saturated the band becomes. To see the exact number of job
sessions for a specific period, hover the pointer over the purple band. Note that the purple band is availablein
the Day and Week view only.

L
SR eur: (2)
207 Configuration (?)

‘ SRV11\administrator v

@ Dashboards Reports Scheduling Jobs Calendar Deployment Projects REST API

Backup server: | busrv.tech.local (version: 12.0.0.1291) v Y Filters (None) ¥ Jobs (all) State of: 12/20/2022 1:03:57 PM &3 Refresh

- = i 19 — 25 December 2022 [ Today | Vview:  (© pay (7] week Month B scale @ 1% v Show jobs outside the selected period: (@ )

Job Menday 19 Tuesday .. X§ Details | Wednesday 21 Thursday 22 Friday 23 Saturday 24 Sunday 25

Sortby: Mame v 1 12 6Gu. 12, 6. 12.. 6. 12.. 6. | 12, 6. 12, 6. [ 120 G 1200 Gl | 12,0 Bi. 12.. 6. 12 6. 12, 6. 12.. 6. 12.. 6.
State of: 1:03:57 PM

AZ Backup Copy Job\SAP HANA Policy\p...
Backup copy ®

New policy for C
Backup ®

ORMAN BC\ORMAN Policy A\pgOraclel...
Backup copy ®

ORMAN Policy A
Backup ®

SAP HANA BC)\SAP HANA Policy\pgSLES...
Backup copy ® 2

SAP HANA Policy
Backup ®
SAPORA rman_util BC\SAPORA rman_ut...
Backup copy ®
SAPORA rman_util BO\SAPORA rman_ut...
Backup copy @
SAPORA rman_util to SOBR
Backup ®

SAPORA util_file_online BCNSAPORA util...
Backup copy ®

SAPORA util_file_online to SOBR
Backup ®

By default, jobs are sorted by name. You can change that by selecting the Job types or Earliest job session / Job
schedule option in the Sort by drop-down list. Note that sorting is available in the Day and Week view only.

Chained jobs are marked with a chain-like sign. To see information on a job after which a chained job starts,
hover the cursor over the chained job color band.

The currently running job sessions are marked with a right-pointing triangle in a circle.

Disabled jobs are marked with horizontal line in a circle.

TIP:
e You can include jobs that do not have any job sessions during the selected period into Jobs Calendar.
To do that, switch the Show jobs outside the selected period toggleto On.
Note that the toggle is availablein the Day and Week view only.

e If you want to zoom in the time period and all scheduled jobs, use Scale.
Note that the Scaleslideris available in the Day and Week view only.

Viewing Job Details

The protection calendar allows you to view detailed information on all jobs sessions for a specific day. To open
day details, do one of the following:

e Inthe Day view, click Details.

e Inthe Week view, hover the cursor over the column associated with the necessary day and click Details.
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e Inthe Month view, select the cell associated with the necessary day and click Details.

9 Dashboards Reports Scheduling Jobs Calendar Deployment Projects REST API SRV11T\administrator
@ Day details for: 13 December 2022
Job Job Type Job Status Start Time T End Time Duration Average Duration Data Transferred, GB oo0
AZ Backup Copy Job\S... Backup copy @ Ssuccess 12/13/2022, 12:00:45 ... 12/13/2022, 1:52:30 AM 01:51:45 00:48:42 0.18 2
SAP HANA BO)\SAR HA... Backup copy @ Ssuccess 12/13/2022, 12:10:18 ... 12/13/2022, 3:00:45 AM 02:50:27 01:15:00 0.01
ORMAN Policy A Backup O Failed 12/13/2022, 3:00:15 AM 12/13/2022, 3:00:35 AM 00:00:20 00:00:20 [
SA4P HANA Policy Backup @ success 12/13/2022, 3:00:17 AM 12/13/2022, 3:00:57 AM 00:00:40 00:09:20 0.01
SAPORA util_file_onlin... Backup @ success 12/13/2022, 3:00:19 AM 12/13/2022, 3:24:46 AM 00:24:27 00:21:12 1
SAPORA rman_util o ... Backup O Failed 12/13/2022, 3:00:25 AM 12/13/2022, 3:22:52 AM 00:22:27 00:22:48 0.06
S4P HANA Policy Backup @ Ssuccess 12/13/2022. 3:01:08 AM 12/13/2022, 3:22:34 AM 00:21:26 00:09:20 0.14
ORMAN Policy A Backup @ Failed 12/13/2022, 3:10:42 AM 12/13/2022, 3:11:02 AM 00:00:20 00:00:20 [
ORMAN Palicy A Backup @ railed 12/13/2022, 321117 AM 12/13/2022, 3:21:37 AM 00:00:20 00:00:20 [
SAP HANA BC\SAP HA... Backup copy @ Ssuccess 12/13/2022, 3:24:40 AM 12/13/2022, 325115 AM 00:00:35 01:15:00 0.01
SAPORA rman_util BC)... Backup copy @ Ssuccess 12/13/2022, 3:25:25 AM 12/13/2022, 3:28:01 AM 00:03:36 00:02:29 0.03
SAPORA util_file_onlin... Backup copy @ Ssuccess 12/13/2022, 328116 AM 12/13/2022, 4:15:25 AM 00:46:09 00:40:56 0.57
ORMAN Palicy A Backup © railed 12/13/2022, 3:31:53 AM 12/13/2022, 332113 AM 00:00:20 00:00:20 [
SAP HANA BC)\SAP HA.... Backup copy @ Success 12/13/2022, 4:04:26 AM 12/13/2022, 7:4%:55 AM 03:45:29 01:15:00 0.12
SAPORA rman_util BCJ... Backup copy @ Success 12/13/2022, 4:11:54 AM 12/13/2022, 4:13:52 AM 00:01:58 00:01:50 a
SAPORA rman_util BCJ... Backup copy @ Success 12/13/2022, 4:12:17 AM 12/13/2022, 4:13:47 AM 00:01:30 00:02:29 0.02
AZ Backup Copy Job\5... Backup copy @ Success 12/13/2022, 4:15:34 AM 12/13/2022, 5:50:30 AM 01:34:56 00:48:42 0.18 .

Each scheduled job session is described with the following set of properties:
e Job—name of ajob.

e Job Type —typeof job (Backup, Replication, Backup copy, Backup to tape, File to tape, VM and file copy,
SureBackup).

e StartTime— date and time when the job session will start.

e Average Duration —average time a job session takes to complete. Only the latest 5 sessions are
considered.

Each completed job session is described with the following set of properties:
e Job —name of ajob.

e Job Type —typeof ajob (Backup, Replication, Backup copy, Backup to tape, File to tape, VM and file copy,
SureBackup).

e Job Status — status of the job session (Success, Warning, Failed, Running).
e StartTime—date and time when the job session started.

e End Time—dateand time when the job session ended.

e Duration — duration of the job session.

e Average Duration —average time a job session takes to complete. Only the latest 5 sessions are
considered.

e Data Transferred, GB — total amount of data transferred during the a job session.
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Some colored band segments include dataon multiple sessions. Usually, those segments are marked with the
number of aggregated sessions. To view the sessions data, click the related segment.

Job Details X

Job name: FF Job

Start Time T End Time Duration Job Status ano
2/13/2023, 9:33:115 PM 2/13/2023, 9:3416 PM Q00101 @ Failed
2/13/2023, 10:00:19 PM 2/13/2023, 10:01:20 PM 00:01:01 Q Failed
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Deployment Projects

Veeam ONE Web Client deployment projects allow you to predict future resource utilization and plan resource
reservations in your virtual environment.

With deployment projects, you can run complex simulation tasks to predict the effects of:
e Adding or evicting hosts in a cluster
e Adding new VMs or decommissioning existing VMs

Deployment projects compare the projected resource capacities against the future resource demand, help
identify potential resource shortages and provide practical recommendations that an administrator should
undertake to succeed with the actual deployment.

For example, you can simulate how many VMs similar to an existing Microsoft SQL Server can be addedin a
cluster without the risk of causing resource contention or degraded cluster performance. Deployment projects
can be helpful in assessing various hardware replacement scenarios or forecasting the amount of compute and
storage resources that need to be provisioned.

NOTE:

Deployment projects are not availablein Veeam ONE Community edition.

Deployment Projects and Scenarios

Every deployment project includes a specific simulation scenario. A simulation scenario describes what amount
of resources must be added to or evicted from the managed environment.

In simulation scenarios, you can:

e Select an existing host or a VM and use it as a baseline model to calculate the effects of adding or evicting
resources

e Explicitly specify host or VM configuration

Simulation scenarios can be targeted at a host or cluster, termed container — a recipient node that will undergo
the capacity changes and whose future performance and resource utilization will be assessed.

Condition for Acceptance

The deployment project is considered successful if future resource utilization and performance metrics do not
breach the designated thresholds that define the maximum tolerable resource load. The thresholds are preset
and can be customized if necessary.

Tentatively successful projects (projects completed with warnings) will cause the metrics to breach the
thresholds but stay beyond 100 percent of resource utilization (for example, memory usage exceeding a 90
percent threshold but being less than 100 percent).

Calculation Background

Resource availability and performance modelling is based on comparing future demand for resources against the
projected resource capacity. The following factors are used in the analysis:

e Current compute capacities
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e Additional capacities introduced through adding new hosts or evicting VMs
e Withdrawn compute capacities through evicting hosts
e Extra capacities required to run new VMs
The following algorithms are employed to forecast workloads:
e When a new VM is added, it is assumed that the VM will use all its provisioned resources.

e When an existing VM is selected as a baseline model, Veeam ONE will use the average value of the VM
resource consumption during the current week.

e When calculating the amount of free space, Veeam ONE verifies that there is sufficient storage capacity
for all virtual disks of the VM.

Deployment Project Interdependencies

You can create several simulation scenarios that describe complex conditions, such asintroducing new and
decommissioning existing hosts or VMs in the same container, at the same time. You can also create deployment
scenarios with overlapping due dates.

When you create a new deployment project or make changes in the existing deployment project, Veeam ONE
checks if there is any overlapping project. If there are changes that may affect the concurrent project, Veeam

ONE Web Client will prompt you to recalculate the overlapping projects.
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Getting Started with Deployment Projects

A typical workflow for creating a deployment project includes the following steps:
1. Check the effective thresholds and modify their values if necessary.
2. Create a new deployment project, specify its settings and add simulation scenarios.
3. Calculate the deployment project to run a simulation.

Create a report to examine results.

SRS

Complete the project after the actual resources have been added or evicted.
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Creating Deployment Projects

To create a new deployment project, perform the following steps:
1. Launch Add Deployment Project Wizard
2. Specify Deployment Project Name and Description
3. Specify Deployment Infrastructure

4. Define Project Scenarios
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Step 1. Launch Add Deployment Project Wizard

To launch the Add Deployment Project wizard:
1. Open Veeam ONE Web Client.
2. Open the Deployment Projects section.
3. At the top of the list, click Add.
Veeam ONE Web Client will launch the Add Deployment Project wizard.
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Step 2. Specify Deployment Project Name and
Description

At the Information step of the wizard, specify deployment project name, description and the date when the
deployment project must be completed.

Add Deployment Project

Specify deployment project name, due date, and deecription

Information
Infrastructure MName: Mew WD in Atlanta
Srenario Due date: 25/02/2021 fh

Description: | Adding new VDI for Atlanta
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Step 3. Specify Deployment Infrastructure

At the Infrastructure step of the wizard, select cluster or host on which you want to build deployment project:

1. In the Clustersand hosts hierarchy, select a host or cluster to which you want to add hosts or VMs, or from
which you want to remove hosts or VMs.

2. [Optional] In the Datastores list, select one or more datastores to which VMs will be deployed. Select
datastores if you need to calculate storage resource requirements for new VMs.

The datastore selection scope includes all datastores accessible by the selected container.

Add Deployment Praject

Select clueter or etandalone hoet to perform modeling. You may optionally eelect datastores to include storage

Information : !
space in the calculation.
Infrastructure )
Clusters and hosts Datastores [optional)
Scenario Cluster name or host name Q Datastore name Q
v (& virtual Infrastruccure
LB
+| MName
v B wewvern
v [ Datacerter selected: 1of1

51 ClusterReal

WVIVIFSS \ivirtual |Infrastructureiwe-wc7 0
5l Clustervivl
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Step 4. Define Project Scenarios

At the Scenario step of the wizard, change parameters of the deployment project scenario. A deployment
project scenario describes configuration of the hosts or VMs that must be added or evicted from the target
container. One scenario can combine conditions for adding and evicting both hosts and VMs.

To change parameters of the deployment project scenario:
e Click Add and choose which object you want to add to the selected container:
o New VM
o New Host
o Existing VM
o Existing Host
e Click Evict and choose which object you want to evict from the selected container:
o Existing VM
o Existing Host
e Click Edit tomodify the selected scenario entry.

e Click Delete todelete the selected scenario entry.

After you configure deployment scenario parameters, click Finish tosave the deployment project.

Add Deployment Project

\nfarmation Define changes in the eelected infraestructure to perform modeling. You can add and evict virtual machines

and hoste.
Infrastructure
= add v il Evict v o Edic ¥ Delets
SCenario
|E| Type Mame Action Count

Selected: 1of2
virtual machine  ¥DIOO1 Add 2

[] Host hostot Add 1

Previous Firish
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Adding New VM

To simulate a situation of adding new VMs to a host or cluster:

o At the Scenario step of the wizard, click Add and select New VM.

o Inthe Add New VM window, specify VM properties:

O

(e]

(e]

o

Name — VM name.

Number of vCPUs — the number of virtual CPU cores allocated to the VM.
vCPU frequency — each virtual CPU clock speed.

Memory — the amount of memory resources allocated to the VM.

Disk capacity — capacity of each virtual disk allocated to the VM.
Number of disks — the number of virtual disks allocated to the VM.

Number of VMs — the number of identical VMs to be added to the deployment project.

o Click Add.

Add New VI X

Mame:

wCPU frequency:

MEmory:

Dizk capacity:

Number of disks:

Number of ¥is:

Configure pettings of a VM to be added to the deployment ecenario

Number of vCPUs: | 2

VD001
e
A
4 GHz
8 GB
100 GEB
e
2 A
Ead
4 A

Defines the number of identical Vs with specified settings to be added to the

deployment scenario

Adding New Host

To simulate a situation of adding new hosts to a cluster:

1. At the Scenario step of the wizard, click Add and select New Host.

2. Inthe Add New Host window, specify host properties:

O

(e]

o

Name — the host name.
Number of vCPUs — the number of virtual CPU cores allocated to the host.

vCPU frequency — each virtual CPU clock speed.
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o Memory —the amount of memory resources allocated to the host.
o Number of hosts — the number of identical hosts to be added to the deployment project.

o Click Add.

Add Mew Hast

Configure settings of a host to be added to the deployment ecenario

MName: hosto1
Y
Mumber of wCPUs: | 4 -
WP fregquency: g8 GHz
Memory: 120 [£1:]
Fad
Number of hosts: | 1 w

Defines the number of identical hosts with specified hardware resources to be

added to the deployment scenario

Adding Existing VM
To simulate a situation of adding copies of an existing VM to a host or cluster:

1. At the Scenario step of the wizard, click Add and select Existing VM.

2. Inthe Add Existing VM window, select a VM from the list and specify the number of VMs to be
added.

The VM selection scope includes all VMs in the selected container.
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3. Click Add.

Add Existing VI

Select a VM to add to the deployment ecenario. ¥M settings will be pulled from Veeam
OMNE databage for further modeling.

Mame Q

Available Vie: 1

alfa_wm

alfa_wnn_0z2

alfa_wm_replica

Eeta WDl

hrush10cdpd
hrush10cdpd_COPreplica
Hrush201 2cdp3

Hrush201 2cdp3_CDPreplica
Hrush201 6odp2

Hrush2 6cdp2_CDPreplica

Ubu-1304dtop-orig
.o

-~

Number of Vivs: | 2 w

Defines the number of identical ¥is to be added to the deployment scenario

Adding Existing Host

To simulate a situation of adding copies of existing host to a cluster:
1. At the Scenario step of the wizard, click Add and select Existing Host.

2. Inthe Add Existing Host window, select a host from the list and specify the number of hosts to be
added.

The host selection scope includes all hosts in the selected container.
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3. Click Add.

Add Existing Host

Select @ host to add to the deployment ecenario. Hoet hardware resourcee will be
pulled from Yeeam OMNE databaee for further modeling.

Mame Q

Available Hoste: T

172.24.154.234

172.24.155.215

~

Number of hosts: | 1 -

Defines the number of identical hosts to be added to the deployment scenario

Evicting Existing VM
To simulate a situation of evicting a VM from a host or cluster:
1. At the Scenario step of the wizard, click Evict and select Existing VM.

2. Inthe Evict Existing VM window, select a VM from the list.

The VM selection scope includes all VMs in the selected container.
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3. Click Evict.

Evict Existing ¥M

Select an exieting VM to evict from the deployment ecenario. VM eettinge will be pulled
from Yeeam ONE databate for further modeling.

Mame Q

Available Vie: 1

an-test-wm_CDPreplica
hrush10cdpd_COPreplica
Hrush201 2cdp3_COPreplica
Hrush21 6cdp2_CDPreplica

wwg-esxiz_COPreplica

Evicting Existing Host
To simulate a situation of evicting a host from a cluster:

1. At the Scenario step of the wizard, click Evict and select Existing Host.
2. Inthe Evict Existing Host window, select a host from the list.

The host selection scope includes all hosts in the selected container.

86 | Veeam ONE | Reporting Guide



3. Click Evict.

Evict Existing Host

Select an existing host to evict from the deployment ecenario. Hoet hardware
resources will be pulled from Veeam ONE databace for further modeling.

Mame Q

Available Hoste: T

172.24.154.234

172.24.155.215
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Adjusting Performance Thresholds

Before you run a scenario simulation, you may need to examine the effective performance thresholds and
change them if necessary. The thresholds describe the maximum allowable resource utilization level that must
not be exceeded after the deployment project changes come into effect.

The default performance thresholds are designed to ensure conservative resource utilization and are therefore
appropriate for the majority of typical capacity planning projects.

To view and change performance thresholds:

1.

2.

5.

Open Veeam ONE Web Client.
Open the Deployment Projects section.
At the top of the list, click Thresholds.
Change threshold values if required:
o CPU utilization — maximum allowable processor utilization level on a physical host.

o VCPUs per physical core — maximum allowable CPU allocation ratio (the ratio of vCPU to pCPU). Itis
calculated as the total number of allocated virtual cores divided by the number of physical cores in
the target container.

o Memory utilization — maximum allowable memory utilization level on the physical host.
o Space utilization — maximum allowable amount of used space on the target datastores.

Click Save.

Threshaolds

Configure thresholds for CPU, memory, and storage

CPL utilization: 80 B
o~
wCPUs per physical core: | 4 “
Memory utilization: an B
Space utilization: a0 B

I:a r_l I:EI
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Calculating Deployment Projects

After you create a deployment project, you need to calculate it to run the scenario modeling and make sure that
your capacities meet the deployment conditions.

You must recalculate a deployment project each time its settings change, or when the project is affected by
changes in concurrent projects.

To calculate a deployment project:
1. Open Veeam ONE Web Client.
2. Open the Deployment Projects section.
3. Select the necessary deployment project in the list and click Calculate.

Veeam ONE Web Client will calculate the project and display the project result in the Status field. For details on
deployment project statuses, see Deployment Project Statuses.
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Viewing Deployment Project Report

After you calculate a project, you can view a report detailing the outcome of the simulated deployment:
1. Open Veeam ONE Web Client.
2. Open the Deployment Projects section.
3. Select the necessary deployment project in the list and click View Report.

The report is designed to assist an administrator in implementing the deployment. The report details a projected
resource usage, identifies a list of constraints and provides mitigation guidance.

The first report page outlines the projected changes and gives a summary of the constraining resources.

| < 1 of 3 > g O '@ 100% i l%‘ R g] Find | Mext

VeeAM

Deployment Scenarios Modelling

Description

This report helps you to model different VM deployment scenarios and estimate resource usage after adding or removing physical resources.

Report Parameters

Deployment project name: New VDI in Atlanta
Calculation result: Passed with warnings
Hosts and clusters: protwesx02.tech.local
Datastores: prgtwesx02-ds01

Due Date: 12/20/2022 12:00:00 PM
Creatad: 12/20/2022 2:44:20 AM
CPU utilization threshold: 80.00%

wCPUs per physical core: 4

Memory utilization threshold: 90.00%

Space utilization threshold: 90.00%

Project Details

Memory
. CPU vCPU/Core Allocated Storage Disk
Action Name Number (GHz) Count Used (GB) Count
(GE)
Add
as2016DC 1 0.08 4 400 /238 80.00 1

Total Scope Power

By Pending Projects (With Current Resource

Current Usage)
CPU (GHz) Core Count  Memory (GB) CPU (GHz) Core Count  Memory (GB)
57.60 24 382.66 57.60 24 38266
Report created: 12/20/2022 2:45:38 AM ([UTC-08:00) Pacific Time (US & Canada)) Page: 10f 3
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The subsequent pages show anticipated CPU, memory and storage usage levels and provide recommendations
on capacity planning measures for maintaining robust and consistent performance in future.

I £ 2 ofz | @) © 100% ~ & - =

Find | Next

Modelling results for Compute resources

Metric Average In Peak Estimate For Next Six Months
Usage Required Usage Required Usage Required
26.27% 35.74% 79.79%
) (15.13) . (20.59) {45.96)
d ” vy . ]
/}c e&r / }0 sl’;'. ,/ \‘}a sl’:
N o A 7 % >
Passed 4 4 » & \9 .I
— J " 8- — J o - — J - 3—
vCPU
—_ J -
Usage Required Usage Required Usage Required
57.AT% 58.67% 115.89%
Iyl @219.92) ) (224.50) (44347) o
- / .o"".
d 4 Vi - .
Ty ok /o
. y r . y
> % > e /[ N g
— )=z — o)y & — &) o
Report created: 12/20/2022 2:45:38 AM ([UTC-08:00) Pacific Time (US & Canada)) Page:2of 3
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Completing Deployment Projects

After you run a simulation based on a deployment project, you can flag the project as Completed.

By completing a deployment project, you instruct Veeam ONE Web Client to assume that all resources tied up to
the project can be released and made available for calculation of the concurrent projects.

To complete a deployment project:
1. Open Veeam ONE Web Client.
2. Open the Deployment Projects section.
3. Select the necessary deployment project in the list and click Complete.
4. In the displayed dialog box, click Complete toconfirm project completion.

After you complete a project, the date in the Completed column will be set to the current date.
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Modifying Deployment Projects
You can modify settings of a deployment project that you have not completed yet. For example, you may need
to update deployment project settings if the project was calculated with the Failed state.
To modify deployment project settings:
1. Open Veeam ONE Web Client.
2. Open the Deployment Projects section.
3. Select the necessary deployment project in the list and click Edit.
4. Change the deployment project settings as described in Creating Deployment Projects.
5. Save changes.

After you change project settings, you need to calculate the project anew. You may also need to recalculate
overlapping or dependent projects. For example, if you change the project due date to an earlier date, Veeam
ONE Web Client will offer you to recalculate all projects whose dates overlap with the changed project.
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Deleting Deployment Projects

If you no longer need a deployment project, you can delete it:
1. Open Veeam ONE Web Client.
2. Open the Deployment Projects section.
3. Select the necessary deployment project in the list and click Delete.
4. In the displayed dialog box, click Delete toconfirm project deletion.

After you delete a deployment project, you may need to rebuild overlapping or dependent projects. For details,
see Calculating Deployment Projects.
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Deployment Project Statuses

Veeam ONE deployment projects may have one of the following statuses.

e Tobe calculated

The status indicates that project calculation is pending. Remediation action is to calculate the project. For
details, see Calculating Deployment Projects.

e Tobe recalculated

The status is assigned if the project settings have changed, or changes in a concurrent project affect the
project. Remediation action is to calculate the project. For details, see Calculating Deployment Projects.

e Not passed

The status indicates that the project simulation has completed but the deployment cannot be executed
successfully due to anticipated resource constraints.

The deployment simulation analysis has concluded that it is impossible to place the desired number of
hosts or VMs without causing the future resource utilization to exceed 100 percent on any of the
performance metrics.

Remediation action is to view the project report and change the project settings in accordance with the
report recommendations. For details, see Viewing Deployment Project Report and Modifying Deployment
Projects.

e Passed with warnings

This status indicates that the deployment is feasible but will cause the resource utilization to breach the
threshold values. However, the resource utilization will not reach 100 percent.

Remediation action is to view the project report and change the project settings in accordance with the
report recommendations. For details, see Viewing Deployment Project Report and Modifying Deployment
Projects.

e Passed successfully

The status indicates that the project has completed successfully and its requirements are fully met. There
are enough resources to accomplish the planned deployment and maintain an acceptable level of resource
utilization.
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Scheduling

In Veeam ONE Web Client, you can schedule automatic delivery for dashboards, reports and report folders. You
can choose to receive dashboards and reports by email, save dashboards and reports to a local folder or network
share. Note that you can only schedule delivery for saved reports (that is, reports in the My Reports folder and

its subfolders).

To schedule delivery for dashboards, reports and report folders:

1.

2.

Open Veeam ONE Web Client.

Open the Scheduling section.

At the top of the list, click Add.
Veeam ONE Web Client will launch the Add Schedule wizard.

At the Object Type step of the wizard, specify the type of object for which you want to enable scheduled

delivery.

Add Schedule b4

Object Type

Object

Schedule

Delivery

Recipients

Target Folder

Select object type

Object type:
Y
(@) Dashboard

'::j' Report folder

'C) Report
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5. At the Object step of the wizard, select the dashboard, report or report folder for which you want to
enable scheduled delivery.

Add Schedule x

Object Type Select an object
Available cbjects:
Object
Object name Q
Schedule
Name
Delivery X . -
mm Veeam Backup and Replication
]
Recipients mm Heatmap
g8 Veeam Backup for Microsoft 365
Target Folder
e g vSphere Trends
B vSphere Alarms
am vSphere Hosts and Clusters
g8 vSphere Datastores
am vSphere VMs
am vSphere Infrastructure -
=

6. At the Schedulestep of the wizard, define a schedule according to which the object must be generated
and delivered.

o To generate and deliver the object repeatedly, with a specific time interval, select the Periodically
everyoption and define the necessary interval.

o To generate and deliver the object at specific time of day, select the Daily at option and specify the
time and days of week on which the object must be delivered.

o To generate and deliver the object on a monthly basis, select the Monthly option and choose the
necessary months, dates or weekdays.
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o To configure a schedule without enabling it, select the Disable schedule upon creation check box.

You can enable the schedule later. For details, see Managing Delivery Schedules.

Add Schedule x

Configure scheduling settings

Object Type
Object 'Cj' Pericdically every: 24 Hours
S 'Ci) Daily at: 09:00 AM A Days: Sunday, Tuesday, Thu... »
chedule -
'::j' Monthly: Start at: 09:00 AM
Delivery
Months: January, February, March, April, May. ...

Recipients

Days: 1
Target Folder

on: First Maonday

Disable schedule upon creation

Previous Cancel

7. At the Delivery step of the wizard, define object delivery options:

o Select the Send by email check box to send objects by email.
If this option is selected, the Recipients step will become available in the wizard.

If you want to send objects by email, make sure you specified SMTP settings in Veeam ONE Client. For
details, see section Configure SMTP Server Settings of the Veeam ONE Deployment Guide.

[For the Dashboard object type] Additionally, you can select whether you want to attach a dashboard
file to an email message or embed it into an email body.

[For the Report folder object type] If you want to send several reports from the folder in a single
email, select the Send multiple reports in a single email check box and specify the maximum number
of reports to include in a single email. If the number of reports in the folder exceeds the specified
maximum, Veeam ONE Web Client will send several emails.

o Select the Save to a folder check box to save objects to a network share or a local folder on a machine
where Veeam ONE Server component runs.

With this option selected, the Add Schedule wizard will include an additional Target Folder step.
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o [For the Report folder and Report object types] From the Report format drop-down list, select the
format in which the report must be saved. You can choose one of the following formats: PDF, MS
Word, MS Excel, CSV, XML.

To savereports in CSV or XML format, you must configure an SRSS server. For details, see Configuring
SSRS Server Settings.

Add Schedule x

Specify delivery options and select report delivery format

Object Type
Object Send by email
The dashboard will be sent to the specified email addresses as an ema hmen embedded in the email body.
Schedule Dashboard delivery format:
) .
(@) Attached to the email
Delivery
T . )
() Embedded in the email body
Recipients
Save to a folder
Target Folder ItilcarHPia:.,.I”_:':_Zfel to the spedified local or network path. Additionally, you can instruct Veeam ONE to execute a scri|

@ SMTP server is configured

Previous Cancel

8. At the Recipients step of the wizard, configure object delivery by email:

a. In the Recipients field, specify the recipient email address.

If you want to send generated objects to multiple recipients, separate email addresses with a
semicolon (;) or comma (,).
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b. In the Subject field, specify an email subject title.

You can use the $ReportName% $DashboardName% and $Date% variablesin the subject line —
Veeam ONE will substitute these variables with the name of a delivered report, dashboard and the
current date.

Add Schedule X

Specify email recipients and email subject

Object Type
Object Recipients: | info@betagroup.com
Use semicolon () or comma {,) to specify several email addresses
Schedule Subject: Dashboard %DashboardNamedt
Supported variables: %DashboardName, HDat=0f
Delivery
Recipients

Target Folder

Previous m Cancel

9. At the Target Folder step of the wizard, configure automated delivery to a local folder or a network share:

a. In the Path field, specify a path to a local folder or network share.

The path must refer to an existing folder. Veeam ONE will check if the specified folder exists and if
the account under which Veeam ONE Reporting service runs has write permissions on the folder. If the
folder cannot be accessed, Veeam ONE Web Client will display a warning message.
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b. To run a custom script after the dashboard is delivered to the target folder, in the Path to the script
file field, specify a path to the script file.

Running a custom script allows you to perform further actions after the dashboard is generated. For
script examples, see Appendix. Scheduling Script Examples.

Add Schedule X

Object Type Specify target folder and custom script location
Object Specify the path to the folder or network share,
Veeam OME Reporting service must hawe "write" access on the specified folder,
cchedule Path: wwhetashareireports:
Specify the path to the script to execute after the dashboard is sawed,
Delivery
Pathto the scriptfile: | Wwhetasharescriptswreport_script.bat
Recipients Supported script file formats: *.bat, *.crd, *.wbs, *js, *wsf, *.exe, *vbe, *jse, *wsh, * pscl

Supported variahles to pass to the script: WReportMarme, MiReportFolderi, WlobMarnelf

Target Folder

Cance

10. Click Finish.

If you want to configure multiple schedules, repeat steps 4-10 for each new schedule.
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Managing Delivery Schedules

You can create multiple schedules for a single dashboard, report of report folder. Configuring multiple
schedules allows you to set up complex scheduling and delivery method settings for the same object.

To manage delivery schedules:

1. Open Veeam ONE Web Client.

2. Open the Scheduling section.

3. Use controls at the top of the list to manage the delivery schedules:

O

o

To create a new delivery schedule, click Add.

To edit scheduling settings, select a schedule in the list and click Edit.

To enable previously disabled schedules, select one or more schedules in the list and click Enable.
To temporarily disable schedules, select one or more schedules in the list and click Disable.

To delete schedules, select one or more schedules in the list and click Delete.
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Business View Reporting

Veeam ONE Web Client integrates with Business View and allows you to create reports and dashboards for
business view groups. For example, if you group VMs by department, you can create reports for a specific
department in your organization.

The following example shows how you can create the Protected VMs report for specific business view groups:
1. Open Veeam ONE Web Client.
2. Open the Reports section.
3. In the hierarchy on the left, select the Veeam Backup Monitoring folder.
4. In the displayed list of reports, click the Protected VMs report.
5. From the Business view objects list, select business groups for which you want to create a report.

6. Specify other report parameters and click Preview.

\Administrator v

Dashboards Reports Scheduling Jobs Calendar Deployment Projects REST API Configuration

Report Templates Saved Reports Select Business View Objects X

M select &1l ® Clearall

E3 All Templates

W Custom Reports > [[] & patastore

B Hyper-v Capacity Planning
> [| & Last Backup Date

B Hyper-V Infrastructure Assessment

B Hyper-v Monitoring > ]85

I HyperV Optimization v [] & vms with snapshots
B Hyper-v Overview

B Infrastructure Chargeback No snapshots

H Offline Reports older than 30 days
I Veeam Backup Agents [] & Recentsnapshots
B Veeam Backup Assessment
B veeam Backup Billing D Uncategorized
[ Veeam Backup Capacity Planning

B Veeam Backup for Microsoft 365

B Veeam Backup for Nutanix AHV

i Veeam Backup for Public Clouds

| Veeam Backup Menitoring

B Veeam Backup Overview

B Veeam Backup Tape Reports

B Veeam Enterprise Application Plug-ins
B VMware Cloud Director

[ vSphere Capacity Planning

[ vsphere Configuration Tracking

B vsphere Infrastructure Assessment
B4 vsphere Monitoring

B vSphere Gverview
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Veeam ONE Web Client will present data from the business point of view — that is, for the selected business
groups.

| < 1 ofs 2 b\ @) ® 100% ~

LE.] Find | Next

VeeAM

Protected VMs

Description

This report lists protected and unprotected WMware vSphere and Microseft Hyper-V VMs including their last backup job status.
Note: VM replicas not protected by any Veeam Backup & Replication job are not accounted in this report.

Report Parameters

Scope: Virtual Infrastructure

RPC: 24 hours (12/19/2022 8:00:00 AM)

WM exclusion rule:

Job types: VM backup, Replication, Backup copy, Cloud Director backup, Cloud Director replication
Business View objects: VMs with Snapshots: Older than 30 days, No snapshots

Analyze VM templates: Na

Excluded jobs: -

Summary

VMs Overview

Protected VMs
Total VMs: 197
Including VM Replicas: 9
Protected WMs: 2
‘With Backup: 2
‘With Replication: 0
Unprotected VMs: 186
B Protected VM [l Unprotected VM
VM Last Backup State VM Last Backup Age
1
|
1
Il Success Warning Il No Restore Points Qutside RPO [l Within RPO
Report created: 12/20/2022 7:32:38 AM ({UTC-08:00) Pacific Time [US & Canada)) Page: 1 of 6
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Accessing Veeam ONE REST AP

You can access Veeam ONE REST APl Swagger Ul directly from Veeam ONE Web Client. To do that:
1. Open Veeam ONE Web Client.
2. Open the REST APl section.

For details on Veeam ONE Swagger Ul, see section Evaluation with Swagger Ul of the REST APl Reference guide.
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Viewing Notifications
Veeam ONE Web Client generates notifications about important internal events such as data collection failure,

Veeam ONE license expiration and so on.

To view the notifications, atthe top right corner, click the button with the bell icon. The drop-down list of
notifications will open.

To clear the list of notifications, click Clear ALL.

By default, new notifications are automatically displayed. To disable this behavior, move the Auto-display new
message toggle to the left. In case new notification is generated, the red circle will appearon the notification
button.
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Multi-Tenant Monitoring and Reporting

Veeam ONE supports multi-user access to its monitoring and reporting capabilities. Authorized users can
concurrently access the same instance of Veeam ONE to monitor the health state of the virtual infrastructure,
view dashboards and run reports.

To restrict access to sensitive infrastructure data, you can limit the scope of virtual infrastructure objects and
associated datathat must be available to a Veeam ONE user. Thus you can control what subset of the managed
virtual infrastructure the user can see and work with.

User permissions can be restricted for two types of inventories:
e VMware vSphere inventory

e VMware Cloud Director inventory

In a multi-tenant environment, you can configure restricted access to Veeam ONE data for owners of virtualized
systems or responsible personnel and delegate monitoring and reporting tasks.

For example, if you manage VMware vSphere systems that belong to different business units, you can restrict
permissions so that users can monitor and report on systems owned by their business unit. Or, if you manage
resources for multiple organizations in a VMware Cloud Director environment, you can restrict permissions on a
per-organization basis, so that users can monitor and report on vApps and VMs that belong to their
organization.

This document describes how to configure permissions for multi-tenant monitoring and reporting in Veeam
ONE, and provides a basic configuration example.
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How Access to Virtual Infrastructure
Objectsis Restricted

Veeam ONE collects inventory details about virtual infrastructure objects from connected VMware vSphere and
VMware Cloud Director servers. In addition to objects and object properties, Veeam ONE gathers information
about user permissions assigned to objects in VMware vSphere and VMware Cloud Director inventories.
Permission details are gathered in real time, as part of the regular data collection procedure.

Collected permissions determine what users must (and must not) have access to objects in the Veeam ONE
virtual infrastructure inventory. When a user authenticates to Veeam ONE, Veeam ONE checks what permissions
are assigned to objects in the VMware vSphere and VMware Cloud Director inventories.

e If the user has appropriate permissions on an object, the user can access this object and associated data in
the Veeam ONE infrastructure inventory.

e If the user does not have permissions on an object, the object is hidden. Data associated with this object is
unavailable to the user.

O

l - l

User Permissions
VMware vSphere
Infrastructure Inventory

VYeeam ONE

Infrastructure Inventory

o yCenter Server

o Datacenter A

o Cluster A
@ Host A

o Resource Pool A

@ Datastore A1
€9 Datastore A2

8 Datacenter B

@ Cluster B
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Permissions and Security Groups

Do not mix permissions on virtual infrastructure inventory objects with the Veeam ONE security model that is
based on security groups.

Users in Security Groups

Security groups define what actions users can perform in Veeam ONE. That is, what part of Veeam ONE
functionality is available to users.

o Veeam ONE Administrators have access to all functions in Veeam ONE. They can perform all types of
actions that Veeam ONE supports, including configuration actions.

e Veeam ONE Power Users have read access to monitoring data and can fully manage reports and
dashboards but do not have access to Veeam ONE configuration settings.

NOTE:

Note that members of the Power Users security group canrun report and dashboard scheduling
scripts on the machine on which the Veeam ONE Web Services component is installed. Include users

into this group with caution.

o Veeam ONE Read-Only Users have limited access to Veeam ONE functions: they can access data in the
read-only mode but cannot perform configuration tasks.

Users included in either Veeam ONE security group (Administrators, Power Users or Read-Only Users) have
access to:

e All Veeam ONE consoles (Veeam ONE Client, Veeam ONE Web Client)

e All objects of the infrastructure inventory (including VMware vSphere, VMware Cloud Director, Microsoft
Hyper-V, Veeam Backup & Replication and Veeam Backup for Microsoft 365)

Users with Restricted Permissions on Virtual Infrastructure
Inventory

Permissions define what part of the virtual infrastructure is visible to a Veeam ONE user. To monitor and report
on a restricted subset of the virtual infrastructure in Veeam ONE, a user must have permissions assigned on
objects of the VMware vSphere or VMware Cloud Director inventory hierarchy. In this case, the user can utilize
Veeam ONE monitoring and reporting capabilities for available objects of the VMware vSphere or VMware Cloud
Director infrastructure. Microsoft Hyper-V, Veeam Backup & Replication and Veeam Backup for Microsoft 365
inventory objects will be unavailable for the user.

Note that for users of this type some Veeam ONE functionality is disabled. For details on limitations, see section
Functional Restrictions.

IMPORTANT!

Do not include a user with restricted permissions into Veeam ONE security groups. Members of security
groups always have access to the whole infrastructure inventory in Veeam ONE, regardless of their
permissions on the VMware vSphere or VMware Cloud Director inventory hierarchy.
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Functional Restrictions

Users with restricted permissions on the virtual infrastructure inventory have limited access to Veeam ONE
functionality. Functional restrictions prevent these users from changing settings that may affect other users in
Veeam ONE.

Monitoring

In Veeam ONE Client, users with restricted permissions cannot perform the following tasks:

e Access and modify configuration settings (connections to virtual servers, notification settings, Veeam ONE
server settings and license).

e Create, modify, delete, acknowledge or resolve alarms.

Reporting

In Veeam ONE Web Client, users with restricted permissions cannot perform the following tasks:
e Access and modify all configuration settings.
e Modify and delete predefined and custom dashboards.
e View custom reports that were saved by other users with restricted permissions.

e  Work with specific reports.

For the list of reports available to these users, see Reports for Users with Restricted Permissions.

Users with restricted permissions can access custom dashboards and saved reports that have been shared by
Veeam ONE Administrator and Veeam ONE Power User. The virtual infrastructure scope on dashboardsand in
reports will be restricted in accordance with effective user permissions.

For details on sharing dashboardsand reports, see sections Sharing Dashboards and Sharing Reports of the
Veeam ONE Reporting Guide.
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Configuring Access for Users with
Restricted Permissions

To provide access to Veeam ONE reporting and monitoring features for a user with restricted permissions,
perform these steps:

1. Check Veeam ONE security group membership.

2. Check requirements to the user account.

3. Assign permissions on the VMware vSphere or VMware Cloud Director inventory objects.

4. Log in to Veeam ONE as the user with restricted permissions.
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Step 1. Check Veeam ONE Security Group
Membership

Check that the user is not included in Veeam ONE security groups ( Veeam ONE Administrators, Veeam ONE
Power Users or Veeam ONE Read-Only Users). Otherwise, the user will be granted access to the whole
infrastructure inventory in Veeam ONE, including VMware vSphere, VMware Cloud Director, Microsoft Hyper-V,
Veeam Backup & Replication and Veeam Backup for Microsoft 365.

For details, see Permissions and Security Groups.
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Step 2. Check Requirements to User Account

You can provide access to Veeam ONE for single users and user groups.

The following table describes types of accounts for which you can configure restricted permissions.

Account Type Description and Notes

vCenter Server Domain users and groups Members of the Active Directory domain.

vCenter Server must be configured to use Active
Directory for authentication. For details on user
authentication in VMware vSphere, see Active
Directory Identity Source Settings.

To log in to Veeam ONE, you must provide user name
in the following format: domain\username.

Local users and groups Local users and groups on the machine where
vCenter Server is installed.

To log in to Veeam ONE, you must provide user name
in the following format: hostname\username.

Single Sign-On usersand  Single Sign-On users and groups on vCenter Server.
groups For details, see vSphere Authentication with vCenter
Single Sign-On.

Note: Single Sign-On must be installed on the
machine where vCenter Server runs, with the default
installation path and port settings. Otherwise, Veeam
ONE will not be able to detect its database with user
groups and users.

To log in to Veeam ONE, you must provide user name
in the following format: ssodomain\username.

ESXi host Domain users and groups Members of the Active Directory domain.

Standalone hosts must be configured to use Active
Directory for authentication. For details, see Using
Active Directory to Manage ESXi Users.

To log in to Veeam ONE, you must provide user name
in the following format: domain\username.
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Account Type Description and Notes

VMware Cloud Director Domain users and groups Members of the Active Directory domain.

Users must be able to authenticate to an LDAP
server. For details, see VMware Cloud Director
documentation.

To log in to Veeam ONE, you must provide user hame
in the following format: domain\username.

Local users and groups Local users and groups in VMware Cloud Director.

To log in to Veeam ONE, you must provide user name
in the following format:

e For organization user:
organization\username

e For VMware Cloud Director administrator:

system\username

NOTE:

For each local or Single Sign-On user that authenticates to Veeam ONE, Veeam ONE creates a temporary
Windows account on the machine that runs the Veeam ONE Server component. This temporary account is
deleted after 30 days of inactivity.

Authorizing with Veeam ONE

To authorize with Veeam ONE components (Veeam ONE Client and Veeam ONE Web Client), a user must have
the Allow log on locally privilege assigned.

By default, this privilege is assigned to users included in the local Administrators group. For users not included
in the local Administrators group, you must assign this privilege manually.

NOTE:

If you use the advanced deployment scenario, you must assign the Allow log on locally privilege on the
machines that host the Veeam ONE Server and Veeam ONE Web Ul components.

114 | Veeam ONE | Reporting Guide


https://docs.vmware.com/en/VMware-Cloud-Director/10.3/VMware-Cloud-Director-Service-Provider-Admin-Portal-Guide/GUID-4ECA36E9-E051-489C-A039-67621DE2C688.html#GUID-4ECA36E9-E051-489C-A039-67621DE2C688
https://docs.vmware.com/en/VMware-Cloud-Director/10.3/VMware-Cloud-Director-Service-Provider-Admin-Portal-Guide/GUID-4ECA36E9-E051-489C-A039-67621DE2C688.html#GUID-4ECA36E9-E051-489C-A039-67621DE2C688

Step 3. Assign Permissions on Infrastructure
Inventory Objects

To view and work with virtual infrastructure objects in Veeam ONE, the user must have appropriate permissions
on these objects setin the VMware vSphere or VMware Cloud Director inventory.

VMware vSphere Permissions

Connect to vCenter Server or standalone host with vSphere Client and assign permissions on objects to which
the user must have access.

The following table shows minimal required privileges on VMware vSphere inventory objects.

vCenter Server (root) Read-only
Data Center

Cluster

Host

Resource Pool/vApp

Datastore Cluster

Datastore

e Read-only
e Virtual machine.Interaction.Answer question’
e Virtual machine.Interaction.Console interaction’

Virtual Machine

' Required to access VM console in Veeam ONE Client

NOTE:

If you assign permissions to container objects (such as hosts, resource pools or vApps), consider enabling
propagation. In this case, all new child objects that may be added to the container in future will become
available to the user.

VMware Cloud Director Permissions

Connect to VMware Cloud Director and assign permissions on objects to which the user must have access.

The following table shows minimal required roles for VMware Cloud Director inventory objects.

VI Inventory Object VMware Cloud Director Role

vCloud Director (root) System Administrator

Organization Console access only
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Step 4. Log in to Veeam ONE as User with
Restricted Permissions

Log in to Veeam ONE Client and Veeam ONE Web Client as the user to make sure the user has access to Veeam
ONE.

For details on how to log in to Veeam ONE Client, see section Accessing Veeam ONE Client of the Monitoring
guide. Veeam ONE Client will display the [Restricted permissions mode] label next to the user name under
which you are logged in.

For details on how to log in to Veeam ONE Web Client, see Accessing Veeam ONE Web Client. Veeam ONE Web
Client will display the Restricted permissions user label next to the user name under which you are logged in.
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Reports for Users with Restricted
Permissions

The following reports are available to users with restricted permissions:

Report Pack Report Available for VMware Available for VMware

vSphere users Cloud Director users

VM Configuration Yes Yes
Chargeback
Infrastructure
Chargeback
VM Performance Yes Yes
Chargeback
Datastore Performance Yes No
Assessment
vsphere Infrastructure VM Change Rate Estimation = Yes Yes
Assessment
VM Configuration Yes Yes
Assessment
VM Backup Compliance Yes Yes
Veeam Backup Overview
Assessment
VMs with no Archive Copy Yes Yes
Protected VMs Yes Yes
VM Daily Protection Status  Yes No
Veeam Backup
Monitoring
Data Change Rate History Yes Yes
CDP SLA Compliance Yes No
. Protected VMs Job Yes Yes
Veeam Backup Overview
Schedule
Cluster Configuration Yes No
vSphere Overview
Datastore Capacity Yes No
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Report Pack Report Available for VMware Available for VMware

vSphere users Cloud Director users
Datastore Configuration Yes No
Datastore Space Usage Yes No
History
Guest Disk Free Space Yes No
Host Configuration Yes No
Hypervisor Version Yes No
Infrastructure Overview Yes No
VMs Configuration Yes No
VMs Growth Yes No
Alarms Current State Yes No
Overview
Alarms Overview Yes No
Cluster Hosts Performance Yes No
Cluster Performance Yes No
Datastore Performance Yes No
vSphere Monitoring
Host Performance Yes No
Host Uptime Yes No
Multiple Clusters Yes No
Performance
Resource Pool and vApp Yes No
Performance
VM Performance Yes Yes
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Report Pack Report Available for VMware Available for VMware

vSphere users Cloud Director users

VM Uptime Yes No
Active Snapshots Yes Yes
GarbageFiles Yes No
Idle VMs Yes Yes
Inefficient Datastore Usage  Yes Yes
vSphere Optimization
Orphaned VM Snapshots Yes No
Oversized VMs Yes Yes
Powered Off VMs Yes Yes
Undersized VMs Yes Yes
Infrastructure Changes Yes No
Audit
vSphere Configuration
Tracking
Infrastructure Changes by Yes No
Object
vSphere Custom Yes Yes
Performance
Custom reports
vSphere Raw Performance Yes No
Data
Catalogs Overview No Yes
Organization Configuration No Yes
VMware Cloud Director
Organization VDC No Yes
Performance
Provider VDCs Performance  No Yes
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Report Pack Report Available for VMware Available for VMware

vSphere users Cloud Director users
vApp Configuration No Yes
vApp Performance No Yes
VM Uptime No Yes
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Predefined Dashboards and Reports

Veeam ONE Web Client features a set of preconfigured dashboards and reports for Veeam Backup & Replication,
Veeam Backup for Microsoft 365, VMware vSphere and Microsoft Hyper-V.

NOTE:
Some predefined dashboards and reports can represent incomplete data, contain Veeam watermark, or be

unavailable due to licensing limitations.
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Predefined Veeam ONE Dashboards

Veeam ONE Web Client includes the following predefined dashboards:
e Veeam Backup & Replication Dashboard
e Heatmap
e Veeam Backup for Microsoft 365
e vSphere Trends
e vSphere Alarms
e vSphere Hosts and Clusters
e vSphere Datastores
e vSphere VMs
e vSphere Infrastructure
e vSphere Capacity Planning
e Hyper-V Trends
e Hyper-V Alarms
e Hyper-V Hosts and Clusters
e Hyper-V Datastores
e Hyper-V VMs

e Hyper-V Infrastructure
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Veeam Backup & Replication Dashboard

The Veeam Backup & Replication dashboard provides information on the state of the key backup infrastructure
components. The built-in widgets display a list of important events and help focus on the core efficiency

indicators.

Dashboards

Reports

Scheduling

Jobs Calendar

@ Veeam Backup and Replication ® £

Deployment Projects

REST API

SRV111\Administrator v

+ newwidget T Refresh Dashboard g Editlayout B schedule [/ share Row length: | 3 (used for schedul.. v Use for Schedule View
Backup Infrastructure Inventory il Backup Window il Jobs Status il
{) Updated a minute ago ) Updated 24 minutes ago {) Updated a minute ago
30 6

Object status
Backup Servers (12) Q1

[ Backup Proxies (31) <} 20 N .

B Backup Repositories (106) Qs L2 § 2
&» WAN Accelerators (1) [ )R] - o B ) .
{F Backup Jobs (15) Q4 L3
15 Replication Jobs (2) Lo I I
13 Backup Copy Jobs (4) Q1 ' PR— | o . . .
48 File Backup jobs (3) o2 A 1 19Dec  20Dec  21Dec 22Dec  23Dec  24Dec 35 Dec 19Dec  20Dec 21Dec  22Dec  23Dec  24Dec 2 Dec
7 cop polidies (2) @ Healthy @ Backup Jobs @ Replication Jobs ® Failed Warning @ Success

Protected VMs Overview it Top Jobs by Duration it Top Repositories by Used Space it
{) Updated a minute ago {) Updated a minute ago ) Updated 24 minutes ago

Item Value Job Latest Status Average Duration Repository Days Left Capacity (TB) Free (TB)
g Protected VMs 7 ‘Windows Oracle Backup © Failed 16h56min T Default Backup Repository [ 010 000
¥ Backed Up VMs 7 Oracle Linux Backup & Warning oh12min 4 Default Backup Repository (Sin... 5 013 001
I Replicated VMs 0 MS SQL Backup @ Success ohomin & Default Backup Repository 13 012 001 ¢
[ Unprotected VMs 207 AD Backup i Wwarning ohsmin Default Backup Repository ES 018 008
(5 Restore Points 36 My Documents DB © Failed oh4min L Default Backup Repository 399 013 009
B Full Backups Size 91.55GB Web Servers Backup & Warning oh3min = Default Backup Repository 1442 013 009

B Increments Size 4.67 GB RHEL Backup @ Success oh2min & Backup Repository True Per-M 3652 012 005 ¢
= source vMs Size 496.00 GB Organization02 vApp02 Backup @ Success oh2min - Beta Cloud Vol01 3652 0.10 008 >
& successful VMs Backup Ratio 100% HV Backup Job @ Success ohimin L Cloud repository Beta 3652 005 002 =

Daily Backup of SAP HANA @ Success ohomin L Repo31 3652 024 021 =

Widgets Included

Backup Infrastructure Inventory

This widget describes your backup infrastructure inventory and shows how many backup components of
each type are deployed. The widget reflects the health state of backup infrastructure and displays healthy
objects (green), objects with warnings (yellow), objects with errors (red).

The widget also provides details on scheduled backup, backup copy and replication jobs, and the state of

This widget shows the total duration of daily backup and replication job sessions. It allows you to track the
efficiency of backup jobs, to detect issues occurred in the backup process and to check whether jobs
completed within the prescribed backup window.

L]

the latest job sessions.
e Backup Window
e JobsStatus

This widget provides information on the completion state of scheduled backup and replication jobs. It
displays a daily summary of successfully completed jobs, and shows the number of jobs that completed
with warnings and errors during the past week.

The widget helps you assess the efficiency of your data protection operations.
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¢ Protected VMs Overview

This widget displays information on VMware vSphere and Microsoft Hyper-V VMs protected with backup
and replication jobs, specifically:

(o]

o

Protected VIMs — the total number of VMs protected with backups or replicas.

Backed Up VIMs — the total number of VMs for which backups are available.

Replicated VMs — the total number of VMs for which replicas are available.

Unprotected VMs — the total number of VMs not protected with backups or replicas.

Restore Points — the total number of availablerestore points for protected VMs.

Full Backups Size — the amount of storage space consumed by full backups.

Increments Size — the amount of storage space consumed by incremental backups.

Source VMs Size — the total size of storage space consumed by source VMs on production storage.

Successful VMs Backup Ratio — the percentage of latest backup and replication sessions that
completed successfully over the previous week against the total number of latest sessions for
protected VMs.

e Top Jobs by Duration

This widget displays top 10 jobs in terms of the longest duration, job completion status and the value of
the average weekly duration. The widget helps you assessthe backup infrastructure health and efficiency.

Arrows on the right show how job duration has changed over the previous week*.

e Top Repositories by Used Space

This widget displays 10 repositories that will run out of free space sooner than other repositories, as well
as total capacity and free space left on these repositories. The widget also forecasts how many days
remain before the repositories will run out of free space.

Arrows on the right show how the repository free space value has changed over the previous week*.

NOTE:

Veeam ONE Web Client displays file backup copy jobs together with other backup copy jobs.
Veeam ONE Web Client displays CDP Proxy servers together with other proxy servers.
Infrastructure topology view in Veeam ONE and Veeam Backup & Replication must match.
Otherwise, Veeam ONE Web Client may show invalid data for Veeam Backup & Replication reports
and dashboards.

*The arrows allow you to compare the results of this week to theresults of the previous week and to track how t he trend has
evolved. For example, a grey arrow pointing right next to the Duration value means that duration of the job has not changed
over the past week, a green arrow pointing down means that job duration has decreased, while a red arrow pointing up
means that job duration has increased.
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Heatmap

The Heatmap dashboard visually represents key resource utilization in your backup infrastructure. The
dashboard allows real-time monitoring of free space on repositories as well as repository and proxy usage.
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This widget shows the amount of total and free disk space on each of your backup repositories in a form of

Each section of the treemap contains information about a single repository. To see detailed information,
hover the pointer over a section. Color of a section is determined by the amount of free space relative to
the total space: green color means repository disk space is mostly free while red color means repository

Click a section associated with a scale-out repository to see detailed information about its extents.

e Repository Free Space

a treemap.

disk space is mostly used.
e Proxy Usage

This widget shows concurrent tasks that backup proxy servers processed during the week.

Each row of the diagram contains information about a single proxy server.

To see details on hourly proxy server usage, click a row. In the section dedicated to a specific proxy server,
each cell represents server activity during 1-hour time periods.

To open the section with detailed information about proxy server settings and activity during specific
hour, click the cell. This section includes the following elements:

o Backup server — host name of the backup server.

o CPU count — number of CPU cores.
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(o]

O

Concurrent tasks limit — number of maximum concurrent tasks.

Max concurrent tasks processed — configured number of concurrent tasks processed.
CPU usage — CPUresources consumed, in percent.

Memory usage — memory resources consumed, in percent.

Related jobs — list of the concurrent jobs.

Color of a cell is determined by number of processed concurrent tasks relative to maximum number of
concurrent tasks: green color means none or few concurrent tasks were processed while red color means
number of concurrent tasks is close to or reaches maximum.

e Repository Usage

This widget shows concurrent tasks that backup repositories processed during the week.

Each row of the diagram contains information about a single repository.

To see details on hourly repository usage, click a row. In the section dedicated to a specific repository,
each cell represents server activity during 1-hour time periods.

To open the section with detailed information about repository settings and activity during specific hour,
click the cell. This section includes the following elements:

o

(0]

o

o

Repository type — type of the repository.

Backup server —host name of the backup server.

Concurrent tasks limit — configured number of maximum concurrent tasks.
Max concurrent tasks processed — number of concurrent tasks processed.
Disk Bytes/sec — operation speed of the repository disk.

Related jobs — list of the concurrent jobs.

Color of the section is determined by the number of processed concurrent tasks relative to the maximum
number of concurrent tasks: green color means none or few concurrent tasks were processed while red
color means the number of concurrent tasks is close to or reaches maximum.
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Veeam Backup for Microsoft 365

The Veeam Backup for Microsoft 365 dashboard provides information on the state of the key Veeam Backup for
Microsoft 365 infrastructure components. The built-in widgets display a list of important events and help focus
on the core efficiency indicators.
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Infrastructure Inventory i Backup Window i Protected Objects Overview i
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20
Object Status Object Protection Status
[@ Backup servers (1) (<3 15 A users 30f105 T
B Backup Proxies (3) @ Healthy £ Groups 10f117 T
B Backup Repositories (5) @ Healthy z 0 @ Teams 20f69 T
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Widgets Included

e Top Jobs by Duration

This widget displays top 10 jobs in terms of the longest duration, job completion status and the value of
the average weekly duration. The widget helps you assess the backup infrastructure health and efficiency.

Arrows on the right show how job duration has changed over the previous week*.

e Backup Job Status

This widget provides information on the completion state of scheduled backup and backup copy jobs. It
displays a daily summary of successfully completed jobs, and shows the number of jobs that completed

with warnings and errors during the past week.

The widget helps you assess the efficiency of your data protection operations.

e Top Repositories by Used Space

This widget displays 10 repositories that will run out of free space sooner than other repositories, as well
as total capacity and free space left on these repositories. The widget also forecasts how many days
remain before the repositories will run out of free space.

Arrows on the right show how the repository free space value has changed over the previous week*.
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e Infrastructure Inventory

This widget describes your Veeam Backup for Microsoft 365 infrastructure inventory and shows how many
backup components of each type are deployed. The widget reflects the health state of backup
infrastructure and displays how many objects have the Warning and Errorstatuses.

e Backup Window

This widget shows the total duration of daily backup and backup copy job sessions. It allows you to track
the efficiency of jobs, detect issues occurred in the backup process and to check whether jobs completed
within the prescribed backup window.

e Protected Objects Overview

This widget displays information on Microsoft 365 objects protected with backup jobs, specifically:
o Users— the total number of protected user accounts.
Note that shared mailboxes are counted as separate users.
o Groups — the total number of protected user groups.
o Teams — the total number of protected Microsoft Teams teams.

o Sites — the total number of protected Microsoft 365 organization sites.

*The arrows allow you to compare the results of this week to theresults of the previous week and to track how the trend has
evolved. For example, a grey arrow pointing right next to the Duration value means that duration of the job has not changed
over the past week, a green arrow pointing down means that job duration has decreased, while a red arrow pointing up
means that job duration has increased.
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vSphere Trends

The vSphere Trends dashboard helps you track resource utilization in your VMware vSphere infrastructure by
displaying growth trends for the previous week.

N
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+ Newwidget T RefreshDashboard gl EditLayout M Schedule [4] Share Row length: | 3 (used for schedul.. v Use for Schedule View
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Widgets Included

CPU Usage by Cluster

This widget shows how CPU utilization in a cluster has been changing during the week.
Memory Usage by Cluster

This widget shows how memory utilization in a cluster has been changing during the week.
Storage Usage by Cluster

This widget shows how storage utilization in a cluster has been changing during the week.
VMs Growth

This widget shows how the number of VMs in your virtual infrastructure has been changing during the
week.

VM Uptime by Cluster

This widget shows how the average uptime value for VMs in a cluster has been changing during the week.
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vSphere Alarms

The vSphere Alarms dashboard provides an overview of alarms triggered by Veeam ONE Client during the past
week. The dashboard allows you to identify the most typical issues that occur in your environment and to
simplify troubleshooting.
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Host available memory 2 (7
Top VMs 1 Top Clusters and Hosts il Top Datastores il
{) Updated a minute ago {) Updated a minute ago {) Updated a minute ago
Virtual Machine Errors Warnings Cluster/Host Errors Warnings Datastore Errors Warnings
srv13 92 (-8) 153 (12) pretwesx01.tech.local 50 (-46) 70 (-88) pretwesx01-ds01 96 (-58) 70 (-100)
backupserver005 82 (12) 144 (-6) pretwesx03.tech.local 0 467 pretwesx01-ds02 72 (-28) 83 (79)
enterprisedd 85 (-30) 134 (-43) pretwesxd-virttech.local 1) 2 ) pretwesx02-ds01 8 18 (-19)
srv12 72 (19) 136 (17) pretwesxo2-virt.tech.local 0 241 pretwesx02-virt-ds1 164 20 (32)
backupserveroo4 70 (-30) 134 (-34) CDP cluster 1) 0 pretwesxo1-virt-ds1 2¢2) 16 (27)
Winsrv0022016 69 (-43) 135 (-50) pretwesx02.tech.local 0 1 docopsubuntunfsd1 0 (-2) 6 (-9)
winsrv004 66 (-32) 135 (-36) Veeam_dr_v6_nfsd1_SHNufyTQKzk1Xc3a05zR)3 0 504
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Widgets Included

e Object Status Overview

This widget shows the number of healthy objects, objects with warnings and objects with errors for each
infrastructure component type.

e Totallssues by Day

This widget displays the daily number of warnings and errors that were triggered during the week.

e Top Issues

This widget provides a list of 10 most typical alarms in your environment and shows the number of times
each alarm was triggered.

Values in parentheses show how the alarm repeat count has changed over the previous week*.

e Top VMs
This widget provides a list of VMs with the highest number of registered errors and warnings.

Values in parentheses show how the number of alarms has changed over the previous week*.

e Top Clusters and Hosts

This widget provides a list of virtual infrastructure objects (clusters and hosts) with the highest number of
registered errors and warnings.
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Values in parentheses show how the number of alarms has changed over the previous week*.

e Top Datastores
This widget provides a list of datastores with the highest number of registered errors and warnings.
Values in parentheses show how the number of alarms has changed over the previous weelk*.

*The value in parentheses stands for theamount by which the number of alarms has changed compared to the value of the
previous week. For example, the 11 (+5) value means that the number of alarms has increased by 5 over the past week (while
the previous value equaled 6), and the 11(-7) value means that the number of alarms has decreased by 7 (while the previous
value equaled 18).
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vSphere Hosts and Clusters

The vSphere Hosts and Clusters dashboard helps you evaluate host and cluster performance in your VMware
vSphere infrastructure. The dashboard displays statistics on CPU, memory and network utilization, and helps
you identify hosts and clusters with performance issues.
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Widgets Included

CPU Ready by Cluster

This widget shows how the average CPU ready time for all VMs on all hosts in the cluster has been
changing during the week.

Memory Ballooning by Cluster

This widget shows how the amount of memory processed by the VM memory control driver for all VMs on
all hosts in the cluster has been changing during the week.

Top Hosts by CPU
This widget displays weekly CPU utilization data for the top 10 most loaded hosts in your infrastructure.

Arrows on the right show how the average CPU usage value has changed over the previous week*.

Top Hosts by Memory

This widget displays a list of hosts with the highest level of memory consumption.

Arrows on the right show how the average memory usage value has changed over the previous week*.

Top Hosts by Network

This widget displays a list of hosts with the highest level of network usage.
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Arrows on the right show how the average network throughput value has changed over the previous
week*,

*The arrows allow you to compare the results of this week to theresults of the previous week, and to track how the trend
has evolved. For example, a grey arrow pointing right next to the CPU Usage value means that CPU utilization has not
changed over the past week, a green arrow pointing down means that CPU utilization has decreased, while a red arrow
pointing up means that CPU utilization hasincreased.
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vSphere Datastores

The vSphere Datastores dashboard is designed to provide at-a-glance view on resource usage and performance
of datastores in the VMware vSphere infrastructure. The dashboard helps you assess disk capacities and prevent
potential performance bottlenecks.
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Widgets Included

e Top Datastore Utilization
This widget displays a list of datastores that will run out of free space sooner than other datastores.
A datastore is highlighted with red if the amount of free space is less than 50% of the capacity value.
Values in parentheses show free space values for the previous week.

Arrows on the right show how the amount of free space has changed over the previous week*.

e Top Growing Guest Disks

This widget displays a list of VMs with the least amount of free guest disk space. For each VM in the list,
the widget provides information on the logical disk volume and total capacity.

A disk is highlighted with red if the amount of free space is less than 50% of the capacity value.

Values in parentheses show free space values for the previous week.

Arrows on the right show how the amount of free space has changed over the previous week*.
e Top Datastore Read Latency

This widget displays a list of datastores with the highest average Read Latency metric values.

Arrows on the right show how the averageread latency value has changed over the previous week*.

134 | Veeam ONE | Reporting Guide



e Top Datastore IOPS

This widget displays a list of datastores with the highest number of I0PS. For each datastore in the list,
the widget provides the total number of VMs residing on the datastore.

Arrows on the right show how the number of IOPS has changed over the previous week*.

e Top Active VMs with Snapshots

This widget displays a list of VMs with the largest snapshots. For each VM in the list, the widget provides
the name of the datastore where the VM snapshots are located.

A VM is highlighted with red if the total size of all VM snapshots is greater than 20% of the VM size.

e Top Datastore Write Latency
This widget displays a list of datastores with the highest Write Latency metric values.
Arrows on the right show how the average write latency value has changed over the previous week*.

*The arrows allow you to compare the results of this week to theresults of the previous week, and to track how the trend
has evolved. For example, a grey arrow pointing right next to the Write Latency value means that the average latency has
not changed over the past week, a green arrow pointingdown means that the average latency has decreased, while a red
arrow pointing up means that the average latency has increased.
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vSphere VMs

The vSphere VMs dashboard provides information about health and performance of VMs in the VMware vSphere
infrastructure, and shows general VM statistics on CPU, memory and network usage for the past week.
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Widgets Included

e Top VMsbyCPU
This widget displays a list of VMs with the highest average level of CPU utilization.

Arrows on the right show how the CPU usage value has changed over the previous week*.

e Top VMs by Memory

This widget displays a list of VMs with the highest average level of memory utilization. The memory
utilization value is calculated as a percentage of total memory allocated for the VM.

Arrows on the right show how the memory utilization value has changed over the previous week*.
e Top VMs by Network I/0
This widget displays a list of VMs with the highest average network throughput values.
Arrows on the right show how the throughput value has changed over the previous week*.
e Top VMs by Read Latency
This widget displays a list of VMs with the highest average Read Latency metric values.
Arrows on the right show how the averageread latency value has changed over the previous week*.

e Top VMs by Write Latency
This widget displays a list of VMs with the highest average Write Latency metric values.
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Arrows on the right show how the average write latency value has changed over the previous week*.

e Top VMs by IOPS
This widget displays a list of VMs with the highest average number of I0OPS.
Arrows on the right show how the number of IOPS has changed over the previous week*.

*The arrows allow you to compare the results of this week to theresults of the previous week, and to track how the trend
has evolved. For example, a grey arrow pointing right next to the CPU Usage value means that CPU utilization has not
changed over the past week, a green arrow pointing down means that CPU utilization hasdecreased, while a red arrow
pointing up means that CPU utilization hasincreased.
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vSphere Infrastructure

The vSphere Infrastructure dashboard is designed to provide at-a-glance view of configuration of the VMware
vSphere infrastructure and to help you assess the overall performance and resource usage efficiency.
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Widgets Included

e Virtual Environment

This widget shows the total number of vCenter servers, clusters, ESXi hosts and VMs in your environment,
as well as the number of currently running VMs.

e CPU and Memory Resources

This widget assesses physical CPU and memory resources installed on ESXi hosts and shows the amount of
availableresources allocated to VMs.

e Datastore Capacity

This widget provides information on the number of datastores in your environment, their total capacity,
the amount of provisioned and free space left on the datastores.

e Consolidation Ratio

The widget tracks the amount of virtual hardware placed on physical hardware:
o Hosts/Datastore ratio shows the average number of hosts connected to a single datastore.
o VMs/Host ratio shows the average number of VMs running on a single physical host.
o VMs/Datastore ratio shows the average number of VMs that store data on a single datastore.

o VCPUs/Core ratio shows the average number of virtual processors operating on a single physical CPU
core.
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¢ Allocation Ratio

The widget tracks the amount of virtual and physical resources allocated to VMs:

o VCPUallocation ratio shows the number of virtual processors operating on a single physical CPU core
(in percentage).

o Datastores allocation ratio shows the amount of datastore space allocated to VMs (in percentage).
o Memory allocation ratio shows the amount of physical RAM allocated to VMs (in percentage).

e Wasted Resources

The widget tracks the amount of over-provisioned resources in your environment, based on data gathered
by the Oversized Virtual Machines report:

o VvCPUvalue shows the total number of provisioned vCPUs.

o VCPU Wasted value shows the total number of over-provisioned vCPUs. Use this value as a measure of
compute resources that you can reclaim and allocate to other VMs.

o Allocated Memory value shows the total amount of provisioned virtual memory.

o Memory Wasted value shows the amount of over-provisioned virtual memory. Use this value as a
measure of compute resources that you can reclaim and allocate to other VMs.
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vSphere Capacity Planning

The vSphere Capacity Planning dashboard helps you analyze performance of virtual infrastructure objects,
forecast resource shortages, optimize resource provisioning and maintain high availability for VMware clusters.
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Widgets Included

To estimate future resource utilization and forecast resource shortages, the dashboard analyzes historical
performance data for the previous 90 daysand calculates the performance utilization trend.
e Hosts and Clusters

The widget forecasts how many daysremain before hosts and clusters start experiencing resource
shortages, given the performance utilization trend. The widget analyzes CPU, memory, storage space and

storage 1/0 performance data.

The days left value is highlighted with red if the number of remaining days is less than 30. The infinity sign
implies that a host or a cluster will not run out of CPU and memory resources in the foreseeable future.

e Datastores

The widget forecasts how many days remain before datastores will run out of free space, given the
performance utilization trend.

The days left value is highlighted with red if the number of remaining days is less than 30. The infinity sign
implies that a datastore will not run out of free space in the foreseeable future.
e WhatiflLose1Hostin a Cluster

A host may unexpectedly go down or enter a maintenance mode, which will increase workloads across
failover hosts in a cluster. The widget simulates a failure of one host in a HA cluster and forecasts how
many days remain before the cluster starts experiencing resource shortages.
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The days left value is highlighted with red if the number of remaining days is less than 30. The infinity sign
implies that a cluster will not run out of CPU and memory resources in the foreseeable future.

e Available Resources
The widget shows the amount of available CPU, memory and storage resources for the previous week.
The number in parentheses represents available resources asa percentage of total physical resources.

Arrows on the right show whether the amount of CPU, memory and free space has changed since the
previous day. For example, a green arrow pointing up next to the Free Spacevalue means that the
available storage space has increased since yesterday, while a red arrow pointing down next to the CPU
value means that the amount of available CPU resources has decreased since yesterday.

e How Many More VMs Can Be Added

The widget analyzes the current workload, assesses average VM configuration in your clusters and hosts,
and calculates the number of additional VMs with the average configuration that your existing
infrastructure can support without experiencing significant resource shortages.

141 | Veeam ONE | Reporting Guide



Hyper-V Trends

The Hyper-V Trends dashboard helps you track resource utilization in the Microsoft Hyper-V infrastructure by

displaying growth trends for the previous week.
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Widgets Included

e CPU Usage by Cluster

This widget shows how CPU utilization in a cluster has been changing during the week.

e Available Memory by Cluster

This widget shows how memory utilization in a cluster has been changing during the week.
e Storage Usage by Cluster
This widget shows how storage utilization in a cluster has been changing during the week.

e VMs Growth

This widget shows how the number of VMs in your virtual infrastructure has been changing during the
week.

e VM Uptime by Cluster

This widget shows how the average uptime value for VMs in a cluster has been changing during the week.
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Hyper-V Alarms

The Hyper-V Alarms dashboard provides an overview of alarms triggered for Microsoft Hyper-V infrastructure
objects by Veeam ONE Client during the past week. The dashboard allows you to identify the most typical issues
that occur in your environment and to simplify troubleshooting.

00 Configuration
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Widgets Included

e Object Status Overview

This widget shows the number of healthy objects, objects with warnings and objects with errors for each
infrastructure component type.

e Totallssues by Day

This widget displays the daily number of warnings and errors that were triggered during the week.

e Top Issues

This widget provides a list of 10 most typical alarms in your environment and shows the number of times
each alarm was triggered.

Values in parentheses show how the alarm repeat count has changed over the previous week*.
e Top VMs
This widget provides a list of VMs with the highest number of registered errors and warnings.

Values in parentheses show how the number of alarms has changed over the previous week*.

e Top Clusters and Hosts

This widget provides a list of virtual infrastructure objects (clusters and hosts) with the highest number of
registered errors and warnings.

Values in parentheses show how the number of alarms has changed over the previous week*.
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e Top Datastores

This widget provides a list of volumes and disks with the highest number of registered errors and
warnings.

Values in parentheses show how the number of alarms has changed over the previous week*.

*The value in parentheses stands for theamount by which the number of alarms has changed compared to the value of the
previous week. For example, the 11 (+5) value means that the number of alarms has increased by 5 over the past week (while
the previous value equaled 6), and the11(-7) value means that the number of alarms has decreased by 7 (while the previous
value equaled 18).
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Hyper-V Hosts and Clusters

The Hyper-V Hosts and Clusters dashboard helps you evaluate host and cluster performance in the Microsoft
Hyper-V infrastructure. The dashboard displays statistics on CPU, memory, disk and network utilization, and
helps you identify hosts and clusters with performance issues.
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Widgets Included

e Memory Pressure by Cluster
This widget shows how the average memory pressure for all VMs on all hosts in the cluster has been
changing during the week.

e Network Usage by Cluster

This widget shows how the averagerate at which bytes are transferred to and from the cluster disk during
I/O operations has been changing during the week.

e Disk Usage by Cluster

This widget shows how the averagerate at which data is read from and written to the cluster disk has
been changing during the week.

e Top Hosts by CPU
This widget displays weekly CPU utilization data for the top 10 most loaded hosts in your infrastructure.

Arrows on the right show whether the average CPU usage value has changed over the previous week*.

e Top Hosts by Memory
This widget displays a list of hosts with the highest level of memory consumption.

Arrows on the right show whether the average memory usage value has changed over the previous week*.
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e Top Hosts by Network
This widget displays a list of hosts with the highest level of network usage.

Arrows on the right show whether the average network throughput value has changed over the previous
week*.

*The arrows allow you to compare the results of this week to theresults of the previous week, and to track how the trend
has evolved. For example, a grey arrow pointing right next to the CPU Usage value means that CPU utilization has not
changed over the past week, a green arrow pointing down means that CPU utilization has decreased, while a red arrow
pointing up means that CPU utilization hasincreased.
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Hyper-V Datastores

The Hyper-V Datastores dashboard provides at-a-glance view on resource usage and performance of disks and
Cluster Shared Volumes in the Microsoft Hyper-V environment. The dashboard helps you assess disk capacities
and prevent potential performance bottlenecks.

SRV111\administrator v

E Dashboards Reports Scheduling Jobs Calendar Deployment Projects REST API

@ Hyper-V Datastores @ &

+ newwidget T Refresh Dashboard g EditLayout B schedule  [7 share Row length: | 3 (used for schedul... v Use for Schedule View
Top Datastore Utilization Ht Top CSVs by Direct IOPS il Top CSVs by Redirected I0PS H
) Updated 10 minutes ago ) Updated 15 minutes ago Q) Updated 15 minutes ago
Datastore Capacity (GB) Free space % (GB) csv 10PS csv 10PS
ms-nede-02/Disk 0 C: 59.4 5 (4.8) ms-22-cluster.tech.local/C:\ClusterStorage\C5V 21 ms-22-cluster tech.|ocal /CA\ClusterStorage\CSV 0=
ms-nede-01/Disk 0 C: 59.4 19.7 (11.7)
ms-22-cluster.tech.local/CACIUSE.. 999.6 67.8 (677.8)
ms-node-01/Disk 2 F: 0.9 95 (0.8)
Top CSVs by Direct KB per sec Ht Top CSVs by Redirected KB per sec it Top CSVs by Total bytes i
) Updated 15 minutes ago ) Updated 15 minutes ago ) Updated 15 minutes ago
csv Read/Write (Bps) csv Read/Write (Bps) Datastore Value
ms-22-cluster.tech.local/C:\ClusterStorage\C5V 121043 L ms-22-cluster.tech.local/C:\ClusterStorage\C5v 0= ms-22-cluster tech |ocal/ CAClusterStorage\C5V 103.67 KBps &
Top CSVs by IOPS il Top CSVs by Latency il
{Q Updated 15 minutes ago ) Updarted 15 minutes ago
Datastore Value Datastore Value
ms-22-cluster.tach.localf C:\ClusterStorage?CSV  601.85 Number 4 ms-22-cluster.tech.local/ C:\ClusterStorage\CSV 0.78 Millisecond

Widgets Included

e Top Datastore Utilization
This widget displays a list of disks that will run out of free space sooner than other disks.

A datastore is highlighted with red if the amount of free space is less than 5% of the capacity value.

Values in parentheses show free space values for the previous week.

e Top CSVs by Direct IOPS

This widget displays a list of Cluster Shared Volumes with the highest number of 1/0 operations performed
in the direct access mode.

Arrows on the right show how the number of I0PS has changed over the previous week*.

147 | VeeamONE | Reporting Guide



e Top CSVs by Redirected IOPS

This widget displays a list of Cluster Shared Volumes with the highest number of 1/0 operations performed
in the redirected access mode.

Arrows on the right show how the number of I0PS has changed over the previous week*.

e Top CSVs by Direct KB per Sec

This widget displays a list of Cluster Shared Volumes with the highest rate at which bytes were transferred
to/from the CSV during write/read operations in the direct access mode.

Arrows on the right show how the Direct Bytes/sec metric value has changed over the previous week*.

e Top CSVs by Redirected KB per Sec

This widget displays a list of Cluster Shared Volumes with the highest rate at which bytes were transferred
to/from the CSV during write/read operations in the redirected access mode.

Arrows on the right show how the Redirected Bytes/sec metric value has changed over the previous
week*.

e Top CSVs by Total bytes

This widget displays a list of Cluster Shared Volumes with the highest rate at which data was read from
and written to the volume in the direct and redirected access modes.

Arrows on the right show how the 7otal Bytes/sec metric value has changed over the previous week*.

« Top CSVs by IOPS

This widget displays a list of Cluster Shared Volumes with the highest rate at which reads and writes were
performed directly on the volume.

Arrows on the right show how the /OPSmetric value has changed over the previous week*.

e Top CSVs by Latency

This widget displays a list of Cluster Shared Volumes with the highest average latency for completing read
and write requests on the volume.

Arrows on the right show how the Latency metric value has changed over the previous week*.

*The arrow allows you to compare the results of the current week to the results of the previous week, and to track how the
trend has evolved. For example, a grey arrow pointing right next to the IOPS value means that the average number of IOPS
has not changed over the past week, a green arrow pointing down means that the average number of IOPS has decreased,
while a red arrow pointing up means that the average number of IOPS has increased.
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Hyper-V VMs

The Hyper-V VMs dashboard provides information about health and performance of VMs in the Microsoft Hyper -
V infrastructure, and shows general VM statistics on CPU, memory and network usage for the pastweek.
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Widgets Included

e Top VMsbyCPU
This widget displays a list of VMs with the highest average level of CPU utilization.

Arrows on the right show whether the CPU usage value has changed over the previous week*.

e Top VMs by Memory

This widget displays a list of VMs with the highest average level of memory utilization. The memory
utilization value is calculated as a percentage of total memory allocated for the VM.

Arrows on the right show whether the memory utilization value has changed over the previous week*.
e Top VMs by Network I/0

This widget displays a list of VMs with the highest average network throughput values.

Arrows on the right show whether the throughput value has changed over the previous week*.
e Top VMs by Read MB/sec

This widget displays a list of VMs with the highest average Read metric values.

Arrows on the right show whether the averageread latency value has changed over the previous week*.

e Top VMs by Write MB/sec
This widget displays a list of VMs with the highest average Write metric values.
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Arrows on the right show whether the average write latency value has changed over the previous week*.

e Top VMs by IOPs
This widget displays a list of VMs with the highest average number of I0OPS.
Arrows on the right show whether the number of IOPS has changed over the previous week*.

*The arrows allow you to compare the results of this week to theresults of the previous week, and to track how the trend
has evolved. For example, a grey arrow pointing right next to the CPU Usage value means that CPU utilization has not
changed over the past week, a green arrow pointing down means that CPU utilization hasdecreased, while a red arrow
pointing up means that CPU utilization hasincreased.
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Hyper-V Infrastructure

The Hyper-V Infrastructure dashboard provides at-a-glance view of configuration of the Microsoft Hyper-V
infrastructure and helps you assess the overall performance and resource usage efficiency.
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Widgets Included

e Virtual Environment

This widget shows the total number of SCYMM servers, clusters, Hyper-V hosts and VMs in your
environment, as well as the number of currently running VMs.

e CPU and Memory Resources

This widget assesses physical compute resources deployed across Hyper-V hosts and shows the amount of
availableresources.

e Datastores Capacity

This widget provides information on the number of volumes in the virtual environment, their total
capacity, the amount of provisioned and free space left.

e Consolidation Ratio

The widget tracks the amount of virtual hardware placed on physical hardware:

o Hosts/Datastore ratio shows the average number of hosts connected to a single volume.

o VMs/Host ratio shows the average number of VMs running on a single physical host.

o VMs/Datastore ratio shows the average number of VMs that store data on a single volume.
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¢ Allocation Ratio

The widget tracks the amount of resources allocated to VMs (allocated resources against physical
resources, in percent):

o VvCPUallocation ration shows the amount of CPU resources allocated to VMs.
o Datastores allocation ratio shows the amount of volume space allocated to VMs.
o Memory allocation ratio shows the amount of RAM allocated to VMs.
e Wasted Resources

The widget tracks the amount of available and wasted resources:
o VvCPUvalue shows the number of vCPUs configured for VMs.
o VCPU Wasted value shows the number of vCPUs that can be reclaimed from oversized VMs.
o Allocated Memory shows the amount of memory allocated to VMs.

o Memory Wasted value shows the amount of memory that can be reclaimed from oversized VMs.
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Predefined Veeam ONE Reports

Veeam ONE Web Client includes a set of predefined reports grouped in the following report packs:
e Custom Reports
e Hyper-V Capacity Planning
e Hyper-V Infrastructure Assessment
e Hyper-V Monitoring
e Hyper-V Optimization
e Hyper-V Overview
e Infrastructure Chargeback
e Offline Reports
e Veeam Backup Agents
e Veeam Backup Assessment
e Veeam Backup Billing
e Veeam Backup Capacity Planning
e Veeam Backup for Microsoft 365
e Veeam Backup for Nutanix AHV
e Veeam Backup for Public Clouds
e Veeam Backup Monitoring
e Veeam Backup Overview
e Veeam Backup Tape Reports
e Veeam Cloud Connect
e Veeam Enterprise Application Plug-ins
e VMware Cloud Director
e vSphere Capacity Planning
e vSphere Configuration Tracking
e vSphere Infrastructure Assessment
e vSphere Monitoring
e vSphere Optimization

e vSphere Overview
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Custom Reports

This report pack allows you to define your own configuration parameters, performance metrics and filters when
maximum flexibility is required.

Reports included:
e Backup Infrastructure Custom Data
e Custom Infrastructure
e Hyper-V Custom Performance
e Hyper-V Raw Performance Data
e Inventory
e Report Builder
e vSphere Custom Performance

e vSphere Raw Performance Data

Backup Infrastructure Custom Data

This report features a collection of custom properties for Veeam Backup & Replication objects, including backup
servers, backup jobs, VMs and computers. The report helps you analyze data protection aspects not covered by
Veeam Backup & Replication reports.

Report Parameters

You can specify the following report parameters:
e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.

e Object type: defines a list of Veeam Backup & Replication objects to analyze in the report ( Backup server,
Job, Virtual machine, Computer, Repository, Workload).

e Columns: defines configuration properties to analyze in the report. The list of available properties will
depend on the selected object type. Use the Filter field to search for the necessary properties by name.
Note that the number of selected properties must not exceed 50.

e Custom filters: definesfilters for the selected object properties.
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NOTE:

To analyze data about protected VMs in the report, you must connect the target virtualization servers to
Veeam ONE. For details, see section Connecting Servers of the Veeam ONE Deployment Guide.

VeeAM

Backup Infrastructure Custom Data

Description

This report features a collection of custom properties for Veeam Backup & Replication objects to help you analyze data protection aspects not covered by other

reports.

Report Parameters

Scope: Backup Infrastructure
Object type: lob
Caolumns: Job Mame, Backup Mode, Protection Type, Platform, Backup Server

Custom filters:

Report generation time:

12/26/2022 5:08 AM

Details

Job Mame Protection Type Backup Mode Backup Server Platform

Daily Backup Job VM backup Forward Incremental backupsrv29.tech.local VMware
arm-palicy Cloud backup policy Faorever Forward Incremental  172.24.155.241 Micrasoft Azure
Backup Copy Job 1\RHEL Backup copy enterprise05.techlocal VMware

Backup

PGsnap Cloud backup policy Farever Forward Incremental  172.24.185.193 GCP

Cloud machines Agent backup Farever Forward Incremental  backupserver004.tech.local Veeam Agent for Linux
BTT Ext0230 Backup to tape Forever Forward Incremental  ga08.techlocal Hyper-V
Replication Job Replication Forever Forward Incremental ~ backupsmv06.tech.local VMware

Backup Job Lin WM backup Forward Incremental gal8.tech.local Hyper-V

Use Case

Use the advanced collection of Veeam Backup & Replication object properties to create custom reports that
display key aspects of the backup infrastructure and data protection operations.

Custom Infrastructure

This report features a collection of custom properties and filters to help you analyze virtual infrastructure
aspects not covered by other reports.

Report Parameters

You can specify the following report parameters:

o Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.
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e BusinessView objects: defines Business View groups to analyze in the report.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

e Object type: defines a list of infrastructure objects to analyze in the report.

e Columns: defines configuration properties to analyze in the report. The list of available properties will
depend on the selected object type. Use the Filter field to search for the necessary properties by name.
Note that the number of selected properties must not exceed 50.

e Custom filters: definesfilters for the selected object properties.

e Group by: defines whether infrastructure objects in the report must be grouped based on the value of a
specific property. To group infrastructure objects by property value, select that property from the Group
by drop-down list.

You can also use the Sum, Max or Count function to calculate aggregate values of other properties for
each group in the report. To do that, select the necessary aggregate functions for required properties in
the Llist.

e Sort by:defineshow data will be sorted in the report.

e Show all groups expanded: defines whether the report should display results in the collapsed or expanded
view.

VeeAM

Custom Infrastructure

Description

This report features a collection of custom properties and filters to help you analyze virtual infrastructure aspects not covered by other reports.

Report Parameters

Scope: Virtual Infrastructure

Business View objects:

Object types: vSphere Virtual Machine

Columns: Mame, Computer name, Guest 05, Tools: Status, Tools: Version

Custom filters:

Group by:
Sort by:
Details
Name Computer name Guest 05 Tools: Status Toaols: Version
VeeamFLR_dr-nfs3- VeeamFLR-dr-nfs3-gtree- Other 4.x or later Linux (64-bit) oK 2147483647
qtree_413e1d3a-3128-409a7- 413e1d3a-3128-49a7-bal0-
ba%0-1a6351a03523 1a6351a03523
dr-nfs3-gtree_0f002028-acd4- Mot set CentQS 4/5/6/7 (64-bit) nat running 1]
400=-057e-81c1b47487 52
linuxsrv002 linuxsry002 QOracle Linux 7 (64-bit) oK 2147483647
avspem] avspem1 Oracle Linux & (64-bit) not running 11328
disgl01 dlsgl01.tech.local Microsoft Windows Server 2016 out of date 11265
or later (64-bit)
172.24.31.67_pskehg pskehg Other 4.x or later Linux (64-bit) not running 2147483647
srvi5_proxy snvStech.ocal Microsoft Windows Server 2016 out of date 11297
(64-bit)
filesrv04 filesrvD4 tech.local Microsoft Windows Server 2012 aK 11365
(64-bit)
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Use Case

Use the advanced collection of properties to report on licensing information, host hardware configuration, CPU,
RAM, storage and networking performance, and many other aspects to better manage the virtual infrastructure.

Hyper-V Custom Performance

This report allows you to define specific CPU, memory, network and disk metrics to analyze performance of
Hyper-V hosts, VMs, Cluster Shared Volumes and SMB shares.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

Business View objects: defines Business View groups to analyze in the report.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected scope. Otherwise,
the report will contain no data.

Business hours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data
analysis.

Object type: defines the infrastructure object to analyze in the report (Hosts, Virtual Machines, Local
Datastore, CSV 2008, CSV, SMB Shares).

Measured entities: defines subsystems to analyze in the report ( CPU, Memory, Network, Disk or Virtual
Switch). The list of available subsystems will depend on the selected object type.

Metrics: defines metrics to analyze in the report. The list of available metrics will depend on the selected
monitor subsystem.

Inclusion rule/Exclusion rule: defines a list of objects that should be included in/excluded from the report
scope:

o Use the Inclusion rule option to define names of virtual infrastructure objects that should be included
in the report. All objects not specified in the Inclusion rule field will be excluded from the baseline
used for data analysis.

o Use the Exclusion rule option to define names of virtual infrastructure objects that should be
excluded from the report. All objects not specified in the Exclusion rule field will be included in the
baseline used for data analysis.
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NOTE:
The Inclusion rule/Exclusion rule parameters support wildcards. Search is not case sensitive.

To illustrate how to use wildcard queries, consider the following example. You have selected 4 hosts as a
report scope: 2 NAS servers (NASservi, NASserv2) and 2 Active Directory servers (ADO7and ADO2).

If you want the report to show performance details only for the NAS servers, type nasserv* in the Inclusion
rule field. Alternatively, type ac* in the Exclusion rule field.

e Top N:defines the maximum number of VMs to display in the report.

158 | Veeam ONE | Reporting Guide



e Show graphs: defines whether to show charts in the report output.

VeeAM

Hyper-V Custom Performance

Description

This report allows you to define specific metrics to analyze performance of Hyper-V infrastructure elements.

Report Parameters

Selected object: Virtual Infrastructure

Report creation date: 12/26/2022 5:33 AM

Repart period: 1 month (11/27/2022 - 12/26/2022)
Object type: Hosts

Exclusion rule:
Inclusion rule:

Business View objects:

Top M: All ltems

CPU: Total Run Time (Percent), Total Run Time (MHz)

Memory: Mermary Usage (Percent], Hyper-V Services Memory Consumed (B)
CPU

Total Run Time (Percent)

25

20

]
11/27/2022 11/30/2022 12/3/2022 12/6/2022 12/9/2022 12/12/2022 12/15/2022 12/18/2022 12/21/2022 12/24/2022 12/27/2022

= pdctwhv.techlocal

Virtual Server Object Name Average Maximum Minimum Std. Deviation Trend

pdctwhv01.tech.local

pdctwhv01.tech.local 15.711 21.00 12.00 1.7 Decreasing

Use Case

Use this report to investigate specific performance issues in the environment.

Hyper-V Raw Performance Data

This report allows you to get detailed raw data on specific CPU, memory, network and disk metrics to analyze
performance of Hyper-V hosts, VMs, Cluster Shared Volumes and SMB shares.
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Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

Business View objects: defines Business View groups to analyze in the report.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected scope. Otherwise,
the report will contain no data.

Sample size: defines the resolution level, that is, granularity of raw data that should be displayedin the
report output. Note that data with the Raw sample length (5-minute resolution) is availableonly for the
custom interval of last week; if you select Year/Quarter/Month as a reporting interval, the report will show
data with 2-hour resolution.

Object type: defines the infrastructure object to analyze in the report ( Hosts, Virtual Machines, Local
Datastore, CSV 2008, CSV, SMB Shares).

Measured entities: defines subsystems to analyze in the report ( CPU, Memory, Network, Disk or Virtual
Switch). The list of available subsystems will depend on the selected object type.

Metrics: the performance metrics to analyze in the report. The choice of available metrics will depend on
the selected monitored subsystems.

Inclusion rule/Exclusion rule: defines a list of objects that should be included in/excluded from the report
scope:

o Use the Inclusion rule option to define names of virtual infrastructure objects that should be included

in the report. All objects not specified in the Inclusion rule field will be excluded from the baseline
used for data analysis.

o Use the Exclusionrule option to define names of virtual infrastructure objects that should be

excluded from the report. All objects not specified in the Exclusion rule field will be included in the
baseline used for data analysis.
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NOTE:
The Inclusion rule/Exclusion rule parameters support wildcards. Search is not case sensitive.

To illustrate how to use wildcard queries, consider the following example. You have selected 4 hosts as a
report scope: 2 NAS servers (NASservi, NASserv2) and 2 Active Directory servers (ADO7and ADO2).

If you want the report to show performance details only for the NAS servers, type nasserv* in the Inclusion
rule field. Alternatively, type ac* in the Exclusion rule field.
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VeeAM

Hyper-V Raw Performance Data

Description

This report allows you to get detailed raw data on specific metrics to analyze performance of Hyper-V infrastructure elements.

Report Parameters

Selected object: Virtual Infrastructure
Report creation date: 12/26/2022 6:03 AM
Report period: 11/26/2022 - 12/26/2022
Ohbject type: Hasts

Exclusion rule:
Inclusion rule:

Businass View objects:
Sample size: Raw

CPU: Total Run Time [Percent), Total Run Time (MHz)

...... [N PR Iy PR/  FRSRUSPAY Y I SOVRDRSE [ < SRR NP ' DR Rt | 11

Counter: Total Run Time

Ohject Narne Value (Percent) Tirne
hyperal 4410.00 1723 1:00 Pr
hyperal 21.00 147723 3:00 P
hypersl 5187.00 14723 3:00 Pra
hyperal 18,00 1723 5:00 Pra
hypers0l 4475.00 17219 5:00 Pr
hyperal 17.00 177203 7:00 Pr
hyperal 4225,00 1723 7:00 PhA
hypersl 17.00 1474203 9:00 Ph
hyperal 4259.00 14772013 9:00 Pr
Max Observed: 21.00 172019 2:00 PM
Min Observed: 17.00 112019 100 Ab
Average: 1744 17142019 1:00 AM - 1/7/2019 9:00 PM
Object Name Value (Percent) Time
hypers02 10.00 112019 1:00 &M
hyperad2 2510.00 11209 1:00 &M
hyperad2 10.00 14172019 3:00 &k
hypers02 251600 14172019 3:00 &M
hypers0z 10.00 14172019 5:00 &M
hypers02 2407.00 14172019 5:00 &0
hypers02 10.00 1/1/2019 7:00 &0
hypers02 2407.00 112019 7:00 &M
hypera2 10.00 117209 9:00 &M
hyperad2 251200 1172019 9:00 &k
Max Observed: 10.00 1172019 3:00 AM
Min Observed: 10.00 14172019 9:00 A
Average: 10.00 1129 1:00 &k - 17172079 2:00 kA

Use Case

This report provides advanced historical performance data that you can export to a spreadsheet application and
use for analysis and reporting purposes.
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Inventory

This report provides the most complete and up-to-date configuration information on all objects in your virtual
environment.

Report Parameters

You can specify the following report parameter:

o Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

VeeAM

Inventory

Description

This report contains all configuration properties for all collected objects in ywour wirtual infrastructure,

Report Parameters
Scope: Wirtual Infrastructure
Details

Object Type: Cluster

Cluster Location Cluster Narne Property Group Property Value
elal=Datacenter] Cluster] Cluster DAS WM Settings hone
lsolation Responce
elalxDatacenter] Cluster] Cluster DAS Wk Settings redium
Restart Priority
elal>Datacenter] Cluster] Cluster DR hode Disabled
elal>Datacenter] Cluster] Cluster DPM: Threshold 3
elal>Datacenter] Cluster] CPU cores count 20
elal»Datacenter] Cluster CPU threads count 32
elal=Datacenter] Cluster] CPLU: Effective (MHI) 30479
elal=Datacenter] Clusterl CPLU: Total (MHz) A1024
elal=Datacenter] Clusterl Datacenter Datacenter]
elal>Datacenter] Cluster] DRS enabled
elal>Datacenter] Clusterl DRS autornation level fullyAotomated
elal>Datacenter] Cluster] DRS current balance 23

Use Case

This report allows you to document the current configuration of your virtual infrastructure for audit purposes.

Report Builder

This report merges data generated by separate custom reports into a single document.

To use the Report Builder, you first need to configure and save custom reports in the My reports folder. The
Report Builder will then offer you to include different sections from the saved reports into the resulting report
providing you a consolidated view of core virtual environment properties.
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Report Parameters

You can specify the following report parameters:
e Reports: defines custom report sections that should be included in the resulting report.

e Hide table of contents: defines whether the report output will include table of contents or display results
in the expanded view.

(&) SRV tadminisracor v | $5% )

30 Confizuration

Repart Templates Saved Reports

[ All Templates

1 Custom Reports @ Report Builder @
[ Hyper-V Caparity Planning Select Reports x

[ Hyper-V Infrastrurture Assessment By

1 Hyper-V Monitoring Q
[ Hyper-V Optimization Reports
[0 Hyper-V Ovenview []hgd & seleccal  © clearal
1 Infrastructure Chargeback
1 Offline Reports ~ [ 59 myreports

[ Public Cloud Data Pratection - D Atlanta Alarms Overview
1 veeam Backup Agerits

) Report Parameters
[ Veeam Backup Assessment [] & rep

i veeam Backup Billing summary Information
[ Veeam Backup Capacity Planning D Total Issues

£ veeam Backup Monitoring.
L T ——— Top 10'¥Ms Troublemakers

[ Vesam Backup Tape Reports Errors
[ Veeam Cloud Connect D Top 101ssues

[ wSphere Capaity Planning

;
[ vsphere Configuration Tracking Dealled Information

1 vsphere Infrastructure Assessment v Atlanta Inventory
[ vSphere Monitoring e h
& vsphere Optimization

This report eliminates data redundancy and helps you focus on the most relevant and important information
about your infrastructure.

vSphere Custom Performance

This report allows you to define specific CPU, memory, network and disk metrics to analyze performance of
vSphere hosts, datastores and VMs.

Report Parameters

You can specify the following report parameters:

o Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e VMware Cloud Director objects: defines VMware Cloud Director Infrastructure levels to analyze in the
report.
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e BusinessView objects: defines Business View groups to analyze in the report.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

e Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected scope. Otherwise,
the report will contain no data.

e Businesshours from - to: defines time of a day for which historical performance data will be used to
calculate the performance trend. All data beyond this interval will be excluded from the baseline used for
data analysis.

e Objecttype: defines the infrastructure object to analyze in the report.

e Measured entities: defines subsystems to analyze in the report (CPU, Memory, Network, Disk, Storage
Adapter, Storage Path, Datastore, Power or Guest Disk). The list of available subsystems will depend on
the selected object type.

e Metrics: defines metrics to analyze in the report. The list of available metrics will depend on the selected
monitor subsystem.

e Inclusionrule/Exclusion rule: defines a list of objects that should be included in/excluded from the report
scope:

o Use the Inclusion rule option to define names of virtual infrastructure objects that should be included
in the report. All objects not specified in the Inclusion rule field will be excluded from the baseline
used for data analysis.

o Use the Exclusionrule option to define names of virtual infrastructure objects that should be
excluded from the report. All objects not specified in the Exclusion rule field will be included in the
baseline used for data analysis.

NOTE:
The Inclusion rule/Exclusion rule parameters support wildcards. Search is not case sensitive.

To illustrate how to use wildcard queries, consider the following example. You have selected 4 hosts as a
report scope: 2 NAS servers (NASservi, NASserv2) and 2 Active Directory servers (ADO7and ADO2).

If you want the report to show performance details only for the NAS servers, type nasserv* in the Inclusion
rule field. Alternatively, type ac* in the Exclusion rule field.

e Top N:defines the maximum number of VMs to displayin the report.
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e Show graphs: defines whether to show charts in the report output.

VeeAM

vSphere Custom Performance

Description

This report allows you to define specific metrics to analyze performance of vSphere infrastructure elements.

Report Parameters

Selected object: Virtual Infrastructure

Report creation date: 12/26/2022 11:35 PM

Report period: 2 weeks (12/13/2022 - 12/26/2022)
Ohbject type: Hosts

Exclusion rule
Inclusion rule:

Business View objects:

Top M: All ltems

CPU: CPU Usage (Percent), CPU Usage (Absoclute) (MHz)
Memory: Memary Usage (Percent)

CPU

CPU Usage (Percent)

80
&0
E
=)
a
& /\J\’\/\'\"/\j\j\,’/\ A
L‘-."\,.,_,.-—\,‘_A_MA.-‘ \/“A\,.___/‘\,J MJJ
20
—
~ \ K
o
12/13/2022 121472022 12/15/2022 12716/2022 12/17/2022 12/18/2022 12119/2022 12/20/2022 12/21/2022 12/22/2022 12/23/2022 12/24/2022 12/25/2022 12/26/2022 12/27/2022
—— prgtwesx01techloal prgtwesxl2techloa —— prgtwesx03techlo@l =—— prgtwesx01-virttechloal =—— prgtwesx02-virttechloal
Virtual Server Object Name Average Maximum Minimum Std. Deviation Trend

veenterQ1.tech.local

prgtwesx01.techlocal 61.92 70.00 49.92 414 Decreasing
prgtwesx03.techlocal 29.711 42.57 24.28 3.28 Increasing
prgtwesx02.tech.local 27.80 32.72 22.75 2.04 Increasing
prgtwesx02-virt.tech.local 8.81 10.50 2.07 238 Decreasing
prgtwesx01-virt.tech.local 2.95 4.29 1.99 0.35 Decreasing

Use Case

Use this report to investigate specific performance issues in the environment.

vSphere Raw Performance Data

This report allows you to get detailed raw data on specific CPU, memory, network, storage and disk metrics to
analyze performance of VMware hosts, VMs and datastores.
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Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

Business View objects: defines Business View groups to analyze in the report.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected scope. Otherwise,
the report will contain no data.

Sample size: defines the resolution level, that is, granularity of raw data that should be displayedin the
report output. Note that data with the Raw sample length (5-minute resolution) is availableonly for the
custom interval of last week; if you select Year/Quarter/Month as a reporting interval, the report will show
data with 2-hour resolution.

Object type: defines the infrastructure object to analyze in the report.

Measured Entities: defines subsystems to analyze in the report (CPU, Memory, Network, Storage Adapter,
Storage Path, Datastore or Power). The list of available subsystems will depend on the selected object

type.

Metrics: the performance metrics to analyze in the report. The choice of available metrics will depend on
the selected monitored subsystems.

Inclusion rule/Exclusion rule: defines a list of objects that should be included in/excluded from the report
scope:

o Use the Inclusion rule option to define names of virtual infrastructure objects that should be included

in the report. All objects not specified in the Inclusion rule field will be excluded from the baseline
used for data analysis.

o Use the Exclusion rule option to define names of virtual infrastructure objects that should be

excluded from the report. All objects not specified in the Exclusion rule field will be included in the
baseline used for data analysis.
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NOTE:
The Inclusion rule/Exclusion rule parameters support wildcards. Search is not case sensitive.

To illustrate how to use wildcard queries, consider the following example. You have selected 4 hosts as a
report scope: 2 NAS servers (NASservi, NASserv2) and 2 Active Directory servers (ADO7and ADO2).

If you want the report to show performance details only for the NAS servers, type nasserv* in the Inclusion
rule field. Alternatively, type ac* in the Exclusion rule field.

168 | Veeam ONE | Reporting Guide



VeeAM

vSphere Raw Performance Data

Description

This report allows you to get detailed raw data on specific metrics to analyze performance of vaphere infrastructure elements.

Report Parameters

Selected object: Virtual Infrastructure
Report creation date: 12/26/2022 11:41 PM
Report period: 12/19/2022 - 12/25/2022
Object type: Hosts

Exclusion rule:
Inclusion rule:
Business View objects:
Sample size: Raw

CPU: CPU Usage (Percent), CPU Usage (Absolute) (MHz)
Subsystem: CPU

Counter: CPU Usage

Object Name Value (Percent) Time
prgtwesx01.tech.local 50.63 12/26/2022 2:00 AM
prgtwesx01.tech.local 60.34 12/26/2022 4:00 AM
prgtwesx01.tech.local 60.56 12/26/2022 6:00 AM
prgtwesx01.tech.local 60.63 12/26/2022 8:00 AM
prgtwesx01.tech.local 58.63 12/26/2022 10:00 AM
prgtwesi0l.techlocal 5808 12/26/2022 12:00 PM
prgtwesxk01.tech.local 5879 12/26/2022 2:00 PM
prgtwesi0l.techlocal 57.50 12/26/2022 4:00 PM
prgtwesx01.tech.local 57.83 12/26/2022 £:00 PM
prgtwesiddl.techlocal 50.83 12/26/2022 8:00 PM
prgtwesx01.tech.local 5004 12/26/2022 10:00 PM
prgtwesiddl.techlocal 5879 12/27/2022 12:00 AM
Max Observed: 60.86 12/26/2022 6:00 AM
Min Observed: 57.50 12/26/2022 4:00 PM
Average: 50.31 12/26/2022 2:00 AM - 12/27/2022 12:00 AM
Object Name Value (Percent) Time
prgtwesx02.tech.local 2827 12/26/2022 2:00 AM
prgtwesid2.tech.local 301 12/26/2022 4:00 AM
prgtwesxk02.tech.local 3051 12/26/2022 6:00 AM
prgtwesd2.techlocal 322 12/26/2022 8:00 AM
prgtwesxk02.tech.local 2023 12/26/2022 10:00 AM
prgtwesid2.techlocal 2803 12/26/2022 12:00 PM
prgtwesx02.tech.local 2811 12/26/2022 2:00 PM
prgtwesid2.techlocal 2777 12/26/2022 4:.00 PM
prgtwes:i02.tech.local 2810 12/26/2022 6:00 PM
prgtwesid2.techlocal 7.92 12/26/2022 8:00 PM
prgtwesx02.tech.local 27.63 12/26/2022 10:00 PM
prgtwesid2.techlocal 2850 12/27/2022 12:00 AM
Max Observed: N2z 12/26/2022 &:00 AM
Min Observed: 27.63 12/26/2022 10:00 PM
Average: 28.86 12/26/2022 2:00 AM - 12/27/2022 12:00 AM

Use Case
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This report provides advanced historical performance data that you can export to a spreadsheet application and
use for analysis and reporting purposes.
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Hyper-V Capacity Planning

This report pack is designed to forecast when the available virtual infrastructure resources will reach their
minimum Llevels. The pack provides recommendations on resource allocation and load balancing to optimize
performance and resource utilization in your environment and to avoid possible performance bottlenecks. With
this report pack, you can be prepared to a planned or accidental host outage across a failover cluster.

Reports included:
e (Capacity Planning
e Host Failure Modelling

e QOver-Provisioned Datastores

Capacity Planning

This report forecasts how many daysremain before the level of resource utilization reaches the specified
threshold values. The report allows you to analyze the following resource utilization parameters: CPU, memory,
datastore free space, read and write rates.

e The Summary section provides an overview of the infrastructure (the total number of hosts, datastores
and VMs), shows the number of days left before specified thresholds will be reached, and the amount of
resources required to sustain the current workloads without exceeding the specified thresholds.

o The Top 5 Utilized Clusters and Standalone Host table displays objects that will run out of CPU or
memory resources sooner than others. It shows the bottleneck parameter for each object and its
average usage. This data is used to predict how many days are left before the object reaches the
threshold.

Some values in this section may be highlighted with red. If a value in the Average Usage column is
highlighted with red, the resource usage value has reached the specified threshold. The Days
Remaining valueis highlighted with red if the number of days left until the parameter reaches the
threshold is less than 183 (6 months).

e The Details section displays host hardware configuration and resource usage, analyzes historical
performance data for the specified period in the pastto calculate the performance utilization trend, and
provides recommendations on how to keep the resource utilization below the specified thresholds.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines virtual infrastructure objects and sub-components you want to analyze in
the report.

e Datastores: defines a list of datastores to analyze in the report.

e Analyze performance data for: defines a time period in the past the report will use to accumulate
performance data and calculate the performance trend.

e Perform planning for: defines a time period in the future for which performance data will be used to
forecast resource usage trend.

e CPU utilization (%): defines the CPU usage threshold as a percentage of total CPU resources of virtual
infrastructure objects.
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e Memory utilization (%): defines the used memory threshold as a percentage of total memory resources
of virtual infrastructure objects.

e Space utilization (%): defines the maximum amount of space in use on a datastore.
e Freespace (min): defines the minimum amount of free space left on a datastore in GB.
e Read/write speed (max): defines the maximum read and write rates in MB per second for a datastore.

e Businesshours from - to: defines time of a day for which historical performance data will be used to
calculate the performance trend. All data beyond this interval will be excluded from the baseline used
for data analysis.
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e Show graphs: defines whether the report must include charts that illustrate historical performance data
for the specified period.
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VeeAM
Capacity Planning

Description

This report predicts when resource utilization for selected objects in the infrastructure will reach the configured threshald.

Report Parameters

Scope:

Datastores:

Analyze perfermance data fon
Perform planning for

CPU utilization threshald:

Memary utilization threshold:
Datastore space utilization threshald:

Datastore read/write speed (max) threshold:

Summary

Virtual Infrastructure
All Datastores

Past 6 months

Mext 6 manths
80.00 %

80.00 %

90.00 %

50 MBps

Virtual Infrastructure

Number of standalone hosts: 1
Number of hosts: 1
Number of datastores: 2
Number of Vis: 16
Number of powerad on VMs: 10

Top 5 Utilized Clusters and Standalone Hosts
Object Mame

pdctwhv01.tech.local

Days Remaining
etV
Memory:

Datastore space utilization:

Datastore read rate:

Datastors write rate:

Bottlenack

CPU usage
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Resources Required
CPU:
Memory:

Datastore capacity:

Average Usage

1560 %

0.00 GHz
0.00 GB
0.00TB

Days Remaining



Details

Selected Object: pdctwhv01.tech.local

Physical Resources

CPU (GHz) CPU Sockets CPU Cores Memory (GB) Datastore Capacity (GB)

042 2 24 382.67 16764.94

Resource Usage

Resources Memory Usage CPU Usage Datastore Used Space Read Rate Write Rate
Current usage 14.64 3% 14,00 % 1439 % 1.11 MEps 1.13 MBps
Average usage 14.54 % 15.60 % 1439 % 5.04 MEps 152 MBps
Days remaining oo L] oo oo oo

Recommendations

The selected object has enough capacity to maintain the current workload, no additional resources are required.

Performance Trends

Memory Usage

100

80

60

a0

20

0
12/10/2022 121272022 121472022 12/16/2022 1271872022 1272002022 1272272022 127242022 12/26/2022

—— Limit MemoryUsage —— Trend
Memory Usage (%)
Object Name Minimum Maximum Average Std.Deviation Days Left
pdctwhvi1.tech.local 1335 15.18 14.54 0.41 o

Use Case

This report helps you plan workloads to avoid resource shortage. It analyzes historical performance to calculate
typical resource utilization. The report extrapolates received data to the future to predict when you will run out
of resources and provide recommendations on resources you need to add to maintain stable operation.

Host Failure Modelling

This report allows you to both simulate a failure of one or more hosts and forecast CPU and memory usage for
Hyper-V clusters.

e The Summary section provides an overview of the current state of your infrastructure (the total number of
clusters, hosts, datastores, and VMs) and shows recommendations on resource allocation.

e The Modelling Results charts display the amount of CPU and memory resources left and lost in case of a
host failure.
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e The VMs Migration Count chartshows the number of VMs that will need to be relocated to another host
(VMs to Migrate) and the number of VMs that will operate as usual (Unaffected VMs) in case of a host
failure.

e The Details table provides details on CPU and memory current and predicted utilization for all clusters
included in the report.

e The Recommendations section provides recommendations for the resources whose utilization thresholds
will be breached.

TIP:

e Click a cluster name in the Details table to drill down to details on current and predicted resource
usage for the cluster.

e Click a number in the Affected VMs column of the Details table to drill down to details for the VM
that needs to be migrated.

Report Parameters

You can specify the following report parameters:

o Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e Number of failed hosts: defines the number of random hosts for which you want to simulate a failure.
e Failed hosts: defines a list of hosts for which you want to simulate a failure.

e BusinessView migration scope: filters report scope objects that belong to the selected Business View
groups.

e CPU utilization threshold (%): defines the CPU usage threshold as a percentage of total cluster CPU
resources.
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e Memory utilization threshold (%): defines the used memory threshold as a percentage of total cluster
memory resources.

VeeAM

Host Failure Modelling

Description

This report predicts resource utilization in case of a host failure,

Report Parameters

Scope: Virtual Infrastructure
Number of failed hosts: 1
CPU utilization threshold: 90.00%

Memory utilization threshold:  80.00%

Business View migration scope:

Summary

Virtual Infrastructure Physical Resources Resources Required

Number of clusters: 1 CPU: 9.60 GHz CPU: 0.00 GHz
MNumber of hosts: 2 Memaory: 32.00 GE Memony: 9.70 GB
MNumber of datastores: 4 Physical Resources After 1 Hosts Failure

Number of VMs: 32 CPU: 4,80 GHz

MNumber of powered on ViMs: 4 Memaory: 16.00 GE

Modelling Results

VMs Migration Count Available CPU Resources (GHz) Available Memory Resources (GB)

Bl Vs to Migrate [l Unaffected VIMIs B Fail=d | Available B Failed [ Available
Details
Cluster Average CPU Average Predicted Predicted Failed Affected VMs
Usage (%) Memory CPU Memaory Hosts
Usage (%) Usage (%) Usage (%)

ms-22-cluster.nlocal 3378 70.59 67.55 141,19 1 4
ms-22- 4
node-02

Recommendations

ms-22-cluster.n.local:

To ensure this Cluster remains functional after 1 hosts failure, add one host with (at least): Memonye: 9.79 GE
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Use Case

The report provides recommendations on appropriate resource allocation, which can help prevent possible CPU
and memory resource shortfalls in future and maintain the optimal performance of your infrastructure.

Over-Provisioned Datastores

Dynamic disk technology allows administrators to dedicate more storage space to VMs than there is real
physical capacity. This report helps you assess the potential impact of excessive over-provisioning of disks on
your virtual environment.

The Summary section includes the following elements:

o The Top 5 Over-provisioned Datastores chart shows 5 disks whose amount of provisioned storage
space exceeds the total capacity.

o The Top 5 Under-provisioned Datastores chartshows 5 disks whose amount of provisioned storage
space is way below the total capacity.

o The Top 5 Datastores with Least Amount of Free Space table displays top 5 disks that will run out
of free space sooner than other disks.

The Details tables provide information on storage space utilization and the number of days left before
the specified space utilization/free space threshold will be breached. Arrows in the Out of Free Space in
... (Days) column show whether the amount of free space on the disk has increased (green arrow),
decreased (red arrow) or stayed the same (grey arrow) over the previous week.

Click a number in the VM Count column of the Top 5 Datastores with Least Amount of Free Space table
or of the details table to get the list of VMs that store data on the disk and to discover how much space
is provisioned for these VMs.

Click a number in the Out of Free Space in ... (Days) column of the details table to drill down to details
and recommendations for the disk.

NOTE:

The Provisioned Space (GB) column shows the size of all datastore files, including files that are not
associated with any VM.

If you want to see the size of files associated with VMs that store dataon disk, click a number in the VM
Count column.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Storage type.

Business View groups from the same category are joined using Boolean OR operator, Business View
groups from different categories are joined using Boolean AND operator. That is, if you select groups
from the same category, the report will contain all objects that are included in groups. However, if you
select groups from different categories, the report will contain only objects that are included in all
selected groups.
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e Space utilization threshold: defines the threshold for the amount of spacein use on the disks.

e Minimum free space threshold: defines the threshold for the amount of free space left on the disks.

VeeAM

Over-Provisioned Datastores

Description

This report helps to identify potential impact of excessive over-provisioning of datastores an your virtual environment,

Report Parameters

Scope: Virtual Infrastructure
Space utilization threshold: 80.00%

Business View objects:

Summary
Top 5 Over-provisioned Datastores (GB) Top 5 Under-provisioned Datastores (GB)
1200 1
1000 03
800
0.6
600
04
400
200 b2
0 0
Disk O C CA\ClustersStorage\C 5V Disk 0 C: Disk2 F:
I Capacity M Provisioned Il Capacity [ Provisioned
Top 5 Datastores with Least Amount of Free Space
Datastore Name Parent Node SCVMM Free Space Capacity Provisioned Provisioning VM
(GB) (GB) Space (GB) Ratio (35) Count
Disk2 F: ms-22-node-01 0.8 09 00 0.00 ]
Disk 0 C: ms-22-node-02 48 50.4 62.0 10442 2
Disk 0 C: ms-22-node-01 1.7 504 263.0 442.96 B
C\ClusterStorage\CSV ms-22- 677.8 999.6 1173.0 11735 20
clustertech.local
Details
Over-provisioned Datastores
Parent Node Datastore Name Free Space Capacity Provisioned Provisioning VM Qut of Free Space
(GB) (GB) Space (GB) Ratio (%) Count in... (Days)
ms-22-node-02
Disk 0 C: 48 594 62.0 104.42 2 o *t
ms-22-node-01
Disk 0 C: 1.7 504 263.0 442,06 & o T
ms-22-cluster.tech.local
C\ClusterStorage\CSV 677.8 999.6 1173.0 117.35 20 = t
Under-provisioned Datastores
Parent Node Datastore Name Free Space Capacity Provisioned Provisicning VM QOut of Free Space
(GE) (GB) Space (GB) Ratio (3) Count in... (Days)
ms-22-node-01
Disk2 F 0.8 09 0.0 0.00 0 -+

Use Case

The report analyzes disk space utilization trend and calculates the number of days left before storage utilization
will breach the specified threshold.

179 | Veeam ONE | Reporting Guide



Hyper-V Infrastructure Assessment

This report pack helps ensure your Hyper-V infrastructure is configured according to all known best practices.
Infrastructure assessment reports analyze performance and configuration of your virtual environment against a
set of recommended baseline settings and implementations, verify problem areas and help mitigate the issues.

The report pack allows you to make sure that your infrastructure is ready for a backup with Veeam Backup &
Replication.

Reports included:
e Configuration Assessment
e Performance Assessment

e VM Change Rate Estimation

Configuration Assessment

The report analyzes configuration of the Hyper-V infrastructure against a set of recommended settings and best
practices, identifies clusters, hosts and\or VMs that are configured inefficiently and verifies problem areas to
help mitigate issues and prepare VMs for backup with Veeam Backup & Replication.

e The Summary section includes the following elements:

o The Verification Results chartdisplays the share of failed and passed verification tests, and tests that
completed with warnings.

o The Assessment Criteria table lists criteria used in the report to assessthe Hyper-V infrastructure, and
shows the assessment results.

e The Optimization tables show detailed assessment result for each criterion and provides recommendations
on how to improve infrastructure configuration.

The report takes into account the following criteria when analyzing Hyper-V configuration:

Cluster Optimization

The report analyzes cluster configuration to make sure clusters include
hosts with CPUs of the same vendors.

Hosts use same CPU A cluster that includes hosts with CPUs from different vendors may not

vendors/models operate correctly when you perform some tasks in Veeam Backup &
Replication. For example, migration or restore of VMs to a host with a
different processor may fail as some applications only run on processors of
a specific vendor.

The report verifies that hosts in a cluster have the same Hyper-V version
installed.

Hosts are updated equally
When hosts in a cluster have different Hyper-V versions installed, it may
cause compatibility issues and unexpected errors.
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Storage controllers are of the
same vendors

NICs compatibility

Host Optimization

The report analyzes cluster configuration to verify that storage controllers
installed on hosts are of the same vendor.

If you have storage controllers of different vendors on hosts in a cluster,
you may experience unexpected errors and failures.

The report analyzes cluster configuration to verify whether NIC cards
within a cluster are of the same vendor.

Incompatible NIC cards may cause issues during backup and restore
operations in a cluster.

Host is notrunning ona
balanced power plan

No RDP printers mapped

Virtual CPUs/Logical CPUs ratio
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The report analyzes host configuration to verify whether hosts in the
infrastructure are running on a balanced power plan.

The Balanced power planis the default power planin Windows operating
systems. However, to increase host efficiency, you are recommended using
the High Performance power plan.

The report analyzes your infrastructure to verify that there are no RDP
mapped printers on hosts.

Printers mapped through RDP may not work efficiently and may cause
unexpected errors and failures. You can disable RDP printer mapping
through a group policy.

The report analyzes the infrastructure to verify that maximum vCPU per
host CPU core ratio is below the specified value. The default ratio is 8.

If CPU configuration is not balanced, VMs may not obtain enough
processor resources. For information on how to measure processor
performance, see this Microsoft article.


https://docs.microsoft.com/en-us/biztalk/technical-guides/checklist-measuring-performance-on-hyper-v

VM Optimization

The report analyzes your infrastructure to verify that all Integration
Services on VMs in the infrastructure are enabled.

Integration Services state Integration Services participate in application-aware image processing

during backup in Veeam Backup & Replication. To use application-aware
image processing efficiently, enable Integration Services.

The report analyzes the infrastructure to identify the state of VSS
Requestor on VMs.

If VSS Requestor is not started on a VM, this may cause issues during
backup as VSS services will not be able to create a shadow copy and

Hyper-V VSS Requestor state preparedata for backup.

If the state of VSS Requestor on a VM is Started/Automatic or
Started/Automatic (Delayed Start), the report will show the Success
verification result. In other cases, the verification result will be Warning.

The report analyzes the virtual infrastructure to find VMs with existing
checkpoints.

No Checkpoints used
To use Veeam Changed Block Tracking for incremental backup, you must
remove snapshots.

The report analyzes the Hyper-V infrastructure to find datastores that have
less than 10% of free space.

No VMs on datastores with

During backup Veeam Backup & Replication triggers a checkpoint that is
Lless than 10% of free space J P P P 99 P

normally stored next to VM files on the source datastore. To eliminate the
problem of datastores running low on free space during backup, it is
required that the free space is more than 10%.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Cluster type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

e Objects toassess: defines types of objects to analyze in the report.
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e Max vCPUs per physical core: defines the threshold for the maximum number of vCPU cores per a single
instance of the physical CPU core.
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VEeeAM

Configuration Assessment

Description

This report helps you to assess your Hyper-V configuration and identify potential configuration improvements.

Report Parameters

Scope: Virtual Infrastructure

Business View objects:

Objects to assess: All items
Max vCPUs per physical core: g
Summary

Verification Results

rlSAS %
\36.36 %®
Not applicable [l Passed Warning
Assessment Criteria Verification Results
Criteria Group: Cluster optimization Mot applicable
Hasts use same CPU vendors / models Not applicable
Hosts are updated equally Not applicable
Storage controllers are of the same vendor Not applicable
NICs compatibility Not applicable
Criteria Group: Host optimization
Host is not running on a balanced power plan
No ROP printers mapped
Virtual CPUs / logical CPUs ratio
Criteria Group: VM optimization
Integration Services state Warning
Hyper-V V55 Requestor state Warning
No Checkpoints used Warning
No YWMs on datastores with less than 10% of free space Passed
Report created: 12/27/2022 3:17:14 AM ([UTC-08:00) Pacific Time (US & Canada)) Page: 1 of 4
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Host Optimization

Host Is Not Running on A Balanced Power Plan
Recommendation: For better host performance in POWERCFG.EXE/S SCHEME_MIN to change "min" to "max".

Host Cluster Balanced Power Plan Is Disabled Verification Result
pdctwhv01.techlocal = False ‘Warning

MNo RDP Printers Mapped

Recommendation: Use Group Policy to disable remote desktop printer mapping on the Hyper-V hosts.
Host Cluster RDP Client Printer Mapping |s Disabled Verification Result
pdctwhv01.techlocal = False Warning

Virtual CPUs / Logical CPUs Ratio

Recommendation: Your Hyper-V infrastructure meets all known best practices.

Host Cluster VP/LP Ratio Verification Result
pdctwhv01.tech.docal = 0.77 Success

This report shows a list of clusters, hosts and VMs in your virtual environment that could experience potential
issues during backup, gets guidance on how to resolve these issues.

Performance Assessment

This report evaluates whether the Microsoft Hyper-V infrastructure is configured optimally, helps find potential

issues and suggests actions aimed at boosting its efficiency. The report analyzes dataover the past2 weeks and

checks whether performance thresholds are exceeded or the number of times Veeam ONE Client triggered Error
and Warning alarms. Performance thresholds are defined in alarm counters in Veeam ONE Client. If a threshold

is exceeded, the report will deliver Warning or Error verification result depending on counter settings.

e The Summary section includes the following elements:

o The Verification Result chartdisplays the share of failed and passed verification tests, test that are
not applicable, and tests that completed with warnings.

o The Assessment Criteria table lists criteria used in the report to evaluate Hyper-V infrastructure
performance, and shows the assessment results.

o The Performance tables show detailed assessment result for each criterion and provides recommendations
on how to improve infrastructure performance.

The report takes into account the following criteria when analyzing performance parameters:

CPU Performance

Criterion Description

The criterion thresholds are specified in the Total run time counter settings

CPURuntime of the Host CPU Usage alarm.
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Memory Performance

The criterion thresholds are specified in the Hyper-V Services Memory

Available Memory Usage counter settings of the Host Available Memory alarm.

The criterion thresholds are specified in the Pages/sec counter settings of

the Host Memory Pages Usage alarm.
Memory Pages Rate
For more information about memory pagerate counters, see Microsoft

TechNet article.

The criterion thresholds are specified in the Average Pressure counter

Host Memory Pressure settings of the Host Average Memory Pressure alarm.

Disk Performance

The criterion thresholds are specified in the Disk/Physical Disk: Avg Disk

Disk read Latency sec/Read counter settings of the Datastore read latency alarm.

The criterion thresholds are specified in the Disk/Physical Disk: Avg Disk

Disk write Latency sec/Write counter settings of the Datastore write latency alarm.

Cluster Shared Volume read The criterion thresholds are specified in the Disk/CSV: Read Latency counter
latency settings of the Cluster shared volume read latency alarm.

Cluster Shared Volume write  The criterion thresholds are specified in the Disk/CSV: Write Latency
latency counter settings of the Cluster shared volume write Latency alarm

Network Performance

The criterion thresholds are specified in the Network Output Queue Length

Network Output Queue Length
putQ 9 counter of the Host network average output queue Length alarm.

The criterion threshold is calculated the following way: Network Bytes
Total/sec counter value divided by the Network Bandwidth value specified
in the report parameters.

Network Interface
Transmission Rate
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https://technet.microsoft.com/en-us/library/cc958290.aspx
https://technet.microsoft.com/en-us/library/cc958290.aspx

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Host type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

e Network bandwidth: defines network bandwidth to analyze in the report.
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e Areas toassess: definesa type of resources to analyze in the report (Al, CPU, Memory, Disk, Network).
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VeeAM

Performance Assessment

Description

This report helps you to assess your Hyper-V performance and identify potential improvements. The report uses two-hour intervals.

Report Parameters

Scope: Virtual Infrastructure

Business View objects:

Areas to assess: All
Network bandwidth: 1 Gbps
Summary

Verification Results

Assessment Criteria

Criteria Group: CPU Performance

Hyper-V Hypervisor Logical Processor Total Run Time

Criteria Group: Memory Performance

Available Memory
Memory Pages Rate
Memory Pressure

Criteria Group: Disk Performance
Disk read latency,

Disk write latency

Cluster Shared Volume read latency

Cluster Shared Volume write latency

Criteria Group: Network Performance

Network Output Queue Length
Network Interface Transmission Rate
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I Notapplicable [ Success

Verification Results

Success

Success

Warning
Success
Success

Warning

Success
Success
Success
Not applicable
Not applicable

Warning
Success

Warnin
Warmning



Memory Performance

Available Memory

Recommendation: -

a .
ot " Host st Memory Usage, % Alarms Triggered Verification
o8 9Il‘|((;3réf} uster Avg. Man. Recommended Warning Emror Result
pdctwhv01.tech.local 38267 - 16.59 17.20 <80 (306.13 GB) 0 0 Success
Memory Pages Rate
Recommendation: -
Host Cluster Memory, Pages/Sec Alarms Triggered Verification
Avg. Max. Recommended Warning Error Result
pdctwhv01.tech.local - Lk 11.00 <500 0 i} Success

Host Memory Pressure

Recommendation: Check historical memary pressure usage, number of YMs running, alerts for VMs with high memory pressure.

Host Cluster Host Memory Pressure, % Alarms Triggered Verification
Avg. Max. Recommended Warning Emor Result
pdctwhv01.tech.local = 83.57 <90 0

The report analyzes performance of the Microsoft Hyper-V infrastructure and provides recommendations to
improve its configuration. You can use report results to implement the necessary hardware and software
optimizations.

VM Change Rate Estimation

This report predicts the number of changed blocks (measured in GB) for virtual disks based on virtual machines
write rate. The report analyzes rates at which data was written to virtual disks during the selected reporting
interval, and displays VMs that grew faster and slower than other VMs.

e The Summary section contains the following charts:

o The Top 5 VMs with Largest Change Rate (GB) chart shows 5 VMs with the greatest amount of
changed blocks within the reporting period.

o The Top 5 VMs with Least Change Rate (GB) chartshows 5 VMs with the least amount of changed
blocks within the reporting period.

e The Details table provides information on the total change rate and the hourly, daily or weekly change
rate (depending on the reporting interval).

Click a VM name to drill down to change rate statistics for each VM disk.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.
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e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected

groups.
e Period: defines the time period to analyze in the report.

e Top N:defines the number of top VMs that will be included in the report.

e Show VMs with no changes: defines whether VMs with no detected changes must be included in the
report.

VeeAM

VM Change Rate Estimation

Description

This report predicts the number of changed blocks (measured in GB) for virtual disks based on virtual machines write rate.

Report Parameters

Scope: Virtual Infrastructure

Interval: Current week (12/26/2022 - 1/1/2023)
Top N: 5

Show VMs with no changes: False

Business View objects:

Summary

Top 5 VMs with Largest Change Rate (GE) Top 5 VMs with Least Change Rate (GE)

100 25

80| 20
0|

40

20|

0

backupsns2 atubkpsr backupsns0 qa08 repo30

qans qa06 qa04 repo3l repo3n
Details
Scope VM Menday Tuesday Wednesday Thursday Friday Saturday Sunday Total
B pdctwhv01.tech.local 9 11434 GB 9517 GB 102.93 GB 1479 GB 327.23GB
backupsv52 26.35GB 2687 GB 3882 GB 435GB 96.39 GB
M{M 49,10 GB 23.08 GB 1896 GB 234GB 93.47 GB
MFM 1233 GB 11.17 GB 1294 GB 403 GB 40.48 GB
gal8 10.64 GB 13.29 GB 1031 GB 1.55GB 35.80 GB
gpnﬂ 4,64 GB 774GB 9.04 GB 1.24GB 22.67GB
repo3l 3.00GB 347 GB 338GE <1GB 10.34 GB
gﬂ 291GB 339GB 332GB <1GB 9.79 GB
galé 279GB 317 GB 316 GBE <1GB 9.61GB
gal5 2.57 GB 299 GB 299 GB <1GB 8.69 GB
Total: 1434 GB 95.17 GB 102.93 GB 1479 GB 327.23GB
Use Case

To performincremental backup, Veeam Backup & Replication needs to know which data blocks have changed
since the previous job run. The number of changed blocks reflects the amount of data written to the virtual disk.

Veeam Backup & Replication gathers this information to calculate the amount of new data that needs to be
backed up. The more changes occur on the virtual disk, the larger amount of space is required to store data in
backup. By estimating the change rate, the report helps you assess future needs for repository space.
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Hyper-V Monitoring

This report pack displays performance statistics for clusters, Cluster Shared Volumes, local disks, hosts and VMs.
Additionally, the pack tracks VM uptime, provides an overview of triggered alarms and helps you perform health
assessment of your Infrastructure to increase its efficiency.

Reports included:
e Alarms Current State Overview
e Alarms Overview
e Failover Cluster Performance
e Host Performance
e Host Uptime
e Local Datastore Performance
e VM Performance
¢ VM Uptime
e Windows 2008 Cluster Shared Volume Performance

e Windows Cluster Shared Volume Performance

Alarms Current State Overview

This report shows alarms triggered by Veeam ONE Client for the managed virtual infrastructure.
e The Summary section includes the following elements:
o The Total Issues Number chart shows the number of triggered alarms.
o The Top 10 Alarms table shows 10 most frequently triggered alarms.

e The Details section provides information on each triggered alarm, including affected object, location,
alarm name, alarm type, trigger and date and time when the alarm was triggered.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e BusinessView objects: defines Business View groups to analyze in the report.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.
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e Alarm statuses: defines the status of alarms that must be included in the report ( £rror; Error and Warning;,
Error, Warning, Acknowledged; Acknowledged).

VeeAM

Alarms Current State Overview

Description

This report shows all currently unresolved alarms for the virtual infrastructure,

Report Parameters

Scope “Wirtual Infrastructure

Business View objects:

Alarrm statuses: Errors, Warnings, Acknowledged
Summary
Tatal Warnings: 44
Tatal Errars: 17
Alarmed Objects: a1
Total Issues Number Top 10 Alarms
Alarrm Narme Alarm Type Repeat Count
Latest checkpoint age Warning 36
44
\ Latest checkpaint size Error 15
Latest checkpoint size Warning 6
Bad Hyper-% usermarne logon atternpt Error 2
Host awvailable memory Warning 1
Local volume free space Warning 1
B Error ‘Warning
Details
Object Location Alarm Narne Type Trigger Time
E0bject Type: Host 3
hypened Wirtual Infrastructuretclusterd Hast available memary W/arning “Hyper-\f Services Memaony Lsage" (B0.0%) is ahove a 1/2/2019 859:27
defined threshald (20.0%) Pt
hypers(it Wirtual Infrastructuredcluster01 Bad Hyper-Y username Error Fired by ewvent: 4625 Microsoft-Windaus -Security- 127202018
logon attermpt Auditing T2TITPM
Event description: &n account failed ta lag an. Failure
Reason: Unknown user narme or bad password, Account
Marne: Administrator &ccount Domain: TECH
Initizted by: nfa
hypers02 Wirtual Infrastructuretcluster0l Bad Hyper-¥ username Error Fired by ewent: 4625 Microsoft-Windows -Security- 1/14/2019
lagon attempt Auditing 1:47:25 PM
Event description: An account failed ta lag an. Failure
Reason: Unknown user name or bad password, Account
Marne: mark.sciszar Account Domain: TECH
Initisted by: nfa
E0bject Type: Local storage 1
Disk 1 F: G: Wirtual Local volume free space Wfarning Lmount of free space (10.0%5) is below a defined 1242972018
Infrastructureheluster0T\hypendl threshold (10.082), Current free space is 19.94 GB. 1:08:59 P
ECbject Type: Virtual Machine 57

Use Case

This report evaluates the health state of the managed infrastructure and helps you simplify troubleshooting.
You can use the report to export details of triggered alarms.
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Alarms Overview

Veeam ONE Client generates multiple alarms to inform you about important events in your environment. This
report allows administrators to quickly review the health state of the environment and to track how the number
of alarms has been changing during the reporting period.

The Summary section includes the following elements:
o The Errorsand Warnings charts show top 5 objects that caused the greatest number of alarms.
o The Total Issues chartshows alarm activity during the reporting period.
o The Top 10 Issues table shows 10 most frequently triggered alarms.

The Details section provides information on each affected object , including object type, location, object
name, number of triggered alarms and alarm activity trend.

Click a number in the Alarms column in the details table to drill down to details for alarms raised for the
infrastructure object.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

Business View objects: defines Business View groups to analyze in the report.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected scope. Otherwise,
the report will contain no data.

Group by: defines how data will be grouped in the report output (by /ssue typeor Object type).

Object types: defines a list of virtual infrastructure object types to analyze in the report.
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e Alarms: defines a list of alarms to analyze in the report.

For details on alarms you can select in the list, see section Microsoft Hyper-V Alarms of the Veeam ONE
Working with Alarms Guide.
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VeeAM

Alarms Overview

Description

This report provides an averview of your virtual environment current health state that includes most common alarms and most affected VI objects.

Report Parameters

Scope: Virtual Infrastructure
Reporting period: 1 week (12/23/2022 - 12/29/2022)
Group by: Issue type
Business View objects:
Object types: All iterns
Alarms: All iterns
Summary
Total Errors: 90
Total Warnings: 122
Top Objects and Issues
Errors Warnings
35 3 50
30 40
25 40
23 3
20 30 25
15 1 b .
10
10
5 s 4
0 0
ms-node-02 ms-nodz-01 ms-nodz-01 ms-node-02
Disk 0 C- ms- 13- 1_replica ES_1 E5 1 ms- 13- 1_replica Disk 0 C-
Total Issues Top 10 Issues
a0 Name Total = Total
Triggered Objects
60 VM vCPU time per dispatch 116
Host available memory 53
40 Host Memory Pages Usage 29
Datastore read latency 6
20
9 Host CPU time per dispatch 4
5 ! L Latest checkpoint age 2
12/24/2022 12/26/2022 12/28/2022 Datastore write latency 1
12/23/2022 12/25/2022 12/27/2022 12/29/2022 Cluster memary 1
overcommitment
Warnings —— Errors
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Details

Issue Type: Error

Object Type Location Object v Alarms Trend
ElHyper-V Failover 1 1
Cluster
Wirtual Infrastructure ms-cluster.tech.local 1 Increasing
ElHyper-V Host 2 27
\Wirtual Infrastructure\ms-cluster.tech.local ms-node-01 14 Increasing
Wirtual Infrastructure'\ms-cluster.tech.local ms-node-02 13 Increasing
ElHyper-V Storage 1 2
Wirtual Infrastructure\ms-cluster.tech.local\ms-node-02 Disk0 C: 2 Increasing
Bl Hyper-V Virtual 4 60
Machine
WWirtual Infrastructure\ms-cluster.tech.local\ms-node-02 ES_1 25 Increasing
Wirtual Infrastructure\ms-cluster.tech.local\ms-node-01 rms-19-1 2 Increasing
\Wirtual Infrastructure\ms-cluster.tech.local\ms-node-01 ms-19-1_replica 32 Increasing
“Wirtual Infrastructure\ms-cluster.tech.local\ms-node-02 Virtual_Lab_ES_Hyper-V 1 Increasing
Issue Type: Warning
Object Type Location Object = Alarms Trend
E Hyper-V Host 2 59
Wirtual Infrastructure\ms-cluster.tech.local ms-node-02 40 Increasing
Wirtual Infrastructure'\ms-cluster.tech.local ms-node-01 19 Increasing
B Hyper-V Storage 2 53
Wirtual Infrastructure\ms-cluster.tech.local\ms-node-02 Disk 0 C: 4 Increasing
Wirtual Infrastructure\ms-cluster.tech.lacal\ms-node-01 Disk2 F: 1 Increasing
Bl Hyper-V Virtual 4 58
Machine
WWirtual Infrastructure\ms-cluster.tech.local\ms-node-02 ES_1 25 Increasing
Wirtual Infrastructure\ms-cluster.tech.local\ms-node-01 ms-tape-01 1 Increasing
\Wirtual Infrastructure\ms-cluster.tech.lacal\ms-node-01 ms-19-1_replica Eil Increasing
Wirtual Infrastructure\ms-cluster.tech.local\ms-node-01 node-1-vm1 1 Increasing

Use Case

The report provides an overview of the current health state of your virtual environment, shows the list of the
most common alarms and identifies the most affected virtual infrastructure objects.

Failover Cluster Performance

The report analyzes performance history of the failover cluster hosts and delivers statistics on CPU, memory
disk and network usage over the specified reporting period.

e The Summary section describes configuration of each host in the cluster, including allocated memory and
CPU resources and the number of CPU cores and sockets.

e The Performance subsections provide information on CPU, memory, disk and network usage, including
usage trends and top resource consuming hosts and VMs in the cluster.

Click a host name in the summary table or in the list of top resource consuming hosts to drill down to
performance charts with statistics on CPU, memory, disk and network usage for the host.

Click a VM name in the list of top resource consuming VMs to drill down to performance charts with
statistics on CPU, memory, disk and network usage for the VM.
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Report Parameters

You can specify the following report parameters:
e Object:definesa cluster to analyze in the report.

e Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected cluster.
Otherwise, the report will contain no data.

e Businesshours from - to: defines time of a day for which historical performance data will be used to
calculate the performance trend. All data beyond this interval will be excluded from the baseline used for
data analysis.
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e Top N:defines the maximum number of hosts and VMs to display in the report.
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VeeAM

Failover Cluster Performance

Description

This report shows cluster hast perfarmance history that includes CPU, Memaory, Disk and Network counters,

Report Parameters

Selected object: ms-cluster.tech.local
Object location: WWirtual Infrastructure
Reporting peried: 12/19/2022 - 12/25/2022
Top N: 3

Summary

Host Name Memory Size, GB Total CPU, GHz Cores Sockets

ms-node-01 16 4.8 2 1
ms-nods-02 16 48 2 1
Total: 32 9.6 4 2

CPU Performance

Total Run Time (Percent)

58
46
” W- - B P
23
12
0
Man, 12:00 AM Tue, 12:00 AM Wed, 1200 AM Thu, 12:00 AM Fri, 1200 AM Sat, 12:00 AM Sun, 12:00 AM Ian, 12:00 AM
—— Total RunTimé —— Total RunTime Trénd
Object Name Average Minimum Maximum Std. Deviation Trend
ms-cluster.tech.local 34,67 28.00 57.50 5.58 Decreasing
Top 3 Hosts by Total Run Time
40 Object Name Avg Trend
- ms-node-02 3046 Decreasing
30 ms-node-01 29,588 Decreasing
g 20
2
10
0
Top 3 VMs by Total Run Time
8 Object Name Avg Trend
- win19-dyn T.02 Decreasing
& ms-19-1 3.25 Increasing
_ - win19-static 2.96 Decreasing
T
= 4
&




Use Case

The report shows resource consumption data for the selected cluster within a specified reporting period. You
can use this data to detect clusters with performance issues, review resource provisioning, adjust workloads and

optimize cluster overall performance.

Host Performance

This report aggregates historical data and shows performance statistics for a selected host across a time range.

e The Performance subsections provide information on CPU, memory, disk and network usage, including
usage trends and top resource consuming VMs for the host.

Click a VM name in the list of top resource consuming VMs to drill down to performance charts with
statistics on CPU, memory, disk and network usage for the VM.

Report Parameters

You can specify the following report parameters:
e Object:defines the host to analyze in the report.

e Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected host. Otherwise,

the report will contain no data.

e Business hours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data

analysis.
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e Top N:defines the maximum number of VMs to display in the report output.

VeeAM

Host Performance

Description

This report shows host performance histary that includes CPU, Mermory, Disk and Metwork counters,

Report Parameters

Selected object: hyperell

Wirtual Infrastructuredclusterdl
Reparting period: 1242972018 - 1/15/2019

Top M: k]

Frorm 12:00 A8 To 17:00 PR

Ohject location:

Business hours:

CPU Performance

Total Run Tirme (GHZ)

5

0
December 30

January 1 January 3 January 5 January 7 January 9

= Total RunTime =—— Total RunTime Trend
Ohject Narme Arerage Minirmurm Maxirnurm
hyperl 437 4.03 5,19

Use Case

January 11 January 13 January 15
Std. Deviation Trend
0.21 Increasing

The report provides an overview of hardware resource consumption for the selected host. This information may
help you identify hosts with performance issues, balance workloads and right-size resource provisioning for VMs

across the growing virtual environment.

Host Uptime

This report analyzes host uptime statistics to track host availability.

e The Summary section includes the following elements:

o The Top Uptimeand Lowest Uptime chartsdisplay top 5 hosts in terms of the highest and the lowest

uptime values.

o The Uptime Distribution chart shows uptime values of all available hosts.
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The Host Uptime table provides the list of hosts whose uptime values are not within the specified
thresholds.

Click a host name in the Host column to drill down to details on alarms triggered by Veeam ONE Client
and host restarts.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Host type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected scope. Otherwise,
the report will contain no data.

Business hours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data
analysis.

Uptime, greater than: defines the desired minimum uptime value.

Uptime, less than: defines the desired maximum uptime value.
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e Group by: defines how data will be grouped in the report output (by Uptime, Datacenter or Cluster).
VeeAM

Host Uptime

Description

This report provides an overview of hosts uptirme including hosts with lowest and highest uptirme wvalues,

Report Parameters
Scope: Wirtual Infrastructure
Reporting period: Current month (2/1/2021 - 2/28/2021)
Uptirne: greater than 80,0084 and lower than 100,008
Grouping: Group by Uptirne
Business Wieuw objects:
Business hours: Frorm 12:00 &M o 12:00 Ak
Summary
TOP Uptime Lowest Uptime Uptime Distribution
100.00% 100.00%
80.00% 80.00%
60.00% 60.00%
40.00% 40.00%
20.00% 2000%
0.00% 0.00%
oberon titania oberon titania Il Uptime >=90%
Host Uptime
Cluster Host Murmber of Restarts Murmnber of Alarms Downtime Surn of Uptirme (%)
Uptime: Uptime == 90%
raidsurnrmer oberon 0 2 00:35:00 A
ridsurnimer titania 0 4 00:35:00 17

Use Case

This report helps you discover the most and the least utilized hosts in the environment to restore their
efficiency and improve target ROI.

Local Datastore Performance

This report aggregates historical data and shows performance statistics for a selected local disk across a time
range.

e The Datastore subsections provide information on read/write rates, read/write latency and 10PS for the
disk, including top 3 resource consuming VMs and resource usage trends.

Click a VM name in the list of top 3 resource consuming VMs to drill down to performance charts with
statistics on CPU, memory, disk and network usage for the VM.
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Report Parameters

You can specify the following report parameters:
e Object:defines the local disk to analyze in the report.
e Period: defines the time period to analyze in the report. Note that the reporting period must include at

least one successfully completed Object properties data collection task for the selected disk. Otherwise,
the report will contain no data.
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e Businesshours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data
analysis.
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VeeAM

Local Datastore Performance

Description

This report shows datastore performance history that includes Usage, Latency and IOPS counters.

Report Parameters

Selected object: Disk 0 C: D

Object location: Virtual Infrastructure’\pdctwhvO1.tech.local
Reporting period: 12/19/2022 - 12/25/2022

Summary

Name: Disk 0 C:Dn

Type: local storage

Capacity: 16.4TE

Free Space: 14.0TE

Virtual Machines: 16

Datastare |OPs

Disk/Physical Disk: Disk Transfers/sec (Number)

1511
1209
907
604
302
0
Mon, 12:00 AM Tue, 12:00 AM Wed, 12:00 AM Thu, 1200 AM Fri, 1200 AM Sat, 12:00 AM Sun, 12:00 AM Maon, 12:00 AM
e Disk/Physical Disk:Disk _ Disk/Physical Disk: Disk
Transfers/sec Transfers/sec Trend
Object Name Average Minimum Maximum Std. Deviation Trend
Disk 0 C:Dn 58717 85.00 1511.00 476.60 Decreasing
Top 3 VMs by Virtual Storage Reads/Sec
500 Object Name Avg Trend

400 - snv8 467.99 Decreasing

backupsrvs0 26.80 Increasing
E 100 repo30 11.14 Decreasing
£
=
= 200
100
0
Report created: 12/29/2022 11:52:07 PM {{UTC-08:00) Pacific Time (U5 & Canada)) Page: 1 of 4
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Use Case

The report helps you identify local disks with performance issues.

VM Performance

This report aggregates historical data and shows performance statistics for a selected VM across a time range.

e The Performance subsections provide information on CPU, memory, disk and network usage and usage
trends for the VM.

Report Parameters

You can specify the following report parameters:

e Object:definesthe VM to analyze in the report.

e Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected VM. Otherwise,
the report will contain no data.
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e Businesshours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data
analysis.

VeeAM

VM Performance

Description

This report shows WhAs performance history that includes CPU, Mermary, Disk and Metwork counters,

Report Parameters

Selected ohject: dr

Object location: Wirtual Infrastructuredcluster0Tybnypenddl
Reporting periad: 12/29/2018 - 1/15/2019

Business hours: From 12:00 28 to 17:00 PR

CPU Performance

Guest Run Tirme (Percent)

43 R

[ B senadl SR N W S 1 Al
Lal '] L4 1§ L g L L2 e W T R
34
26
17
9
o December 30 January 1 January 3 January 5 January 7 January 9 January 11 January 13 January 15
== Guest RunTime =—— Guest RunTime Trend
Ohject Marne Average Minirnum Mairnurn 5td, Deviation Trend
dr 41,05 38,00 43.00 060 Increasing

The report allows you to verify that you have provided enough resources to the virtual machine.

VM Uptime

This report analyzes VM uptime statistics to track VM uptime.

e The Summary section includes the following elements:

o The Top Uptimeand Lowest Uptime charts display top 5 VMs in terms of the highest and the lowest
uptime values.

o The Uptime Distribution chartdisplays the number of VMs with different uptime values.

209 | Veeam ONE | Reporting Guide



The Virtual Machine Uptime table provides the full list of VMs whose uptime values are lower and greater
than the specified thresholds.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected scope. Otherwise,
the report will contain no data.

Uptime, greater than: defines the desired minimum uptime value.
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e Uptime, less than: defines the desired maximum uptime value.

VeeAM

VM Uptime

Description

This report provides an overview of VM uptime including VMs with lowest and highest uptime values,

Report Parameters

Scope: Virtual Infrastructure
Reporting period: Past month (11/1/2022 - 11/30/2022)
Uptime: Greater than or equal to 80.00% and lower than or equal to 100.00%

Business View objects:

Summary
Top Uptime Lowest Uptime
100.00% 100.00%
60.00% 60.00%
40.00% 40.00%
20.00% 20.00%
0.00% 0.00%
ms-win22-1 win15-static ms-ub winig-static
mz-18-1 mz-ub-rapica winG-cyn ms-18-1 windg-dyn ms-ub-raplica
Uptime Distribution
Bl Uptime >=90%
Virtual Machine Uptime
Cluster Host VM Name MNumber of Mumber of Downtime Uptime (%)
Restarts Alarms
Uptime: Uptime == 90%
ms-22-cluster.tech.local ms-node-01 ms-19-1 Q 3 01:25:45 909.56%
ms-22-cluster.tech.local ms-node-01 ms-ub 0 2 01:25:45 90.56%
ms-22-cluster.tech.local ms-node-02 ms-ub-replica 0 1 01:25:43 90.56%
ms-22-cluster.tech.local ms-node-02 ms-win22-1 0 3 01:25:43 90.56%
ms-22-cluster.tech.local ms-node-02 win19-dyn 0 3 01:25:43 90.56%
ms-22-clustertech.local ms-node-02 win19-static 0 1 01:25:43 99.56%

Use Case

Uptime is a measure of time a VM has been up and actively running on a host. When a VM is not operating,
storage space allocated to it is not being used productively. Use this report to track uptime of virtualized
workloads.
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Windows 2008 Cluster Shared Volume Performance

This report aggregates historical data and shows performance statistics for a selected Windows Server 2008
Cluster Shared Volume across a time range.

e The Performance subsections provide information on read/write rates, IOPS, top 3 resource consuming
VMs and usage trends for the CSV.

Click a VM name in the list of top 3 resource consuming VMs to drill down to performance charts with
statistics on CPU, memory, disk and network usage for the VM.

Report Parameters

You can specify the following report parameters:
e Object:defines the Windows Server 2008 CSV to analyze in the report.
e Period: defines the time period to analyze in the report. Note that the reporting period must include at

least one successfully completed Object properties data collection task for the selected CSV. Otherwise,
the report will contain no data.
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e Businesshours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data
analysis.

VeeAM

Windows 2008 Cluster Shared Volume Performance

Description

This report shows datastore performance history that includes Usage, Latency and [OPS counters,

Report Parameters

Selected Object: C\ClusterStoragelVolume
Selected Object Location: Virtual Infrastructurehscots
Report Period: 2/18/2021 - 2/20/2021
Summary

Name: Ch\ClusterStorage\Wolume

Type: Csv

Capacity: 150.0GB

Free Space: 39.5GB

Wirtual Machines: 5

Datastore Usage

Disk/CSV2008: 10 Redirected KBytes/sec (KBps)
5
4
3
2

1

0
Tue, 12:00 AM Wed, 12:00 AM Thuy, 12:00 AM
— Disk/C5V2008: IO Redirected ____ Disk/CSV2008:/0 Redirected
KBytes/sec KBytes/sec Trend
Object Name Average Minimum Maximum Std. Deviation Trend
C\ClusterStorage\Volumel 0.54 0.00 542 1.1 Increasing
Disk/C5V2008: 10 KBytes/sec (KBps)
on
009
0.06
0.04
0.02
0.0
Tue, 12:00 AM Wed, 12:00 AM Thuy, 12:00 AM
== Disk/CSV2008: |O KBytes/sec ___ Disk/CSV2008: IO KBytes/sec
Trend
Object Name Average Minimum Maximum Std. Deviation Trend
CA\ClusterStorageVolumel 0.01 0.00 011 0.03 Increasing

213 | Veeam ONE | Reporting Guide



Use Case

The report assesses latency and IOPS values to identify Windows Server 2008 Cluster Shared Volumes with
performance issues.

Windows Cluster Shared Volume Performance

This report aggregates historical data and shows performance statistics for a selected Windows 2012+ Server
Cluster Shared Volume across a time range.

e The Performance subsections provide information on read/write rates, read/write operations completed in
the direct/redirected access mode, read/write latency, IOPS, top 3 resource consuming VMs and usage
trends for the CSV.

Click a VM name in the list of top 3 resource consuming VMs to drill down to performance charts with
statistics on CPU, memory, disk and network usage for the VM.

Report Parameters

You can specify the following report parameters:
e Object:defines the Windows 2012+ Server CSV to analyze in the report.

e Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected CSV. Otherwise,
the report will contain no data.
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e Businesshours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data
analysis.
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VeeAM

Windows Cluster Shared Volume Performance

Description

This report shows datastore performance history that includes Usage, Latency and IOPS counters,

Report Parameters

Selected object: C:\ClusterStorage\C5SV

Object location: Virtual Infrastructure\ms-22-cluster.tech.local
Reparting period: 12/19/2022 - 12/25/2022

Summary

Name: CAClusterStorage\C5V

Type: csv

Capacity: 999.6GE

Free Space: T8.1GE

Virtual Machines: 20

Datastore |OPs

Disk/CSV: Direct IOPS (Mumber)

9

7

5

4V N h a AA n A A 2 A A A r

0
Mon, 12:00 AM Tue, 12:00 AM Wed, 12:00 AM Thu, 12:00 AM Fri, 1200 AM Sat, 12:00 AM Sun, 12:00 AM Maon, 12:00 AM

= Disk/C5V: Direct IOPS —— Disk/C5V: Direct IOPS Trend

Object Name Average Minimum Maximum Std. Deviation Trend
CAClusterStoragehCSV 2.58 1.00 9.00 1.51 Decreasing
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Datastore Usage

Top 3 VMs by Virtual Storage Read KBytes/Sec

30 Object Name Avg Trend
25 - win19-static-mem 28.56 Decreasing
win19-dyn-mem 15.09 Decreasing
20 )
- ms-19-test-1 14.64 Decreasing
& s
B
10
5
0
Top 3 VMs by Virtual Storage Write KBytes/Sec
12 | Object Name Avg Trend
10 - ms-wing2-test-1 11.64 Increasing
ms-19-test-1 11.08 Decreasing
8
- win19-dyn-mem 11.03 Increasing
& s
=]
B
4
2
0
Top 3 VMs by Virtual Storage Total KBytes/Sec
40 Object Name Avg Trend
- win19-static-mem 3518 Decreasing
30 win19-dyn-mem 26.13 Increasing
B 1ot WL Dzmans
B a0
B
10
i}
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Latency

Disk/C5V: Read Latency (Millisecond)

012
01
007
005
PNV KA N AN PRy
0.0
Man, 12:00 AM Tue, 12:00 AM Wed, 1200 AM Thu, 1200 AM Fri, 1200 AM Sat, 12:00 AM Sun, 12:00 AM Maon, 12:00 AM
—— Disk/CSV:Read Latency —— Disk/CSV: Read Latency Trend
Object Name Average Minimum Maximum Std. Deviation Trend
CA\ClusterStorage\CSV 0.03 0.01 0.12 0.03 Decreasing
Disk/C5V: Write Latency (Millisecond)
6
5
4
3
1
-rﬂ-‘vfew‘\rn-nv—- TA i ngA s = Aw -— A‘-*
0
Maon, 12:00 AM Tue, 12:00 AM ‘Wed, 12:00 AM Thuy, 1200 AM Fri, 1200 AM Sat, 12:00 AM Sun, 12:00 AM Maon, 12:00 AM
—— Disk/CSV: Write Latency —— Disk/CSV: Write Latency Trend
Object Name Average Minimum Maximum Std. Deviation Trend
CA\ClusterStorage\C5V 0.75 0.51 6.29 0.67 Decreasing

Use Case

The report assesses latency and I0PS values to identify Windows 2012+ Server Cluster Shared Volumes with
performance issues.
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Hyper-V Optimization

This report pack delivers recommendations on resource allocation to optimize performance and resource
utilization.

Reports included:

Active Checkpoints
Idle VMs

Oversized VMs
Powered Off VMs

Undersized VMs

Active Checkpoints

This report shows a list of all VMs with checkpoints, including the oldest and the largest checkpoints in the
virtual environment.

The Top VMs by Active Checkpoint Size (GB) and Top VMs by Active Checkpoints Age (Weeks) charts
display top 5 VMs with the oldest and the largest checkpoints in the virtual environment.

The Details table provides the list of VMs with checkpoints and shows checkpoint name, location, date and
time when the checkpoint was created, checkpoint size and VM state.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected

groups.

Checkpoint age, older than: defines checkpoint age threshold. If a VM checkpoint is older than the
specified age, the VM will be included in the report.
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e Ignorereplica VMs created by Veeam products: defines whether VM replicas created by Veeam Backup &
Replication will be excluded from the report scope.

Veeam Backup & Replication uses VM checkpoint asreplica restore points. Such restore points may be
large in size and remain on disk for a long period of time. If you have VM replicas created with Veeam
Backup & Replication, select this check box to exclude VM replicas with checkpoint restore points from the
report.

VeeAM

Active Checkpoints

Description

This repart lists all VMs with their active checkpoints, highlighting the VMs with the oldest and largest active checkpaints in your virtual environment.

Report Parameters

Scope: Virtual Infrastructure
Checkpoints age: older than 1 week

Business View objects:

lgnare replica VMs created by Veeam products: True
Summary
Top VMs by Active Checkpoint Size (GB) Top VMs by Active Checkpoint Age (Weeks)
100 200
80
150
60
100
40
50
20
o o
qals - (9/30.. InitSnapshot gal? - (114..  vbr11 withou.. gals - (9/30. qal® - {114 InitSnapshot  vbr11 withou..
Details
Virtual = Active = Location ¥ Checkpoint Directory ¥ Checkpoint Create ¥ Delta Size (GB) = VM State =
Machine Checkpoint Time
qal9 qald - (1/14/2020 pdctwhv.tec [:\Storage\Hyper-Viga09 141472020 4:54:04 AM 14.95 Suspended
- 3:33:37 PM) h.local
qal8 qa08 - (9/30/2019 pdctwhv0l.tec Di\Storaget\Hyper-\\ga03 9/30/2019 9:24:03 AM 99.49 Powered on
- 7:23:16 PM) h.local
ahvbkpsrv InitSnapshot pdctwhv0l.tec D\Storaget\Hyperifahvbkps 7/11/2022 1:35:50 AM 63.25 Powered on
h.local v
sr24 vbr11 without qa pdctwhull.tec D\Storaget\Hyper-\Visrv24 12/19/2022 12:25:58 0.00 Powered off
host h.local AM

Use Case

Orphaned checkpoints consume valuable storage resources. Best practices for checkpoints recommend that you
delete checkpoints older than 3 days, since they no longer reflect recent VM changes.

The report helps you detect orphaned checkpoints and better address the problem of wasted storage space.
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|dle VMs (Hyper-V)

Idle VMs are virtual machines that continue to operate even though they are no longer in use. These Idle VMs
keep consuming resources and provide no value.

The Summary section includes the following elements:

o The ldle/Active VMs chart shows the number of idle and active VMs.
o The Wasted Storage, GB chartshows the amount of valuable and wasted storage resources.

o The Idle CPU, GHz and Idle Memory, GB charts show the amount of active and idle CPU and
memory resources.

The Details table provides information on idle VMs, including cluster or host name, VM name, CPU,
memory, disk and network usage, and the number of days during which VM was inactive.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

Business View objects: defines Veeam Backup & Replication groups to analyze in the report. The
parameter options are limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View
groups from different categories are joined using Boolean AND operator. That is, if you select groups
from the same category, the report will contain all objects that are included in groups. However, if you
select groups from different categories, the report will contain only objects that are included in all
selected groups.

Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected scope.
Otherwise, the report will contain no data.

CPU usage, less than: defines a CPU usage threshold. If the average CPU usage for a VM is below the
threshold during a certain number of days (specified with the Time in the selected state parameter), the
VM will be considered “Idle".

Memory pressure, less than: defines memory usage threshold. If the average memory usage fora VM is
below the threshold during a certain number of days (specified with the Time in the selected state
parameter), the VM will be considered “Idle".

Disk usage, less than: defines a disk usage threshold. If the average disk usage for a VM is below the
threshold during a certain number of days (specified with the Time in the selected state parameter), the
VM will be considered “Idle".

Network usage, Less than: defines a network usage threshold. If the average network usage fora VM is
below the threshold during a certain number of days (defined by Time in the selected state), the VM
will be considered “Idle".

Time spentin the defined conditions: defines the percentage of daysin the reporting period when the
averageresource usage (CPU, Memory, Disk and Network) of the VM was below the selected
thresholds.
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NOTE:

Veeam ONE Web Client checks whether the CPU usage, Memory pressure, Disk usage and Network usage
conditions are all true (in other words, the conditions are joined by Boolean “AND").
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VeeAM

Idle VMs

Description

This report showes a list of idle Whs in terms of CPU, memory, disk and netwark utilization pararneters,

Report Parameters

Scope: Wirtual Infrastructure

Interval: Tuveek (/972021 - 2A15/2021)
CPU usage: 0.1 GHz

Mermary pressure: 0.236 GB

Disk usage: 20kBps

Metuork usage: 1kBps

Tirne spent in the defined conditions:  for maore than 90% of the time

Business View objects:

Summary
Total Whds: [
ldle Whds: 15
Povvered-off Whis: 24
IdlefActive VMs Wasted Storage, GB
B Active vivis [l die VMs Other States I valvable [ Wasted
Idle CPU, GHz Idle Memory, GB

I Active CPU Usage [ Idle CPU Usage I Active MemoryUsage [l |dle Memary Usage
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Details

SCVYMM: N/A
ClusterfHost WVirtual Machine 5 CPU Usage Mernory Disk Usage Netwiork Timein This 3
(MHz) Usage (GB) (KBps) Usage (KBps) State (days)
cluster( 15
Lin13 0.00 0.50 0.00 110 9
oracle3 0.00 0.00 0.00 110 9
ORACLEDELINUX 0.00 4.00 0.00 1.10 9
WEBR_REPOSITORY 0.00 4.00 0.00 110 9
weearncoll 0.00 0.99 0.00 110 a
Whiz 0.00 .91 0.00 110 9
filesers03 0.00 0.00 236 1.23 9
etk 03 89,35 4.00 24,88 4.08 a
zeta 0.00 4.00 ERD 1.19 7
Storage_1 16.04 4.00 4,37 178 4
db001 4,58 4.00 0.29 1.20 6
WERO1Repository 58647 6.00 55.12 179 4
WERO 756,00 4.00 915 1.32 4
w5 TaTAS 1.0 5.57 455 1
Storage_3 18.33 4.00 5.42 207 1
Use Case

This report can help you track VMs that can be shut down or decommissioned to reclaim resources and improve
performance of your virtual infrastructure.

Oversized VMs (Hyper-V)

This report allows you to identify VMs that have more allocated resources such as vRAM or vCPU than they
require.

e The Summary section provides an overview of the current state of your infrastructure, including the total
number of VMs and the number of CPU and memory oversized VMs, and shows recommendations on
resource allocation.

e The Oversized Virtual Machines by CPU and Oversized Virtual Machines by Memory tables display VMs
with excessive CPU and memory resources and deliver recommendations for their reconfiguration.

Click a VM name in the Virtual Machine column to drill down to VM performance charts that show how
CPU and memory usage has been changing within the reporting period.

e The Virtual Machines with Static Memory table lists all discovered VMs with static memory, their location
and the amount of provisioned memory resources. You can use this information to consider enabling
dynamic memory for these VMs.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.
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e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

e Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected scope. Otherwise,
the report will contain no data.

e Businesshours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data
analysis.
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e Top N:defines the maximum number of VMs the report will analyze.

VeeAM

Oversized VMs

Description

This report helps you to discover VMs with under-utilized CPU and memory resources, It analyzes VMs historical performance and configuration data to provide recommendations on appropriate
vCPU and vRAM allocation for Vs,

Report Parameters

Scope: Virtual Infrastructure

Reporting period: T week (12/24/2022 - 12/30/2022)
Business View objects:

Top N: 5

Working hours:

Summary

Total oversized YMs: 6

Total ViMs: 16

CPU oversized VMs: 6
Memory oversized Vis: 2

CPU resources that can be reclaimed: & vCPUs
vRAM amount that can be reclaimed: J40GB

Oversized Virtual Machines by CPU

BscvMmM:
CPU i
Cluster/Host Virtual Machine Reclaimed CPU Recommended
vCPUs Average Usage (%) Peak Usage (%) Resource MNumber of vCPUs
B pdctwhvil.techlocal 7
ahvbkpsre 4 12.00 25.00 2 2
backupsrv52 4 17.37 22.00 2 2
repo3il 2 2.00 2.00 1 1
gald 2 1.98 2.00 1 1
gal5 2 0.19 1.00 1 1
Virtual Machines With Static Memory
Recommendatien: Enable Dynamic Memary for these VMs,
BScyMm:
Host Virtual Machine Assigned Memory (MB)
Cluster:
E pdctwhvi1.tech.local 5
ahvbkpsre 6,144.00
qal4 4,096.00
gals 4,096.00
qal8 5,120.00
repo30 2,048.00

Use Case

By analyzing historical performance, this report helps you identify VMs with excessive resource provisioning.
You can use data in this report to change the current VM configuration and relocate VMs to other hosts.

Powered Off VMs (Hyper-V)

The report provides information on VMs powered off throughout a specified time period.

e The Summary section shows the total number of VMs in the selected scope, the number of powered off
VMs and their total size on disk.
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The Powered Off Virtual Machines table lists powered off VMs, their location and disk size.

The Powered Off status (%) column displays the amount of time during which a VM was powered off
against the time of the reporting period in percent.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected scope. Otherwise,
the report will contain no data.
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e Time spent powered off: defines the threshold for the amount of time when a VM was powered off against
the amount of time in the reporting period (in percentage). If the time during which a VM was powered off
is less than the specified value in percent, the report will not analyze this VM.

VEEAM

Powerad Off VMs

Description

This report shows a list of all Vs that were in Powered OFf state for a defined period of tirme,

Report Parameters

Scope: Virtual Infrastructure
Time spent powered off: a0 %

Business View objects:

Intersal: 1 rnonth (171642021 - 2/15/2021)
Summary

Total Whis: 25

Paowvered OFF Whis: 20

Wasted Storage: 40,60 GB

Powered Off Virtual Machines

Blocation: midsummer

Datastore Wirtual Machine 3 Cornputer Narne = WA Size (GB) Poeer OFf Status (35)
=] 1
Cieearmyirtuall abs\AppleDrearn’Proxypplian celhvproxy.iso

AppleDreamProxy ) 100.00
O ChVeeamyirtuallabs\hMadLab\Proxylppliancehbvprogy.izo 1

SecureRest [N 100.00
& ChaleeamvirtuallabshSecureRest\Proxyfppliancelhvprospiso 1

seCure NfA 100.00
B ChVeearmivirtuallabsitest\Proedppliancetbvproogisa 1

test [{ 90.09
B Chveearmiirtuallabsyyirtual Lab 1
D\Proxyfpplianceihvpromy.iso

Wirtual_Lab_2 MAS, 100.00
B 0/ReplicasiOme gaiProxyppliance\hvprosy.iso 1

Metweark Extension Appliance NfA 100,00

Omegal172)
EHDisk 0 C: D E: a
EDisk 0 G DiE 10
3 0VD Drive_IDE Controller 1_0 1

dns MAS, 100.00
B DVD Drive_IDE Controller 1_0 1

dc MAS, 100,00

Use Case

The report allows you to track VMs that have been in the powered off state for a specified time period. Since
powered off VMs consume space required to store their disks and configuration data, you can review storage
usage and relocate these machines, or decommission machines that you no longer need.
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Undersized VMs (Hyper-V)

This report allows you to identify VMs that have less allocated resources such as VRAM or vCPU than they
require.

The Summary section provides an overview of the current state of your infrastructure, including the total
number of VMs and the number of CPU and memory undersized VMs, and shows recommendations on
resource allocation.

The Undersized Virtual Machines by CPU and Undersized Virtual Machines by Memory tables display VMs
with insufficient CPU and memory resources and deliver recommendations for their reconfiguration.

Click a VM name in the Virtual Machine column to drill down to VM performance charts that show how
CPU and memory usage has been changing within the reporting period.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected scope. Otherwise,
the report will contain no data.

Business hours from - to: defines time of a day for which historical performance data will be used to
calculate the performance trend. All data beyond this interval will be excluded from the baseline used for
data analysis.

CPU usage, more than: defines the CPU utilization threshold in percent. If the CPU usage value for a VM
exceeds the specified threshold, the VM will be included in the report.

Memory pressure, more than: defines the dynamic memory pressure threshold in percent. If the memory
pressure value for a VM exceeds the specified threshold, the VM will be included in the report.

Physical memory, more than: defines the threshold for the amount of physical memory assigned to a VM.
If the physical memory amount exceeds the specified threshold, this VM will be analyzed in the report.
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NOTE:

Veeam ONE Web Client checks whether the CPU ready and CPU Usage conditions are true at the same, and
then whether Swap out rate and Memory Usage conditions are true at the same time (in other words, the
conditions in each pair are joined by Boolean "AND").

Veeam ONE Web Client checks whether a pair of these conditions is true, in other words, pairs of these
conditions are joined by Boolean “OR".

VeeAM

Undersized VMs

Description

This report helps you to discover VMs with over-utilized CPU and memaory resources. It analyzes VMs historical performance and configuration data to provide recommendations on appropriate
vCPU and vRAM allocation for VM,

Report Parameters

Scope:
Reporting period:

Business View objects:

Virtual Infrastructure
1 week (12/24/2022 - 12/30/2022)

CPU usage, more than: 80 %
Physical memary, more than: 1GB
Memaory pressure, more than: 80 %
Working hours:

Summary

Total undersized VMs: 2

Total VMs: 16

CPU undersized VMs: 0
Memory undersized YMs: 2

CPU resources to be assigned: 0 vCPUs
vRAM amount to be assigned: 340GE

Undersized Virtual Machines by Memory

BScVMM:
Memary
Cluster/Host Virtual Machine Recommended
Capacity (GB) Average Demand (GB) Peak Demand (GE) Peak Pressure () Amount of RAM
B pdctwhv01 techlocal 2
ahvbkpsrv 6.00 5.58 6.47 108.00 6.5GB
sov8 5.00 7.29 781 156.00 8GB

Mote: Consider relocating VM to a different host, if present does not have enough memory resources,

Use Case

This report uses the specified parameters to identify VMs with insufficient CPU and memory resources. The
report delivers detailed information on detected VMs and suggests recommendations for better resource
allocation. You may consider adding the specified amount of resources for the VM, relocating the VM to a more
powerful host, or adding more resources for undersized VM.
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Hyper-V Overview

This report pack provides general configuration overview for SCVMMs, volumes, clusters, hosts and VMs, and
displaysinformation on the most common alarms raised for virtual infrastructure objects.

Reports included:
e  Cluster Configuration
e Datastore Configuration
e Guest Disk Free Space
e Host Configuration
e Infrastructure Overview
e VMs Configuration

e VMs Growth

Cluster Configuration

This report documents the current configuration of clusters in your infrastructure.

e The Total CPU (GHz), Total Memory (GB) and Total Storage (GB) charts show the amount of resources
allocated to clusters.

e The Details table provides information on each cluster, including total number of hosts and VMs in the
cluster, total amount of available cluster resources and the name of the cluster host owner.

Click a number in the Total Hosts column to drill down to host configuration details.

Click a number in the HA VMs column to drill down to VM configuration details.

e The Networking table providesinformation on network configuration for each cluster, including subnets,
networks, cluster use and the number of VMs.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.
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e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Cluster type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select

groups from different categories, the report will contain only objects that are included in all selected
groups.

VeeAM

Cluster Configuration

Description

This report provides a quick overview of all Hyper-V clusters resources in terms of aggregated memory, CPU and disk resources.

Report Parameters

Scope: Virtual Infrastructure

Business View objects:

Summary
Total CPU (GHz) Total Memory (GE) Total Storage (GB)
|1 6.00 rmm F,499.?9
16.00 40.00l 750.04
Bl midsummer scots B midsummer scots Bl midsummer scots
Details
Cluster Total HA VMs Total CPU (GHz) Total Memory (GB) Total Local Total C5Vs Cluster Host Owner
Hosts Storage (GB) Capacity (GB)
midsummer 2 1 16.00 40.00 630.05 159.99 oberon
scots 2 1 16.00 4000 299.80 199.99 lowlandhv
Networking
Name Subnets Netwaorks Cluster Use Status VMs
Emidsummer 1
172.16.0.0; Cluster Network 2 Bath Up 16
2002:50f9:ba01:40:
Hscots 1
172.16.0.0; Cluster Network 1 Bath Up 7
2002:50f0:ba01:40::

The report allows you to keep an eye on the state of hardware resources provisioned to your clusters, and to
verify configuration settings applied to these clusters. This may help you balance workloads and right-size the
environment to attain higher performance.

Datastore Configuration

This report documents the current configuration of CSVs, SMB shares and local disks in your infrastructure.
e The Summary section includes the following elements:
o The Utilization (%) chartshows the percentage of used and free space on all datastores.

o The Provisioned Space (GB) chart shows datastore capacity and the amount of provisioned space.
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o The summary table provides information on each volume, including owner name, total capacity,
free and provisioned space, provisioning ratio and free space utilization trend.

Click a link in the Free Space Trend column to drill down to daily information on total capacity, the
amount of used and provisioned space, and the number of VMs that store data on the CSV/SMB
share/local disk.

e The Top N VMs section provides information on top space consuming VMs, including VM name, number
of disks and the amount of used space.

Report Parameters

You can specify the following report parameters:

o Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Storage type.

Business View groups from the same category are joined using Boolean OR operator, Business View
groups from different categories are joined using Boolean AND operator. That is, if you select groups
from the same category, the report will contain all objects that are included in groups. However, if you
select groups from different categories, the report will contain only objects that are included in all
selected groups.
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e Top N VMs: defines the number of top virtual machines that will be displayed in the report charts.

VeeAM

Datastore Configuration

Description

This report provides information about Hyper-\ datastore type and other general infarmation including total capacity, free and provisioned space,

Report Parameters

Scopet Wirtual Infrastructure

Business Wiew objects:

Top M Whis: 13
Summary
Lhilization (%) Provisioned Space (GB)
—3757 %
930896 69672584
200000 400000 600000 800000
GE
B Used Free Il Capacity Provisioned
Name = Owener v Capacity > Free Spare (GB) + Frovisloned Provisioning % Free SpaceTrend 3
(GE) Space (GE) Ratio (%)
Disk 0 C: v E: hypere02 d654.48 107044 563042.55 12096.78 Increasing
DiskQ C: v E: hyperedl 465448 2427.09 133683.29 287214 Decreasing
Top 15 VMs
Top 15 Largest VMs
800
634.768
600
=400
200 12205 12073 11338
68.22 6613 6128 58,03 5621 4652 4629 4382 3797
o

WM Marne

fileserver(d
Starage_3
repodd
Storage_T
t_wmid
MESOLEERVER
prod

winsre2d
sarmpledhb
Storage_2
BETA
weeamcoll
van 3l
ORACLEDBLINUY
dr
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Use Case

The report helps you monitor storage capacities to ensure your VMs have sufficient room to operate.

Guest Disk Free Space

The report provides information on the amount of free disk space for VM guest OS.

NOTE:

To view the report, you must specify guest OS credentials for the guest OS of Microsoft Hyper-V
VMs. For details, see section Specify VM Guest OS Credentials of the Veeam ONE Deployment Guide.

2. The reportincludes information only for VMs running Windows guest OSes.

The report analyzes VM guest disks and displays their capacity, the amount of guest disk free space, shows disk
space usage trends, and predicts how many daysare left for a disk to reach the specified threshold.

The Summary section provides an overview of analyzed VM guest disks, shows how many VMs will run out
of disk resources sooner than other VMs, and shows averagedisk growth trends.

The Disks to reach threshold first table displays a list of VMs that will run out of guest disk space sooner
than other VMs. For each VM, the table shows guest disk capacity and the amount of free space left, daily
disk growth trend and the number of days left before the occupied disk space will reach 90% and 100%
of its capacity.

If a value in the Days to reach 90% or Days to reach 100% column is highlighted with red, a disk will
reach the specified threshold in less than 180 days.

The Top 10 Partitions by Relative Space Growth chart shows 10 guest disks that used the greatest amount
of space over the reporting period in relative terms (amount of occupied disk space against the disk
capacity).

The Top 10 Partitions by Absolute Space Growth chartshows 10 guest disks that used more space over the
reporting period in absolute terms (amount of occupied disk space in GB).

The Guest Disk Free Space (GB) section displays a list of all VMs included into the report and their guest
disks. The table details disk capacity, the amount of free and used space, trends for disk space usage
growth, daily disk growth, and shows how many days are left until a disk reaches its limit.

Click a VM name in the Virtual Machine column to drill down to VM guest disk space usage details.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.
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e Period: defines the time period to analyze in the report.

e Disk capacity, more than: defines the minimum capacity threshold for a disk to analyze in the report. If
disk capacity is less than the specified value, the report will not analyze this disk.

e Freespace, less than: defines the maximum amount of free space for a disk to analyze in the report. If the
amount of free space on a disk is more than the specified value, the report will not analyze this disk.

e Sort by:defines how data will be sorted in the report ( Virtual Machines, Relative Growth, Absolute
Growth).

e Ignore excluded disks: defines whether guest disks excluded in Veeam One Monitor to analyze in the
report.
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You can exclude certain VM guest disks from monitoring in Veeam ONE Client. To learn more, see section Virtual
Machine Summary of the Veeam ONE Monitoring Guide.

VeeAM

Guest Disk Free Space

Description

This teport provides information about free space for all Whis quest disks,

Report Parameters

Scope: WWifirtual Infrastructure

Business Wiew objects:

Interval: Tuveek (27972027 - 2/15/2021)
Disk capacity, maore than: 5 GR
Free space, less than: 50.00%
Sor by Wirtual machines
lgnore excluded disks: True
Summary
Overview Diskstaoreach threshold first
VM3 analyzed 7 ; Free Dail Daysto Daysto
Capacit; i ¥ ¥
Wirtwal disks in the infrastructure 20 ¥irtual Machine Fartition GBP ¥ Space Growth Reach Reach
(GE} @B) (GB) 50% 100%
Including Fixed disks 0
MESQLSERVE C 126.66 45.63 0.42 5] a8
Dynarnic disks 19 R
Differencing disks 1 fileserverld 8 1023.66 501.87 3.86 78 a7
Disks to reach 10024 in less than 30 days 0 gamma i 126,66 2352 0.08 266 560
Disks to reach 1002 in less than 60 days 0 WERD5A C 12648 47,25 012 529 ]
Disks weth less than 1 GB of free space 0 Storage 1 C 126.66 5418 0.07 ] )
Disks with less than 1% of free space 0 201212 C 50,48 17.56 0.0 oo oo
Auerage disks” daily growth [GB] 067 YEMud C: 50.48 17.56 0.04 oo oo
Suerage disks” daily growth [%6] 015 %
Top 10 Partitions by Relative Space Growth Top 10 Partitions by Absolute Space Growth
r16.00 % r&0.00 GB
F14.00 %
F1200% |-60.00 GB
F10.00 %
F8.00 % 40,00 GB
F6.00 %
+4.00 % 20,00 GB
200 %
| 000 % i : : : : | 0.00 GB
by, s, Sz, Ty Ve, Mg, Fa, Ve m, 5z, g, b Ass; i
. 07 7 i, 9. Sy s, A, =20, Trs, ', G- W] s,
e ?r.;/c_ Ve, Toe %/C- o Qﬁs&?!@‘, G%/L__ e ?"‘?/C__ 7. o %/C- e {5‘?%&, e e
e ) ‘e
Guest Disk Free Space (GB)
Virtual Server: ms-node-02
Virtual Machine Partition Guest Disk Guest Disk Guest Disk Guest Disk Guest Disk Disk’s Used Daily Days te
Size (GE) Used Space Used Space Free Space Free Space Space Growth Reach
(%) (GB) %) (GB)  Growth (GB) (GB) 100%
win19-static & 30.40 43.70 17.22 56.30 2218 0.01 0.00 o
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Use Case

The report allows you to examine VM guest disk utilization and track disk usage growth. This helps you plan
resource allocation and ensure your VMs have enough disk resources for stable operation.

Host Configuration

This report documents the current configuration of hosts in your infrastructure.

e The Summary section provides an overview of the infrastructure, including the total number of hosts,
number of VMs per host and number of hosts per datastore.

e The General Information section provides information on each host, including host name, manufacturer,
system model, OS type, update version and host status.

e The Available Resources section provides information on resources available for each host, including CPU
frequency, number of cores, amount of physical and virtual memory, local and shared storage size and the
number of VMs.

e The Network Configuration section provides information on network configuration for each host, including
network name, type, number of VMs, adapterand IP address.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.
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e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Host type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

VeeAM

Host Configuration

Description

This report provides general Hyper-Y hosts configuration information, including awailable resources and network configuration,

Report Parameters

Scope: Yirtual Infrastructure

Business Wiew objects:

Summary

Total number of hosts 2
Whis per host 32,00
Hosts per datastore 033

General Information

Marne Manufacturer Systern Model 05 Type t.l{pd:ate Status
ersion
hypers0l Supermicro ¥ODR3-F Microsoft Windows Serser 63,9600 Up
2012 R2 Datacenter
hyper0? Supermicro HODR3-F Microsoft Windows Serser 6,3.9600 Up
2012 R2 Datacenter
Available Resources
MNarne Physical Total Physical Virtual Local Shared Murnber
CPU Cores Mernony Mermory Storage Storage of Vs
(GHz) (5B} (GB) (GB) (GB)
hyperal 25.20 12 128 160 4854 0 28
hyperd2 25,20 12 128 147 5633 0 1]
MNetwork Configuration
Metwrark Netwark Type Whis Adapter IP Address
Haost Narme: hypendl 5 29
Intel{R) 1350 Gigabit Network Connection - External 27 Intel{R) 1350 Gigabit Metwork 172175213
Wirtual Switch Connection
Lab lsolated Metwork (Exchange Virtual Lab) Private i}
Lab Isolated Metwork (hypers viab) Private 0
Lab lsolated MNetwork {SOL vlab) Private 0
Lab Isolated Metwork {irtual Lab 2) Private ?
Host Narme: hyperv?2 3} 41
Lab Isolated Metwork (Microsoft Exchange Lab) Private 0
Intel{R} 1350 Gigabit Network Connection - External A4 Intel{R) 1350 Gigabit Metwork 172175235
Yirtual Switch Connection #2 172175214
Lab lsolated Metwark (AppleDream) Private 2
Lab lsolated Metwork (MadTeaPot) Private 2
Lab Isolated Metwork (MadTea) Private ?
Lab Isolated Metwork (test) Private z
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Use Case

The report allows you to identify configuration issues, optimize resource provisioning and better handle current
and future workloads.

Infrastructure Overview

This report reveals the necessary Hyper-V inventory configuration specifics and allows you to evaluate the
current state of your virtual environment.

The subsections provide detailed information on SCVMM servers, clusters, CSVs, SMB shares, local disks, host
systems and networks. The report also includes charts that display percentage distribution of VM power states,
Integration Services statuses and Business View groups across the infrastructure.

TIP:

e Click a SCYMM server name in the SCVMM Servers table to drill down to details on hypervisor version
installed on the server and the list of hosts that run on the server.

e Click the Details link below the Power State chartto drill down to the full list of VMs and their power
states.

e Click the Details link below the Integration Service Status chartto drill down to the full list of VMs
and statuses of Integration Services running in these VMs.

e Click the Details link below the BV Chart todrill down to the full list of Business View categories and
VMs that belong to these categories.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.
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e BusinessView VM category: defines a Business View group that includes VMs to analyze in the report.
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VeeAM

Infrastructure Overview

Description

This report provides general Hyper-Y inventory configuration information, including all SCWRMs, clusters, hosts, Whis, datastores, and netuworks in your wirtual environment,

Report Parameters

Scope: Wirtual Infrastructure

Business View WM category  SLA

Summary

Haosts per Cluster: 2.0

Wihds per Host: 13.0
Datastores per Host: 2.5

Whis per Datastore: 5.2

Hosts

Top Hosts Configurations

100.00 %

X¥9DR3-F 2 Sockets, 12 Cores,

127.57 Gb
Details
All Hosts Configurations

SCVMM Cluster Cores Mermory (GE) Host
YA Bl clusterl 24 255,95 2

12 127.97 hyperal

12 127.97 heyperad
Total: 24 255,95 2

242 | Veeam ONE | Reporting Guide



Virtual Machines

Power State

6250 % —

Il Powersd off Running [l Saved

Details

Integration Service Status

Il installed

Details

Use Case

The report helps administrators track the state of monitored virtual infrastructure.

VMs Configuration

This report documents the current configuration of VMs in the virtual infrastructure.

e The Summary section includes the following elements:

o The Integration Services Status chartillustrates the status of Integration Services running on VMs.

Click the Details link at the bottom of the chart to drill down to the list of VMs and statuses of

Integration Services running on these VMs.

o The VM State Summary chartillustrates the VM power state.

Click the Details link at the bottom of the chart to drill down to the list of VMs and their power

states.

o The Guest OS Distribution chartillustrates what guest OSes are installed on VMs, and shows the

share of a particular guest OS.

Click the Details link at the bottom of the chart to drill down to the list of guest OSes present in the

infrastructure and the list of VMs on which these guest OSes are installed.

e The Details table provides detailed information for every VM, including data on VM location, computer
name, guest OS type, number of vCPUs, memory type, amount of allocated memory resources, amount

of allocated and used storage resources.
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Report Parameters

You can specify the following report parameters:

o Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.
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e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View
groups from different categories are joined using Boolean AND operator. That is, if you select groups
from the same category, the report will contain all objects that are included in groups. However, if you
select groups from different categories, the report will contain only objects that are included in all
selected groups.
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veeAM

VMs Configuration

Description

This report provides a quick overview of all configured resources for virtual machines in terms of memory, CPU and virtual disk resources as well as VM state and Guest O distribution summary.

Report Parameters

Scope: Virtual Infrastructure

Business View objects:

Summary

Integration Services Status

VM State Summary

1875%
62.50 % —
9375 %
18.75 %
I Installed Partially installed Il Powered off Running [ Saved
Details Details
Guest 05 Distribution
{22.22 %
Il Windows Server 2012 R2 Datacenter Windows Server 2016 Datacenter [l Windows Server 2016 Standard
Details
Details
SCVMM: N/A
Host VM Name Computer Name Guest 05 vCPU  Memory Startup Minimum Maximum Storage Storage
Type Memory (MB) Memory (MB) Memory (MB) Allocated (GB) Used (GB)
HCluster: N/A EXy 58,368 3,076 2,103,296 1,900.00 1278.63
Bl pdetwhv0.techlocal a7 58,368 3,076 2,103,296 1,900.00 1,278.63
ahvbkpsrr ahvbkpsrv.tech.lo Windows Server 4 Static 6,144 130.00 81.79
cal 2016 Standard
appsrv001 1 Dynamic 2,048 512 1,048,576 20.00 0.00
appsrv001_ir 1 Dynamic 2,048 512 1,048,576 20.00 0.00
appsrv02 1 Static 4098 50.00 2007
backupsrv50 backupsnv50.tech Windows Server 4 Static 6,144 130.00 75.50
Jocal 2016 Datacenter
backupsrv52 backupsrv52.tech Windows Server 4 Static 6,144 130.00 85.66
Jocal 2016 Datacenter
ext0130 2 Static 2,048 60.00 36.29
ext0230 2 Static 2,048 60.00 45,44
gal4 qal4.tech.local Windows Server 2 Static 4,096 130.00 42.00
2012R2
Datacenter
qa05 qa05.tech.local Windows Server 2 Static 4,096 130.00 19.13
2012 R2
Datacenter
gqal6 qa06.tech.local Windows Server 2 Dynamic 3072 1,028 3,072 130.00 129.66
2012 R2
Datacenter
qal8 qa08.tech.local Windows Server 4 Static 5120 130.00 253.59
2012 R2
Datacenter
gal9 2 Dynamic 1,024 1,024 3,072 130.00 4148
repo30 repo30.tech.local Windows Server 2 Static 2,048 250.00 213.66
2012 R2
Datacenter
repo31 repo31.tech.local Windows Server 2 Static 2,048 250.00 3547
2012 R2
Datacenter
srv2d 2 Static 5144 150.00 198.89
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Use Case

The report helps administrators assess configuration properties of VMs in the monitored virtual infrastructure.

VMs Growth

This report tracks how the number of VMs in your virtual environment has been changing during the reporting
period. The report analyzes the amount of allocated resources, displays changes in the number of VMs, and
shows how these changes influenced resource provisioning in the infrastructure.

e The Summary section provides information on the total number of VMs, number of added and removed
VMs, allocated vCPU, memory and storage resources, allocation ratios and VMs growth during the
reporting period.

e The Added VMs Details table providesinformation on each added VM, including VM location, name,
number of vCPUs, allocated memory and storage resources, initiator and the date and time when the VM
was added.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.
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e Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected scope. Otherwise,
the report will contain no data.

VeeAM

VMs Growth

Description

This report showes howe roany Whs have been added fo the virtual ervironment during the selected period of time,

Report Parameters
Scope: Wirtual Infrastructure
Imtersal: Twveek (17072019 - 116/2019

Business Yiew objects:

Summary

Murnber of ¥is Allocated Resources Ratios

Total number of Whs: 64 wCPL: a9 wiPU/Core: .71
Whs added: kernong: 26,604.00 GB Wihds per host: 32,00
Whs remowved: 0 Storage: 11,482.00 GB Wihds per datastore: 10,67

e

VMs Growth

72

60

45

36

24

1/10/2019 1/11/2019 1/12/2019 1/13/2019 1/14/2019 1/15/2019 116/2019

Il Mumber of VMs
Added YMs Details

SCVMM: N/A

ClusterfHost: elusterll
Mumber of Whis: 64

Added VMs wCPU Mernory (GE) Storage (GE) I nitiator Event Date
2 3 5.00 3572

ThID2 2 4.00 3072 techyjohn.smith 11472019 5:02 PR
TR 1 1.00 0.00 techtjohn.smith 1157209 1206 Akd

Use Case

This report allows you to control virtual machine sprawl and to optimize resource utilization in your
infrastructure.
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Infrastructure Chargeback

This report pack allows you to understand costs for virtual infrastructure users and do chargeback by analyzing
VMs configuration and resource usage, including CPU, memory and storage.

Reports included:
e Host Configuration Chargeback
e Host Resource Usage Chargeback
e VM Configuration Chargeback

e VM Performance Chargeback

Host Configuration Chargeback

This report helps to make infrastructure costs audit and identify the most and least expensive VMs based on the
hardware price and VM configuration.

The report analyzes hardware CPU, memory, storage capacities and their cost to calculate the cost of resources
allocated to VMs. The cost of resources allocated to a VM is calculated based on VM configuration: the amount

of vCPU, vRAM and storage resources provisioned to a VM.
NOTE:

e For VMs with thin-provisioned or dynamic disks, the report takes into account the amount of

provisioned disk space, not actually used disk space.
e For VMs with dynamic memory, the report takes into account the amount of allocated memory.

e The Summary section includes the following elements:

o Number of hosts, datastores and VMs, average costs of physical and virtual resources (processor core,
virtual CPU, memory GB, storage TB), and total hardware cost.

o The Cost Distribution chartshows the cost of hardware CPU, memory and storage resources.
o The VM Power Status chartshows the number of running and powered -off VMs.

o The Top 10 Most Expensive VMs subsection shows the most expensive VMs in terms of consumed
resources, and provides cost of average CPU, memory and storage resources used by each VM. This
chart is availableif you choose to include VM details in the report.

e The Details tables provide information on physical CPU, memory and storage capacities, amount of
provisioned vCPU, vVRAM and storage resources, and the cost of these resources. If you choose to show VM

cost details in the report parameters, the report also provides analysis of VM configuration cost in terms
of vCPU, vRAM, storage and the total VM cost.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: definesa list of virtual infrastructure level and its sub-components to analyze in
the report.

e Currency: definesa payment currency.
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e Calculate host costs based on: defines how host costs will be calculated in the report. You can select one
of the following options:

o Total host cost — defines the total cost of CPU and memory hardware resources for all hosts
included in the report, in the selected currency.

o Individual host costs — defines the hardware cost of each host separately.

To edit host costs:
o Click Configure.
o In the Configure Individual Host Costs window, select the necessary host and click Edit.
o In the Set Individual Host Cost window, specify the desired cost and click Save.
o Repeat steps 2-3 for each host cost you want to edit.

e CPU/RAM slider: defines the percentage of cost, or cost share of CPU and memory hardware resources
for all hosts included in the report. For example, if the cost of CPU hardware resources make a quarter
of the total cost, set the CPUparameter value to 25%. The RAM parameter value will adjust
automatically.

e Calculate datastore costs based on: defines how datastore costs will be calculated in the report. You
can select one of the following options:

o Exclude datastores from the calculation — defines to exclude datastores cost details from the
report.

o Total datastore cost—defines the total cost of storage resources in the selected currency.

o Individual datastore costs — defines the cost of each datastore separately.

To edit datastore costs:
o Click Configure.

o In the Configure Individual Datastore Costs window, select the necessary datastore and
click Edit.

o Inthe Set Individual Datastore Cost window, specify the desired cost and click Save.
o Repeat steps 2-3 for each datastore cost you want to edit.

e Calculate VM storage hosts based on: defines how VM storage host must be calculated in the report
(Provisioned space, Used space).

e Include powered-off VMs in the calculation: defines whether powered-off VMs must be analyzed in
the report.

e Show VM details: defines whether the report must include VM cost details.

If this option is enabled, the report will include the Top 10 Most Expensive VMs section and a table
that details VMs cost based on VM configuration.
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NOTE:

Building the report may take some time if the chosen reporting period is significant, or if you choose to
calculate VM cost for a large virtual infrastructure.
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VeeAM

Host Configuration Chargeback

Description

This report helps you to perform an infrastructure costs audit and identify the most and least expensive VMs based on the hardware price and current VM configuration.

Report Parameters

Hosts: 6 Hosts
Datastores: 10 Datastores
Hosts cost: 110.00 USD
Host expenses distribution: CPU: 50% / RAM: 50%
Datastores cost: 220,00 USD
Include powered-off VMs in the calculation:  True
Show VM details: True
Calculate VM storage costs based on: Provisioned space
Summary
Hosts: 6 Processor core avg. cost: 0.54 Virtual CPU avg. cost: 0.07
Datastores: 10 Physical memory, GB avg. cost: 0.09 Virtual Memary, GB avg. cost: 0.02
Virtual Machines: 228 Datastore, TB avg. cost: 3.53 Virtual Storage, TB avg, cost: 491
Average VM cost: 145
Total hardware cost, USD: 330.00
Cost Distribution VM Power Status
> 142
\
74
Il Datastore CPU I RAM Il Powered-off VMs Powered-on VMs

Top 10 Maost Expensive VMs

VeeamFLR_dr-nfs3-gtree_413e1d3a-3128-4%a7-ba%0-1a6351a03523
MSXTransporthlode|

virt01-vm33_cdp_replia

virtd1-vm33

virt03-proxy001

virt03-vm002|

vbr_azure1l

win-vmid-ts-Ulhl

ts-vm01-e6e3
tsum01-ZVIV 1 [0}
0 5 10 15
Il Datastores CPU [ RAM
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Details

VMware
CPU
Physical Processors Virtual Processors
CPUs Cost,
Cluster Host usD VMs # of Cores Core Cost, # of vCPUs vCPU Cost,
ush usp
B COP cluster 1833 18 24.00 0.76 53.00 035
prgtwesx01-virt.tech.local 017 9 12.00 0.76 31.00 0.30
prgtwesx02-virt.tech.local 917 10 12.00 0.76 22.00 042
O Standalone hosts 27.50 193 64.00 043 6681.00 004
prgtwesx01.tech.local 917 88 16.00 0.57 201.00 0.03
prgtwesx02.tech.local Q.17 53 24.00 0.38 170.00 005
prgtwesx(3.tech.local 817 52 24.00 038 220.00 0.04
Memory
Physical Memory Virtual Memory
Memeory Cost,
Cluster Host UsD VMs Capacity, GB Cost, # of vRAM, GB Cost, USD
GB usb GB
ECDP cluster 1833 19 79.99 0.23 46,00 040
prgtwesx01-virt.tech.local 9.17 9 40.00 023 24,00 0.38
prgtwesx02-virt.tech.local 917 10 40.00 0.23 22.00 042
B Standalone hosts 27.50 193 127722 0.02 1,169.88 002
prgtwesx01.tech.local 917 88 511.89 0.02 520.88 0.02
protwesx2 tech.local 917 53 382.66 0.02 250,00 004
prgtwesx(3.tech.local 917 52 382.66 0.02 399.00 0.02
Datastores
Physical Storage Virtual Storage
Datastore Cost, VMs and
Datastore Qwner Datastore Name UsD Templates Capacity, TE Cost, Provisioned, vTB Cost, USD
B uso TB
ECOP cluster 22.00 9 048 4587 0.16 137.29
docopsubuntunfs0l 22.00 9 0.43 45.87 0.16 137.29
O prgtwesx(1 tech.local 66.00 8g 11.00 6.00 18.58 3.55
prgtwesx01-ds01 22.00 26 363 6.06 460 478
prgtwesx(1-ds02 22.00 60 T.28 3.02 13.96 1.58
Veeam_dr_v6_nfsd1_SHNufy TOK 22.00 2 0.10 22528 0.02 1,154.14
zk1Xc3a05zRJ3
B prgtwesx01-virt tech.local 22.00 5 0.77 2843 0.52 4214
prgtwesx(1-virt-ds1 22.00 5 077 28.43 0.52 4214
B prgtwesx02.tech.local 22.00 53 16.25 135 242 261
prgtwesx02-ds01 22.00 53 16.25 135 242 261
B prgtwesx02-virt tech.local 22.00 5 0.77 2843 041 53.56
prgtwesx02-virt-ds1 22,00 5 .77 28.43 041 53.56
B prgtwesx03.tech.local 44,00 63 16.73 263 1489 286
docopslinuxnfs 22.00 1 0.48 45.87 0.21 102.96
prgtwesx03-ds01 22,00 62 16.25 135 1487 150
EvCenter Server: elal
wCPUs RAM Datastore
X ’ Powrer .
Host Virtual Machine Status Count Cost, Quantity, Cost, Quantity, Cost, Total Price, USD
uso GB uso GB Usp
Cluster: Cluster] 260 502 173530 901,55 1.154.68 26,385.84 3,266.24 615642
Eqa-sra14 196 430 86260 60B.09 57854 18,355,34 1,634.92 3,082.06
rar-16-netapp-lundit On 4 8.00 6.00 7.60 111.00 25246 26814
al-centos-ontapJarcl- Off 2 4.04 2.00 1.00 11.00 02.26 104.20
wol3
al-centos-ontap95ec - Off 2 A.04 2,00 1.00 11.00 93,20 10414
wold
krvv-centas Off 4 a.08 4.00 3.80 16.00 a0.82 102.70
al-centos-ontap85rcl - Off z 4.0 2.00 1.80 11.00 9216 4810
luniz
al linux netapp Fraode Off 2 404 2.00 1.90 95,00 graa 03.22
wol?
al-centos-ontap95ec - Off 2 A.04 2,00 1.00 11.00 85,62 056
lun2
S22 WA Wi Txbd Off 4 a.08 2.00 1.80 32.00 AL 9817

Use Case
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IT departments can use the report as a showback instrument to raise awareness within organization and
demonstrate costs associated with provisioning VMs. The report helps calculate a budget share of allocated
virtual infrastructure resources for each application owner, department or business unit within an organization,
justify IT budget and assess the amount of future funding requests.

In combination with Veeam ONE optimization reports, this report can be used to encourage application owners
to right size their VMs, prevent VM proliferation and reclaim wasted resources.

Service providers that do not have flat fees on virtual infrastructure resources can use this report as a
chargeback instrument to calculate the cost of virtual infrastructure resources allocated to their clients.

Host Resource Usage Chargeback

This report helps to make infrastructure costs audit and identify the most and least expensive VMs based on the
hardware price and VM performance.

The report analyzes hardware CPU, memory, storage capacities and total cost of these resources to calculate the
cost of resources consumed by VMs. The cost of consumed resources is calculated based on average CPU,
memory and storage usage for a specified period.

e The Summary section includes the following elements:

o Details on the number of hosts, datastores and VMs, average cost of physical resources (processor
GHz, memory GB, storage TB), average VM cost and total hardware cost.

o The Cost Distribution chart shows the cost of hardware CPU, memory and storage resources.

o The Top 5 Hosts with Expensive CPU/Memory Resources tables show 5 most expensive hosts in terms
of consumed CPU and memory resources.

o The Top 5 Datastores with Expensive Resources table shows 5 most expensive datastores in terms of
consumed storage resources.

o The Top 10 Most Expensive VMs subsection shows 10 most expensive VMs in terms of consumed
resources, and provides cost of average CPU, memory and storage resources used by each VM. This
chart is availableif you choose to include VM details in the report.

e The Details tables provide information on physical CPU, memory and storage capacities, cost of physical
and virtual resources. If you choose to calculate per-VM cost in the report parameters, the report also
provides detailed analysis of VM cost based on the average usage of CPU, RAM and storage resources
within the reporting period.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a list of virtual infrastructure level and its sub-components to analyze in
the report.

e Currency: definesa payment currency.

e Calculate host costs based on: defines how host costs will be calculated in the report. You can select one
of the following options:

o Total host cost— defines the total cost of CPU and memory hardware resources for all hosts
included in the report, in the selected currency.
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o Individual host costs — defines the hardware cost of each host separately.
To edit host costs:
o Click Configure.
o In the Configure Individual Host Costs window, select the necessary host and click Edit.
o In the Set Individual Host Cost window, specify the desired cost and click Save.
o Repeat steps 2-3 for each host cost you want to edit.

e CPU/RAM slider: defines the percentage of cost, or cost share of CPU and memory hardware resources
for all hosts included in the report. For example, if the cost of CPU hardware resources make a quarter
of the total cost, set the CPUparameter value to 25%. The RAM parameter value will adjust
automatically.

e Calculate datastore costs based on: defines how datastore costs will be calculated in the report. You
can select one of the following options:

o Exclude datastores from the calculation — defines to exclude datastores cost details from the
report.

o Total datastore cost — defines the total cost of storage resources in the selected currency.
o Individual datastore costs — defines the cost of each datastore separately.
To edit datastore costs:
o Click Configure.

o In the Configure Individual Datastore Costs window, select the necessary datastore and
click Edit.

o Inthe Set Individual Datastore Cost window, specify the desired cost and click Save.
o Repeat steps 2-3 for each datastore cost you want to edit.

e Period: defines a period in the past for which historical performance data must be analyzed in the
report. For example, if you specify the previous week asthe reporting period, the report will
calculate the VM cost based on the average VM CPU, memory and storage utilization values for the
previous week. Note that the reporting period must include at least one successfully completed
Object properties data collection task for the selected scope. Otherwise, the report will contain no
data.

e Businesshours only: defines time of a day for which historical performance data must be used to
calculate the VM cost. Data outside this interval will be excluded from the baseline used for data
analysis.
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e Show VM details: defines whether the report must include VM cost details.

If this option is disabled, the report will not display the most expensive VMs, and will not provide VM
cost in terms of utilized CPU, RAM and storage resources.
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VeeAM

Host Resource Usage Chargeback

Description

This report helps you to perform an infrastructure costs audit and identify the most and least expensive VMs based on the hardware price and VM performance.

Report Parameters

Hosts:

Hosts cost:

Host expenses distribution:
Datastores cost:

Reporting pericd:

Business hours:

Virtual Infrastructure

110.00 USD

CPU: 50% / RAM: 50%

220.00 USD

1 month (12/3/2022 - 1/2/2023)
From 9:00 AM To 6:00 PM

Show VM details: True
Summary
Hosts: [ CPU, GHz average cost: 0.23 UsD
Ws: 228 RAM, GB average cost: 0.09 USD
Datastores: 1 Datastore, TE average cost: 3530USD
Average VM price: 0.48 UsD
Total hardware cost: 330.00 USD
Cost Distribution Top 5 Hosts with Expensive CPU Resources
Host Name CPU GHz Average VM
Cost, USD Price, USD
pratwesi1-virttech.local 032 204
prgtwesx02-virttech.local 032 1.83
pratwese1.tech local 027 021
pdctwhv01 tech.local 0.8 115
prgtwesi02.tech.local 016 035
55.0 (167 %)
Top 5 Hosts with Expensive Memory Resources
5500167 % Host Name GB RAM Average VM
Cost, USD Price, USD
pratwesi1-virttech.local 023 204
RAM CcPU Datast:
- [ Datastors prgtwesx02-virttech.local 023 183
prgtwesx03.tech.local 0.02 0.30
prgtwesx02.tech.local 0.02 035
pdctwhv01 tech.local 0.02 115
Top 5 Datastores with Expensive Resources
Datastare Name Stare T8 Average VM
Cost, USD Price, USD
Veeam_dr_v6_nfsd1_SHNufy TQK 22528 0.10
zk1Xc3a05zR)3
docopsubuntunfs(l 45.87 0.50
docopslinuxnfs 45.87 451
pratwesil1-virt-ds1 2843 .08
prgtwesx02-virt-ds1 2843 033
Top 10 Most Expensive VMs
backupsi0) 06 L |
ahwbkpsry a3 }m
backupsrv2 03 [
202 o7
vbr_azure 11
2o}
NSXTransporttiods 06 ooes
16 03
sands release
Nirt03-prow 001
o 2 4 6

I RAM
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Details (VIMware)

cPU
vCenter Server: veenterQl.tech.local

Host VMs CPU Cost, USD # of Cores Clock Speed, GHz CPU Capacity, GHz Cost per GHz, USD
Bl Cluster: Standalone hosts 203 27.50 64 6.90 142.80 0.59
prgtwesx01.tech.local 88 917 16 210 33.60 0.27
prgtwesx02 tech.local 53 917 24 240 57.60 0.16
prgtwesx03.tech.local 62 917 24 240 57.60 0.16
Bl Cluster: CDP cluster 19 18.33 24 4.80 57.60 0.64
prgtwesx01-virt.tech.local 9 9.7 12 240 28.80 032
prgtwesx02-virt.tech.local o 9.7 12 240 28.80 032
Memory

vCenter Server: vcenter01l.tech.local

Host VMs Memory Cost, USD RAM Capacity, GB RAM GB Cost, USD
Bl Cluster: CDP cluster 19 1833 79.99 0.46
prgtwesx01-virt.tech.local ] .17 40.00 0.23
prgtwesx02-virt.tech.local 10 9.17 4000 0.23
Bl Cluster: Standalone hosts 203 27.50 127722 0.07
prgtwesx01.tech.local 88 917 511.89 0.02
prgtwesx02 tech.local 53 217 382.66 002
prgtwesx03.tech.local 62 9217 382.66 0.02
Datastores
Datastore Name Type Owner VMs Cost, UsD Capacity, TB TE Cost, USD

BElvCenter Server: vcenterQl.tech.local

prgtwesx01-ds01 VMFS prgtwesx01.tech.local 26 22.00 3.63 6.06
prgtwesx01-ds02 VMFS prgtwesx01.tech.local a0 22.00 7.28 3.02
Veeam_dr_v6_nfsd1_SHNufyTQKzk1Xc3a05zR) NFS prgtwesx01.tech.local 2 22.00 0.10 225.28
3

prgtwesx01-virt-ds1 VMFS prgtwesx01-virttech.local 5 22.00 077 2843
prgtwesx02-ds01 VMFS prgtwesx02.tech.local 53 22.00 16.25 135
docopsubuntunfs0l NFS prgtwesx02-virttech.local a 22.00 048 4587
prgtwesx02-virt-ds1 VMFS prgtwesx02-virt.tech.local 5 22.00 077 2843
docopslinuxnfs NFS prgtwesx03.tech.local 1 22.00 048 45.87
prgtwesx03-ds01 VMFS prgtwesx03.tech.local 62 22.00 16.25 135

VM Cost (VMware)
vCenter Server: vcenter0l.tech.local

CPU Memory Datastore Total VM
Host Virtual Machine Up:mMe Avg. Usage, Cost, USD Avg. Usage, Cost, USD Avg. Usage,  Cost, USD Cost, USD
GHz GB GB

Cluster: Standalone hosts 193 10.97 18.29 47.52 T76.78
prgtwesx01.tech.local a5 570 5.91 31.86 4347
snv16 99.28 % 0.97 0.26 6.00 0.11 356.97 2n 248
servid_release 99.25% 0.09 0.02 6.00 0.1 33472 210 223
srvld 99.27 % 0.50 013 6.00 0.1 307.81 1.82 2.06
backupserver004 99.28 % 1.89 0.51 800 0.14 323.89 0.96 161
snwl12 99.25 % 0.84 023 8.00 0.14 395.90 117 154
servd3 99.28 % 0.08 0.02 797 0.14 227.83 135 151
enterprise0s 99.20 % 3.78 1.02 8.00 0.14 103.21 0.30 147
serv2l 99.28 % 0.64 0.7 5.83 0.10 32487 0.96 123
enterprise03 99.28 % 0.20 0.05 400 0.07 372,14 1.10 1.22
filesrv01 99.28 % 016 0.04 5.81 0.10 163.74 0.97 132
veenter01 99.28 % 0.54 0.15 18.88 0.34 21415 0.63 111
swl3 99.19 % 0.82 0.22 6.00 011 25343 0.75 1.08
disql01 99.28 % 013 0.04 8.00 0.14 142.86 0.85 1.02
appsnv0l 99.28 % 056 0.15 6.00 0.1 105.26 0.62 0.88
linuxsnv001 99.28 % 036 0.10 1470 0.26 168.08 050 0.85
serv2_vbo 99.28 % 213 0.58 400 0.07 69,03 020 0.85
winsn/0022016 99.28 % 136 037 6.00 a.11 111.02 033 0.80
backupserver001 0.00 % 0.00 0.00 0.00 0.00 253.98 0.75 Q.75
winorcl01 99.28 % 0.24 0.07 8.00 0.14 176.52 0.52 0.73
veenter-old 0.00% 0.00 0.00 0.00 0.00 242,94 072 072
enterprisel7 99.28 % 017 0.05 8.00 0.14 172,16 051 0.70
avspeml 0.00 % 0.00 0.00 0.00 0.00 116.08 0.69 0.69
winsn004 99.24 % 1.00 027 799 014 82.82 0.24 0.66
winsn007 99.22% 0.25 0.07 6.00 0.1 163.53 048 0.66
serv01_vbo 99.28 % 0.34 0.09 8.00 0.14 139.57 041 0.65
winsrv88 99.28 % 0.11 0.03 6.00 0.1 7825 046 0.60
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Use Case

IT departments can use the report as a showback instrument to raise awareness within organization and
demonstrate costs associated with the amount of compute and storage resources utilized by VMs. The report
helps calculate a budget share of used virtual infrastructure resources for each application owner, department
or business unit within an organization, justify IT budget, and assess the amount of future funding requests.

The report can also be used to prevent excessive resource consumption and ensure that virtual infrastructure
resources are utilized in line with the business needs.

Service providers that do not have flat fees on virtual infrastructure resources, can use this report as a
chargeback instrument to calculate the cost of resources their clients have utilized during the billing period, and
charge for provided services based on the actual resource consumption.

VM Configuration Chargeback

This report helps to make VM cost audit and identify the most and least expensive VMs based on the VM
configuration.

The report analyzes VM cost based on flat fees for vCPU, VRAM and storage resources provisioned for a VM.
e The Summary section includes the following elements:
o Details on the number of VMs, average VM cost and total cost of VMs.

o The Top 10 Most Expensive VMs subsection shows 10 most expensive VMs in terms of allocated
resources, and provides cost of vCPU, vRAM and storage resources configured for each VM.

o The Cost Distribution chart shows the cost of hardware CPU, memory and storage resources.

o The VM Power Status chartshows the number of running and powered-off VMs. This chart is available
if you choose to include powered-off VMs in the report.

o The Business View Groups Cost chartshows the cost of VMs included in Business View groups. This
chart is availableif you include Business View groups in the report scope.

e The Details table provides information on VM configuration cost in terms of vCPU, vRAM, storage and
total cost.

NOTE:

e For VMs with thin-provisioned or dynamic disks, the report takes into account the amount of
provisioned disk space, not actually used disk space.
e For VMs with dynamic memory, the report takes into account the amount of allocated memory.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components (hosts) to analyze in
the report.

e VMware Cloud Director objects: defines VMware Cloud Director components to analyze in the report.
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e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

e Currency: definesa payment currency.

e Single vCPU cost: defines the cost of one vCPU configured for a VM, in the selected currency.

e Memory cost, per GB: defines the cost of a memory GB allocated for a VM, in the selected currency.
e Storage cost, per GB: defines the cost of a storage GB allocated for a VM, in the selected currency.

e Calculate storage hosts based on: defines how VM storage host must be calculated in the report
(Provisioned space, Used space).

260 | Veeam ONE | Reporting Guide



e Include powered-off VMs in the calculation: defines whether powered-off VMs must be analyzed in the
report.
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VeEeAM

VM Configuration Chargeback

Description

This report helps you to perform a VM costs audit and identify the most and least expensive VMs based on the current VM configuration.

Report Parameters

Scope: Virtual Infrastructure
Single vCPU cost: 20 UsD

Memery cost, per GB: 2UsD

Storage cost, per GB: 1UsD

Include powered-off WMs in the calculation:  Yes

Calculate storage costs based on: Provisioned space
Summary

MNurmber of ViMs: 228

Average VM price, USD: 233.80

Total cost of VMs, USD: 53,307

Top 10 Most Expensive VMs

appsnD01
appsnv001_ir
ahvoe
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Details

VMware

vCenter Server: vcenterOl.tech.local

vCPUs RAM Datastore
Host Virtual Machine 2:;::; Count Cost, Quantity, Cost, Quantity, Cost, PriceT‘LjJ‘;I!)
usp GB usD GB usD '
Cluster: 193
Bl prgtwesx01.tech.local a8 201 5,820. 520.88 1,041, 12,060.39 12,060 18,922.14
00 T .39
veenter(1 COn 4 80.00 19.00 3800 70017 T00.17 21817
veenter0_bkp Qoff 4 80.00 19.00 3800 504,71 50471 622,71
veenter-old Off 4 80.00 19.00 3800 504.71 50471 6221
enterprise03 Qn 3 60.00 4.00 8.00 500.00 500.00 568.00
srvl2 On 4 80.00 8.00 16.00 400.00 400.00 496.00
sen21 Qn 8 160.00 32.00 64,00 260.00 260.00 484.00
srvl3 Qn 4 80.00 6.00 12.00 350.00 350.00 442,00
backupserver((4 On 8 160.00 8.00 16.00 260.00 260.00 436.00
backupserver(01 Qoff 4 80.00 12.00 24,00 300.00 300.00 404.00
senv(2_vbo On 3 60.00 4.00 8.00 300.00 300.00 368.00
winsnv001 Cn 4 80.00 6.00 12.00 270.00 270.00 362.00
enterprise05 On 6 120,00 8.00 16.00 220.00 220,00 356.00
linuxsrv001 COn 8 160.00 16.00 32.00 152.00 152.00 344.00
srvl6 Qn 4 80.00 6.00 12.00 250,00 250,00 342,00
avspemn Off 4 80.00 4.00 8.00 250.00 250.00 338.00
enterprisel7 Qn ] 120,00 8.00 16.00 200.00 200,00 336.00
winsrv(02 On 4 80.00 6.00 12.00 220.00 220.00 312.00
enterprisell Qn 4 80.00 8.00 16.00 200.00 200,00 296.00
winorcl01 Qn 4 80.00 8.00 16.00 200.00 200.00 296.00
linorclD1 On 4 80.00 8.00 16.00 200.00 200.00 296.00
Use Case

The report is intended for service providers that have flat fees on allocated virtual infrastructure resources. The
report helps calculate the cost of resources that were allocated to each client or application owner, and bill
tenants, clients and application owners according to the allocated resources.

IT departments can use this report to calculate the cost of provisioned VMs for application owners and business
units, provided that the VM cost model in the organization is based on VM configuration.

VM Performance Chargeback

This report helps to make VM cost audit and identify the most and least expensive VMs based on the VM
performance.

The report analyzes VM cost based on hourly, daily or weekly fees for consumed vCPU, vRAM and storage
resources. The cost of VM resources is calculated based on VM uptime multipled by the cost of average CPU,
memory and storage usage observed during a specified period.

e The Summary section includes the following elements:
o Details on the number of VMs and Business View groups, average VM cost and total cost of VMs.

o The Top 10 Most Expensive VMs subsection shows 10 most expensive VMs in terms of consumed
resources, and provides cost of vCPU, vVRAM and storage resources utilized by each VM.

o The Cost Distribution chart shows the cost of vCPU, vRAM and storage resources for all VMs included
in the report.

o The Business View Groups Cost chart shows the cost of VMs for Business View groups included in the
report. This chart is availableif you include Business View groups in the report scope.
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The Details table provides information on the VM uptime during the reporting period, average vCPU,
VRAM and storage usage values, cost of consumed resources, and cost of VMs for the reporting period.
Click a VM name to drill down to detailed VM uptime, resource usage and cost statistics for the reporting
period.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components (hosts) to analyze in
the report.

VMware Cloud Director objects: defines VMware Cloud Director components to analyze in the report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

Currency: defines a payment currency.

Calculate costs for each: defines a time measurement unit for which prices are set.
vCPU cost, per GHz: defines a cost for each consumed CPU GHz.

Memory cost, per GB: defines a cost for each consumed memory GB.

Storage cost, per GB: defines a cost of each consumed storage GB.

Period: defines a billing period that must be analyzed in the report. This is a period in the past for which
historical performance data (CPU, memory and storage utilization metrics) must be analyzed in the report.
Note that the reporting period must include at least one successfully completed Object properties data
collection task for the selected scope. Otherwise, the report will contain no data.
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e Businesshours only: defines time of a day for which historical performance data must be used to calculate
the VM cost. Data outside this interval will be excluded from the baseline used for data analysis.
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VeeAM

VM Performance Chargeback

Description

This repart helps you to perform a VM costs audit and identify the most and least expensive VMs based on the VM performance.

Report Parameters

Scope: Virtual Infrastructure

vCPU cost, per GHz: 10

USD per hour

Memory cost, per GB: 1 USD per hour

Storage cost, per GB: 0.1 USD per hour

Reporting period:

Summary

1 week (12/27/2022 - 1/2/2023)

Number of VMs
Average VM price, USD
Total cost of Vs, USD

230
2.499.66
559,924.11

Top 10 Most Expensive VMs

EL
prgtwesx02-virt
progtwesx01-virt
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backupserverdid
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enterprisels
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sl

o 20000 30000 40000
I cru RAM [ Datastare
Cost Distribution
327432
132,953”
B CFU RAM [ Datastore
Details
VMware
vCenter Server: vcenterQl.tech.local
VM Uptime CPU Memory Datastore

Host Virtual Machine Time % Avg. Usage, Cost, USD  Avg. Usage, Cost, USD  Avg. Usage, Cost, USD VM Cost,
GHz GB 4] usb
Cluster: 193 5715 82,719.43 856,59 12517477 18,099.22  304,061.83 511,956.03
= 1 0.01 0.00 om 0.00 045 24 24
apache04 restored 0.00% 0.01 0.00 0.01 0.00 0.45 4 4
B prgtwesx01.tech.local a7 20.44 30,062.94 33424 49,171.85 842141 14147981 220,714.40
backupserver004 6d3hTm  99.97% 213 3,133.59 8.00 1,176.74 32535 5465.88 9,776.21
snl2 6d3hTm  99.97% 085 1,248.08 8.00 1,176.73 407.86 685206 9,274.87
enterprise05 6d3hTm  99.97% 355 5,227.06 8.00 1,176.79 144.22 242297 8,826.81
sv16 6d 3h 6m 99.95% 0.79 1,166.50 6.00 882.13 386.14 6,151.18 8,199.81
veenterQ1 6d 3h Tm 99.97% 053 773.83 18.89 2,778.56 223.70 375821 7,310.61
serv2] 6d3hTm  99.97% 064 938.60 5.85 860.24 32487 5457.82 7,256.67
svld 6d3hbm  99.95% 0.50 73844 6.00 882,51 320.62 5,386.38 7,007.33
serv(4 release 6d3hTm  99.97% 0.08 11034 6.00 88267 33404 5,948.51 6,942.51
w13 6d 3h Tm 99.97% 0.85 1,243.14 6.00 882.59 284.45 4778.80 6,904.52
enterprise03 6d3hTm  99.97% 018 25745 400 588.28 31382 526879 6,114.53
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Hyper-V

SCVMM: N/A
WM Uptime CPU Memory Datastore

Host Virtual Machine Time % Avg. Usage, Cost, USD  Avg. Usage, Cost, USD  Avg. Usage, Cost, USD VM Cost,
GHz GB GB usb

Cluster: 16 12.86 18,999.86 38.00 5,320.60 1.276.70 21,448.63 45,769.08
B pdctwhvl1.tech.local 18 12.86 18,999.86 38.00 5,320.60 1,276.70 2144863 45,769.08
9208 6d 3h 46m 99.85% 426 6,295.36 5.00 738.89 252.56 424308 N.277.33

backupsrvs0 6d 3h 46m 99.85% 403 5,990.93 6.00 886.67 75.50 1.26847 8,146.07

repo30 6d 3h 46m 99.85% 219 3,237.82 2.00 295.56 213.66 3,580.49 7122.87

backupsrvi2 6d 3h 46m 99.85% 171 2,522.58 6.00 886.67 8499 142784 4,837.08

snv24 0.00% 0.00 0.00 198.89 334143 334143

ahvbkpsny 6d 3h 46m 99.85% 0.41 610.32 6.00 886.67 81.54 1,369.92 2,866.91

qal6 6d 3h 46m 99.85% 0.04 63.54 1.00 14836 129.66 2,178.29 2,390.19

gal4 6d 3h 46m 99.85% .08 11231 4.00 591.11 42.00 705.67 1,409.09

repo3l 6d 3h 46m 99.85% 0.08 121.18 2.00 295.56 3547 59594 1.012.68

qal5 6d 3h 46m 99.85% 0.03 4581 4.00 591.11 1213 32137 958.29

ext0230 0.00% 0.00 0.00 4544 76342 763.42

9209 0.00% 0.00 0.00 4148 696.89 695.89

ext0130 0.00% 0.00 0.00 36.29 609.59 609.59

appsnv2 0.00% 0.00 0.00 20.07 33712 33712

2ppsrv00T 0.00% 0.00 0.00 2.00 0.00 0.00 0907 0.07

2ppsrv00T ir 0.00% 0.00 0.00 0.00 0407 0.07

Use Case

The report is intended for service providers that have flat fees on consumed virtual infrastructure resources. The
report helps calculate the cost of resources that were utilized by each client or application owner for each hour,
day or week, and bill the client or application owner according to allocated resources.

IT departments can use this report to calculate the cost of provisioned VMs for application owners and business

units, provided that the VM cost model in the organization is based on the amount of resources that a VM
consumes.

NOTE:

The cost of storage resources is calculated based on the amount of space occupied by VM files. Business
hours do not affect the cost of storage resources. For example, if a VM consumes 100 GB space, and
storage price is 0.1 USD per week, the total cost of storage resources for the VM will be 10 USD.

Note that the VM files growth factor can influence the cost of storage resources. The report calculates an
average value of consumed storage space on each day of the specified interval. For example, if a VM
occupied 50 GB at the beginning of the week, and grew up to 100 GB in the middle of the week, the
average amount of occupied space will be 75 GB, and the total cost for the week will be 7.5 USD.
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Offline Reports

In addition to regular reports that open in a browser and can be automatically delivered, Veeam ONE offers a
number of offline reports that can be generated and viewed later with the use of proprietary Veeam Report
Viewer software. To learn how to install and use Veeam Report Viewer, refer to chapter Viewing Offline Reports.

Offline reports provide details on major health and configuration properties. Advanced topology maps that are
not available with other competing products provide automatically generated representation of your virtual
infrastructure layout in a Visio or Excel file format.

Reports included:
e |Infrastructure Overview (Visio)

e Raw Data Analysis

Infrastructure Overview (Visio)

This report shows a diagram of the VMware vSphere and Microsoft Hyper-V infrastructure. The infrastructure is
presented with a set of diagrams that illustrate different views, or inventories:

e Configuration inventory

Storage inventory

Network inventory (available for VMware vSphere only)

Datastore Utilization (available for VMware vSphere only)

vMotion (available for VMware vSphere only)

NOTE:

To view the report, you must have Microsoft Visio installed.

Report Parameters

You can specify the following report parameters:
e Scope:definesa virtual infrastructure level and its sub-components to analyze in the report.

e Show VMs: defines whether to show VMs in the report.
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Infrastructure: VMware Configuration

The following diagramdisplays VMware vSphere configuration inventory.

&
o ¢ ¥ 9
g g
3 .
Ll
3 @
| L
¢ @
A

I

-
&
oo

269 | VeeamONE | Reporting Guide



Infrastructure: Hyper-V Configuration

The following diagramdisplays Microsoft Hyper-V configuration inventory.
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Use Case
The report includes a set of Microsoft Visio diagrams that show infrastructure configuration from different

viewpoints.

Raw Data Analysis

This report creates a Microsoft Excel workbook that contains detailed raw dataon all infrastructure objects and
all performance metrics collected from VMware vSphere systems.

NOTE:

To view the report, you must have Microsoft Excel installed.
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Report Parameters

You can specify the following report parameter:

e Scope:definesa virtual infrastructure level and its sub-components to analyze in the report.

- = — ™
EEHD- &= Raw Data Analysis Report (Microsoft Excel)Raw_Data_9-8-2016 [Read-Only] - Microsoft Excel s
Home Insert Page Layout Farmulas Data Review View Acrobat Team [~ 0 o g ER
= 1 N = = 7 EEEh I AutoSum -
Calibri -1 T AN == e S Wrap Text General - ﬁ @ = @‘ @ ‘ﬂ [ﬁ
By - - %] 23] = @ Fin-
Paste B I O-| e - A~ MR ETT © + 9, s | 0 .00 Conditional Format Cell | Insert Delete Format Sart & Find &
- = e - == LRI TR 00 >0 | o rmatting * as Table~ Styles~ |~ - ~ | @0ear~  Fifer- Select-
Clipboard  ra Font [F] Alignment I Mumber a Styles Cells Editing
a1 - i3 v
A B [ [o] € F [ G [ =
L
2 Total OS Count ObjectType VirtualMachine |-¥|
3 Property name Guest 05 Iz‘
i B Red Hat Enterprise Linux & (84-hit}
5 os || count of vmi's
6 B Other Linus (32-bit) Red Hat. Entarpr\s.e Linux 5 (64-bit) 1
7 Other Linux (32-hit) 8
8 m Microsoft Windows Server 2012 Microsoft Windows Server 2012 {64-bit) 41
12 (54-hit) Cent0s 4/5/6/7 (64-bit) 2
10 : Microsoft Windows Server Threshold {64-bit) 1
= B CentOS 4/5/6/7 (54-bit) i i A
11 Microsoft Windows Server 2003 (32-bit) 1
12 Microsoft Windows Server 2008 R2 {64-bit) 3
— B Microsoft Win dews Server R N
13 Threshold (84-bit) Other 3.x Linux {64-bit) 2
14 Microsoft Windows 2000 4
— B Microsoft Windows Server 2003 . . B
15 (32-bit) Microsoft Windows 8 (64-bit) 2 .
16 Debian GNU/Linux 8 (64-bit) 1
i = Microsoft windows Server 2008
17 R2 (64-hit) Grand Total 66
18
[ ® Other 3.x Linux {64-bit
19
20
21
22
el -
W 4 » v Guest 0S5 Storage - Data - Constants % [T4] i v [
Resi | 3| [ ——C
\ )

Use Case

The report allows you to get hardware and software information about your virtual environment that can be
used for further data analysis and reporting purposes.
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Veeam Backup Agents

This report pack helps you evaluate backup protection of computers in your environment. The report accounts
computers with installed Veeam Agents for Windows, Veeam Agents for Linux, Veeam Agents for Mac and
Veeam Agents for Unix (Veeam backup agents) that are managed by Veeam Backup & Replication servers.

Reports included:
e Agent Backup Job and Policy History
e Computer Backup Status
e Computers with no Archive Copy

e Protected Computers

Agent Backup Job and Policy History

This report provides historical information for Veeam agent backup policies and job sessions results.

e The Summary section includes the following elements:

o The Top 5 Jobs and Policies by Restore Points Created and Top 5 Jobs and Policies by Backed up Data

(GB) charts display top 5 jobs and policies in terms of the greatest number of restore points and the
largest amount of backed up data.

o The Agent Backup Jobs and Policies Result chart shows the number of jobs and policies whose

sessions completed successfully, the number of jobs and policies whose sessions completed with
warnings and the number of jobs and policies whose sessions failed.

e The Details table provides information on each performed agent backup job: session date, number of
backed up agents and created restore points, the completion state and total backup size.

Click on the backup job date in the Date column to drill down to details on backup job type, start time,
duration, amount of processed data and final status.

Report Parameters

You can specify the following report parameters:
e Scope:definesa list of Veeam Backup & Replication servers to include in the report.

e Backup jobs/policies: defines a list of backup jobs and policies to include in the report.

272 | Veeam ONE | Reporting Guide



e Period: defines the time period to analyze in the report.

VeeAM

Agent Backup Job and Policy History

Description

This report provides historical information for Veeam agent backup policies and jobs,

Report Parameters

Scope: Backup Infrastructure

Backup Job/Policy:  All Jobs and Policies

Interval: 127172022 - 12/31/2022
Summary
Top 5 Jobs and Policies by Restore Points Created Top 5 Jobs and Policies by Backed up Data (GB)
12, 60.00
"
10|
9
8 40.00
7
&
5
4 2000
3
2|
1
o 0.00!
Linuex Agent Backup Policy E£S Oradie Sparcto Local Limex Agent Backup Job Agent Backup Job 2 in
Windawes Agent Backup Palicy Linux Agent Backup Job Oradle Sparc Backup Policy Windows Agent Backup Policy Win Agent Sackup Job from AWS Cracie Sparc Sackup Policy

Agent Backup Jobs and Policies Result

102z 127472022 12/6/2022 12/8/2022 1271072022 12172022 121472022 1462022 12/18/2022 /202022 122022 12/2472022  1426/2022  12/28/2022 12302022
12/1/2022 12/3/2022 12/5/2022 12/7/2022 12/9/2022  12/19/2022 121132022 12A15/2022  12/17/2022  12M19/2022  12/29/2022  12/23/2022  M2/25/2022  1/27/2022  1/29/2022  12/31/2022

B success M Failed
Job/Policy name: "Linux Agent Backup Job"

Date Backed Up Restore Points Agent Backup Run Status Total Backup
Agents Created Success Warning Failed Size (GB)
12/1/2022 1 1 1 0 0 0.03
12/2/2022 1 1 1 0 0 6.72
12/4/2022 1 1 1 0 0 0.03
12/6/2022 1 1 1 0 0 010
12/8/2022 1 1 1 0 i} 0.04
12/9/2022 1 1 1 a 0 6.78
12/11/2022 1 1 1 0 i} 0.03
12/13/2022 1 1 1 0 a 0.04
12/15/2022 1 1 1 0 [t} 0.04
12/16/2022 1 1 1 0 0 6.82
12/18/2022 1 1 1 0 0 0.04
12/20/2022 1 1 1 0 0 0.09
12/22/2022 1 1 1 0 0 0.04
12/23/2022 1 1 1 0 i} 6.85
12/25/2022 1 1 1 a 0 0.04
12/27/2022 1 1 1 0 i} 0.0
12/20/2022 1 1 1 0 [t} 0.04
12/30/2022 1 1 1 0 a 6.93

Use Case

This report allows you to track historical statistics, amount of backed up data and created restore points for all
agent backup jobs and policies.
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Computer Backup Status

This report provides information on daily backup status for all protected computers.

The Summary section contains the Agents Backup Status chartthat displays the number of jobs whose
sessions completed successfully, the number of jobs whose sessions completed with warnings and the
number of jobs whose sessions failed. If a job has been launched several times a day, the report will show
the best job status.

The Details table provides a list of protected agents and displays daily job completion results.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Computer type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

Backup jobs/policies: defines a list of agent backup jobs to include in the report.
Agent types: defines types of Veeam backup agents to include in the report.
Period: defines a time period to analyze in the report (number of weeks from 1 to 10).

Computer inclusion rule: defines names of computers to include in the report.
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e Group by: defines how data will be grouped in the report output (by Backup Job/Policy or Agent Type).
VeeAM

Computer Backup Status

Description

This repart provides daily backup status infermation for all computers protected with Viezam Agents.

Report Parameters

Scope: Backup Infrastructure
Period: 1week (12/27/2022 - 1/2/2023)
Backup job/Policy: Al Jobs and Policies

Agent types: Al Types

Computer inclusion rule:

Group by: Backup job/Policy

Summary

Agent Backup Status

5

4

3

2

1

0 0 0
0
12/27/2022 12/28/2022 12/29/2022 12/30/2022 12/31/2022 1172023 1/2/2023
I Successful Backups [ Failed Backups
Details

Computer Name 12/27/2022 12/28/2022 12/29/2022 12/30/2022 12/31/2022 1/1/2023 1/2/2023
Backup Job/Policy: Agent Backup Job 1 win
win16.tech.local = = = = = = =
Backup Job/Policy: Agent Backup Job 2 lin
mmfubuntu = Success = = = = =
Backup Job/Policy: ES Backup Job 2 agent
ms-12.techlocal Failed = = = = = =
vvg-winl9.tech.local Failed - - - - - -
Backup Job/Policy: ES Oracle Sparc to Local
knv-sparc-s11.4 Success Success - - - - -
Backup Job/Policy: Linux Agent Backup Job
ms-ub-02 Success = Success Success = Success =
Backup Job/Policy: Linux Agent Backup Policy
ms-ub-01 Success = Success = = Success =

Use Case

The report helps you detect failed agent backup jobs, identify jobs that triggered warnings and ensure that
protected computers can be easily recovered in case of a disaster.

Computers with no Archive Copy

The main purpose of backup is to protect your data against disasters and agents failures. Having only one copy
of a backup file does not provide the necessary level of safety. To build a successful data protection and disaster
recovery plan, you must have at least three copies of your data, for example, production data, backup and its
copy, and two different types of media to store copies of your data, for example, disk storage and tape.

To learn more about the 3-2-1 backup strategy, see the Veeam Blog article How to follow the 3-2-1 backup rule
with Veeam Backup & Replication.

This report highlights all agents that do not have backup copies archived to tapes.
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NOTE:

This report does not consider backups stored on cloud backup repositories.

The Summary section includes the following elements:
o The Computers Archive Status chartdisplays the number of agents with and without archive copy.
o The Archive Copies by Location Type chartdisplays the types of backup target locations.

The Details table provides information on computers with and without archive copy, including computer
type, name of a backup job or policy, backup source, backup target and the date of the latest backup.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Computer type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

Backup jobs/policies: defines a list of agent backup jobs to include in the report.
Agent types: defines types of Veeam backup agents to include in the report.
Computer inclusion rule: defines names of computers to include in the report.

Last <N> days/weeks/months: defines the time period to analyze in the report.
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e Show computerswith no primary backup within the reporting period: defines whether to include in the
report agents without primary backup that is valid within the defined time period.

VeeAM

Computers with no Archive Copy

Description

This report lists all computers protected with Veeam Agent that do not have an archive copy. Note that the report does not include direct cloud backups.

Report Parameters

Scope: Backup Infrastructure
Backup Job/Policy: All Jobs and Policies
Agent types: All Types

Computer inclusion rule:
Reporting period: 1 week (12/27/2022 - 1/2/2023)

Show computers with no primary backup within the reporting period:  False

Summary
Computers Archive Status Archive Copies by Location Type
N Atleast1Copy WM Mo Archive Copy M Backup Repository Cloud Repository
Details
Computers with Archive Copy
Computer Name Computer Type Primary Job/Policy Secondary Job
Name Source Target Last Backup Name Target Last Backup Date
Date with Copy
knv-s11.4 Oracle Solaris Server Oracle Sparc Backup All user directories Backup Repository 12/31/2022 2:00 Solaris SPARC Copy Repository 12/29/2022 2:00 PM
Policy PM Backup Copy Job
mmfubuntu Linux Server Agent Backup Job 2 lin Entire Computer Backup Repositary 12/28/2022 618 mapping copy Scale-out Backup 12/28/2022 6:18 AM
2 AM job Repositery 2
mmfubuntu Linux Server Agent Backup Job 2 lin Entire Computer Backup Repositary 12/28/2022 618 new capy job Scale-out Backup 12/28/2022 6:18 AM
2 Repository 1
ms-ub-01 Linux Werkstation Linux Agent Backup Entire Computer Backup Repository 1/1/2023 11:00 Linux Backup Default Backup 12/29/2022 11:00 PM
Policy PM Copy Job Repository
periodic
(pruning)
ms-ub-02 Linux Server Linux Agent Backup Job Entire Computer Backup Repository 1/1/2023 10:02 Backup Copy Job Cloud backup copy 12/27/2022 10:02 PM
24 repository ved

Computers without Archive Copy

Computer Name Computer Type Backup Job/Policy Backup Source Backup Target Last Backup Date
knv-s114 Oracle Solaris Server ES Oracle Sparc to Local /home/ / 12/28/2022 639 AM
ms-agent.tech.local Windows Workstation Windows Agent Backup Policy Entire Computer Backup Repository 1/1/2023 7:01 PM

Use Case

This report helps backup administrators check whether agents are protected with backup copies stored on
secondary backup repositories and on tape.

Protected Computers

This report provides information on all protected and unprotected computers including their last backup state.

A computer is considered to be Protected if there is at least one valid backup restore point that meets the
designated RPO for it. A computer is considered to be Unprotected if it has an outdated or missing backup
restore point.
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The report examines whether computers have valid backup restore points created within the specified time
range (RPO period), shows the total number of restore points available for each protected computer, and
provides information on the completion status of recent backup job sessions.

e The Summary section provides information on the number of discovered, backed up and protected
computers and contains the following charts:

o The Protected Computers chart shows the number of protected and unprotected computers.
o The Computer Type chartshows types of protected computers.

o The Computer Last Backup State chart shows status of the latest job session for a
discovered/protected computer.

o The Unprotection Reason chart shows reasons for non-compliance with the specified RPO
requirements.

e The Detailssection provides information on all protected and unprotected computers including IP
address, protection group, backup job or policy name, backup source and target, number of available
restore points and date and time of the latest backup.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a list of Veeam Backup & Replication servers and protection groups to
include in the report.

e BusinessView objects: defines a list of business groups to include in the report. The parameter options
are limited to objects of the Computer type.

Business View groups from the same category are joined using Boolean OR operator, Business View
groups from different categories are joined using Boolean AND operator. That is, if you select groups
from the same category, the report will contain all objects that are included in groups. However, if you
select groups from different categories, the report will contain only objects that are included in all
selected groups.

e Backup jobs/policies: defines a list of backup jobs and policies to include in the report.
e Agenttypes: defines types of Veeam backup agents to include in the report.

e Computerinclusion rule: defines names of computers that must be included in the report.

In the Computer inclusion rule field, you can specify a mask for names of computers that must be
included in the report scope. The mask can contain the asterisk (*) that stands for zero or more
characters. You can specify multiple masks or computer names separated with commas.
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e RPO (Recovery Point Objective): defines the maximum amount of data that you may accept to lose,
expressed in time. RPO defines the age of the latest backup files required to resume normal operation if
system failure occurs. For example, to compile a list of computers protected on a daily basis, you need
to set the RPO value to 1 day.

VeeAM

Protected Computers

Description

This report lists all protected and unprotected computers including their last backup state.

Report Parameters

Scope: Backup Infrastructure
RPO: 24 hours (1/1/2023 6:00:00 AM)
Backup job/policy: All Jobs and Policies

Agent types: All Types

Computer inclusion rule:

Summary
Discovered Computers: 11
Backed Up Computers: 9
Protected Computers: 3
Protected Computers Computer Type
8
1
1 b2
3
B 1B AIX Server [ LinuxWorkstation [l Windows Server
I Protected Computers [l Unprotected Computers Linux Server Il Cracle Solaris Server [l Windows Waorkstation
Computer Last Backup State Unprotection Reason
Tl N
l 2
gf \2
I Failure N/A M Success Mo Backup Qutside RPO
Details

Protected Computers

Computer Name IP Address Protection Group Backup Job/Policy Backup Source Backup Target Available Restore Last Backup Date
Points
ms-agent.tech.local 1722413393 Windows Windows Agent Entire Computer Backup Repository il 1/1/2023 7:01 PM
Pratection Group Backup Palicy

ms-ub-02 172254870 Manually Added Linux Agent Backup Entire Computer Backup Repository 7 1/1/2023 10:02 PM
Job

ms-ub-01 172254869 Manually Added Linux Agent Backup fhome/administrator/ Backup Repository 7 1/1/2023 11:00 PM
Policy Desktop/test

Unprotected Computers
Computer Name IP Address Protection Group Backup Job/Policy Backup Source Backup Target Available Restore Last Backup Date
Points

Last Backup: More than 1 month ago

ms-agent.tech.local 172.24.183.150 Manually Added ES Backup Job 2 Ci\ProgramData\Veea Backup Repository 4 8/17/2022 3:39 AM
agent m

vvg-z2.techlocal 172.25.50.3 Manually Added ES Backup Job 2 Ci\ProgramData\Veea Backup Repository 6 8/17/2022 3:55 AM
agent m

ms-1- 172.24.183.150 Manually Added Windows Agent Tiny E\ Backup Repository 4 10/18/2022 12:01

agent.tech.local Backup Job PM

win16.tech.local 172.24.152.116 Manually Added Agent Backup Job 1 Personal files Scale-out Backup 3 10/24/2022 7:02 AM
win Repository 2

Use Case

279 | Veeam ONE | Reporting Guide



When you set up your agent backup jobs based on protection groups or employ complex exclusion parameters in
job properties, some computers may turn out to be excluded from protection groups and therefore will lack
proper protection.

This report displays a list of computers protected by up-to-date backups as well as a list of unprotected
computers which have outdated or missing backups. This information helps you identify which computers in
your environment function without proper protection and make sure the existing backups meet established RPO
requirements.
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Veeam Backup Assessment

This report pack helps analyze configuration and performance of your backup environment against a set of
recommended baseline settings and implementations, verify problem areasand help mitigate the issues.

Reports included:
e Backup Infrastructure Assessment
o Data Sovereignty Overview
e Data Sovereignty Violations
e Immutable Workloads
e Job Configuration Change Tracking
e Orphaned VMs
e Restore Operator Activity
e Unmapped Datastore LUNs
e VM Backup Compliance Overview
e VMs Backed Up by Multiple Jobs

e VMs with no Archive Copy

Backup Infrastructure Assessment

This report evaluates how optimally your backup infrastructure is configured and suggests actions aimed at
boosting its efficiency.

NOTE:
e This reportis available for VMware vSphere environments only.
e Infrastructure topology view in Veeam ONE and Veeam Backup & Replication must match.

Otherwise, Veeam ONE Web Client may show invalid data for Veeam Backup & Replication reports
and dashboards.
e Veeam Cloud Connect service providers cannot see performance data for proxies used by tenant

data protection jobs.

The report analyzes configuration of your virtual environment against a set of recommended baseline settings
and implementations, identifies VMs that cannot be properly backed up due to configuration limitations, verifies
problem areas and helps mitigate the issues.

e The Summary section contains the Verification Results chartthat displays how many verification tests
failed, passed or completed with warnings and how many criteria do not apply to your backup
infrastructure (in percentage).

e The Details table shows whether verification tests for each criteria failed, passed or completed with
warnings and marks criteria that does not apply to the infrastructure as Aot required.

The report takes into account the following criteria when analyzing infrastructure configuration:
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VM Configuration and Application-aware VM Processing

Application-aware image
processing for Windows
Servers

VMware tools quiescence for
Linux/Unix VMs

VMware tools status

VMs verification

The report searches for jobs that do not have the Enable application-aware
image processing option enabled.

To create a transactionally consistent backup of a VM running VSS-aware
applications (such as Active Directory, Microsoft SQL, Microsoft Exchange,
Sharepoint) without shutting them down, Veeam Backup & Replication uses
application-aware image processing. It is a proprietary technology that
ensures successful VM recovery, as well as proper recovery of all
applications installed on the VM without any data loss.

The report searches for jobs that do not have the Enable VMware Tools
quiescence option enabled.

When taking snapshots of a running VM, VMware Tools will quiesce the VM
file systems to ensure integrity of on-disk data.However, under heavy I/0
load, this delay in 1/O could become too long.

The report analyzes your virtual infrastructure to find VMs that do not have
VMware Tools installed, running or up-to-date.

To enable backup with application-aware image processing, it is required
that guest OS running inside your VMs have VMware Tools installed and
running.

The report analyzes your virtual infrastructure to find VMs for which
SureBackup jobs are not configured.

SureBackup and SureReplica are technologies developed to automate and
simplify the recovery verification process — one of the most crucial parts of
data management and protection. SureBackup and SureReplica let users
verify the recoverability of every VM backup and replica, without additional
hardware or administrative time and effort.

Job Performance Optimization

Parallel virtual disk processing
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The report searches for Veeam Backup servers that do not have the Enable
parallel VM and virtual disk processing option enabled.

Multiple VMs and VM disks can be processed in parallel, optimizing your
backup infrastructure performance and increasing the efficiency of
resource usage.

For Veeam Backup & Replication 12 or later, this parameter is enabled by
default.



Virtual stand-by proxy server

Proxy server on the remote site

Direct SAN access iSCSI
performance tweaks

Meeting Backup Window

Backup job processing mode
optimizations
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The report analyzes your virtual infrastructure to find virtual backup proxy
servers.

For data retrieval,Veeam Backup & Replication offers the Virtual Appliance
mode. The mode can only be used if the backup proxy is deployed on a VM.

The Virtual Appliance mode uses the SCSI hot-add capability of ESXi hosts
to attach disks of the backed up VM to the backup proxy VM. In this mode,
VM data is retrieved directly from storage through the ESXi 1/O stack,

instead of going through the network stack, which improves performance.

The report analyzes your virtual infrastructure to find backup proxy servers
on the remote site.

Storing backups offsite always involves moving large volumes of data
between remote sites. To solve the problem of insufficient network
bandwidth to support VM data traffic and optimize data transfer over the
WAN, it is recommended to deploy a proxy server on the remote site.

The report analyzes your infrastructure to find backup proxies configured
to use the Direct SAN Access mode working with iSCSI storage.

The Direct SAN Access mode is recommended if the ESXi host uses shared
storage. The backup proxy leverages VADP to retrieve VM data directly
from FC or iSCSI storage in the Storage Area Network (SAN). To retrieve
data blocks from SAN LUN, the backup proxy uses metadata about the
layout of VM disks on the SAN. Since data blocks are not retrieved over the
Local Area Network (LAN), this mode minimizes disruptions to your
production network during backup.

The report analyzes job sessions to find jobs whose duration exceeds the
defined backup window.

If job duration exceeds the backup window and the bottleneck is a proxy,
the report will provide recommendations to deploy more proxies.

This criterion is available only if you specified the Required Backup Window
parameter.

The report analyzes job statistics to find bottlenecks in the data flow.

As any backup application handles a great amount of data, it is important

to make sure the data flow is efficient and all resources engaged in the
backup process are optimally used. To identify a bottleneck in the data
path, Veeam Backup & Replication detects the component with the
maximum workload: that is, the component that works for the most time of
the job.

In case the report discovers that a backup proxy is the weakest component
in the data flow, it is recommended to deploy additional proxy servers.



Backup Infrastructure Configuration

VMs failed over to network
processing mode

Backup server protection

SQL Server optimization

Repository free space

Storage latency control

Proxy Server Configuration
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The report analyzes your virtual infrastructure to find VMs that failed over
to the Network Processing mode.

The Network Processing mode can be used with any infrastructure
configuration. However, when an alternative transport mode is applicable,
the Network mode is not recommended because of the lowest data
retrieval speed.

The report analyzes your virtual infrastructure to find backup servers that
do not run configuration backups on their database.

If a Veeam backup server fails, you can re-deploy the Veeam backup
server, restore configuration data for the Veeam backup server from the
backup and apply it to the re-built server. Alternatively, you can apply
configuration data to any other Veeam backup server in your backup
infrastructure. In terms of configuration, you get a replica of the Veeam
backup server you had, without additional adjustments and fine-tuning.

The report analyzes Veeam Backup & Replication databases hosted on SQL
Server Express instances to check whether these instances need to be
upgraded to the full version of SQL Server.

If the amount of data stored in Veeam Backup & Replication databases
exceeds SQL Server Express capabilities, it may cause slow operation of the
Veeam Backup & Replication console.

The report analyzes your virtual infrastructure to find repositories that
have run out of free space.

The report searches for jobs that do not have the Enable storage latency
control option enabled.

Storage latency control should be enabled in the Veeam Backup &
Replication console to ensure that running jobs do not impact storage
availability to production workloads.

The report analyzes your virtual infrastructure to find backup proxy servers
for which the number of concurrent tasks is greater than the number of
CPU cores.



File level restores

The report searches for jobs that do not have the Enable guest file system

Indexing of Guest OS files indexing option enabled.

(optional) This criterion is available only if you selected the 1-Click file Llevel restores
parameter.

TIP:

Click a criterion in the output table to drill down to recommendations for resolving the issue.

Report Parameters

You can specify the following report parameters:
e Scope:definesa list of Veeam Backup & Replication servers to include in the report.

e 1-Click file restore sessions: defines whether the report will analyze the 1-click file level restore
capabilities.
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e Required backup window: defines an interval for daily backup sessions that should be assessed.

VeeAM

Backup Infrastructure Assessment

Description

This report helps you to assess your backup configuration and identify potential configuration improvements.

Report Parameters

Scope: Backup Infrastructure

1-Click file level restores: False

Summary

Verification Results
I Failed M Passed Warning

Criteria Verification Results
Criteria Group: VM configuration and application-aware VM processing
Application-aware image processing_for Windows Servers Failed
Vhlware tools quiescence for Linux/Unix VMs Wamning
VM VMware tools status Failed
VMs verification Wamning
Criteria Group: Job performance optimization
Parallel virtual disk processing Passed
Virtual stand-by proxy server Waming
Proxy server on the remote site Passed
Direct SAM access iSCS| performance tweaks Wamning
Backup job processing mode optimizations Passed
Criteria Group: Backup infrastructure configuration
WMs failed over to network processing mode Passed
Backup server protection Failed
50L Server optimization Passed
Repository free space Passed
Proxy Server Configuration Passed

Application-Aware Image Processing for Windows Servers

Recommendaticn: Enable application-aware image processing to perform application-level quiescence to ensure that each application state is transactionally consistent.

Backup Job Job Session VM Mame Backup Status

Backup Server: mmf-vbrtech.local

Backup Job for sure 12/28/2022 8:33 AM

mmf-win1évbr Success
Backup Server: ms-vbrlla.tech.local
az_job 12/31/2022 11:00 AM

azReplica Success
mk backup to smb 12 12/28/2022 5:03 AM

KM-2012R2-WG Success
Replication_lob 12/10/2022 219 PM

iiaut Success

Use Case
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The size and complexity of modern geographically disperse backup infrastructures makes it difficult to manage
and optimize them.

Following the report recommendations, backup administrators can improve job configuration and implement
the necessary hardware and software optimizations. This will help you attain better efficiency, lower resource
consumption and expedite backup time.

Data Sovereignty Overview

This report lists all protected objects, backups and replicas grouped by location.

e The Summary section contains charts that display locations of production data, their backups, backup
copies and replicas.

e The Backup Infrastructure Objects table lists all objects of a backup infrastructure and their locations.

e The Data Locationtable shows details on the location of backups, backup copies and replicas for data
sources grouped by production data location.

Report Parameters

You can specify the following report parameters:
e Scope:definesa list of Veeam Backup & Replication servers to include in the report.
e Locations: definesa list of locations configured on monitored Veeam Backup & Replication servers.

e Show backup infrastructure objects locations: defines whether the report will include the list of backup
infrastructure objects and their locations.

e Group by: defines how objects in the Backup Infrastructure Objects table will be grouped (by Location or
Backup Server).
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NOTE:

Infrastructure topology view in Veeam ONE and Veeam Backup & Replication must match. Otherwise,
Veeam ONE Web Client may show invalid data for Veeam Backup & Replication reports and dashboards.

288 | Veeam ONE | Reporting Guide



VeeAM

Data Sovereignty Overview

Description

This report lists all protected objects, backups and replicas grouped by location or backup servers.

Report Parameters
Scope: Backup Infrastructure
VM and computer locations: All locations
Show Backup Objects Location: Yfes
Group Objects by: Location
Summary
Discoverad data sources: 20

VM & Computer Locations

N

Il dc host [ Undefined [l windows

Backup Copy Locations

I repo mirror Undefined

Tape Backups Lecations

B tapelibraries vault
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Backup Locations

Bl defrepo repoi

Replica VMs Locations

4\‘/".

[

I sobr

Undefined

Il Undefined



Data location

Veeam Backup Server:

Production data location;

Data Source

wdi002

wdi001

fileserver(d
apachel?

web sri02

apached
webserver(2atianta
apache0d

webserver03

Production data location:

Data Source

172.17.53.76

Netherlands
Backup Location

Metherlands, Metherlands

Metherlands, Metherlands

Metherlands, Metherlands

singapaore
Backup Location

Backup Copy Location

Germany, Germany
Germany, Germany

Germany, Germany

Backup Copy Location

Replication Location
(e

e

Ve

Metherlands, Metherlands

Metherlands, Metherlands

Metherlands, Metherdands

Replication Location

Tape Location

Metherlands, Metherlands

Metherlands, Metherlands

Metherlands, Metherlands

TapeLocation

backupl2 Gerrnany, Gerrnany (e

apachel? Metherlands, Metherlands Germany, Germany Methetlands, Metherlands
websri02 - - Metherlands, Metherdands

apache Metherlands, Metherlands Germany, Germany Metherlands, Metherlands

webserverl2@atlanta Metherlands, Metherands

apache0? Metherlands, Metherlands Germany, Germany Methetlands, Metherlands

webserver03 - - Metherlands, Metherdands

Production data location: Mo Tag

Data Source Backup Location Backup Copy Location Replication Location TapeLocation
backupl? Gerrnany, Germany = Rl
windoas 02 Metherlands, Netherlands Gerrmariy, Germany R

Production data location: Oregon (USA)

Data Source Backup Location Backup Copy Location Replication Location TapeLocation
windos 01 Metherlands Germany (e
windos 03 Metherlands Gerrmary e
windawws 02 Metherlands, Metherlands Germany, Germany (WS

Use Case

Veeam Backup & Replication supports a notion of location which you can assign to virtual infrastructure, backup
infrastructure and agent management objects. Location settings helps to monitor where production data and
their copies and replicas reside geographically.

The report analyzes the location of backups, backup copies and replicas for a data source and displaysit as pie
charts. This visual representation will help you monitor your datain a geographically disperse infrastructure.

Data Sovereignty Violations

This report shows potential data sovereignty violations by listing all protected objects with backups or replicas
residing in a different location.

e The Summary section contains charts that display the sovereignty violations of production data, their
backups, backup copies and replicas.

e The Data Sovereignty Violations table shows details on the location mismatch of backups, backup copies
and replicas for a data source grouped by Veeam Backup & Replication server name.

e The Objects with no Location Tag tabledisplaysall objects in the infrastructure that have no location tag
grouped by the type of object.
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Report Parameters

You can specify the following report parameters:
e Scope:definesa list of Veeam Backup & Replication servers to include in the report.
e Protection types: defines a list of Veeam Backup & Replication jobs to include in the report.

e Workload types: defines whether physical computers or virtual machines are included in the report.
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NOTE:

Infrastructure topology view in Veeam ONE and Veeam Backup & Replication must match. Otherwise,
Veeam ONE Web Client may show invalid data for Veeam Backup & Replication reports and dashboards.
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VeEeAM

Data Sovereignty Violations

Description

This report shows potential data sovereignty violations by listing all protected objects with backups or replicas residing in a different location.

Report Parameters

Scope: Backup Infrastructure
Workload types: All types
Protection types: All job types

Summary

Discovered data sources: 62
Target replication hosts: 1
Repositories: 14

Tape vaults: 0

Data Sovereignty Backup Job Compliance

25
I Sovereign Violated I Compliant Non-Compliant
Backup Copy Compliance Replication Compliance
?‘
Il Compliant Il Compliant
Tape Backup Compliance Objects with no Location Tag
33
‘ |
1
/ '
4 19
Il Hosts I Repositoriss [l Tapelibraries [l Media Vaults
Il Compliant Protection groups
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Data Sovereignty Violations

Veeam Backup Server: 172.17.53.76

Backup Location Mistnateh

Narne Location Backup File Location Backup Repositany Jab Narme

apache(? Singapore Metherlands Default Backup Repository Webservers Onsite Backup

apacheld Singapore Metherlands Default Backup Repositony Webservers Onsite Backup

apache(d Singapore Metherlands Default Backup Repaository Wehservers Onsite Backup

backup02 Undefined Germany Backup Yol Infrastructure Servers Backup
backup02 Singapore Germany Backup ol Infrastructure Servers Backup

windows 01 Oregon (US4) Metherlands Default Backup Repaository Daily Servers Backup to WBR Repositary
wirdos 02 Oregon (LS Metherlands Default Backup Repository Daily Servers Backup to VER Repository
wird o 02 Undefined Metherlands Default Backup Repositony Daily Servers Backup to VER Repository
windows 03 Oregon (US4) Metherlands Default Backup Repaository Daily Servers Backup to WBR Repositary

Backup Copy Location Mismatch

Marne Location Backup Copy Location Backup Repository Job Name

apache(? Netherlands Germany Backup Yold1 Webservers Backup Copy to DR Site
apacheld? Singapore Germany Backup Yol Webservers Backup Copy to DR Site
apacheld MNetherlands Germary Backup Yol01 Webservers Backup Copy ta DR Site
apacheld Singapore Germany Backup Yol “Webservers Backup Copy to DR Site
apacheld Metherlands Germany Backup Vol Webservers Backup Copy to DR Site
apache(d Singapore Germary Backup Val1 Webservers Backup Copy to DR Site
wirdos 01 Oregon (LS4 Germany Backup ol Pdain Office Servers Backup Copy to DR
wirdos 02 Oregon (LIS4) Germany Backup Vald1 ain Office Servers Backup Copy to DR
windows 02 Undefined Germany Backup Yol01 Main Office Servers Backup Copy to DR
wirdons 03 Oregon (LS Germany Backup ol Pdain Office Servers Backup Copy to DR
Replica Location Mismatch

Narme Location Replica Location Target Host Job Name

webserverl2@atlanta Singapore Methetlands e Mediaservers Replication to DR
wiebsenser(d Singapore Metherlands esx(2 Mediaservers Replication to DR
weebsra02 Singapore Metherlands esxl? Mediaservers Replication to DR

Tape Backup Location Misrnatch

Marne Location Tape Backup Location Library / Media Wault Job Name

apachel? Singapore Metherlands HP hEL G3 Series 3.00 Webservers Backup to Tape
aparheld Singapore Metherlands HP MSL 53 Series 3.00 Wehservers Backup to Tape
apache(d Singapore Metherlands HP MSL G3 Series 3.00 Webservers Backup to Tape

Objects with no Location Tag

Wirtual Machines

ESHi Host wCenter Server WM Count
esx01 weenter(l 55
02 weeniter(l 2]
qa-sreld elal.dew 186
qa-sreid elal.dey ]
Hyper-¥ Host SCWMM Server Wh Count
hyper0l 34
Cormputers
Protection Group Backup Server Computers Count
Manually Added 172.17.53.76 2
Manually Added saturn 2
Protection Group 1 saturn "}

Use Case

Veeam Backup & Replication supports a notion of location which you can assign to virtual infrastructure, backup
infrastructure and agent management objects. Location settings helps to monitor where production data and
their copies and replicas reside geographically.

The report analyzes whether any backups, backup copies and replicas reside in a location different from a data
source and displaysresults as pie charts. This visual representation will help you identify which jobs and objects
violate data protection regulations accepted in your organization.
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Immutable Workloads

This report lists workloads and their restore points providing information on whether immutability targets are
met by these workloads and their backups.

The Summary section provides the numbers of mutable and immutable workloads and restore points as
well as their immutability ratio, and includes the following elements:

o The Workloads by Immutability chart shows the number mutable and immutable workloads.

o The Restore Points by Immutability chartshows the number mutable and immutable restore
points.

o The Workload Types by Immutability chart shows the number mutable and immutable workloads of
each workload type.

The Details table provides information about every immutable and mutable workload including the
workload platform, name and type of a backup job, target repository, number of availableand
immutable restore points, date and time of the latest and oldest immutable restore points creation.

To get the detailed information on restore points of each workload, click the link in the workload name.
The drill-down report page will open.

To get the detailed information on restore points created by a specific backup job, click the link in
restore point number. The drill-down report page will open.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.
Business View objects: defines Business View groups to analyze in the report.

Protected workload types: defines types of protected workloads to analyze in the report ( Virtual
machine, Computer, File share, Cloud instance, Enterprise application).

Job types: definesa job type to analyze in the report (VMM backup, Backup copy, Agent backup policy,
Agent backup, File backup, Cloud backup policy, Application backup policy, Cloud Director backup).

Jobs: defines a list of jobs to analyze in the report.

Workload exclusion rule: defines a list of workloads that should be excluded from the report scope. You
can enter workload names explicitly or create a wildcard mask by using the asterisk (*) to replace any
number of characters. Multiple entries are separated by semicolon. Usage example: the following string
will exclude workloads with the R&D suffix from appearing in the report: * R&D.

Group by: defines how workloads will be grouped in the report (No grouping, Job name, Job type,
Repository, Workload type).

Detailed immutability target: defines whether specific immutability target values must be applied to
the analyzed workloads. You can specify target immutability period and number of immutable restore
points.
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NOTE:

Infrastructure topology view in Veeam ONE and Veeam Backup & Replication must match. Otherwise,
Veeam ONE Web Client may show invalid data for Veeam Backup & Replication reports and dashboards.
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VeeAM

Immutable Workloads

Description

This report lists workloads and their backups that do not have at least one immutable restore point or are not compliant with the desired immutability targets. This helps to make sure backups being safely protected against ransomware and other malicious and
erroneous deletions.

Report Parameters

Scope: Backup Infrastructure
Protected workloads: All workload types
Job types: Al job types
Jobs: Al jobs
Excluded workloads: -
Group by: No grouping
Summary
Total workloads: a7

Immutable workloads: 1

Mutable workloads; 36
Workload immutability ratio: 23.40%
Total restore pints: 263

Immutable restore points: 20

Mutable restore points: 243
Restore point immutability ratio: 7.60%

Workloads by Immutability Restore Points by Immutability

T660%

9240%

23.40%

Worldoad Types by Immutability

100%
80%
60%
40%
20%
0%
Virtual machines Computers File shares Cloud instances
Details
Immutable Workloads
Workload : Platform % Job Name : Job Type Repository S Available & Immutable % Oldest % Oldest + Latest & Latest *
Restore Restore
Points Points Restore Point Restore Point Restore Point Restore Point
Immutable Until Immutable Until
sn01 vSphere Backup Job 1 VM backup vbrvS.techJoca\SOBR 3 B 12/20/2022 1/9/2023 12/22/2022 1/16/2023
03 vSphere Backup Copy Job Backup copy vbrvS.techlocalLinux Hardened 1 1 12/27/2022 12/28/2023 12/27/2022 12/28/2023
mirroring repository
AE 11.1PRX Nutanix AHV Backup Copy Job Backup copy vbrv3 tech local\Linux Hardened 1 1 12/27/2022 12/28/2023 12/27/2022 12/28/2023
mirroring repository
EE vSphere FF Job will be deleted VM backup vbrvS.techJlocalLinux Hardened 121 1 12/16/2022 12/17/2023 12/16/2022 12/17/2023
repository
Mail Server Nutanix AHV Nutanix To SOBR VM backup vbrvS.techlocal\SOBR 4 3 12/20/2022 1/4/2023 12/20/2022 1/9/2023
NZALin vSphere Backup Job 2 Vearly VM backup vbrvS.techlocalLinux Hardened 8 1 1211472022 12/15/2023 12/14/2022 12/15/2023
GFs repository
NZAWin3 tech.locsl Windows Agent Backup Job 1 Agentbackup  vbrvStechlocal\SOBR 3 2 12/20/2022 1/9/2023 12/20/2022 1/4/2023
Server
NZAWin3 tech.locsl Windows Backup Capy Job Backup copy vbra tech local\Linux Hardenad 1 1 12/27/2022 12/28/2023 1212712022 12/28/2023
Server mirroring repository
NZAWind.tech.local Windows Agent Backup Policy 1 Agentbackup  vbrv.techlocal\Linux Hardened 1 1 12/28/2022 12/29/2023 12/28/2022 12/29/2023
Workstation policy repository
shespA AWS Backup Copy Job AWS Backup copy vbrv3.techlocallinux Hardenad 4 4 12/19/2022 1/5/2023 17272023 14212024
repository
sheepA AWS Backup Copy Job Backup copy vbrvS.techlocal\Linux Hardened 2 A 12/27/2022 12/28/2023 17272023 1/12/2023
mirroring repository
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Mutable Workloads

Workload : Platform %+ Job Name : JobType * Repository : Available ¢ Immutable * Oldest & Oldest + Latest & Latest &
Restore Restore
Paints Points Restare Point Restore Point Restore Point Restore Point
Immutable Until Immutable Until
\\fileserv05\Docurnent ~ SMB Share My Documents DB File backup 408 tech local\Backup Repository 18 0 N/A N/A N/A N/A
H
\\fileserv05\Docurnent ~ SMB Share My Documents DB File backup 4208 tech local\Backup Repository 2 0 N/A N/A N/A /&
s 5
WFILESERVOS\Docume  SMB Share Fileserv05 (SMB) Backup copy bekpsn12.techlocal\Repo31 2 0 N/A N/A N/A N/A
nts (Copyl 1
WFILESERVOS\Docume  SMB Share Fileserv05 (SMB) File backup bekpsn12.techlocal\Repo3d 1 0 /A N/A N/A N/A
nts
apache04 vSphere Web Servers Backup VM backup enterpriseD5 techlocal\Defautt 9 0 N/A N/A N/A N/A
Backup Repository
apache0s vSphere Web Servers Backup M backup enterprise05 techlocal\Default 9 0 N/A N/A /A /A
Backup Repasitory
appsn001 Hyper-V/ HV Backup Job M backup enterprise05 techlocal\Backup 3 0 N/A N/A N/A N/A
Repository 1
backupD3.techloca Windows Agent Backup Job Agentbackup  backupDltech locah\Cloud 5 0 N/A N/A N/A /A
Server Server repasitory Beta
backupsrvs0 Hyper-V/ Backup Job HV VM backup backupsr06.tech Jocal\Defaut 1 0 N/A N/A N/A N/A
Backup Repasitory
0130 Hyper-V/ Ext0130 VM backup qa08.tech Jocal\Backup Repository 2 0 /A N/A N/A N/A
30
xt0230 Hyper-V. Ext0230 VM backup a08 tech local\Default Backup 1 0 N/A N/A /A N/A
Repository
finux02-OeXg vSphere Organization02 Cloud enterprise05 techlocal\Default 8 0 N/A N/A N/A N/A
vAppU2 Backup Director Backup Repasitory
backup

Use Case

This report helps to make sure workloads and their backups are safely protected from loss as a result of attacks,
malware activity or any other injurious actions.

Job Configuration Change Tracking

This report allows you to keep an eye on backup job configuration changes that occurred during a specified
period.

e The Summary section includes the following elements:

o The Job Modifications by User chart shows the number of job configuration changes performed by
each authorized user.

o The Modifications by Day chart shows the daily number of changes.

e The Detailstable provides information about every change performed within the reporting period,
including the backup server where the change was made, the changed job, wizard page, property
changed, previous and new setting values, modification date and time, and name of the user who made
the change.

Report Parameters

You can specify the following report parameters:

e Scope:definesa list of Veeam Backup & Replication servers to include in the report.
e Period: defines the time period to analyze in the report.

e Users: defines users whose activity must be analyzed.
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e Protection types: defines a protection type to evaluate in the report ( SureBackup, VM Backup,
Replication, Backup copy, Agent backup policy, Agent backup, File backup, CDP policy, Application
backup policy).

VeeAM

Job Configuration Change Tracking

Description

This report provides detailed information on job configuration changes that accurred during a specified period, including the exact time and the account name of the user who made the changes.

Report Parameters

Scope: Backup Infrastructure
Interval: 12/1/2022 - 12/31/2022
User: All
Protection SureBackup, VM backup, Replication, Backup copy, Agent backup policy, Agent backup, File backup, CDP pelicy, Application backup palicy
types:
Summary
Job Modifications by User Madifications by Day
20
15
2. 5
= .
~2
3
: 3
1 0
W backup: . B enterprise0S or [ techisystem 0
backupsr06\administrator W techisheiladcory 121142002 12/8/2022 12/15/2022 12/22/2022 12/29/2022
Details
Backup Server Job Type Wizard Page Property Previous Setting New Setting Modification Time  Modified By
Blbackupsrvib.tach.|
ocal
Bl8ackup Job Linux WM backup
ElName
Description Daily backup for 12/5/2022 1225 AM  backupsrv06\administ
Linux-based servers, rator
Bl8ackup Job True Per- WM backup
VM
BSchedule
Scheduled True False 12/5/2022 12:24 AM backupsrv08\administ
rator
Blbackupserver00dt
ech.local
Bl Daily Backup of SAP Application
HANA _clone1 backup
policy
ElUndefined
EpPluginPolicy 'Daily 12/13/2022 1039 backupserver004\adm
Backup of SAP AM  inistrator
HANA_clonel' has been
deleted.
El8ackup to IBM by Agent
Veeam Agent backup
palicy
BlStorage
Backup repository Object storage Default Backup 12/1/2022 3:01 AM  backupserver00d\adm
repositary 3 Repasitary inistrator

Use Case

Backup jobs can be configured from the Veeam Backup & Replication console, Veeam Backup Enterprise
Manager console, using PowerShell scripts or through REST API. In large environments with multiple backup
administrators it is often hard to tell who, when and what changed.

The report helps you review user activity, track job modifications and simplifying troubleshooting.
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Orphaned VMs

This report discovers VMs that are present in existing backup files, but are missing in backup, replication or
backup to tape jobs. The report examines the content of backups on disk and tape and compares this data to the
configuration properties of scheduled jobs, listing VMs that are not included in the jobs.

e The Summary section includes the VMs without Backup Jobs chart that shows the number of VMs that are
not included in jobs.

e The Details table provides information on orphaned VMs, including protection type, the number of restore
points, backup location, the date of the last backup session and the date when the backup will be deleted
according to the current file retention policy.

Report Parameters

You can specify the following report parameters:
e Scope:definesa list of Veeam Backup & Replication servers to include in the report.

e Protection type: definesa job type to include in the report (Backup, Replication, Archive, All).
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e Group by: defines whether data in the report output will be grouped by ( 7ype of protection, Backup
target).

VEeeAM

Orphaned VMs

Description

This repert lists all VMs that are stored in the backup files, but are not present in the backup, replication and backup to tape jobs.

Report Parameters

Scope: Backup Infrastructure
Group by: Type of Protection
Protection type: All
Summary
VMs without Backup Jobs
15

s

Il Feplication VM backup
Details

Type of Protection: Replication

VMs Restore Points Backup Location Last Backup Date Backup Will Be Deleted at...

vipp01_replica 2 urn:vcloudivapp:f09548af-a404-4f26-8b2e- 9/15/2022 517 AM Never
b48760c0b5cf

vm01-WBid 2 wm-130916 9/15/2022 5317 AM MNever

vm2-da90d340-76cc-44d5-a23- 1 urn:vcloudivappicOcfff27-3cee-463b-8a66- 9/15/2022 517 AM Never

ddd76ae285c3 replica 5890487ched

wvm2-K22D 1 vm-138165 9/15/2022 5317 AM MNever

Type of Protection: VM backup

VMs Restore Points Backup Location Last Backup Date Backup Will Be Deleted at...
AnT_vApp1_replica o enterprise05.tech.local\Backup Repository 1 10/24/2021 10:04 Mever
PM
AnT_VM1 9 enterprise(.tech.local\Backup Repository 1 10/24/2021 10:04 Never
PM
AnT_VM2 9 enterprise05.tech.local\Backup Repository 1 10/24/2021 10:05 Never
PM
backupsrv50 1 backupsrv06.tech.local\Default Backup Repository 1141872022 2:43 AM Never
backupsrvs0 1 backupsnv06.tech.local\Default Backup Repository 11/18/2022 2:44 AM Never
enterprise(d 7 enterprise(.tech.local\Backup Repository 1 4/15/2022 5:01 AM Never
ext0130 2 bekpsrv012.tech.local\repo30 10/18/2021 11:31 MNever
PM
qa(3 1 qal8.tech.localBackup Repasitory QAOG 2/16/2020 10:01 PM Never
tsvm 1 backupsrv06.tech.docal\Backup Repository True Per- 10/3/2022 11:14 PM Never
VM
t-vapp 1 backupsrv06.tech.local\Backup Repository True Per- 10/3/2022 11:14 PM Never
VM
ubuntusrv20 1 backupsrv06.tech.Jocal\Default Backup Repository 11/18/2022 3:42 AM Mever
ubuntusrv20 1 backupsrv06.tech.Jocal\Default Backup Repository 11/18/2022 3:43 AM Never
veeampn_21 1 backupsrv06.tech.docal\Backup Repository True Per- 10/4/2022 800 AM Never
VM
winsrv29 2 backupsrv06.tech.Jocal\Default Backup Repository 11/10/2022 10:00 Never
PM
winsrv2g T backupsrv06.tech.local\Backup Repository True Per- 11/10/2022 10:00 Mever
VM PM
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Use Case

A VM may become orphaned due to an error or oversight, job misconfiguration or a lack of coordination between
several backup administrators, for example, when someone changed the configuration of the job and by mistake
forgot to include the VM in that job. A VM may also become orphaned due to some automatic procedures, for
example, when the VM migrated to an unprotected host through vMotion or as a result of DRS activating.

This report helps decide whether to modify the backup job settings for the VM if it is a mission critical one, or to
delete the VM from the backup if it is no longer necessary.

Restore Operator Activity

This report allows you to keep an eye on all types of restore actions performed across the selected Veeam
Backup & Replication servers. The report analyzes all guest file, application-level and full VM restore activities
performed by any authorized user and arranges this information by the type of performed restore action.

e The Summary section includes the following elements:
o The Restore by User chartshows the number of restore actions performed by each authorized user.

o The Restore Session Statistics chart shows the number of restore actions performed during the
reporting period.

e The Detailstable provides information on restore actions, including restore type, initiating user, name
of the recovered item or VM, restore point age, the intended restore destination and the success status

of the completed job.

Report Parameters

You can specify the following report parameters:
e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.
e Users: defines backup administrators and restore operators whose restore activity must be analyzed.

e Restore type: definesa restore type to evaluate in the report ( Full VM restore*, Guest files, Application
item restores, Restore from tape, All).

e Period: defines the time period to analyze in the report.

e Group by:defines the way data will be grouped in the report (/nitiator, Status, Start Time).
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*This entry includes the following components: full VM restores, Instant VM Recovery, restore of virtual disks, VM files,
Replica Failover.

VeeAM

Restore Operator Activity

Description

This report provides audit information an all types of restores performed by a Veeam Backup & Replication server.

Report Parameters

Scope: Backup Infrastructure

Interval: Current week (1/9/2023 - 1/15/2023)
Users: All
Restore type: Al
Summary
Restores by User Restore Session Statistics

3

09 0 g o 0 00
ELE N Sl

1/9/2023 1/10/2023 171172023 1/12/2023 1713/2023 1/14/2023 1/15/2023

I ES-WIN19-VBRV 1\Administrator —— Applicationitem Restores Full Restore —— Guest Files = Restore from Tape

Details

Backup Server: ES-win19-vbr2.tech.local
Restore Type: Full Restore

Initiator Restore Point Restore Point Restored tem Restored item Destination Start Time Status Antivirus AV Check RTBF Script
Age, Days Size Result Result

ES-WINTO- ES-replica
VBRV11\Administrator

1/6/2023 2:12 AM 7 [Sesi0-0] ES- 3.00Gb [This server]Ci\Linux 2 171172023 12:53 Successful N/A MNone N/A
REPLICA.VHDX Distribs AM
sl
12/21/2022 5:51 AM 23 [Backup Job VM to CC 1.00Gb [pdcgal00.hv1.tech JocallOri 1/11/2023 3:16 AM Successful N/A MNone N/
-vm-71120 ginal location
12/21/2022 4:51:19
PM] sl

Use Case

Since datacan be restored from the Veeam Backup & Replication console, Veeam Backup Enterprise Manager
and Veeam self-service restore portals, using PowerShell scripts or through REST API, in large environments
with multiple backup administrators it is often hard to track all performed restore actions.

The report helps you track the initiator of each restore attempt, find out the most popular recovery items and
establish historical trends.

Unmapped Datastore LUNs

This report provides information about all detected shared datastores that are not mapped to any existing
backup proxy. If you are going to use the Direct SAN Access mode, datastore LUNs must be mapped to a proxy
server.

e The Summary section provides an overview on the total number of datastores, the number of unmapped
datastores, their capacity and the number of VMs on unmapped datastores.

e The Unmapped Datastores and Mapped Datastores sections display detailed datastore information, such
as capacity the amount of free and used space, and the number of stored VMs.

Report Parameters

You can specify the following report parameters:

e Scope:definesa virtual infrastructure level and its sub-components to analyze in the report.
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NOTE:

Infrastructure topology view in Veeam ONE and Veeam Backup & Replication must match. Otherwise,
Veeam ONE Web Client may show invalid data for Veeam Backup & Replication reports and dashboards.

VeeAM

Unmapped Datastore LUNs

Description

This report lists all shared datastores that are not mapped to any existing backup prosy.

Report Parameters

Scope: “irtual Infrastructure

Summary

M. of Datastores: 18

M. of Unmapped Datastores: 16
Unrmapped Capacity: 2768.00 GE
Whs on unmapped datastores: a0

Unmapped Datastores

Cluster Datastore Capacity Free Space Used Sparce M. of Whs
(G (GE) (GE)
B Cluster, Cluster? 16
ai_netapp(21.103_lun_source_vaoll 473 4,05 Q.70 1
dr_vlun 2875 2741 184 1
HPE 5/ wall 548,73 161,16 388,59 13
HPE 5 wol2 398,73 21872 160.03 il
netapp lun agavrilov 8.73 T.69 1.06 1
ontapd3 lunl 149,73 22.95 126,80 9
ontapd3 lun2 149,73 141,18 859 4
ontapd3 lun3 149,73 126.54 FER| 5
ontapd3 lund 149,73 98,54 51.21 ¥
ontapd3 lund 149,73 142,05 T 4
ontapd3 luné 149,75 134,77 14.08 5
ontapd3 lun? qtree 149,75 146,98 277 1
ontapd3 lungd 200,50 207.61 1.89 2
ontapd3 vold 142,50 1223 027 5
ontapd3 volb 142,50 130,78 .72 5
ontapd3 val 7 142,50 14241 .03 4
Use Case

The Direct SAN Access mode is recommended if the ESXi host uses shared storage. In the Direct SAN mode,
proxy servers will not be able to read data from LUNs if they are not mapped. This report allows you to detect
datastore LUNs that are not mapped to any proxy server in your backup infrastructure.

VM Backup Compliance Overview

This report returns a list of VMs that do not meet the requirement to have a minimal number of available backup
copies.

To learn more about the 3-2-1 backup strategy, see the Veeam Blog article How to follow the 3-2-1 backup rule
with Veeam Backup & Replication.

e The Summary section includes the VM Compliance Status chartthat shows the proportion of backup-
compliant VMs to the rest of VMs across the selected virtual infrastructure scope.
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The Details table provides information on non-compliant VMs properties, including VM location, number
of backup copies/replicas, backup type and the date of the latest backup.

Report Parameters

You can specify the following report parameters:

VM folders: defines a list of VMware folders to include in the report (appliesto VMware vSphere
environments only). VM folders is an alternate way to present the virtual infrastructure. If VMs in your
infrastructure are grouped into folders according to their profile, you can limit the report scope by
specifying the necessary folders only.

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

VMware Cloud Director objects: defines VMware Cloud Director components to analyze in the report.

Required number of VM copies: defines the minimum number of backup copies/replicas a virtual machine
must have to meet the compliance requirements.

VM exclusion rule: defines a list of VMs that should be excluded from the report scope. You can enter VM
names explicitly or create a wildcard mask by using the asterisk (*) to replace any number of characters.
Multiple entries are separated by semicolon. Usage example: the following string will exclude machines
with the _R&D suffix from appearing in the report: * R&D.
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NOTE:

Infrastructure topology view in Veeam ONE and Veeam Backup & Replication must match. Otherwise,
Veeam ONE Web Client may show invalid data for Veeam Backup & Replication reports and dashboards.

VEeeAM

VM Backup Compliance Overview

Description

This report lists all Vs that do not have enough number of backup copies.

Report Parameters

Scope: Virtual Infrastructure
Required number of VM copies: 2

WM exclusion rule:

Summary

VM Compliance Status

B Mon-Compliant Vi [l VMsincompliance

MNon-Compliant VMs

Location VMs Actual Number of Backup Type Last Backup Date
Copies

B pdctwhv01 tech.local 2
appsrv001 1 Backup 1272412022
backupsrv30 1 Backup 11182022

BlveenterD1.techlocal 15
apachel4 1 Backup 1/2/2023
apachel 1 Backup 1/2/2023
as2016DC 1 Backup 1/3/2023
disglol 1 Backup 1/3/2023
linorcl01 1 Backup 1/3/2023
linux02-CeX8 1 Backup 1/2/2023
linux03-zRea 1 Backup 1/2/2023
srv28-app 1 Backup 111772022
ts-vm01-ZVIV 1 CDP Replica 1/4/2023
te-vm022-1ZGE 1 CDP Replica 1/4/2023
ubuntusrv20 1 Backup 1171872022
virtD1-vm33 1 CDP Replica 1/4/2023
winarcl01 1 Backup 9/27/2022
winsrv25 1 Replica 111772022
winsn27 1 Backup 111772022

Use Case

This report allows you to make sure that all mission critical VMs have sufficient amount of backup copies in
distinct locations within the organization, as requested by the 3-2-1 backup strategy. This information may help
you modify job settings or dynamically adjust your backup file retention policies.
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VMs Backed Up by Multiple Jobs

This report analyzes configuration of backup jobs to find VMs that are simultaneously included in several jobs.
This helps you reduce backup windows and optimize backup infrastructure operation.

e The Summary section includes the following elements:

o The VMs with Largest Avg. Transferred Data (GB) chartshows top 5 VMs with the largest amount
of transferred backup data.

o The VMs with Largest Processing Time (Minutes) chartshows top 5 VMs with the longest time
interval required to produce a VM backup.

e The Detailstable provides information on the list of backup jobs in which the VM is included, target
repository names, the average processing time, the number of restore points created for the VM, the
size of backup files and the last time the jobs ran.

Report Parameters

You can specify the following report parameters:
e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.

e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View
groups from different categories are joined using Boolean AND operator. That is, if you select groups
from the same category, the report will contain all objects that are included in groups. However, if you
select groups from different categories, the report will contain only objects that are included in all

selected groups.

e Job type:definesa job type to evaluate in the report (Backup, Replica, All).
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e Exclude jobs: definesa list of backup and replication jobs to exclude from the report.

VeeAM

VMs Backed Up by Multiple Jobs

Description

This report detects VMs that are backed up by mare than one job at the same time. This will allow you to identify wasted storage space and wasted backup windows.

Report Parameters

Scope: Backup Infrastructure
Job type: All
Excluded jobs:

Business View objects:

Summary
VMs with Largest Avg. Transferred Data (GB) VMs with Largest Processing Time (Minutes)
2000 20,00 00:18:50
167 GB 1624 GB
1500 1433 GB 1500
10.00] 10.00]
500 500
0.00! 0.00!
early Backup Joblsn30 Yearly Backup Joblsn30
‘Weekly SQL Backuplsnv3d Dehta websarvers backup\sn3d Deha websarvers backup\sn3d ‘Weekly SQL Backup\snv30
Details

Backup Server: etna

Backup Jobs

Virtual Machine Backup Job Job Scheduls Target Repasitary Average VM Average VM Restore Full Latest Job Run
Processing Time Transfer Rate (GB) Paints Backups
seedl
Delta webservers Diaily Atlanta Backup 00:18:50 1433 1 1 141542019 11:52
backup Repositary Al
Yearly Backup Job Yearly Atlanta Backup Q0:17:39 16.24 1 1 117291143
Repository A
Weekly SOL Backup Wieekly Atlanta Backup 00:15:39 16,71 1 1 1172031056
Repository: Al

The reason why some VMs may appear to be backed up by several jobs at a time can be a lack of coordination
between several backup operators or the capability to include logical containers (vApps, resource pools, folders)
in backup jobs. Both issues can cause repositories to run out of free space due to excessive duplicated backup
files.

The report allows you to assess efficiency of the backup process and decide whether to reconfigure existing
backup jobs so that they utilize fewer resources and complete in narrower intervals. This report ensures that all
critical VMs are reliably protected while no redundant jobs exist across the backup environment.

VMs with no Archive Copy

The main backup purpose is to protect your data against disastersand VM failures. Having only one copy of a
backup file does not provide the necessary level of safety. To build a successful data protection and disaster

recovery plan, you must have at least three copies of your data, for example, production data, backup and its
copy, and two different types of media to store copies of your data, for example, disk storage and tape.

To learn more about the 3-2-1 backup strategy, see the Veeam Blog article How to follow the 3-2-1 backup rule
with Veeam Backup & Replication.
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This report analyzes your backup infrastructure to find VMs that do not have backup copies stored on secondary
backup repositories or on tapes.

The Summary section includes the following elements:

o The VMs by Archive Status chart shows the number of VMs with 1 or 2 archived copies.
o The VMs per Backup Location chartshows the repositories where backups are stored.

The Details table shows properties of each protected VMs and provides details on the location of a
primary and secondary VM copy, availability of tape backups for the listed VMs and the date of the most
recent VM backup.

Report Parameters

You can specify the following report parameters:

VM folders: defines a list of VMware folders to include in the report (applies to VMware vSphere
environments only). VM folders is an alternate way to present the virtual infrastructure. If VMs in your
infrastructure are grouped into folders according to their profile, you can limit the report scope by
specifying the necessary folders only.

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View
groups from different categories are joined using Boolean AND operator. That is, if you select groups
from the same category, the report will contain all objects that are included in groups. However, if you
select groups from different categories, the report will contain only objects that are included in all
selected groups.

VMware Cloud Director objects: defines VMware Cloud Director components to analyze in the report.
Interval: defines the time period to analyze in the report.

VM exclusion rule: defines a list of VMs that should be excluded from the report scope. You can enter
VM names explicitly or create a wildcard mask by using the asterisk (*) to replace any number of
characters. Multiple entries are separated by semicolon. Usage example: the following string will
exclude machines with the _R&D suffix from appearingin the report: * R&D.
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NOTE:

Infrastructure topology view in Veeam ONE and Veeam Backup & Replication must match. Otherwise,
Veeam ONE Web Client may show invalid data for Veeam Backup & Replication reports and dashboards.
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VeeAM

VMs with no Archive Copy

Description

This report lists all VMs that do not have an archive copy.

Report Parameters

Scope: Virtual Infrastructure

VM exclusion rule:

Interval: Last maonth
Summary
VMs by Archive Status VMs per Backup Location

WMs with archive and tape [l VMs withat least 1 archive
backup Il VM= withno archives
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Details

Location: ms-22-cluster.n.local

Virtual Machine
ms-ub-tape-01

ms-ub-tape-01

Location: oceanvc.tech.local

Virtual Machine

t0i

Network
Network

Location: alphavc.tech.local

Virtual Machine

KM-2012R2-WG
KM-2012R2-WG

mmf-win16vbr

ms-ub-03(98)-cc-replica

pgBox

pgClientM
pgEglantine

azReplica

ms-esxi-02

mmf-1

mmf-1

Use Case

This report helps backup administrators check whether mission critical VMs are protected with backup copies

Main Backup Repositary

Default Backup Repository

Default Backup Repository

Main Backup Repositary

Cloud Backup repository
ved

Default Backup Repository
Default Backup Repository

Main Backup Repositary

Default Backup Repository
smb

Scale-out Backup
Repository 1

Cloud Backup repository
VW

Erepo

Erepo
pgbox_NFS
Backup Repository

Default Backup Repository
Default Backup Repository

Default Backup Repository

Secondary Backup Repository

Scale-out Backup Repository 2

Scale-out Backup Repository 2

Secondary Backup Repository

Scale-out Backup Repository 1
Scale-out Backup Repository 2

Secondary Backup Repository

Copy Repository

Copy Repository
Scale-out Backup Repository 1

Scale-out Backup Repository 2

stored on secondary backup repositories and on tape.
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Tape Media Set

Media set # 1
10/26/2022 12:51 AM

Media set # 1
10/26/2022 12:56 AM

Tape Media Set

Tape Media Set

Media set # 1
10/26/2022 12:51 AM
Media set # 1
10/26/2022 12:51 AM

Last Backup Date

12/28/2022 6:18 AM

12/28/2022 6:18 AM

Last Backup Date

12/31/2022 8:02 AM

12/28/2022 8:31 AM
12/28/2022 8:31 AM

Last Backup Date

12/28/2022 5:05 AM
12/28/2022 5:05 AM
12/28/2022 8:35 AM

12/30/2022 10:02 PM

12/29/2022 10:32
AM

12/29/2022 9:31 AM
12/13/2022 3:37 AM

12/31/2022 11:01
AM

12/29/2022 6:50 AM
12/28/2022 6:19 AM

12/28/2022 6:19 AM



Veeam Backup Billing

This report pack provides chargeback capabilities for Veeam Backup & Replication, and helps you assess storage
management costs for backup and replication operations. Information provided in reports can be used for
financial analysis and billing.

Reports included:
e Backup Billing

e Replica Billing

Backup Billing

This report allows you to assess storage costs for the backup infrastructure and to track the consumption of
storage by backup files.

The report estimates storage resources required to store backups. The cost can be calculated based on the price
of 1 GB or TB of consumed storage space or on the price of a single VM. If there is a repository that is more
expensive than other ones, an administrator can also specify the price adjustment factor (or the multiplier) that
characterizes the premium charged for access to the repository.

The report provides details on every backup job included into the report scope — the number of backed up VMs
and computers, size of a restore point and total amount of gigabytes transferred to the storage.

e The Summary section provides an overview on the number of backup jobs, used repositories and backed
up VMs and computers, total size of backups and total cost in selected currency.

e The Details section provides information on each backup job, including the number of backed up VMs and
computers, restore points size, total amount of gigabytes transferred to the storage and total cost.

Report Parameters

You can specify the following report parameters:
e Infrastructure objects: defines a list of backup repositories to analyze in the report.

e BusinessView objects: defines a list of Business View objects to analyze in the report.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

e Job type:definesa job type to evaluate in the report (VM backup, Backup copy, Agent backup policy,
Agent backup, All types).

e Jobs:defines a list of backup and backup copy jobs to include in the report.
e Period: defines the interval for which the billing statement is required.

e Storage price: defines a storage price for accommodating 1 GB/TB of backup files or a price for a single VM
included in backup.
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e Individual repository price multipliers: defines the price adjustment factor that characterizes the benefit
(and the expense) of using the preferred repository storage. The resulting cost is calculated by multiplying
the basic rate by the repository multiplier.

To edit price multipliers:
a. Click Configure.

b. In the Configure Individual Repository Price Multipliers window, select the target repository and click
Edit.

c. In the Set Individual Repository Price Multiplier window, specify the desired price adjustment
multiplier and click Save.

d. For scale-out backup repositories:

* To include capacity and archive tiers in the list of extents, select the Count data stored on
Capacity and Archive tier extents check box.

* To set a single multiplier for all extents of a scale-out backup repository, select the Specify the
same multiplier for each extent check box and specify the multiplier.

= To applyanindividual multiplier to each extent, click the value in the Multiplier column next to
an extent and specify the multiplier.

e. Repeat steps 2-3 for each repository price multiplier you want to edit.

e Calculate price based on: defines the value based on which prices will be calculated (Latest value, Max
value).

e Customer: defines a customer name to display in the report output.
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e Show days with no backup activities: defines whether the report will include days without backup activity.
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VeeAM

Backup Billing

Description

This report provides chargeback capabilities for the backup infrastructure,

Report Parameters

Scope: Backup Infrastructure

lob type: All Types

Jobs: All Jobs

Customer: Delta Inc,

Price per GB: 2 US Dallar

Interval: Current week [2/15/2021 - 2/21/2021)

Show days with ne backup activities:  True

Summary
Jobs Number: 26 Total Backups Size: 1.26 TB
Used Repositories: 8 Backed up VMs & Computers: 20

Total Cost, USD: 2584.98
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Details

Backup Server: nz2019vbrv10rn.local

Repository Backed up VMs & Computers Backups Size Price Multiplier Total Cost
(GE)
Windows Backup Repository per VM 4 81.09 x1.00 162.18
Windows Backup Copy (pruning) Repository 7 33539 x1.00 670.78
Default Backup Repository 4 1.88 x1.00 3.76
Windows Backup Repository 1 " 32599 x1.00 651.98
Windows Backup Copy (mirroring) Repository 7 357.56 ¥ 1.00 71512
Windows Backup Copy Repository Per VM 1 55.54 ¥ 1.00 111.08
Linux Backup Repository 1 3 0.33 ¥ 1.00 0.68
Scale-out Backup Repository 1 1 13471 ¥ 1.00 260.42

Repository Name: Windows Backup Repository per VIM
Backup Server: nz2019vbrvl0rn.local

Price Multiplier: x1.00
Virtual Machines Backups

VMware Backup Job with exclusion per VM

VM\Computer Mame Date Restore Points Size (GB) Total Space Used (GB)
NZAgentWindows4
2/15/2021 0.02 012
2/16/2021 - 012
NZAgentWindows2
2/15/2021 - 13.28
2/16/2021 - 13.28
NZWindowsAgent3
2/15/2021 = 1217
2/16/2021 - 1217
NZAgentWindows1
2/15/2021 = 55.53
2/16/2021 - 53.53
Backup Size of all VMs & Computers (GB): 81.09
Backed up VMs & Computers: 4
Repository Total:
Backup Size (GB): 81.09
Backed up VMs & 4
Computers:
Backups Cost, USD: 162.18

Use Case

This report allows managed storage providers (MSP) to generate billing statements for customers and to charge
them for the used storage.

The report can help administrators evaluate efficiency of the storage resources utilization.
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Replica Billing

This report helps you assess storage management costs for the backup infrastructure and tracks the
consumption of storage by VM replicas.

The report estimates storage resources required to store replicas. The cost can be calculated based on the price
of 1 GB or TB of consumed storage space or on the price of a single VM replica. If there is a datastore or volume
that is more expensive than other ones, an administrator can also specify the price adjustment factor (or the
multiplier) that characterizes the premium charged for access to the datastore/volume.

e The Details section provides information on each replication job, including the number of replicated up
VMs, total amount of gigabytes transferred to the storage and total cost.

Report Parameters

You can specify the following report parameters:
e Scope:definesa backup infrastructure subset to analyze in the report.
e Replication jobs: defines a list of replication jobs to include in the report.
e Period: defines the interval for which the billing statement is required.
e Price:defines a storage price for accommodating 1 GB/TB of replica files or a price for a VM replica.

e Individual datastore price multipliers: defines the price adjustment factor that characterizes the benefit
(and the expense) of using the preferred datastore/volume storage capabilities. The resulting cost is
calculated by multiplying the basic rate by the datastore multiplier.

To edit price multipliers:
a. Click Configure.

b. In the Configure Individual Datastore Price Multipliers window, select the target datastore and click
Edit.

c. Inthe Set Individual Datastore Price Multiplier window, specify the desired price adjustment
multiplier and click Save.

d. Repeat steps 2-3 for each datastore price multiplier you want to edit.
e Datastores: defines a list of datastores and volumes that will be analyzed in the report.

e Customer: defines a customer name to be displayed in the report output.
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NOTE:

Infrastructure topology view in Veeam ONE and Veeam Backup & Replication must match. Otherwise,
Veeam ONE Web Client may show invalid data for Veeam Backup & Replication reports and dashboards.

VeeAM

Replica Billing

Description

This report provides chargeback capabilities for the backup infrastructure.

Report Parameters

Scope: Backup Infrastructure
Replication Job: All Jobs

Customer:

Price per VM: 1

Interval: 12/1/2022 - 12/31/2022
Datastores: All

Details

Datastore Name: Datacenter\pdc99
Backup Server: ms-vbrila.tech.local

Price Multiplier: x1.00

Job Job Runs M. of VMs Stored Size (GB) Transferred Size (GB)
El Replication Job 2 1 40.65 4,95
12/10/2022 2:19 PM 1 40.65 4,95

Total Size (GB): 40.65

Total VMs: 2

Total Cost: 2,00

This report allows managed storage providers (MSP) to generate billing statements for customers and charge
them for the used storage.

The report can help administrators to evaluate efficiency of the storage resources utilization.
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Veeam Backup Capacity Planning

This report pack helps you estimate the amount of space required to store backup files on Veeam Backup &
Replication repositories, forecast when the amount of available space will reach its limits, and plan repository
capacities in advance.

Reports included:
e Capacity Planning for Backup Repositories

e Veeam Backup Files Growth

Capacity Planning for Backup Repositories

This report estimates the amount of free space availableon backup repositories and forecasts how many days
remain before a repository will run out of available storage capacity.

Backup repositories tend to run out of free space when outdated restore points overload the datastore. This
report helps you ensure there is enough space for your backup dataatany point in time. The report also
provides recommendations on how to adjust the allocated storage resources to meet the future demand for
backup storage. Furthermore, it calculates the amount of additional space that needs to be provisioned to
accommodate the necessary restore points.

To calculate future repository performance, the report analyzes historical performance data for the selected
time period, calculates the performance utilization trend and applies this trend to the safety interval (that is, the
selected number of days during which the specified threshold should not be breached). This helps you rationally
planyour resources.

e The Summary section provides an overview of the backup infrastructure (the total number of repositories,
jobs and stored computers, VMs and file shares), shows repositories capacity, the amount of free space,
the utilization ratio, the number of days left before specified thresholds will be reached, and the amount
of space required to sustain the current workloads without exceeding the specified thresholds.

o The Top 5 Utilized Repositories (GB) and Top 5 Repositories by Days Left charts display 5 repositories
that will run out of free space sooner than other repositories and the number of days left before space
usage level on these repositories breaches the specified threshold.

e The Details table provides information on the total repository capacity, number of VMs, computers and
file shares in backups stored on the repository and the number of days left before the repository runs out
free space.

Click a repository name to drill down to the list of jobs that utilize the backup repository storage capacity.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a list of backup repositories to analyze in the report.

e Space utilization threshold: defines the maximum amount of used space measured as a percentage of total
capacity on the available repositories.

e Free space (min) threshold: defines the minimum total amount of free space on the repositories.

e Safety interval: defines the safety interval (thatis, the required minimum number of daysduring which the
specified space threshold should not be breached).

320 | Veeam ONE | Reporting Guide



e Analyze performance data for: defines the time period to analyze in the report.

VEeeAM

Capacity Planning for Backup Repositories

Description

This report shows the dynamics of backup repasitory free space usage and identifies the date when the repository will run out of free space.

Report Parameters

Scope: Backup Infrastructure
Space utilization threshold: 90.0 %

Safety interval: 30 days

Analyze performance data for: & months

Summary

Backup Infrastructure

Physical Resources

Capacity Planning

Number of repositories: 20 Total capacity: 355TE Min days left: 0
Number of jobs: 24 Total free space: 33878 Space required: 3384 GB
Stored VMs and Computers: 35 Utilization ratio: 468 %
Stered file shares: 3
Application Servers / Clusters: 1
Top 5 Utilized Repositories (GB) Top 5 Repaositories by Days Left
200, 500 458
400
150]
300
100|
200
50|
100
0 0 4 5
0 0
Default Backup Default Backup Default Backup ABC Company Default Backup Default Backup ABC Company Default Backup Default Backup Default Backup
Repositorylb.. Repositorylb. Repositoryfb... Cloud Repositoryis... Repository(b... Cloud b- itory( itory(b...
Repositor... Repositor—
B Fre=space [l Ussdspace Il D=y
Details
Repositary Backup Server Type Capacity Free Space VMs and File Shares Application Days Left Space to Add
{GB) {GB) Computers Servers / Clusters (GB)
Default Backup Repository backup01.techJocal Microsoft 99.45 0.00 1 0 0 0 9.98
Windows
ABC Company Cloud Repository enterprise03.techdoc Cloud 100.00 17.29 0 0 0 0 32337
al
Default Backup Repository. backupsr06.tech.loc Microsoft 129.66 14.20 5 1 0 4 2.80
al Windows
Default Backup Repository backupsrv29.techloc Microsoft 119.66 14.68 2 L] [} 15 223
al Windows
Default Backup Repository: backupserver004.tec Microsoft 129.40 57.39 2 (1] 1 458 0.00
hlacal Windows
Default Backup Repository, enterprise03.tech.loc Microsoft 219.45 116.85 8 0 0 511 000
al Windows
Default Backup Repository qal8.techlocal Microsoft 129.48 40.93 1 1 0 579 0.00
Windows
Default Backup Repository srv2049.tech.local Microsoft 129.45 80.28 0 Q (4] 1377 0.00
Windows
Default Backup Repository bekpsrv012.tech.loca Microsoft 129.66 91.38 0 0 0 2358 0.00
| Windows
Object storage repository 2 backupserver004.tec Microsoft A M/A 0 0 [} o 0.00
h.lacal Azure Blob
Storage

Use Case

The report allows you to analyze configuration and space usage on backup repositories and to forecast how
many days remain before the repository reaches its full capacity. You can use the report to assess the required
amount of additional space that needs to be allocated to support the uninterrupted backup operations for a
specified number of daysinto the future.
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Veeam Backup Files Growth

This report allows you to track how the size of backup files was changing during the specified time period, and
identify jobs that consume the greatest amount of space on repositories.

e The Top 10 Jobs by Largest Backup File Size table shows 10 jobs that produced the greatest amount of
backup data during the reporting period.

e The Details section displaysinformation on repository space usage. For each repository, the report
provides a chart that illustrates the repository capacity and the amount of free space left, as well as
information about restore points that were created during the reporting period, including VMs and
computers in the backup, backup file type, date and time when the file was created, restore point size and
total space used.

Report Parameters

You can specify the following report parameters:
e Infrastructure objects: defines a list of backup repositories to analyze in the report.

e Jobs:defines a list of backup jobs to include in the report.
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e Period: defines the time period to analyze in the report.
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VeeAM

Veeam Backup Files Growth

Description

This report provides infarmation about backup files size growth over the selected period of time,

Report Parameters

Scope: Backup Infrastructure

Backup Job: All Jobs

Reporting Period: Past week (12/26/2022 - 1/1/2023)

Summary

General Overview Jobs Overview

Repository Capacity 446 TR Backup Jobs 26
Repository Free Space 2.80TE N. of Job Runs 25
Full Backup Files 29,88 GB Stored VMs and Computers g
Inc. Restore Points 342 GB

Top 10 Jobs by Largest Backup File Size

Job Mame WMs and Computers Date Total Backup Size (GB)
M35 SQL Backup 1 12/31/2022 1:00 AM 29.23
Backup Copy Job 1 1 12/31/2022 5:00 AM 235
AD Backup 1 12/30/2022 6:00 PM 0.43
Oracle Linux Backup 1 12/30/2022 11:30 PM 0.49
RHEL Backup 1 12/29/2022 10:00 PM 0.37
Web Servers Backup 2 12/31/2022 6:00 AM 0.02
Organization02 vApp02 Backup 2 12/30/2022 9:00 AM 0.02
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Selected Object - enterprise05.tech.local\Backup Repository 1

Repository: Backup Repository 1

500
400
w300
¥ 200
100
0
= = = = = =
= = = = = =
: g g : : :
= E = P = =
— Capadty =—— Used
AD Backup
Per-VM Backup Files
VM/Computer Backup File Date Restore Points Deduplication Compression Total Space
Type Size (GB) Rate Rate Used (GB)
as2016DC
Incremental 12/26/2022 031 1 2.8 0.31
6:00:16 PM
Incremental 12/28/2022 0.26 1 29 0.57
6:00:09 PM
Incremental 12/30/2022 0.26 1 28 0.83
6:00:05 PM
Total Size for All VMs and Computers (GB): 0.83

Use Case

This report is useful for capacity planning purposes. The report allows you to assess historical growth of backup
files and — in case backup files grow too fast — to decide whether to change job configuration to point it to
another repository with larger capacity.
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Veeam Backup for Microsoft 365

This report pack helps you evaluate backup protection of Microsoft 365 infrastructure objects.
Reports included:

e Backup SLA Compliance (Veeam Backup for Microsoft 365)

e Job History (Veeam Backup for Microsoft 365)

e Latest Job Status (Veeam Backup for Microsoft 365)

e Protected Objects (Veeam Backup for Microsoft 365)

Backup SLA Compliance (Veeam Backup for Microsoft 365)

This report analyzes backups of Microsoft 365 infrastructure objects. The report examines whether these objects
are compliant with SLA target.

e The Summary section includes the following elements:
o Information on SLA compliance of different organization object types.

o The Organization Objects by Compliance State chart shows the percentage of organization objects
of each type that meet the target SLA.

e The Organizations table provides information on all types of protected objects for each organization.

e The Organization Objects That Meet Target Backup SLA and Organization Objects That Breach Target
Backup SLA tables provide information on all organization objects, jobs that include the objects,
number of available restore points and SLA compliance percentage.

Report Parameters

You can specify the following report parameters:
e Infrastructure objects: defines a list of Veeam Backup for Microsoft 365 servers to include in the report.
e Organizations: defines Microsoft organizations to analyze in the report.
e Objecttypes: defines Microsoft 365 infrastructure objects to analyze in the report.
e Jobs: defines backup jobs to analyze in the report.
e Period: defines the time period to analyze in the report.

e Objectexclusionrule: definesa list of Microsoft 365 infrastructure objects that should be excluded
from the report scope. You can enter object names explicitly or create a wildcard mask by using the
asterisk (*) to replace any number of characters. Multiple entries are separated by comma. Usage
example: the following string will exclude objects with the _R&D suffix from appearing in the
report: * R&D.

e TargetSLA:defines the target SLA value (in percent).

e Show organizations overview: defines whether organizations overview should be included in the report.
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e Show organization objects that breach target SLA: defines whether objects not compliant with the
target SLA should be included in the report.

veeAM

Backup SLA Compliance (Veeam Backup for Microsoft 365)

Description

This report highlights arganizations and arganization abjects, including users, groups, teams, and sites that are processed by Veeam Backup for Microsoft 265 backup jobs and assesses where these entities meet the desired SLA which is determined a5 the ratio of total
number of backup job sessions for a particular organization object ta the number of failed job sessions for this object. This report helps to make sure the jobs are operating normally and the backups are successfully created in accordance with the desired backup
targets.

Report Parameters

Scope: Veeam Backup for Microsoft 365
Organizations: All organizations
Object types: Groups, Users, Sites, Teams
Backup jobs: All jobs
Object exclusion rule:
Interval: Current week (1/2/2023 - 1/8/2023)
Target backup SLA: 100%
Show organization objects that breach target backup SLA: Ves
Show arganizations overview: Ves
Summary
Organizations in backup jobs: 1 Total average organization backup SLA: 100%
Organization objects in backup jobs: 3 Total average user backup SLA: 100%
Users in backup jobs: 1 Total average group backup SLA: 0%
Mest target backup SLA: 1 Total average teams backup SLA: 100%
Breach target backup SLA: 0 Total average site backup SLA: 100%
Groups in backup jobs: 0
Meet target backup SLA: 0
Breach target backup SLA: 0
Teams in backup jobs: 1
Meet target backup SLA: 1
Breach target backup SLA: 0
Sites in backup jobs: 1
Meet target backup SLA: 1
Breach target backup SLA: 0

Organization Objects by Compliance State

100

80

Users. Sites Teams

I Meet target backup SLA

Organizations

Organization s # of Compliant & Average User & # of Compliant & Average Group + # of Compliant * Average Team & # of Compliant & Average Site &
Users Backup SLA, % Groups Backup SLA, % Teams Backup SLA, % Sites Backup SLA, %

alpha.onmicrosoft.com 1of1 100 0of0 0 10f1 100 1of1 100
Organization Objects That Meet Target Backup SLA

Veeam Backup for Microsoft 365 server: At vbm tech.local
Organization: alpha.onmicrosoft.com

Object type: User

User 4 BackupJlob Job Schedule  + Target B # of Mailbox % # of Archive + # of OneDrive #of Site + # of Successful & Backup +
Name Repository Restore Points Restore Points Restore Points Restore Points Sessions SLA, %
jsmith@alpha.onmicro Arthur user Daily at 5:00 AM Default Backup 4 0 [ 0 4ofd 100
softcom (Everyday) Repository
Object type: Team
Team : BackupJob Job Schedule  + Target : # of Restore Points + # of Successful 3 Backup SLA, % %
Name Repository Sessions
Team Beta Team Daily at 6:00 AM Default Backup 4 40f4 100
(Everyday) Repository
Object type: Site
Site : BackupJob  * Job Schedule  + Target : # of Restore Points # of Successful + Backup SLA, % +
Name Repository Sessions
Alpha Site site Daily at 5:00 AM Default Backup 4 40f4 100
(Everyday) Repository

Use Case

This report helps you discover protected objects that breach the target SLA and jobs that do not operate
properly.
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Job History (Veeam Backup for Microsoft 365)

This report provides advanced information on completed Veeam Backup for Microsoft 365 job sessions, and
helps you identify possible performance bottlenecks.

e The Summary section includes the following elements:

o The Top 5 Jobs by Average Duration and Top 5 Jobs by Transferred Data charts display jobs in
terms of the backup duration and amount of transferred data.

o The Successful Backup Ratio by Day (%) chartdisplays the percentage of job sessions that
completed successfully during the reporting period. If a job session finished with warning buta
restore point was created successfully, the job will be displayed as successful.

e The Details table provides information on each performed job, including completion status, number of
processed objects, session start time, job duration, processing rate and the amount of transferred data.

Report Parameters

You can specify the following report parameters:
e Infrastructure objects: defines a list of Veeam Backup for Microsoft 365 servers to include in the report.
e Organizations: defines Microsoft organizations to analyze in the report.
e Job types: definesa job type to evaluate in the report ( Backup, Backup Copy).
e Jobs:defines a list of jobs to include in the report.

e Job status: defines a job status to include in the report (Success, Failed, Warning).
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e Period: defines the time period to analyze in the report.

VeeAM

Job History (Veeam Backup for Microsoft 365)

Description

This repart provides historical information for all Veeam Backup for Microsoft 365 jobs.

Report Parameters

Infrastructure objects: Veeam Backup for Microsoft 365

Organizations: All organizations

Job types: All job types
Jobs: All jobs
Job statuses: All statuses

Reporting period: Past month (12/1/2022 - 12/31/2022)

Summary

Top 5 Jobs by Average Duration (Hours)

Top 5 Jobs by Transferred Data (GB)

6.00 10.00
8.00
4.00
6.00
4.00
2.00
2.00
0.00 0.00
Eackup Job Daily Backup Job 1 Backup lob Daiy Tesm
Job._sachitar o copyots e Taam Job_sachitam o copob Backup Job e
Successful Backup Ratio by Day (%)
120.0
1000 1000 1000 1000 1000 1000 1000 1000 1000 1000 1000 1000 1000 1000 1000
100.0
80.0
800
60.0
600

40.0

200

0.0

12/19/2022 12/24/2022 12/29/2022
Details
Job Type: Backup
Veeam Backup for Microsoft 365 Server: At_vbm.tech.local
Organization: alpha.onmicrosoft.com
Status # of Processed Start Time Duration Processing Rate Transferred Data (GB)

Objects

Job Name: Backup Job 1

Success 10of1 1/2/2023 1:50:57 AM
Success Tof1 1/3/2023 1:59:58 AM
Success 1of1 1/4/2023 1:59:57 AM
Success 10of1 1/5/2023 1:50:57 AM
Job Name: site

Success Tof1 1/2/2023 1:59:57 AM
Success 1of1 1/3/2023 1:59:57 AM
Success 10of1 1/4/2023 1:50:57 AM
Success Tofl 1/3/2023 1:59:57 AM
Job Name: Team

Success 1of1 1/2/2023 3:00:00 AM
Success 10of1 1/3/2023 3:00:00 AM
Success Tof1 1/4/2023 3:00:00 AM
Success 1of1 1/5/2023 3:00:00 AM
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00:00:28
00:00:28
00:00:13
00:00:28

00:00:12
00:00:11
00:00:13
00:00:28

00:00:15
00:00:14
00:00:13
00:00:13

(MB/sec)

048
0.64
0.70
048

0.00
0.00
0.00
0.00

0.00
0.00
0.00
0.00

0.00
0.00
0.00
0.00

0.00
0.00
0.00
0.00

0.00
0.00
0.00
0.00



This report shows exhaustive information on the state of recent job sessions and reveals key statistics
demanded by backup operators.

You can change the default report parameters to focus on particular jobs; this will allow you to regularly receive
information on vital job sessions by email or through a shared portal.

Latest Job Status (Veeam Backup for Microsoft 365)

This report evaluates the success status of recently performed backup and backup copy jobs. The report shows
whether they triggered any errors, warnings or completed successfully on the latest session.

The Summary section includes the following elements:

o The Job Statuses chartrepresents overall efficiency of protection operations by displaying the total
number of idle jobs and jobs whose last session completed successfully/with warnings.

o The table containing a summary of the jobs with the longest backup duration.

The Details section displaysinformation on all jobs performed during the reporting period: job duration
and status, the number of processed objects, the amount of transferred data.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a list of Veeam Backup for Microsoft 365 servers to include in the report.
Organizations: defines Microsoft organizations to analyze in the report.

Period: defines the time period to analyze in the report.

Job types: defines a list of job types to evaluate in the report (Backup, Backup Copy).

Latest job statuses: defines job session statuses to include in the report (Success, Warning, Failed).
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e Show job details: defines whether details of job sessions must be included in the report.

VeeAM

Latest Job Status (Veeam Backup for Microsoft 365)

Description

This repart provides information about latest Veeam Backup for Microsoft 365 job statuses,

Report Parameters

Infrastructure objects:
Crganizations:

Job types:

Latest statuses:
Interval:

Show job details:

Summary

Veeam Backup for Microsoft 365

alpha.onmicresoft.com, gamma.cnmicrasoft.com

All
All

Current week (1/2/2023 - 1/8/2023)

Mo

Job Statuses

Il Success Warning
Job Mame Duration (Last Run) Transferred (GB) Avg. Duration Status
beta_team 00:00:38 0.00 00:00:35
J.smith 00:00:00 0.00 00:00:00 Success
alpha site 00:00:00 0.00 00:00:00
Details
Veeam Backup for Microsoft 365 Server: vbmv7.tech.local
Jobs with Warnings
Job Last Run Successed Transferred (GB) Retry Count Duration Avg. Duration Details Organization
Objects
beta_team 1/4/2023 200 PM 8of 10 0.00 0 00:00:38 00:00:35 Some objects were alpha.onmicrosoft.com
processed with warnings
alpha site 11/7/2022 9:28 AM of 0.00 0 00:00:00 00:00:00 alpha.onmicrosoft.com
Successful Jobs
Job Last Run Backed Up Transferred (GB) Retry Count Duration Avg. Duration Details Organization
Objects in Job
jismith 11/7/2022 8:54 AM 0.00 0 00:00:00 00:00:00

Use Case

This report helps backup administrators track the recent Microsoft 365 object protection
root causes of failed jobs.
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Protected Objects (Veeam Backup for Microsoft 365)

This report analyzes backup protection of Microsoft 365 objects in your virtual environment.

An object is considered Protected if there is at least one valid backup restore point that meets the designated
RPO for it.

The report examines whether objects have valid backup restore points created within the specified time range
(RPO period), shows the total number of restore points available for each protected object, and provides
information on the completion status of recent backup job sessions.

The report helps you identify which objects in your environment function without proper protection and make
sure the existing backups and replicas meet established RPO requirements.

e The Summary section includes the following elements:
o The Objects by Protection State chartshows the number of protected and unprotected objects.

o The Objects by Type by Protection State chart shows the number of protected and unprotected
objects for each object type.

e The Details section provides information on all protected and unprotected users, groups, sites and teams.

Report Parameters

You can specify the following report parameters:
e Infrastructure objects: defines a list of Veeam Backup for Microsoft 365 servers to include in the report.
e Organizations: defines Microsoft organizations to analyze in the report.

e RPO (Recovery Point Objective): defines the maximum amount of data that you may accept to lose,
expressed in time. RPO defines the age of the latest backup files required to resume normal operation if
system failure occurs. For example, to compile a list of objects protected on a daily basis, you need to set
the RPO value to 1 day.

e Objecttypes: defines Microsoft 365 object types to analyze in the report (Users, Groups, Sites, Teams).

e User backup should contain: defines user backup types to analyze in the report (Mailbox, Archive,
OneDrive, Site).
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e Group backup should contain: defines group backup types to analyze in the report ( Group mailbox, Group
site).

VeeAM

Protected Objects (Veeam Backup for Microsoft 365)

Description

This report lists protected and unprotected Microsoft 365 objects including their protection history.

Report Parameters

Infrastructure objects: Virtual Infrastructure
RPO: 1 Months (12/6/2022 £:00:00 AM-1/6/2023 8:00:00 AM)
Crganizations: Iph icrosoft.com, it
Object types: Users, Groups, Teams
User backup options: Mailbox, Archive
Group backup options: All items
Summary
Objects:
brotected object 5 Objects by Protection State
Unprotected objects: 34
Total users: 21
Protected users: 0
Unprotected users: 21
Total groups: 15
Protected groups: 2
Unprotected groups: 13
Total teams: 1
Protected Teams: 1
Unprotected Teams: 0

I Protected objects Ml Unprotected objeds

Objects by Type by Protection State

100%

80%
60%
40%
20%

0%

Users Groups Teams

M Protected [Nl Unprotected

Unprotected Users

Veeam Backup for Microsoft 365 server: vbmv7.tech.local

User Name : User Type : Email : Last Mailbox + Last Archive Last OneDrive Last Site Backup * Organization :
Backup Backup Backup
Alex Wilber User alexw@alpha.onmicrosoft.com 114772022 9:28 N/A 11/7/2022 9:28 AM 11/7/2022 9:28 AM alpha.onmicrosoft.com
AM
Diego Siciliani User diegos@alpha.onmicrosoft.com 11/7/2022 9:28 N/A 11/772022 9:28 AM 11/7/2022 9:28 AM alpha.onmicrosoft.com
AM
Feofan Makiyarvi User fm@gamma.onmicrosoft.com 11/7/2022 8:34 N/A 11/7/2022 8:54 AM 11/7/2022 8:54 AM gamma.gnmicrosoft.com
John Smith User jsmith@alpha.onmicrosoftcom N/A N/A N/A N/A alpha.onmicrosoft.com

Protected Groups

Veeam Backup for Microsoft 365 server: vbmv7.tech.local

Group Name : GroupType Group Email : Last Group 3 Last Group Site + Organization :
Mailbox Backup
Backup
Smith Group M365 Group smith_g@alpha.onmicrosoft.com 1/4/2023 10:00 PM 1/4/2023 10:00 PM alpha.onmicrosoft.com
Research 365 Group research_g@alpha.onmicrosaftcom 1/4/2023 10:00 PM 1/4/2023 1000 PM alpha.onmicrosoft.com

Use Case

This report displays a list of Microsoft 365 objects protected by up-to-date backups, as well asa list of
unprotected objects which have outdated or missing backups. This information helps you validate the state of
backup protection in your organization.
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Veeam Backup for Nutanix AHV

This report pack helps you evaluate backup protection of Nutanix AHV VMs.
Reports included:

e Protected VMs

Protected VMs (Nutanix AHV)

This report analyzes backup protection of Nutanix AHV VMs in your backup environment.

A VM is considered to be Protected if there is at least one valid backup restore point that meets the designated
RPO for it. A VM is considered to be Unprotected if it has an outdated or missing backup restore points.

e The Summary section includes the following elements:
o The Protected VMs chart shows the number of protected and unprotected VMs.
o The Last Backup State chartshows status of the latest job session for discovered/protected VMs.

o The Unprotection Reason chart shows reasons for non-compliance with the specified RPO
requirements.

e The Details section provides information on all protected and unprotected VMs including name of a
Nutanix AHV cluster, protection domain to which the VM is added, job name, backup target, number of
availablerestore points and date and time of the latest backup.

Report Parameters

You can specify the following report parameters:
o Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.

e RPO (Recovery Point Objective): defines the maximum amount of data that you may accept to lose,
expressed in time. RPO defines the age of the latest backup files required to resume normal operation if
system failure occurs. For example, to compile a list of VMs protected on a daily basis, you need to set the
RPO value to 1day.

e Exclusion rule: defines a list of VMs that should be excluded from the report scope. You can enter VM
names explicitly or create a wildcard mask by using the asterisk (*) to replace any number of characters.
Multiple entries are separated by semicolon. Usage example:the following string will exclude machines
with the _R&D suffix from appearing in the report: * R&D.

334 | Veeam ONE | Reporting Guide



e Backup jobs: definesa list of backup jobs to evaluate in the report.

VeeAM

Protected VMs (Nutanix AHV)

Description

This report lists protected and unpratected Nutanix AHY VMs, including their latest backup status.

Report Parameters

Scope: Backup Infrastructure
RPC: 24 hours

WM exclusion rule:

Backup jobs: All jobs

Summary

VMs Overview

Total VMs: T

Backed Up VMs: 3

Protected WMs: 3

Unprotected YMs: 74
Last Backup State

Protected VMs

Unprotection Reason

I Protected VMs [l Unprotected VMs

[ N/A [ Success [ Mo Backup
Details
Protected VMs
Backup Server: mmf-vbr.tech.local
VM Name Cluster Name Protection Domain Job Name Backup Target Available Restore Last Backup Date
Points
aka-2 172.16.24.233 ako-pd1 Nutanix backup job 19 Backup Repository 7 1/5/2023 11:12:45 PM
2
vml 172.16.24.233 mmfV Nutanix backup job 19 Backup Repository 7 1/5/2023 17:12:45 PM
2
Backup Server: ms-vbrita.tech.local
VM Name Cluster Name Protection Domain Job Name Backup Target Available Restore Last Backup Date
Points
vm2, 172.16.24.233 mmfV Nutanix Backup Job Backup Repository 14 1/5/2023 2:01:22 PM
vm3 172.16.24.233 mmfV Nutanix Backup Job Backup Repositary 14 1/5/2023 2:01:19 PM

Unprotected VMs

Backup Server: mmf-vbr.tech.local

VM Name Cluster Name Protection Domain

Last Backup: No Backup

ako-1 172.16.24.233
ako-2 172.16.24.233
ako-3 172.16.24.233
ako-4 172.16.24.233

Use Case
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When you set up your backup jobs based on protection domains or employ complex exclusion parameters in job

properties, some VMs may turn out to be excluded from the protection domains and therefore will lack proper
protection.

This report displays a list of VMs protected by up-to-date backups, as well as a list of unprotected VMs which

have outdated or missing backup. This information helps you validate the state of backup protection in your
organization.
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Veeam Backup for Public Clouds

This report pack helps you evaluate backup, snapshot and replication snapshot protection of VMs in Microsoft
Azure, Amazon Web Services and Google Cloud Platform cloud infrastructures.

Reports included:

e Protected Cloud Instances

Protected Cloud Instances

This report analyzes backup, snapshot and replication snapshot protection of cloud instances in your Microsoft
Azure, Amazon Web Services and Google Cloud Platform cloud infrastructures. Note that report scope includes
only target repositories connected to Veeam Backup & Replication server.

A cloud instance is considered Protected if there is at least one valid backup, snapshot or replication snapshot
restore point that meets the designated RPO for it. A cloud instance is considered Unprotected if it has outdated
or missing restore points.

e The Summary section includes the following elements:
o The Instances by Protection State chart shows the number of protected and unprotected VMs.
o The Instances by Last Session State chart shows status of the latest job session for discovered VMs.

o The Unprotection Reason chart shows reasons for non-compliance with the specified RPO
requirements.

e The Details section provides information on all protected and unprotected VMs including resource 1D,
protection type, policy name, backup or replication snapshot target, number of available restore points
and date and time of the latest backup, snapshot or replication snapshot.

Report Parameters

You can specify the following report parameters:
e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.

e RPO (Recovery Point Objective): defines the maximum amount of data that you may accept to lose,
expressed in time. RPO defines the age of the latest backup or snapshot files required to resume normal
operation if system failure occurs. For example, to compile a list of VMs protected on a daily basis, you
need to set the RPO value to 1 day.

e Instance types: defines a type of cloud instances to include in the report (Amazon Web Services: EC2, RDS,
EFS, VPC, Microsoft Azure: Virtual Machines, SQL Database, Files; GCP: Compute Engine (VMs), Cloud
SQL).

e Protection types: defines a type of protection to include in the report ( Backup, Backup Copy, Snapshot,
Replication, Archive).

e Instance exclusion rule: defines a list of VMs that should be excluded from the report scope. You can enter
VM names explicitly or create a wildcard mask by using the asterisk (*) to replace any number of
characters. Multiple entries are separated by semicolon. For example, the following string will exclude
machines with the R&D suffix from appearing in the report: * R&D.
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e Group by: defines the way data will be grouped in the report (/nstance type, No grouping, Region).
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VeeAM

Protected Cloud Instances

Description

This report analyzes backup, snapshet, replication, backup copy, and archive pretection of cloud instances running in Microsoft Azure, AWS, and Geogle Cloud Platform. The report only analyzes backup
repositories added to Veeam Backup & Replication.

Report Parameters

Scope:

RPO:

Platform:

Protection types:
Instance exclusion rule:

Group by:

Summary

Backup Infrastructure
24 hours

All platforms

All types

Mo grouping

Cloud Instances Overview
Total instances:
AWS instances:
EC2:
ROS:
EFS:
WRC:
Microsoft Azure instances:
Wirtual Machines:
SOL Database:
GCP instances:
Compute Engine (VMs):
Cloud 5QL:
Protected instances:
With backup:
With snapshot:

Unprotected instances:

Instances by Last Session Status

Bl Success

‘Warning

‘/EET

Instances by Type by Protection State

100%

80%

60%

40%

20%

Details

Protected Cloud Instances (AWS)

Instance Name

abor2012r2-amaz
abor-2019

abor2022-amaz

sbor-amaz2
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AWSRDS
WS ECZ
Instance Type Region
E2 Europe (Paris)
g2 Europe (Paris)
2 Europe (Paris)
2 Europe (Paris)

6718

633
518
115
6033
5030
1004

6681

I Failure N Mo protection

AWS EFS

AWS VPC

Instances by Protection State

Unprotection Reason

Il Protected [ Unprotected

I No protection - Restore points outside of

Azure 501 Database

Azure Virtual Machines

Il Protected [l Unprotected

Instance ID

i-063d6¢572976eba3s
i-00bd715015fe80ed1

i-0fd922536fd571454
i-02bb5b4265d745697

Protection Type

Snapshot
Backup

Snapshot
Snapshot
Snapshot

Policy

amaz-immut-policy

amaz-immut-policy

RPO

GCP Compute Engine (VMs)

Target

EU (Paris)
vb60-167
EU (Paris)
EU (Paris)
EU (Paris)

GCP Cloud SQL

Last Protection Date

1/3/2023 2:00 AM
1/5/2023 3:00 PM
1/3/2023 3:00 PM
1/5/2023 2:00 AM
1/5/2023 9:00 AM



Unprotected Cloud Instances (AWS)

Instance Name Instance Type Region Instance ID Protection Type Poliey Restore Points Last Protection Date

Last Protection: 1 day < Last protection < 1week

abor-ubu2004 2o} Europe (Paris) -0035295386268e80 Snapshot 1 1/4/2023 2:00 PM
abor-ubun-bez-ip-ren B2 Eurape (Paris) i-0f44185106215038 Snapshot 1 1/4/2023 200 PM
abor-win2004 2o} Europe (Paris) i-0430853754db6271d Snapshot 2 1/4/2023 2:00 PM
abor-database-1 RDS Europe (Frankfurt) db- Snapshot s 1/4/2023 7:16 PM
h7mTibkaerpdphyigstoptbyz
4

When you set up your backup jobs based on resource groups or employ complex exclusion parameters in job
properties, some cloud instances may turn out to be excluded from the backup policies and therefore will lack
proper protection.

This report displays a list of cloud instances protected by up-to-date backupsand snapshots, as well as a list of
unprotected cloud instances which have outdated or missing restore points. This information helps you validate
the state of data protection in your organization.
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Veeam Backup Monitoring

This report pack provides information about Veeam Backup & Replication infrastructure, including the list of
protected and verified VMs. It helps you monitor the status of Veeam Backup & Replication jobs and ensure that
VM data is properly protected.

Prerequisite Requirements

You must use the same unique addressto connect virtualization servers (VMware vSphere, VMware Cloud
Director or Microsoft Hyper-V) to both the Veeam ONE Web Client and Veeam Backup & Replication.

Reports included:
e Backup Copy Job
e Backup Infrastructure Audit
e Backup Objects Change Tracking
e CDPSLA Compliance
e Data Change Rate History
e  GFS Backup Files
e Job History
e Latest Job Status
e Protected VMs
e Recovery Verification Overview
e Verified VMs

e VM Daily Protection Status

Backup Copy Job

The main backup purpose is to protect your data against disastersand VM failures. Having only one copy of a
backup file does not provide the necessary level of safety. To build a successful data protection and disaster
recovery plan, you must have at least one independent copy of a backup file offsite, for example, in the remote
site. To optimize data transfer between remote sites over the WAN, Veeam Backup & Replication offers the WAN
acceleration technology.

To learn more about the 3-2-1 backup strategy and WAN acceleration, see the Veeam Blog article How to follow
the 3-2-1 backup rule with Veeam Backup & Replication.

This report analyzes amount of traffic transmitted to target repository by backup copy jobs, evaluates the
efficiency of backup data transfer through WAN accelerators and estimates the amount of network traffic
savings.

e The Summary section includes the following elements:

o The Traffic Efficiency (GB) chart shows the actual amount of traffic read from the source datastore
and the amount of traffic transmitted over the network to the target repository.
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o The Traffic Savings by Day (GB) chart shows the amount of traffic saved on each day of the

reporting interval (that is, the difference between the amount of read traffic and the amount of
transferred traffic).

o The Savings Ratio by Day chartshows daily fluctuations in the raw data to traffic savings ratio.

e The Accelerators Details table provides details for each pair of WAN accelerators used by backup copy
jobs: number of jobs that used this pair of accelerators, amount of data read from the source rep ository,
actual amount of datatransferred to the target repository and amount of saved traffic.

Click a backup copy job name to drill down to details for the job.

e The Job Details table provides detailed information on job mode, job sessions, restore points
transferred by the pair of WAN accelerators, original backup file sizes, actual amount of data
transferred, amount of saved traffic and savings ratio.

NOTE:

For WAN accelerators used in Veeam Cloud Connect jobs, performance data is available only if the target
WAN accelerator is present in the Veeam ONE infrastructure.

Report Parameters

You can specify the following report parameters:
e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.
e  WAN accelerators: defines pairs of source-to-target WAN accelerators to include in the report.

e Backup copy jobs: defines a list of backup copy jobs to include in the report.
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e Per
VeeAM

iod: defines the time period to analyze in the report.

Backup Copy Job

Description

This report pravides information on backup copy jobs including data transfer efficiency through WAN accelerators.

Report Parameters

Scope:
WAN accelerators:
Backup copy jobs:

Interval:

Summary

Backup Infrastructure

All Accelerators

All Jobs

Current week (1/2/2023 - 1/8/2023)

Traffic Efficiency (GB)

35.00,
30.00|
25.00|
20.00|
15.00|
10.00]

5.00|

0.00
1/2/2023

1/3/2023 1/4/2023 1/5/2023 1/6/2023 1/7/2023

M Raw Data(GE) M Transferred Data (GB)

Traffic Savings by Day (GB)

20.00,

15.00]

10.00]

5.00|

0.00
1/2/2023

1/8/2023

1/9/2023

1/3/2023 1/4/2023 1/5/2023 1/8/2023 1/7/2023

M Trafiic Saving (GB)

Savings Ratio by Day

35.0x
30.0x]
25.0x]
20.0x|
15.0x]
10.0x]

5.0x

0.0x!
1/2/2023

Accelerators Details

1/8/2023

1/%/2023

1/3/2023 1/4/2023 1/5/2023 1/6/2023 1/7/2023

Il Savings Ratio by Day

1/8/2023

1/9/2023

Source WAN Accelerator

ms-wan-01.tech.local

Target WAN Accelerator Backup Copy Job Processed
Data (GB)

ms-wan-02.tech.local 2

Transferred
Data (GB)

Traffic Savings
Savings (GB) Ratio

Job Details

Nutanix Backup Copy Job
Linux Backup Copy Job periadic

0.00
002

0.00
0.01

0.00 1.00x
0.01 2,39

Periodic copy (pruning) mode

Backup Server: ms-vbrlla.tech.local

Mame

ES Backup Copy Job
periadic un+m

Session Start Source Status Source Transferred

Traffic

Time Size (GB) Data (GB) Savings (GB)

48

Savings
Ratio

Backup WAMN Accelerator
Size (GB) Enabled

Disabled

1/2/2023 1:47 = Success 0.00 0.00
AM

1/2/2023 3:42 - Success 0.00 000
AM

1/2/2023 5:49 - Success 0.00 0.00
AM

1/2/2023 7:50 - Success 0.00 0.00
AM

Use Case
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WAN accelerators allow reducing the amount of network traffic transmitted to remote DR sites by leveraging
the deduplication techniques.

This report helps you analyze traffic savings and raise the efficiency of your backup copy jobs.

Backup Infrastructure Audit

This report tracks configuration changes in your backup environment, providing detailed information about
every change for each object.

e The Summary section includes the following elements:

o The Modifications by Object Types chart illustrates types of changed objects and shows the share
of particular object type changes.

o The Modifications per User chartillustrates which users made changes and shows the share of
changes made by each user.

e The Change Details table lists descriptions of changes made to particular objects.

NOTE:
o For WAN accelerators used in Veeam Cloud Connect jobs, performance data is available only if the
target WAN accelerator is present in the Veeam ONE infrastructure.
o Veeam Cloud Connect service providers cannot see performance data for proxies used by tenant
data protection jobs.

Report Parameters

You can specify the following report parameters:
e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.
e Period: defines the time period to analyze in the report.

e Objecttypes: definesa list of backup infrastructure objects to include in the report ( Backup Server,
Backup Proxy, Backup Repository, Cloud Gateway, WAN Accelerator, Cloud Repository).

e Users:definesa list of backup users, changes from whom to include in the report.
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e Group by: defines the way data will be grouped in the report (by Object, User, Occurrence time).
VeeAM

Backup Infrastructure Audit

Description

This report tracks canfiguration changes in your virtual environment, providing detailed information about every change for each user.

Report Parameters

Scope: Backup Infrastructure
Repaorting period: 1 week (12/31/2022 - 1/6/2023)
Chbject types: Any cbject types
Users: All
Group by: Object
Summary
Modifications by Object Types Modifications per User
39%,
\
92 %~ _
‘g %
I Backup Proxy Backup Server I sparta‘\zverev backupsrvO6\administrator [l enterprise0S\administrator

Change Details

Backup Server: backupsrv06.tech.local
Object Type: Backup Server
Object: backupsrv06.tech.local

Event Description Time Initiator

Credentials tech\hue.spenser have been added 1/3/2023 3:28:23 AM backupsrv0&\administrator
Host veenter(1.tech.local (VC) has been created. 1/3/2023 3:28:46 AM backupsrv06iadministrator
Credentials administrator have been added 1/3/2023 4:20:42 AM backupsrv0&\administrator
Credentials administrator have been added 1/3/2023 4:22:07 AM backupsrv0B\administrator

The report allows backup administrators to get details on recent infrastructure changes made by authorized
users so that any unwanted action can be quickly rolled back.

Backup Objects Change Tracking

This report provides detailed information on backup infrastructure configuration changes performed within the
reporting period. It includes the exact time of change and the name of the user who did the change.

e The Summary section includes the following elements:

o The Modifications by Object Types chart illustrates types of changed objects and shows the share
of particular object type changes.

o The Modifications per Initiator chartillustrates which users made changes and shows the share of
changes made by each user.

o The Modifications per Day chartdisplays distribution of changes performed during report period.
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e The Change Details table lists descriptions of changes made to particular objects.
NOTE:

Veeam Cloud Connect service providers cannot see performance data for proxies used by tenant data
protection jobs.

Report Parameters

You can specify the following report parameters:
e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.
e Period: defines the time period to analyze in the report.

e Objecttypes:definesa list of backup infrastructure objects to include in the report ( Backup Server,
Backup Proxy, Backup Repository, All Items).

e Objectinclusionrule: defines names of objects to include in the report. You can enter object names
explicitly or create a wildcard mask by using the asterisk (*) to replace any number of characters.
Multiple entries are separated by semicolon.
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e Users:definesa list of backup users, changes from whom to include in the report.

VeeA

Backup Objects Change Tracking

Description

This report pravides detsiled information on backup infrastructure configuration changes that occurred during a specified periad, including the exact time and the account name of the user who made the changes.

Report Parameters

Scope: Backup Infrastructure
Interval: 12/1/2022 - 12/31/2022
Object types: All objects

Obiject inclusion rule:

Users: All

Summary

Modifications by Object Types

Maodifications per Initiator

18, 15

21
37
150
B sparta\zv B sparta\bp B abor-vbri328-wita.. [ Other
B Backup Server Backup Proxy [ Backup Repository wa W enterprise05\admi.
Modifications by Day
80
0
40
20
o
12/1/2022 12/8/2022 12/15/2022 12/22/2022 12/28/2022
Change Details
Backup Server: 172.42.126.153
Object type: Backup Server
Property Name Previous Setting New Setting Modification Time Initiator
Object: 172.42.126.153
Credentials zdservice have been added 12/29/2022 2:34 AM spartazv
Credentials zd have been added 12/29/2022 2:34 AM sparta\zv
External repository Abec-1 (GoogleCloudStorageExternal) has 12/29/2022 6:41 AM sparta\zv
been deleted.
External repository Absc-2 (GoogleCloudStorageExternal) has 12/29/2022 6:41 AM sparta\zv
been deleted,
Credentials zd-near have been added 12/29/2022 7:36 AM sparta\zv

Use Case

The report allows backup administrators to get details on recent infrastructure modifications made to target

objects so that any unwanted action can be quickly rolled back.

CDP SLA Compliance

This report analyzes continuous data protection of VMs in your virtual infrastructure. The report examines

whether VMs protected by CDP policy are compliant with SLA target.

e The Summary section includes the following elements:

o The Average SLA chartshows the average SLA percentage for protected and unprotected VMs.
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o The Workloads by Compliance State chartshows the number of VMs that meet the target SLA, VMs
that breach the target SLA and VMs that do not have a CDP replica.

o The Workloads by SLA chartshows the SLA value for protected and unprotected VMs.

o The Session Statistics chart shows number of job sessions for protected and unprotected VMs
finished with different statuses.

The Details table provides information on all VMs protected by CDP policies, including VM name, CDP
policy name, VM location, replica location, RPO, average SLA, maximum delay, number of crash-
consistent and application-consistent restore points, status of the last replication session, amount of
transferred data, primary bottleneck and date and time of the last successful replication session.

Click a VM name in the details table to drill down to the detailed information on session statistics and
last 100 occurred issues.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

VM folders: defines a list of VMware folders to include in the report (appliesto VMware vSphere
environments only). VM folders view is an alternate way to present the virtual infrastructure. If VMs in
your infrastructure are grouped into folders according to their profile, you can limit the report scope by
specifying the necessary folders only.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

VMware Cloud Director objects: defines VMware Cloud Director components to analyze in the report.
Period: defines the time period to analyze in the report.

VM exclusion rule: defines a list of VMs that should be excluded from the report scope. You can enter
VM names explicitly or create a wildcard mask by using the asterisk (*) to replace any number of
characters. Multiple entries are separated by comma. Usage example: the following string will exclude
machines with the _R&D suffix from appearing in the report: * R&D.

Target SLA: defines the target SLA value (in percent).

Group by: defines how objects will be grouped in the report (No grouping, CDP Policy, Business View
Group, Original Location).

Show non-compliant VMs: defines whether VMs not compliant with the target SLA should be included
in the report. You can choose to show all non-compliant VMs or only VMs added to CDP policies.

348 | Veeam ONE | Reporting Guide



NOTE:

Infrastructure topology view in Veeam ONE and Veeam Backup & Replication must match. Otherwise,
Veeam ONE Web Client may show invalid data for Veeam Backup & Replication reports and dashboards.

VeeAM

CDP SLA Compliance

Description

This report helps to identify whether VMs protected with CDP pelicy are compliant with the SLA target. The report analyses only time periods when CDP policies were enabled.

Report Parameters

Seope: Virtual Infrastructure
Interval: Current week (1/2/2023 - 1/8/2023)
Workload exclusion rule:

Target SLA: 90 %

Show non-compliant Workloads: Added to CDP policies

Group by: N grouping

Summary

Discovered Workloads: 3

Workloads that meet target 2
SLA:

Workloads that breach target 1
Workloads with no COP 0
replica:

Average SLA: 92%

Average SLA Workloads by Compliance State

25% 92% 75%

1

N Greach target SLA Mo CDPreplica [ Meet target SLA

‘Workloads by SLA Session Statistics

N 75-100% [ 50-75% 2550% M 0-25% B Success Warning [ Error

Details

Workloads That Meet Target SLA

Workload Name CDP Policy Name Qriginal Location Replica Location RPQ (seconds) Average SLA (%) Max Delay Crash- i Applicati
Restare Points Restore Points
ts-vm01-ZVIV Cloud Director CDP Policy veenterQ1.techlocal\prg vcenterOl.tech.local\p 30 96 00:00 6 o]
twesxQ1-virttechlocal  rgtwesx01-
virttech.local
is-vm022-17GE Cloud Director CDP Policy veenter0l.techlocalprg veenterQl.techlocalp 30 96 00:00 6 0

twesx02-virttech.local  rgtwesx01-
virttechlocal

Workloads That Breach Target SLA

Workload Name CDP Policy Name Original Location Replica Location Last Session RPO Average  Max Delay Data Read Data Primary Last Successful
Status (seconds)  SLA (%) Transferred Bottleneck Session
virt01-vm33 CDP Pelicy for Servers weenterQl techlocalprg veenter0l.techlocal\p  Waming 30 &6 0000 21.07 GB 20.41 GB None 1/5/2023
twesx01-virttechlocal  rgtwesx02- 8:00:26 AM
virttech.local

Use Case
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This report helps you discover VMs that breach the target SLA or do not have a CDP replica. It provides details
on the state of CDP policies so that you can reconfigure current policy settings or include mission critical VMs in
CDP policies.

Data Change Rate History

This report allows you to track backup and replication jobs and workloads whose backup files and replicas grow
too fast and may quickly consume storage space on the target repository or target datastore.

The Change Rate History chartshows percentage of VMs and computers data changes that took place
during the reporting period.

The Objects with Largest Change Rate (GB) and Objects with Least Change Rate (GB) charts displays the
most and least active VMs and computers in terms of the amount of data changes that occurred on their
virtual disks.

The Details table provides information on the list of workloads included in the backup and replication jobs,
the average and aggregate amount of data changes that took place during the reporting period, the
number of full backups and increments, and the size of the current full backup file*.

Click a VM name to drill down to change rate statistics for each day of the reporting period.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

VM folders: defines a list of VMware folders to include in the report (appliesto VMware vSphere
environments only). VM folders is an alternate way to present the virtual infrastructure. If VMs in your
infrastructure are grouped into folders according to their profile, you can limit the report scope by
specifying the necessary folders only.

VMware Cloud Director objects: defines VMware Cloud Director components to analyze in the report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

Backup Infrastructure objects: defines Veeam Backup & Replication servers to analyze in the report.
Period: defines the time period to analyze in the report.

Job types: defines a job type to evaluate in the report (VM Backup, Replication, Agent Backup Policy,
Agent Backup, All items).

Exclude jobs: defines a list of backup and replication jobs to exclude from the report.

Calculate change rate based on: defines the way change rate will be calculated in the report (based on
Data transferred or Data read).
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NOTE:

Infrastructure topology view in Veeam ONE and Veeam Backup & Replication must match. Otherwise,
Veeam ONE Web Client may show invalid data for Veeam Backup & Replication reports and dashboards.

VeeAM

Data Change Rate History

Description

This report shows jobs whose backup files and replica VMs grow fast and may quickly consume space on the target repository or datastore

Report Parameters

Scope: Virtual Infrastructure
Interval: Current week (1/2/2023 - 1/8/2023)
Job types: All jobs
Excluded jobs:
Calculate change rate based on:  Data transferred
Summary
Total objects: 10

Virtual machines: 6

Computers: 4
Total average change rate: 2%

Average VM change rate: 2%

Average computer change rate: 2%

Change Rate History (%)

3.50% 332%
3.00% 282 %
250%
2.00% 2.26%
1.50%
1.00 %
095 % 052%
050% o255
OOM%
0.00%
1/2/2023 1/3/2023 1/4/2023 1/5/2023

—— Computersdata —— VMs data

Objects with Largest Change Rate (GB) Objects with Least Change Rate (GB)
1400 1400
12.00 12.00
1000 1000
800) 800
600 £.00
400 4.00
200) 200
00|
winsr2g 252016DC disqlol linarcio1 rhel01 rhel0l linarcio1 disqlo1 2520160C winsr29
N Computer N VA BN Computer I VA
Details
Job Name Object Name Object Type Average Average Total Total Active Actual Actual Full Total Backup Actual N.of  Actual N. of Full
Change Rate Change Rate Incremental Full Backups Inerements Backup File File Size (GB) Inerements Backups
per Day (GB) perDay(%)  Changes (GB) Data (GB) File Size (GB) Size (GB)
Backup server: tech.local
EIDaly Backup Job 1 1378 275T% - 1379 - 1384 1384 - 1
winsrv29 Camputer 1379 275T% - 1379 - 1384 1384 - 1
Backup server: techl
EIAD Backup 1 184 031% 869 050 965 2206 E1Rg] 13 2
252016DC M 188 031% 269 050 965 2206 3 ) 2
EIMS SQL Backup 1 075 094% 146 079 148 5547 5695 2 2
disqi0 Camputer 075 094% 146 079 148 5547 5695 2 2
EIOracle Linux Backup 1 017 009 % 052 - 102 1588 1690 6 1
linorci01 M 047 0.09% 052 - 102 1588 1630 6 1
B0 App02 Backup 2 0.0 000% - - 003 000 003 20 2
linux02-GeXg M 000 000% - - 002 000 002 10 1
linux03-2Rea VM 0.00 0.00% - - 002 000 002 10 1
EIRKEL Backup 1 021 042% 042 - 079 186 265 4 1
rhel01 M 021 042% 042 - 079 186 265 4 1
ElWeb Servers Backup 2 0.00 0.00% - - 001 000 001 7 2
apachelt Camputer 000 000% - - 001 000 001 4 1
2pache0s Computer 0.00 000% - - 000 000 001 3 1
ElWindows Oracle Backup 1 0.00 0.00% - - - 1294 1284 - 1
winorcl01 M 000 000% - - - 1294 1294 - 1

Use Case
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To performincremental backup, Veeam Backup & Replication needs to know which data blocks have changed
since the previous job run. For VMware VMs with hardware version 7 or later, Veeam Backup & Replication
employs VMware vSphere Changed Block Tracking (CBT) — a native VMware feature that backs up only the list
of VM blocks that have changed since the last run of this particular job. Use of CBT reduces backup session
duration, and increases the speed and efficiency of block-level incremental backups.

The report analyzes changes occurred on VM disks and estimates the amount of changed data. This can help you
decide whether to allocate more space on the target repository or datastore in case VM files grow too fast.

The report is also handy for people planning to do replication as a way to figure out if their bandwidth can
handle the replication.

*Note that no data will be available for synthetic or reversed backup, as well as for replicas.

GFS Backup Files

This report provides historical information about restore points for Veeam Backup & Replication jobs with the
Grandfather-Father-Son (GFS) retention policy.

e The Summary section provides information about jobs configured with the GFS retention policy, the
number of historical backup files, restore points in these files and the amount of space occupied by
historical backup files.

o The Restore Points Age chartshows the share of weekly, monthly and yearly restore points.

o The Top 5 Jobs by Number of Restore Points chartdisplays 5 jobs with the greatest number of GFS
restore points.

e The Next Restore Points to Be Deleted by Retention table shows restore points that will soon be
deleted according to the retention policy, as well as their size, type and objects they contain.

Click a job name to drill down to the job details section.
e The Job subsections display information about jobs with GFS retention policy: job retention

configuration, a list of existing restore points and their details. You can also view distribution of GFS
restore points of all types for the current calendar year.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.

e Job types: definesa job type to evaluate in the report ( VM Backup, Backup Copy, Agent Backup, Agent
Backup Policy, All items).

e Jobs:defines a list of jobs to analyze in the report.
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e Sortrestore points by: defines how data will be sorted in the report ( Creation date, Removal date,
Restore point type, Size).

VeeAM

GFS Backup Files

Description

This report provides historical information about backups for jobs with GFS retention policy.

Report Parameters

Scope: Backup Infrastructure
lob types: VM backup, Backup copy, Agent backup policy, Agent backup
Selected jobs: All Jobs
Sort restore points by: Creaticn date
Summary
Jobs with GFS retention policy: 24
Total number of historical backup files: 1
Total number of restore peints: 19
Used space: 0.09TB
Restore Points Age Top 5 Jobs by Number of Restore Points
14
12
10
k)
6
4
2
0
es-win19-vbrvilalocalvhware.  es-win1@-vbrvllatocalWin Ag.
W Weekly Monthly [ Yearly es-win19-vbrvi lalocalVhware  es-win9-vbrvi1alocalVMware_.  es-win19-vbrvil.adocalWin Ag..
Details
Mext Restore Points to Be Deleted by Retention
Job Name Restare Point Name VMs/Computers Retention Type Size, GB Removal Date
es-win19-vbrvl1.alocalWin Agent Backup Win Agent 2022-06-04T121028_EE19 1 Yearly 15.13 6/4/2023
Policy;
es-winl%-vbrvl l.alocalhVMware Backup RE-Fake-2.wm-13958D2022-03- 1 ‘Yearly 0.00 3/26/2023
Job to Amazon SOBR 26T220639_178E
es-winl9-vbrvl1.alocalVMware Backup VMware Backup Job to CCD2022-03- 1 YWearly 13.26 3/26/2023
Job to CC 267111208 4325
es-winl%-vbrvll.alocalVMware Backup VhMware Backup lobD2022-03- 6 Wearly 11.62 3/26/2023
Job 26T081202_3C14
es-win19-vbrv11.a.localhAWS EC2 Backup AWS EC2 Backup Copy JobD2022-03- 1 Yearly 0.51 3/25/2023
Copy Job 25T173810_EBEC_Y

Use Case

If you have a large backup infrastructure with a great number of restore points with GFS retention policy, you
may find it difficult to track these points. The report allows you to inventory restore points created with the GFS
retention policy, and check what restore points will soon be removed by retention.
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Job History

This report provides advanced information on completed backup and replication job sessions, and helps you
identify possible performance bottlenecks.

The Summary section includes the following elements:

o The Top 5 Jobs by Average Duration (Hours/Minutes) and Top 5 Jobs by Transferred Data (GB/MB)
charts display top 5 jobs in terms of the longest backup duration and the largest amount of
transferred data.

o The Successful Backup Ratio by Day (%) chartdisplays the percentage of backup and replication job
sessions that completed successfully during the reporting period. If a job session finished with
warning but a restore point was created successfully, the job will be displayed as successful.

The Details table provides information on each performed backup and replication job, including
completion status, number of processed objects, backup type, session start time, job duration,
processing rate, the amount of transferred dataand the total backup size.

Click the Job Name link or a link in the Objects Processed column to drill down to the list of VMs
included in the job and their individual backup success properties.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.

Job type: definesa job type to evaluate in the report ( Backup to tape, Cloud Director backup, Cloud
Director replication, File backup, File copy, File to tape, Nutanix backup, Replication, VM backup, VM

copy, All).
Jobs: defines a list of backup and replication jobs to include in the report.

Job status: defines a job status to include in the report (Success, Success and warnings, Failures and
warnings, Failures only, All).
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e Period: defines the time period to analyze in the report.
VeeAM

Job History

Description

This report provides historical information for all Vesam Backup & Replication jobs.

Report Parameters

Scope: Backup Infrastructure
Job type: Al

Jobs: All Jobs

Job status: Al

Reporting period:  Current week (1/2/2023 - 1/8/2023)

Summary

Top 5 Jobs by Average Duration (Minutes) Top 5 Jobs by Transferred Data (GE)

16.00

1400,
14.00] 1200
12.00,
1000)
10,00,
200! 8.00
6.00| 600
4,00 400
2.00
200
000
MS SOL Backup My Documents DB 0.00
Oradle Linus Backup Windows Oracle Backup Daily Backup Job Daity Backup Job AD Backup M5 50L Backup  Orack Linuxt Backup RHEL Backup
I Hours I GB
Successful Backup Ratio by Day (%)
1200,
1000
1000) 220 994 [
300 800 960
300
600
600
400
200
20l
1/2/2023 1/3/2023 1/4/2023 1/5/2023 1/6/2023 1/7/2023 1/8/2023
Details
Job Type: Backup
Backup Server: backupsrv06.tech.local
Status Objects Backup Type Start Time Duration Processing Rate Data Size (GB) Transferred (GB) Total Backup Size (GB)
Processed (MB/Sec)
Job Name: Daily Backup Job
Success 1 Full 1/3/2023 3:38 AM 00:05:33 10459 50.00 1379 13.84
Backup Server: enterprise05.tech.local
Status Objects Backup Type Start Time Duration Processing Rate Data Size (GB) Transferred (GB) Total Backup Size (GB)
Processed (MB/Sec)
Job Name: AD Backup
o lof1 Incremental 1/2/2023 6:00 PM 00:03:29 2552 80.00 038 35.24
1ofi Incremental 1/4/2022 6:00 PM 00:03:57 1854 80.00 026 35.50

Use Case

This report shows exhaustive information on the state of recent job sessions and reveals key statistics
demanded by backup operators.

You can change the default report parameters to focus on particular jobs that include critical VMs; this will allow
you to regularly receive information on vital job sessions by email or through a shared portal.
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Latest Job Status

This report evaluates the success status of recently performed backup, replication and backup copy jobs. The
report shows whether they triggered any errors, warnings or completed successfully on the latest session.

e The Summary section includes the following elements:

o The B&R Job Status chartrepresents overall efficiency of VM protection operations by displaying
the total number of idle jobs and jobs whose last session completed successfully/with warnings.

o The Top 10 Jobs by Duration table providesa summary of the top 10 jobs with the longest backup
duration.

e The Detailssection displaysinformation on all jobs performed during the reporting period: job duration
and status, the number of processed VMs, the amount of transferred data. For failed jobs, the report
also shows error text.

[If the Show job details check box is cleared] Click a link in the Objects in Job column to drill down to
the list of VMs included in the job and their individual backup properties.

Report Parameters

You can specify the following report parameters:
e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.
e Period: defines the time period to analyze in the report.

e Job types: definesa list of job types to evaluate in the report ( VM backup, Replication, File to tape,
Backup to tape, Backup copy, Agent backup policy, Agent backup, Cloud Director Backup, Cloud
Director Replication).

e Lateststatuses: definesa job run status to include in the report (Success, Warning, Failed).
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e Show job details: defines whether details of backup job sessions must be included in the parent report.
veeaAM

Latest Job Status

Description

This report provides information about latest Vieeam Backup & Replication job statuses.

Report Parameters

Scope: Backup Infrastructure
Job types: VM backup, Replication, File to tape, Backup to tape, Backup copy, Agent backup policy, Agent backup, Cloud Director backup, Cloud Director replication
Latest statuses: Al
Intervak Current week (1/2/2023 - 1/8/2023)
Shaw job details: Yes
Summary
BE&R Job Status Top 10 Jobs by Duration
Job Name Duration (Last Run) Transferred Avg. Status
,"‘ (GB) Duration
enterprise03.tech local\Oracle Linux Backup 00:12:07 013 00:14:26 Warning
enterprise03.tech Jocal\Ms SQL Backup 00:02:08 060 00:13:05
enterprise05.tech local\Windows Oracle Backup 00:08:36 000 3 dayls)
00:59:39
backupsn06.tech.local\Daily Backup Job 00:05:33 1379 00:05:33
enterprise05.tech.Jocal\AD Backup 00:04:15 009 00:03:48
enterprise05.tech.local\RHEL Backup 00:03:56 020 00:02:38
enterprise05.tech.local\Backup Copy Job T\RHEL Backup 00:02:36 024 00:02:26
B Failed I Success Warning entarprise03.tech local\ Organization02 vApp02 Backup 00:02:34 0.00 00:02:06
enterprise05.tech local\Web Servers Backup 00:02:10 000 00:02:34
backupserver004 techlacalwrk002 Backuplob1 00:01:20 000 00:01:15
Details
Backup Server: enterprise05.tech.local
Failed Jobs
Job Last Run Objects in Job Transferred Retry Duration Avg. Details
Failed / Total (GE) Count Duration
Windows Oracle Backup 14742023 10f1 0.00 4 00:08:36 3 day(s) Errors:
00:39:39 Job finished with error at 1/7/2023 337:05 AM

Processing winorcl01 Error: Unable to perform installation&#x0D;
Cannot upload guest agent's files to the admin share

Iwinorcl TADMIN$\VeeamVssSupport].&#x0D; Failed to upload
file C:\Program Files (x86)\Veeam\Backup

TransportiGu 2 Helpers\x64\VeeamGu
estHelper.exe via administrative share&:0D; Cannot copy file.
Source file: [C\Program Files (x86]\Veeam!\Backup
Transport\Guestinteraction\VS\VeeamGuestHelpers\x64\VesamGu
estHelper.exe]. Target file:

Dwinorcl TVADMINS\VeeamVssSupport\VeeamGuestHelper.exe] &
x0D; CopyFile() failed.8#x0D; Win32 errorThere is not enough
space on the disk&#x0D; Code: 112

Jobs with Warnings

Job Last Run Objects in Job Transferred Retry Duration Avg. Details
Warning / (GB) Count Duration
Total
AD Backup 1/8/2023 10f1 002 0 00:04:15 00:03:48 Warnings:
Job finished with warning at 1/8/2023 2:04:34 AM
Backup Copy Job 1\RHEL Backup 14742023 Tofl 0.24 0 00:02:36 00:02:26 Warnings:

Job finished with warning at 1/7/2023 5:02:58 AM
Backup copy RPO violation: [thel01] was not copied within 1 day 6
hours 59 minutes

Oracle Linux Backup 1/7/2023 1of1 013 ] 00:19:07 00:14:26 Warnings:
Job finished with warning at 1/7/2023 11:49:28 PM
Web Servers Backup 1/7/2023 20of2 0.00 ] 00:02:10 00:02:34 Warnings:

Job finished with warning at 1/7/2023 6:02:30 AM

Successful Jobs

Job Last Run Backed Up Transferred Retry Duration Avg. Duration Trend
Objects in Job (GB) Count Duration

MS 5QL Backup 1/8/2023 1 060 0 00:09:08 00:13:05 t

Organization02 vApp02 Backup 14742023 1 0.00 0 00:02:34 00:02:06 t

RHEL Backup 14712023 1 020 0 00:03:56 00:02:38 t

Use Case

This report helps backup administrators track the recent VM protection operations and identify root causes of
failed jobs.
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Protected VMs

This report analyzes backup protection of VMware vSphere and Microsoft Hyper-V VMs in your virtual
environment.

A VM is considered to be Protected if there is at least one valid backup or replica restore point that meets the
designated RPO for it. A VM is considered to be Unprotected if it has an outdated or missing backup or replica
restore points.

The report examines whether VMs have valid backup and replica restore points created within the specified time

range

(RPO period), shows the total number of restore points available for each protected VM, and provides

information on the completion status of recent backup and replication job sessions.

The report helps you identify which VMs in your environment function without proper protection and make sure
the existing backups and replicas meet established RPO requirements.

The Summary section includes the following elements:
o The Protected VMs chartshows the number of protected and unprotected VMs.
o The VM Last Backup State chart shows status of the latest job session for discovered/protected VMs.

o The VM Last Backup Age chartshows compliance of latest VM backups with the specified RPO
requirements.

The Details section provides information on all protected and unprotected VMs including VM location,
protection type, job name, number of availablerestore points, date of the oldest restore point and date
and time of the latest backup or replica.

NOTE:

VM replicas not protected by any Veeam Backup & Replication job are not accounted in this report.
Infrastructure topology view in Veeam ONE and Veeam Backup & Replication must match.
Otherwise, Veeam ONE Web Client may show invalid data for Veeam Backup & Replication reports
and dashboards.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

VM folders: defines a list of VMware folders to include in the report (appliesto VMware vSphere
environments only). VM folders view is an alternate way to present the virtual infrastructure. If VMs in
your infrastructure are grouped into folders according to their profile, you can limit the report scope by
specifying the necessary folders only.

VMware Cloud Director objects: defines VMware Cloud Director components to analyze in the report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.
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e RPO (Recovery Point Objective): defines the maximum amount of data that you may accept to lose,
expressed in time. RPO defines the age of the latest backup or replica files required to resume normal
operation if system failure occurs. For example, to compile a list of VMs protected on a daily basis, you
need to set the RPO value to 1 day.

e VM exclusion rule: defines a list of VMs that should be excluded from the report scope. You can enter VM
names explicitly or create a wildcard mask by using the asterisk (*) to replace any number of characters.
Multiple entries are separated by semicolon. For example, the following string will exclude machines with
the _R&D suffix from appearing in the report: * R&D.

e Job types: definesa job type to evaluate in the report ( Backup, Replication, Backup Copy, Cloud Director
Backup, Cloud Director Replication, All items).

e Exclude jobs: definesa list of backup and replication jobs to exclude from the report.
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e Analyze VM templates: defines whether VM templates should be included in the report.

VeecAM

Protected VMs

Description

This report lists protected and unprotected VMware vSphere and Microsoft Hyper-V VMs including their last backup job status.

Note: VM replicas not protected by any Veeam Backup & Replication job are not accounted in this report.

Report Parameters

Scope:
RPC:

W exclusion rule:

Virtual Infrastruc:

24 hours (1/7/2023 3:00:00 AM)

ture

Job types: VM backup, Replication, Backup copy, Cloud Director backup, Cloud Director replication
Analyze VM templates: No
Excluded jobs: -
Summary
VMs Overview Protected VMs
Total VMs: 228
Including VM Replicas: T
Protected VMs: 6
With Backup: [
With Replication: 1]
Unprotected VMs: 215
B Protected VM [l Unprotected VM
VM Last Backup State VM Last Backup Age
4
\
2
Il Success Warning Il Mo Restore Points Outside RPO [l Within RPO
Details
Protected VMs (VIhware)
Location: vcenterQl.tech.local>prgtwesx01.tech.local
VM Name Protection Type Job Name Available Restore Point Oldest Restore Points Latest Restore Point
Status: Success
dlsgl01 Backup MS SQL Backup 5 12/31/2022 1/8/2023 1:05:46 AM
rhel0l Backup RHEL Backup 6 12/24/2022 1/7/2023 10:00:45 PM
Status: Warning
apache(4 Backup Web Servers Backup 6 12/31/2022 1/7/2023 6:00:51 AM
apachels Backup Web Servers Backup 6 12/31/2022 1/7/2023 6:00:51 AM
as2016DC Backup AD Backup 72 12/24/2022 1/8/2023 2:01:47 AM
linorcl01 Backup Oracle Linux Backup 8 12/24/2022 1/7/2023 11:40:56 PM
Unprotected VMs (VMware)

Location: vcenter01.tech.local>prgtwesx01.tech.local

VM Name

VM Cr

Unprotected Time: Last backup more than 1 menth ago

winorcl01

Unprotected Time: No Backup

172.35.20.226_35c9%
172.35.3167_g527Tma
172.35.3167_pskehg
172.35.3167_sjnmu7

eation Date

Not defined

Not defined
Not defined
Not defined
Not defined
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Creator

Not defined

Not defined
Not defined
Not defined
Not defined

VM Size (GB)

199

Awailable Restore Points

Last Backup (Replica) Date

9/27/2022 T:51:14 AM



Use Case

When you set up your backup, replication and backup copy jobs based on VI containers (such as folders, hosts or
datastores) or employ complex exclusion parametersin job properties, some VMs may turn out to be excluded
from the containers and therefore will lack proper protection.

This report displays a list of VMs protected by up-to-date backups and replicas, as well as a list of unprotected
VMs which have outdated or missing backup or replicas. This information helps you validate the state of backup
protection in your organization.

Recovery Verification Overview

This report validates the completion status of SureBackup jobs and displays the results of recovery verification
tests. The report helps you reveal the list of operational VMs that can be restored from the produced backup or
replicas.

e The Summary section includes the following elements:
o The SureBackup Job Status chartchows the latest state of SureBackup job sessions.

o The Verified VMs Status chart shows the percentage of VMs for which the latest SureBackup job
session completed successfully, completed with warnings or failed, and percentage of VMs for
which SureBackup jobs have not beenrun atall.

o The Antivirus Check chartshows the results of the last antivirus check run.

e The Details tableshows the results of completed SureBackup job sessions, including the name and
status of the evaluated SureBackup job, the list of VMs included in the job, the application type of the
verification model used to test each VM, the verification date and the date when backup or replica was
created, the results of ping, heartbeatand script execution commands executed to verify recoverability
of created copies, the version of the antivirus installed on a VM and the last antivirus check result.

Report Parameters

You can specify the following report parameters:
e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.

e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View
groups from different categories are joined using Boolean AND operator. That is, if you select groups
from the same category, the report will contain all objects that are included in groups. However, if you
select groups from different categories, the report will contain only objects that are included in all
selected groups.

e Job type:definesa SureBackup job type to evaluate in the report (Backup, Replica, All).

e Group by: defines how objects will be grouped in the report (by Verification Status or Job Name).
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NOTE:

Infrastructure topology view in Veeam ONE and Veeam Backup & Replication must match. Otherwise, you
will not be able to generate the report based on Business View objects.

VeeAM

Recovery Verification Overview

Description

This report provides information about Veeam Backup & Replication SureBackup job and verified VM latest status.

Report Parameters

Scope: Backup Infrastructure
Job type: Al
Group by: Verification status
Summary
SureBackup Job Status Verified VMs Status

66.67%

3333%

4000%

N Success [ Failed N Success N Failed

Antivirus Check

66:67%.
\

. Clean h/A
Details
Backup Server: mmf-vbr.tech.local
Status Duration Virtual Application Verification Verified Ping Heartbeat Seript SureBackup Job Antivirus AV Check
Machine Type Date Backup Result
Success 2
02:21:44 mmf-win16vbr - 1/7/2023 9:00 11/1/2022 7:37 Success Success Disabled SureBackup Job 1 Windows Defender  Clean
AM AM vmware
02:34:08 mmf-win1évbr - 1/7/2023 9:00 12/28/2022 Success Success Disabled SureBackup Job 1 Windows Defender  Clean
AM 833 AM vmware
Backup Server: ms-vbrila.tech.local
Status Duration Virtual Application Verification Verified Ping Heartbeat Seript SureBackup Job Antivirus AV Check
Machine Type Date Backup Result
Failed 3
00:01:37 ms-22-sql(196) - 12/24/2022 12/19/2022 Not Not Diszbled SureBackup Job - /A
11:05 AM 11:03 AM Running Running Viiware
00:01:44 ms-ub-01(97) - 12/24/2022 12/23/2022 Not Not Disabled SureBackup Job 3 - /A
9:01AM 12:01 PM Running Running
00:01:57 ms-22-03 - 12/24/2022 12/23/2022 Not Not Disabled SureBackup Job 3 - N/A
9:01AM 12:01 PM Running Running

Use Case

SureBackup is a unique Veeam technology that ensures that the VM being backed up or replicated is safely
recoverable from the media. SureBackup allows you to validate backups and replicas of your VMs without
impacting the production infrastructure. You can automatically verify every created restore point of every VM
and ensure that they will function as expected in case a disaster strikes.
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The report helps you discover issues that occur in operation of your backup infrastructure. It provides details on
the state of SureBackup jobs so that you can reconfigure current job settings or include mission critical VMs in
SureBackup jobs.

Verified VMs

This report provides information on SureBackup jobs performed by Veeam Backup & Replication and displays the
summary of verified VMs.

SureBackup and SureReplica technologies allow virtualization administrators to validate the recoverability of
created backups and replicas in anisolated test environment by examining their key viability indicators. This
ensures that your backups and replicas are fully reliable and minimizes the risk of data loss in case a VM fails.

The Summary section provides an overview on the number of protected and verified VMs, displays the
status history of verified VMs and verification rate during the reporting period.

The Details table provides information on VMs tested and verified with SureBackup and SureReplica,
including the number of failed verifications, last verified restore point, status of the last verification and
the results of VM verification tests (ping commands, scripts execution and heartbeat messages).

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

Last <N> weeks/months: defines the time period to analyze in the report.
Platform: defines whether to analyze VMware vSphere or Microsoft Hyper-V infrastructure.

Job type: definesa job type to evaluate in the report ( Backup and replication jobs, Backup jobs only,
Replication jobs only).
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NOTE:

Infrastructure topology view in Veeam ONE and Veeam Backup & Replication must match. Otherwise,
Veeam ONE Web Client may show invalid data for Veeam Backup & Replication reports and dashboards.

VeeAM

Verified VMs

Description

This report provides information about Vieeam Backup & Replication recovery verification jobs and VMs verification statuses.

Report Parameters

Scope: Backup Infrastructure
Reporting period: 1 week (1/2/2023 - 1/8/2023)
Platform: All
Job type: Backup and replication jobs
Summary
VMs Overview Verification Rate

t 1.2
Protected VMs: 10 ] 1 I T 7 p
Verified VMs: 1 1

08

Verified VMs Status History 06
Paszed: ] 04
Passed with warnings: 0 02 )
Failed: 1 o

Details

1/2/2023 1/3/2023

1/4/2023 1/5/2023 1/6/2023

— Successfully verified Vs

1/7/2023 1/8/2023

Virtual Machines

VM Role: No Role Specified
ms-22-sg1(196)

mmf-win1évbr

1 - ping failure, 2 - ping warning
3 - script failure, 4 - script warning

5 - heartbeat failure, 6 - heartbeat warning

Use Case

Failed/Total Verifications

11
0/6

Last Verified Restore Point

N/A
12/28/2022 8:35:09 AM

Last Verification Status

FAILED
BASSED

This report helps administrators to quickly review the results of completed SureBackup jobs and confirm that
the created backups and replicas are recoverable and error-free. This ensures that production VMs are reliably
protected against failures and data corruption.

VM Daily Protection Status

This report provides information on the daily backup status for all protected VMs.

The report complements the Protected VMs report and shows job completion results for backup, backup copy
and replication tasks for protected VMs.

e The VM Backup Status chartrepresents overall efficiency of daily protection operations by displaying the
number of VM tasks completed successfully, the number of VM tasks completed with warnings and the
number of VM tasks failed. If you have launched a VM job several times a day, the report will show the

best VM task status.

e The Detailstable provides a list of protected VMs and displays daily job completion results.
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Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a list of Veeam Backup & Replication servers and protected VI servers to
include in the report.

VM folders: defines a list of VMware folders to include in the report (applies to VMware vSphere
environments only). VM folders is an alternate way to present the virtual infrastructure. If VMs in your
infrastructure are grouped into folders according to their profile, you can limit the report scope by
choosing the necessary folders only.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

Interval: defines a time period to analyze in the report (Current week, Past week, Past 7 days).
1 week starting at: defines a time period (a week) to analyze in the report.

7 daysstarting at: defines a start date of the reporting period. The report will analyze a 7-day period
starting from the selected date.

Last <N> weeks: defines the number of weeks in the past (starting from today) to analyze in the report.
Job types: defines a job type to evaluate in the report (Backup, Replication, Backup Copy, All).
Group by: defines whether data in the report output will be grouped by Backup Job or Location.

Analyze VM templates: defines whether VM templates should be included in the report.
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NOTE:

Infrastructure topology view in Veeam ONE and Veeam Backup & Replication must match. Otherwise, you
will not be able to generate the report based on VM folders or Business View objects.

VeeAM

VM Daily Protection Status

Description

This repart provides daily backup status information for all protected VMs.

Report Parameters

Scope: Backup Infrastructure

Reporting period: 1/2/2023 - 1/8/2023

Job types: VM backup, Replication, Backup copy
Group by: Backup job

Analyze VM templates: No

Summary

VM Backup Status

6
H
5
) 4 4 ) 4
4
3 3 3
3
2 2
2
|
. I
1/2/2023 1/3/2023 17412023 1/5/2023 1/6/2023 17772023 1/8/2023
Backups withWarnings [l Successiul Backups [l Failed Backups
Details
Backup Server: backupsrv06.tech.local
VM Name Monday Tuesday Wednesday Thursday Friday Saturday Sunday
(1/2/2023) (1/3/2023) (1/4/2023) (1/5/2023) (1/6/2023) (1/7/2023) (1/8/2023)
B Job Name: Daily Backup Job
winsrv29 = Success
Backup Server: enterprise05.tech.local
VM Name Monday Tuesday Wednesday Thursday Friday Saturday Sunday
(1/2/2023) (1/3/2023) (1/4/2023) (1/5/2023) (1/6/2023) (1/7/2023) (1/8/2023)
B Job Name: AD Backup
as2016DC
B Job Name: Backup Copy Job 1
rhel01 = = Success
B Job Name: MS SQL Backup
disql0 = Success = Success = Success Success
Bl Job Name: Oracle Linux Backup
linorel01
B Job Name: Organization02 vApp02 Backup
linux02-OeX8 Success - Success Success Success Success
linux03-zRea Success - Success Success Success Success

Use Case

The report helps you discover issues with created backups and replicas: detect failed jobs, identify jobs that
triggered warnings and ensure that critical machines can be easily recovered in case of a disaster.
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Veeam Backup Overview

This report pack provides an overview of Veeam Backup & Replication configuration, including details on job
configuration and backup schedule, as well as configuration of failover plans. It also includes reports analyzing
backup alarms to help you detect the most common problems in the Veeam Backup & Replication infrastructure.

Reports included:
e Backup Alarms Overview
e Backup Inventory
e Backups on Repository
e Current Backup Alarms State Overview
e Delegated Restore Permissions Overview
e Job Configuration Dump
e Job Data Exclusions
e Protected VMs Job Schedule
e Scale-out Backup Repository Configuration
e VM Failover Plan Overview

e Workload Protection History

Backup Alarms Overview

This report provides an overview of the data protection health state. It allows you to track Veeam Backup &
Replication alarms triggered by Veeam ONE Client, and see most affected Veeam Backup & Replication jobs and
components.

e The Summary section includes the following elements:

o The Job Issues History chartdisplays the total humber of warnings and errors for each day within a
reporting period.

o The Top 10 VMs with Issues table lists 10 most affected VMs and the number of alarms triggered
for each machine.

o The Top 5 Jobs with Issues chartdisplays top 5 jobs that caused more alarmsthan other jobs.

o The Top 10 Triggered Alarms table shows 10 the most frequent alarms and how many times each
alarm was triggered.

e The Detailstable provides information on affected backup infrastructure objects and displays how many
alarms were triggered.

The report also calculates a trend for each object. It compares information on alarms triggered over the
reporting period (day/week/month/year) with the number of alarms triggered during the
day/week/month/year previous to the reporting period. For example, if the selected reporting period is
one month, the trend will use the month previous to the reporting period to calculate the trend. By
comparing two equal periods, the report shows whether the number of triggered alarms increased or
reduced. Therefore, you can track data protection health state changes.

Click a number in the Alarms Triggered column to drill down to alarm details.
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Report Parameters

You can specify the following report parameters:
e Infrastructure objects: defines backup infrastructure objects to analyze in the report.
e Period: defines the time period to analyze in the report.
e Group by: defines the way data will be grouped in the report (by Alarm severity or Object type).

e Alarm types: definesa list of data protection object types to analyze and include in the report.
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e Alarms: defines a list of alarms to analyze in the report. The options in the list depend on the selected
Alarm types parameter.

For details on alarms you can select in the list, see section Veeam Backup & Replication Alarms of the
Veeam ONE Working with Alarms Guide.
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VeeAM

Backup Alarms Overview

Description

This report provides an overview of your data protection health state that includes backup infrastructure alarms and most affected jobs.

Report Parameters

Seope: Backup Infrastructure
Interval: 1 month (6/16/2021 - 7/15/2021)
Group by: Alarm Severity
Alarm types: All items
Alarms: Allitems
Summary
Backup Infrastructure Alarms Job Issues
Total Errors: 30 Total Job Failures: 15163
Total Warnings: 16 Total Job Warnings: 186
Job Issues History
3000
2500
2000
1500
1000
500
0
6/22/2021 6/28/2021 Ti4/2021 710/2021 THe/2021
Warnings —— Failures
Top 10 VMs with Issues
VM Name Job Warnings Failures Total Issues
At_agent_h2 Hyper-V Backup Copy Job immediate 1 2510 2511
(mirroring), Hyper-V Backup Copy
Job periadic (pruning)
ES-win10-Ws WMware Replication Job 0 1886 1886
prgvbrd3 VMware Backup Copy Job 17 m 728
immediate(mirroring), YMware
Backup Copy Jcb periodic (pruning),
WMware Backup Copy Job te CC
vbr_cc_101 VMware Backup Copy Job 17 m 728
immediate(mirroring), YMware
Backup Copy Jeb periedic (pruning),
WMware Backup Copy Job to CC
rnd_vbr_004 WMware Backup Copy lob 5 m 716
immediate(mirroring), VMware
Backup Copy Job periodic (pruning),
VMware Backup Copy Job to CC
NZ2019VCwv1 WMware Backup Copy lob 5 711 716
immediate(mirroring), YMware
Backup Copy Job periodic (pruning),
VMware Backup Copy Job to CC
vbr_cc_097 VMware Backup Copy Job 5 T 716
immediate(mirroring), YMware
Backup Copy Jeb periedic (pruning),
WVMware Backup Copy Job to CC
progvord2 WMware Backup Copy Job 5 ™m 6
immediate(mirroring), VMware
Backup Copy Job periedic (pruning),
WMware Backup Copy Job toe CC
Kali-linux-vm replication to CC 0 116 116
yam-tinyQ5 Backup Job ALARM test 0 116 116

Top 5 Jobs with Issues

3000



Details

Alarm Severity: Error

Object Type Object Name Alarms Triggered Trend
Backup Proxy 3 3
pgBRe 1 Increasing
highlandhv 1 Increasing
lowlandbhy 1 Increasing
Backup Repository 5 5
172.17.46.22 1 Increasing
Backup Repository0Q 1 Increasing
MK SME repository 1 Increasing
Backup Repository agent 1 Increasing
Default Backup Repository 1 Increasing
Backup Server 3 21
es-win19-vbre11 9 Increasing
pgbri0i 8 Increasing
mmf-win19vbr 4 Increasing
Cloud Repository 1 1
Cloud repository 1 1 Increasing
Alarm Severity: Warning
Object Type Object Mame Alarms Triggered Trend
Backup Repository ] -]
Amazon 53 Archive Tier 1 Increasing
GH SOBR 1 Increasing
Amazon 53 Capacity Tier 1 Increasing
Object storage repository 4 1 Increasing
il amazon s3 1 Increasing
Amazon Scale-out Backup Repository 1 Increasing
Backup Server 3 10
pgbri01 ) Increasing
mmf-win19vbr 5 Increasing
es-win19-vbrv11 2 Increasing

Use Case

The report provides an overview of the data protection health state, shows the list of the frequently triggered
alarms and displays the most affected backup infrastructure objects.

Backup Inventory

This report provides inventory information on configuration of your Veeam Backup & Replication infrastructure.

e The License Information section shows product license details. The Installed Licenses subsection includes
the license type, the number of licensed and used sockets and instances, support expiration and license
expiration dates, the overall and used capacity. The Instances Usage subsection shows groups of managed
objects, number of objects in each group, and number of instances consumed by each group.

e The Veeam B&R Infrastructure section provides information about backup servers, including the version of
Veeam Backup & Replication installed, the number and type of backup proxies and backup repositories
managed by backup servers.
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e The Backup Proxies section provides information about backup proxy servers, including the type of
transport mode chosen for proxy servers, the number of maximum allowable concurrent tasks, connected
datastores, and shows whether throttling is enabled for these servers.

Veeam Cloud Connect service providers cannot see performance data for proxies used by tenant data
protection jobs.

e The Tape Servers section provides information about tape servers and tape libraries connected to the
servers, and shows whether throttling is enabled for these servers.

e The Backup Repositories section shows a list of backup repositories and provides additional details
including the repository capacity and free space, the amount of space used by full and incremental
backups, the number of backup jobs utilizing a repository and the number of VMs, computers and file
shares residing in backups stored on a repository.

e The Scale-Out Backup Repositories section shows a list of scale-out backup repositories and provides
additional details including the repository regular extents and capacity tiers, their capacities and free
space, the amount of used space, the number of backup jobs utilizing a repository and the number of VMs,
computers and file shares residing in backups stored on a repository.

e The WAN Accelerators section provides information about WAN accelerators and their configuration,
including a port number, the number of allowed concurrent connections, cache size, the amount of free
space in cache, and cache location.

For WAN accelerators used in Veeam Cloud Connect jobs, performance data is available only if the target
WAN accelerator is present in the Veeam ONE infrastructure.

e The Cloud Repositories section provides information about cloud repositories available for cloud tenants,
including physical repositories on which cloud storage is allocated, storage quota, free space remaining on
the repositories, the number of VMs and computers residing in backups stored on a repository, repository
expiration date.

e The Cloud Gateway Servers sectionprovides information about cloud gateways configured on Veeam
Cloud Connect servers, including OS of a machine that performs the role of a cloud gateway, IP address or
DNS name of this machine, a port that a cloud gateway uses to transport data, and related gateway pools.

e The Cloud Gateway Pools section provides information about number of gateways in each gateway pool.

e The Jobssectiondisplays all backup jobs, their types and the number of VMs, computers and file shares in
each job.

NOTE:

Veeam ONE Web Client displays file backup copy jobs together with other backup copy jobs.
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Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.
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VeeAM

Backup Inventory

Description

This report provides general inventory information about your Veeam Backup & Replication infrastructure.

Report Parameters

Scape: Backup Infrastructure

License Information

Installed Licenses

Backup Servers Edition Type Package Cloud Licensed Used Licensed Used Support License  Capacity (TB)  Used Capacity
Connect Sockets Sackets Instances Instances Expiration Expiration (T8)
backup0.tech local EnterprisePlus Rental Backup No 0 0 100 ] /A 6/20/2022 N/A 0
17235.185.193 EnterprisePlus Evaluation Backup No 0 15000 5801 N/A 5/31/2023 NA
bp12070950.sparta.loc EnterprisePlus Evaluation Suite No 0 1000 [ N/A 12/31/2022 NA 0
al
17235.155.241 EnterprisePlus Evaluation Suite No o 0 1000 15 NA 12/29/2023 NA o
bekpsn12.tech focal EnterprisePlus Perpetual Backup No 0 0 100 ] 5/31/2023 Never NA 0
backup: hlocal pri ubscription Backup No 0 0 100 ] N/A 5/31/2023 NA 0
backupsrv29.tech.local EnterprisePlus Evaluation Backup No [ 0 2000 ] N/A 5/31/2023 N/A [
srvfitechlocal EnterprisePlus Subscription Backup No 0 0 100 2 N/A 5/31/2023 N/A 0
qaB.tech.local Enterprise Perpetual Backup No 100 0 6 ] 5/31/2023 Never N/A 0
srv2049 tech.local Community A N/A No 0 0 0 [ N/A 1 N/A 0
backup: tech.l P Rental Backup No 0 0 100 2 N/A 5/31/2023 N/A 0
ocal
techlocal P Subscription Backup No 0 0 100 13 N/A 5/31/2023 N/A 0
Instances Usage
Managed Objects Used Instances
Backup Servers VMs  Cloud Instances Workstations ~ Physical Servers  File Shares Enterprise VMs Cloud ~ Workstations  Physical Servers  File Shares Plugin
Application Instances Servers
Servers
backup01.tech.local 0 0 0 0 0 0 0 0 0 ] 0 [
17235.185.193 0 5801 0 [ [ [ 0 5801 0 ] 0 [
bp12070950.spartalocal 0 0 0 0 0 0 0 0 0 0 [ [}
17235.155.241 0 15 0 0 0 0 0 15 0 ] 0 [
bekpsrv0T2.tech local 0 0 0 0 0 0 0 0 0 0 0 o
backupsr06 tech.local 0 0 0 0 0 0 0 0 0 ] i [
backupsrv29 techlocal 0 0 0 0 0 0 0 0 0 ] 0 [
sneiBtechlocal 0 0 0 1 0 1 0 0 0 1 0 1
ga08.techlocal 0 0 0 0 0 0 0 0 0 0 0 0
srv2048 tech local 0 0 0 0 0 0 0 0 0 ] 0 [
backupserver004.tech.local 0 0 0 1 0 1 0 0 0 1 [ 1
enterprise0S techlocal 13 0 0 [ 0 0 13 [ 0 0 0 [
Veeam B&R Infrastructure
Backup Server Backup Server Version Proxy Servers Windows Linuz Linux Hardened Object Storage Scale-out Repositaries
Repositori Repositories Repositories Reposiotires
backupl1.tech.local 11.00.837 2 0 1 0 ] 0 0
17235185193 12001372 2 0 1 ] ] 0 0
bp12070950.spartalocal 12001326 2 0 1 0 ] 0 0
17235.155.241 12001328 2 0 1 o 0 0 0
bekpsn012 tech local 12001357 4 0 4 ] ] 0 0
backupsrv06 tech.local 12001364 2 0 1 ] [ 0 0
backupsrv29.tech.local 12.00.1267 2 0 1 0 ] 0 0
srvlBtechlocal 1200.1333 2 0 1 ] ] 0 0
qa08.techlocal 110.1.1261 5 0 6 0 ] 0 0
/2049 tech local 12001284 2 0 1 0 0 0 0
backupserver004.tech local 12001120 2 0 1 0 ] 2 0
enterprise0S.tech.local 1200.1364 4 0 2 [ 0 3 0
Backup Proxies
Type Proxy Server Transport Mode Host Type Max. Coneurrent Tasks Connected Datastores Throttling
Bl File Share 14
qa0B.tech local\qals.tech local Network Windows 2 N/A Disabled
backup01 techlocah\Backup Proxy Network Windows 2 N/A Disabled
172.35.185.193\Backup Proxy Network N/A 2 N/A Disabled
bp12070050.sparta local\Backup Proxy Network Windows 2 /A Disabled
172.35.155.241\8ackup Proxy Network Windows 2 N/A Disabled
bekpsr012.tech.local\Backup Proxy Network Windows 2 N/A Disabled
backupsn06.tech local\Backup Proxy Network Windows 2 N/A Disabled
backupsni29.tech localBackup Proxy Network Windows 2 N/A Disabled
srvi6.techdocal\Backup Proxy Network Windows 2 N/A Disabled
qadB.tech.local\Backup Praxy Network Windows 2 N/A Disabled
srv2049.tech.Jocal\Backup Proxy Network Windows 2 N/A Disabled
backupserver004.tech.localBackup Proxy Network Windows 2 N/A Disabled
enterprisel3.tech.local\Backup Proxy Network Windows 2 N/A Disabled
bekpsrv012.tech.ocalqa06 tech.local Network Windows 4 N/A Disabled
VM 16
bekpsrv012.tech.local\pdctwhvO1 tech Jocal On-Host Windows 4 Automatic Disabled
backup01 techlocal\VMuware Backup Proxy Automatic Windows 2 Automatic Disabled
172.35.185.193\VMware Backup Proxy Automatic N/A 2 Automatic Disabled
bp12070050.sparta local\VMware Backup Proxy Automatic Windows 2 Automatic Disabled
172.35.155.241\VMware Backup Proxy Automatic Windows 2 Automatic Disabled
bekpsrv012.tech.local\VMware Backup Proxy Automatic Windows 2 Automatic Disabled
backupsn06.tech.local\VMware Backup Proxy Automatic Windows 2 Automatic Disabled
backupsni20.tech local\VMware Backup Proxy Automatic Windows 2 Automatic Disabled
srvi6.techdocalViMware Backup Proxy Automatic Windows 2 Automatic Disabled
qa0B.tech.local\VMware Backup Proxy Automatic Windows 2 Automatic Disabled
srv2049.tech.Jocal\VMware Backup Proxy Automatic Windows 2 Automatic Disabled
backupserver004.tech.local\VMiware Backup Proxy Automatic Windows 2 Automatic Disabled
enterprisel5.tech.localtVMware Backup Proxy Automatic Windows 2 Automatic Disabled
qaB.techlocal\ 172415214 On-Host Windows 4 Automatic Disabled
qa0B.tech local\hypen/03.tech local On-Host Windows 4 Automatic Disabled
enterprise05 tach local\pdctwhvO tech local On-Host Windows 5 Automatic Disabled
B Vhuwzre COP 1
enterprise05.tech.local\ 172.35.28.217 N/A Windows N/A N/A Disabled
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Tape Servers

Backup Servers Tape Server Name Type Connected Tape Library Threttling

Bbckpsrvi12.techlocal

172352999 VMware (VM) HP MSL G3 Series 9.50, HP MSL G3 Series Disabled
9.50, HP MSL G3 Series 9.50

Blga08.techlocal

sw-vil-main-lib.tech.local Vliware (¥M) Disabled
Backup Repositories
Type Repository Capacity (GB) Free Space Full Backup Increments Backup Jobs VMs and File Shares
(GB) Size (GB) Size (GB) Computers
Bl Amazon Glacier 1
172.35.155.241\glacier-test N/A N/A 0.00 0.00 N/A 0 N/A
ElAmazon 53 4
172.35.155.241\wb60-167 N/A N/A 0.00 0.00 N/A 0 N/A
172.35.155.241\paris-kms N/A N/A 000 0.00 N/A ] N/A
172.35.155.241\paris-repo-simple N/A N/A 000 0.00 N/A ] N/A
172.35.155.241\repo-s3-test N/A N/A 000 000 N/A ] N/A
B Cloud 2
backupQ1 tech.local\Beta Cloud Vol01 100.00 8141 000 000 0 0 0
backup01 tech.local\Cloud repository Beta 5000 1613 2787 553 1 2 0
WAN Accelerators
Name Hight Banchwicth Port Max. Max. Cache Size Cache Free Space (GB) Cache Location
Mode Connections (GB)
qa08.tech.local\wan30.tech Jocal Enabled 6165 5 20.00 2000 Ci\VeeamWAN
Jobs
Backup Server Job Name ¢ Protection Type : # of Workloads
Blbackup0T techlocal 4 4
Agent Backup Job Server Windows Agent backup 1
Backup Copy Jab Cloud Backup copy 1
Backup Job Local Backup 1
Backup Job Webservers Backup 1
B bekpsrv012techlocal 3 2
Fileser/05 (SME) File backup 1
Fileser/05 (SMB) (Copy) 1 Backup copy 1
Payroll Reports to Tape (Q1-Q2) File tape backup N/A

Use Case

This report displays information on the state of backup infrastructure components and provides product
licensing details.

Backups on Repository

This report provides detailed information about files stored on backup repositories.
e The Summary section includes the following elements:

o The Top Repositories by Used Space, % chartdisplays top 5 repositories in terms of the greatest
amount of used space of restore points and the largest amount of backed up data.

o The Top Repositories by VM/Computer/File/Application Backups, GB charts display top repositories
in terms of the greatest number of VMs, computers and file sources stored on the repository.

e The Details section provides information on repository type, capacity, free and used space as well as
detailed information about backups stored on the repository.

IMPORTANT!

If one restore point contains several VMs, the report will not provide detailed information on the size of
individual backups for every VMs in this restore point.
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Report Parameters

You can specify the following report parameters:
o Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.

e Backup repositories: defines a list of backup repositories to include in the report.
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e Protected workloads: defines types of objects to include in the report ( Virtual machine, Computer, File
share, Enterprise Application).

377 | Veeam ONE | Reporting Guide



VeeAM

Backups on Repository

Description

This report provides information about VM, computer and file backups stored an backup repositories.

Report Parameters

Scope: Backup Infrastructure
Backup repositories: Al repositories

Protected workloads: Al types

Summary

Repositories number: 124
Scale-out repositories: 0

Used space: 43978
File sources stored: 2

-

Computers stored:
VMs stored: 81
Enterprise Application stored: 0

Top Repositories by Used Space, %
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backupO1.techlocal backupsrv29.techlo enterprise0Stechlo backupsrvDbtechlo srvibtechlocal/Def
/Default Backup  cal/Default Backup cal/ABC Company cal/Default Backup  ault Backup
Repository Repository Cloud Repository Repository Repository
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backup01.tech.local\Default Backup Repository

Repository type: Microsoft Windows
Capacity: 9945 GB

Free space: N/A

Used space: 9945 GB

VM backups size: 5515 GB

Computer backups size: DB
File backups size: 0B
Application backups DB

size:

VM Backups

Virtual Machine % Full Backups # T Increments # T Restore Points ¥ Full Backups = Increments & Total Backups 5  Parent Jobs % Latest Restore Point =
# Size, GB Size, GB Size, GB

monitor2 1 17 13 22,67 3248 55.15 Backup Job Local 10/12/2021 11:00 AM

backup01.tech.local\Cloud repository Beta

Repositary type: Cloud

Capacity: 50G8

Free space: 16.13 GB

Used space: 33.87GB

VM backups size: 4]

Computer backups size: 334 GB

File backups size: 0B

Application backups oe

size:

Computer Backups

Computer Name + FullBackups # ¥ Increments # 3 Restore Points Full Backups * Increments 3  Total Backups +  Parent Jobs * Latest Restore Point =
# Size, GB Size, GB Size, GB

srvl 1 6 7 27.86 553 3338 Windows server - Entire 10/21/2021 12:30 AM

computer_backup(02
srv2 1 4 5 0.01 om 0.02  Agent Backup Job Server 10/20/2021 5:01 PM

Use Case

This report helps you monitor space usage on backup repositories and the amount of VMs, computers and file
sources stored on repositories.

Current Backup Alarms State Overview

This report shows all unresolved alarms that Veeam ONE Client triggered for the Veeam Backup & Replication
infrastructure.

e The Summary section includes the following elements:

o The Total Issues Number chart shows the total number of alarms specified in the Alarm Status
parameter.

o The Top 10 Issues tabledisplays 10 most frequent unresolved alarms, their status, and how many
times they were triggered.

e The Details tabledisplays names of triggered alarms, their status, triggering events and time, and
affected backup infrastructure objects.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.
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e Alarms statuses: defines statuses of alarms to displayin the report (Acknowledged; Error; Error,
Warning; Error, Warning, Acknowledged).

VeeAM

Current Backup Alarms State Overview

Description

This report shows all currently unresolved alarms for the backup infrastructure,

Report Parameters

Scope: Backup Infrastructure
Alarm statuses: Errors and Wamings
Summary
Total Issues Number Top 10 Issues
Alarm Name Warnings Errors Total Issues
Backup repasitory connection failure 0 7 7
Backup proxy connection failure 0 5 5
Remate consale may demonstrate poor performance 4 0 4
Plug-in backup data collection failure 0 3 3
Jobs utilizing HotAdd mode take a considerable amount 3 0 3
of time
Hyper-V jobs hang when using netwarkless guest 0 3 3
processing mode
Veeam console failed to display backup infrastructure 0 3 3
40 components
Patential data loss when using Instant VM Recovery 3 0
. Error Warning Backup job state (1] 2 2
Backup Copy job state 1 1 2
Details
Backup Server: 172.24.155.241
Object Type Object Name Alarm Name Type Repeat Count Trigger Time %
Backup server 3
172.35.155.241 Job disabled Warning 1 Job "WPC Configuration Backup' is in the disabled state 12/9/2022
for more than defined in the threshold (12 hours). 10:26:00 PM
172.35.155.241 Plug-in backup data collection Error 6 1/7/2023
failure 3:17:20 PM
172.35.155.241 Cloud backup policy session state Error 89 Policy "SimpleSQLPolicy" backup session for Azure SQL 1/8/2023
“yak-db1" finished with error 5:33:07 AM
Intelligent 2
Disgrostics
172.35.155.241 Veeam console failed to display Error 1 Veeam console failed to display backup infrastructure 12/9/2022
backup infrastructure components components pattern i faund 11:11:24 AM
Issue occurred at 12/9/2022 9:56:51 AM (UTC-8:00)
172.35.155.241 Remote console may demanstrate Warning 1 Remote consale may demonstrate poor perfarmance 12/9/2022
poor performance pattern is found 11:11:24 AM

Issue occurred at 12/9/2022 9:58:12 AM (UTC-8:00)

Backup Server: 172.24.185.193

Object Type Object Name Alarm Name Type Repeat Count Trigger Time %
Backup server 1
172.35.185.193 Job disabled Warning 32 Job "ParisVm21' is in the disabled state for more than 1/4/2023
defined in the threshold (12 hours). 4:15:46 PM
172.35.185.193 Job disabled Warning 32 Job "ParisVm22" is in the disabled state for more than 1/4/2023
defined in the threshold (12 hours). 4:15:46 PM
172.35.185.193 Job disabled Warning 32 Job "ParisVm23' is in the disabled state for more than 1/4/2023
defined in the threshold (12 hours). 4:15:46 PM
172.35.185.193 Job disabled Warning 32 Job "ParisVm24' is in the disabled state for more than 1/4/2023
defined in the threshold (12 hours). 4:15:46 PM
172.35.185.193 Job disabled Warning 32 Job "ParisVm23' is in the disabled state for more than 1/4/2023
defined in the thresheld (12 hours). 4:15:46 PM
172.35.185.193 Cloud backup policy session state Error 15213 Policy "ParisVm25" backup session for VM "zd-small- 1/6/2023
deb-forem--004994" finished with warning 6:41:41 PM

Policy "ParisVm25" snapshot sessicn for VM "zd-small-
deb-forem--004994" finished with waming

Use Case

You can use this report to detect and resolve current and the most pressing issues with Veeam Backup &
Replication.
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Delegated Restore Permissions Overview

This report analyzes restore permissions configured in Veeam Backup Enterprise Manager.

e The Details section displays the list of users who can restore entire VMs, guest OS files and application
items with the Veeam Backup Enterprise Manager or Veeam Self Service File Restore portal, and shows
what type of data these users canrestore according to the effective policies.

Report Parameters

You can specify the following report parameters:

e Enterprise Manager servers: defines a list of Veeam Backup Enterprise Manager servers to include in the
report.

e Group by: defines whether data in the report output will be grouped by User or Object.

VeeAM

Delegated Restore Permissions Overview

Description

This report prowides information an the assigned restore permissions for all protected wirtual machines (Requires Veearn Backup Enterprize Manager),

Report Parameters

Enterprize Manager sersers Al
Group by User
Details

Enterprise Manager: backup02.tech. local

Account Type Role Allowed Restore Type Restore Scope
BACKIPOMAdministratar User Partal Administratar Guest Files Ay Host
Whi's

Exchange ltems
S0L Serser lterns

Al s
BACKUP02ymark.green User Restore Operator Guest Files Any Host
Whds
Exchange lterms
S0L Server lterms
All s
BUILTINY&drninistrators Group Partal Administratar Guest Files Ay Host
Whi's
Exchange ltems
S0L Serser lterns
Al Az
LOCAL User Restore Operator Guest Files Any Host
Whds
Exchange lterms
S0L Server lterns
Al s
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Use Case

Auditing of restore permissions manually can be quite a challenge, especially for large environments with
dozens of restore operators. This may cause inefficient resource usage and unwarranted or uncoordinated

restores.

This report allows backup administrators and senior IT management staff to review and adjust restore policies to
better address the demands of a dynamic multi-user backup environment.

Job Configuration Dump

The report provides configuration details for Veeam Backup & Replication jobs.

e The Details section provides information on Veeam Backup & Replication jobs configuration properties and
settings configured for these properties, including schedule, notifications, and backup file encryption
settings.

Report Parameters

You can specify the following report parameters:
e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.

e Protection type: defines types of Veeam Backup & Replication jobs to include in the report (Al items, VM
backup, Replication, Backup copy, Surebackup, File to tape backup, Backup to tape, File backup, Agent
backup job, Agent backup policy, CDP policy, Application backup policy).

e Jobs:defines Veeam Backup & Replication jobs to analyze in the report.
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e Configuration setting areas: defines job configuration properties to include in the report.
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VeeAM

Job Configuration Dump

Description

This report provides complete information on current job configuration parameters,

Report Parameters

Scope:

Protection type:

Jobs:

Configuration setting areas:

Details

Backup Infrastructure

SureBackup, VM backup, Replication, File to tape, Backup to tape, Backup copy, Agent backup policy, Agent backup, Agent backup job, File backup, CDP paolicy.
Application backup policy

All Jobs
Allitems

Job Name: AD Backup (VM backup - enterprise05.tech.local)

Wizard Page Property Setting

B Advanced
Backup > Active full backup False
Backup > Backup mode Increment
Backup > Create active full backups kind Daily
Backup > Create synthetic full backups on Saturday
Backup > Create synthetic full periodically True
Backup > Transform previous backup chains into rollbacks False
Integration > Failover to standard backup False
Integration > Limit processed VM count per storage snapshot False
to count
Integration » Use storage snapshots True
Maintenance > Defragment and compact full backup file False
Maintenance > Deleted VMs data remaoval False
Maintenance » Perform backup files health check (detects and False
auto-heals corruption)
Notification > Send email notification to additional addresses False
Notification > Set successful backup details to the VM False
attribute
Notification > SNMP naotifications for this job enabled False
Reset CBT on each Active Full backup automatically True
Scripts > Post-script False
Scripts > Pre-script False
Storage > Backup file encryption False
Storage > Compression level Optimal
Storage > Exclude deleted file blocks True
Storage > Exclude swap file blocks True
Storage > Inline data deduplication True

Storage > Storage optimization

vSphere > CBT for all protected VMs automatically True

vSphere > Use change block tracking data True

vSphere > VMware Tools quiscence False
E Guest processing

Application-aware processing True

Autodetect guest interaction proxies True

Guest file system indexing False

‘Windows credentials

as2016domiAdministrator

EMame
Description Created by ENTERPRISEDS\Administrator
Name AD Backup
B Schedule
Automatic retry True
Backup window Manday: All day; Tuesday: All day; Wednesday: All day; Thursday: All day: Friday:
All day; Saturday: All day; Sunday: All day
Retry failed items processing (times) 3
Run job automatically True
Run job periodically every True
Run job periodically period 1 hour(s)
Run job pericdically schedule Maonday: All day; Tuesday: All day; Wednesday: All day; Thursday: All day; Friday:
All day; Saturday: All day; Sunday: All day
Run the job daily option False
Run the job monthly option False
Terminate job if it exceeds allowed backup window True
Time periods > Start time within an hour (minutes) ]
'Wait before each retry attempt (minutes) 10
E Secondary target
HPE 3PAR Peer Persistence secondary target enabled False
HPE 3PAR remote copy enabled False
Nimble Snapshot replicated copy False



Use Case

The report helps you review settings of Veeam Backup & Replication jobs to ensure that the jobs are properly
configured.

Job Data Exclusions

The report provides information about objects, such as VMs, disks, folders and templates, excluded from
backup, backup copy and replication jobs in Veeam Backup & Replication.

e The Summary section includes Jobs with Object-level Exclusions, Jobs with Disk Exclusions and File
System Exclusions charts that display the share of jobs with excluded objects, disks and file system
objects and jobs without exclusions.

e The Exclusions tables show exclusion settings and objects excluded from processing in Veeam Backup &
Replication.

Report Parameters

You can specify the following report parameters:
e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.

e Job type:defines types of Veeam Backup & Replication jobs to analyze in the report ( Backup, Replication,
Backup Copy, All types).

e Jobs:defines Veeam Backup & Replication jobs to analyze in the report.

e Exclusion types: defines type of excluded objects to show in the report (All items, Object-level, Disk, File
System, Default exclusions).
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e Hide jobs without configured exclusions: defines whether jobs without exclusions must be included in the
report.

VeeAM

Job Data Exclusions

Description

This report provides information about excluded objects from backup jobs, including VMs, disks and folders.

Report Parameters

Scope: Backup Infrastructure
Job type: All types

Jobs: All Jobs

Exclusion types: All types

Hide jobs without configured exclusions:  Yes

Summary
Total number of jobs: 94
Jobs with Object-level exclusions: 1
Jobs with disk exclusions: 4
Jobs with File system exclusions: 0
Jobs with Object-level Exclusions Jobs with Disk Exclusions File System Exclusions

Il obs withexclusions [l Jobs without exclusions Il Jobs withexclusions [l Jobs without exclusions B )obs without exclusions

Object-level Exclusions

Included Objects Excluded Objects
Jeb Name Name = Type MName = Type
Bl Backup Copy Job 23
mmf Backup msvebz VM
ElBackup Job 3 hv gfs
ms-ub-tape-01 VM ms-19-1_replica VM
ms-22-node-01 Host ms-19-1 VM
ms-22-1_replica WM
ms-22-1_replical VM
ms-ub-tape-01_replica VM
ms-win22-1_replical VM
node-T-vm1 VM
node-1-vm1_replica_mmf WM
Virtual Lab_Hyper-V VM

Use Case

The report allows you to review exclusion settings configured in jobs and check objects excluded from backups
and replicas. For more information in exclude types availablein Veeam Backup & Replication, see section Data
Exclusion of the Veeam Backup & Replication User Guide.
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Protected VMs Job Schedule

This report publishes the timetable for all scheduled backup, replication and backup copy jobs. The report
analyzes all recurrent jobs in the selected scope and reveals advanced details:

The Summary section includes the following elements:

o The Jobs Schedule chartdisplays the total number of jobs running according to the specified
schedules.

o The Protected VMs chartdisplays the total number of VMs protected by scheduled backup,
replication and backup copy jobs.

The Details table shows VMs included in the jobs, scheduled run time and date, recurrence intervals,
weekly full backup schedule for backup jobs and the effective backup file retention policy.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

VMware Cloud Director objects: defines VMware Cloud Director components to analyze in the report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View
groups from different categories are joined using Boolean AND operator. That is, if you select groups
from the same category, the report will contain all objects that are included in groups. However, if you
select groups from different categories, the report will contain only objects that are included in all
selected groups.

Job types: definesa job type to evaluate in the report ( VM backup, Replication, Backup copy).

VM exclusion rule: defines a list of VMs that should be excluded from the report scope. You can enter
VM names explicitly or create a wildcard mask by using the asterisk (*) to replace any number of
characters. Multiple entries are separated by semicolon. Usage example: the following string will
exclude machines with the _R&D suffix from appearingin the report: * R&D.

Group by: defines whether data in the report output will be grouped by Location, Schedule or Job type.

Analyze VM templates: defines whether VM templates should be included in the report.
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NOTE:

Infrastructure topology view in Veeam ONE and Veeam Backup & Replication must match. Otherwise,
Veeam ONE Web Client may show invalid data for Veeam Backup & Replication reports and dashboards.

VeeAM

Protected VMs Job Schedule

Description

This repart pravides informatian about job schedule for protected Vi,

Report Parameters

Scope: Virtual Infrastructure

WM exclusion rule:

Group by: Location
Jab types: VM backup, Replication, Backup copy
Analyze VM templates: No
Summary
Jobs Schedule Protected VMs
°\

I Continously Daily [ Monthly . Backup Backup Copy [ Replication
Details

VM Location: ms-22-node-01

Retention Policy

VMs Schedule Time Runs On Full Backup Backup Job Job Type Value Type
node-1-vm1 Daily 190000 PM WeekDays - Replication Job 3 hy Replication 7 Days
ms-ub-tape-01 Continuausly When 3 new N/A - Backup Copy Jab 4 hv Backup Copy 7 Days
restore point
appears
ms-ub-tape-01 Continuausly When a new N/A - new copy job Backup Copy 7 Days
restore point
appears
ms-ub-tape-01 Continuously When a new On 22 day of September, - new periodic copy Backup Copy 7 Days
restore point October, November,
appears December

VM Location: pdcgal00.tech.local

Retention Policy

Vs Schedule Time Runs On Full Backup Backup Job Job Type Value Type

mmi-1 Continuously When a new N/A - Backup Copy Job 1 vm Backup Copy 7 Days
restore point
appears

mmf-2 Continuously Vihen 2 new N/ - new copy job Backup Copy 7 Days
restore point
appears

mmf-3 Continuously When a new On 22 day of September, - new periodic copy Backup Copy 7 Days
restore point October, November,
appears December

mmf-4 Monthly at 110000 Third Wednesday - January, - Replication Job 1 vmware Replication 7 Days
AM March

mmf-5 Monthly at 11:00:00 Third Wednesday - January, - Replication Job 1 vmware Replication 7 Days
AM March

Use Case

This report helps you ensure that applied data protection job schedules are configured in accordance to the
backup policies and allow you to meet the desired RPO requirements.
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Scale-out Backup Repository Configuration

The report provides configuration and resource utilization details for scale-out backup repositories in Veeam
Backup & Replication.

e The Summary section provides an overview of configured scale-out repositories, such as the total number
of the connected repositories, their capacity and utilization ratio, number of extents, their types, and a
policy used for each repository.

o The Top N Utilized Scale-Out Repositories (GB) and Top N Utilized Extents (GB) charts show most
utilized scale-out repositories and their extents, total capacity, used space.

e The Details section provides information on each connected scale-out repository included in the report:

o The Overview table shows the list of extents in the repository, their type, type of stored backup
files, maximum number of concurrent tasks, region, container, operational restore windows
settings, immutability, encryption settings, infrequent access storage, storage consumption
limit, archive policy settings and deep archive settings.

o The Dynamics of SOBR free space usage chartshows scale-out repository space usage dynamics
over the past month.

o The Detailstable provides information about extent capacity and free space in GB, size of full
and incremental backups, and the number of VMs and computers stored on each extent.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.
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e Top N:defines the maximum number of scale-out repositories to displayin the report.

VEESAM

Scale-Out Backup Repository Configuration

Description

This report shows the configuration and statistics of scale-out backup repositories.

Report Parameters

Scope: Backup Infrastructure
Top M: 5
Summary
Infrastructure Statistics Resource Statistics Extent Statistics Policy Used
Scale-out backup repasitories: 4 Total capacity: 154TB Windows Server: 4 Berfarmance: 1
Performance tier extents: 4 Total free space: 12578 Linux Server; 0 Data locality: 3
Capacity tier extents: 2 Data on capacity tier: 00178 CIFS Share: 0
Archive tier extents: 1 Data on archive tier: 0.00TB
Jobs: s Utilization ratio: 19.43% Deduplicating Storage Appliance: 0
Stored workloads: 20 Amazon Glacier: 1
Amazon 53: 2
Micresoft Windows: 4
Top Utilized SOBRs Top Utilized Extents
1400 200
1200
1000/
800
600
400
200 B
ackup  Amazon$3  Backup  Grepo(SOBR Amazon 53
e — - Repository 3 Performacne  Repository 1 G+Amazon) ObjStor(SOBR
0 (Scale-out  tier(Scale-out  (Scale-out G+Amazon]
Scale-out Scale-out SO8R Scale-out Backup Backup Backup
Backup Repost... Backup Repost..  G+Amazon  Backup Repost... Repository 1) Repository) Repository 2)
I Free space Performance TierData [ll CapacityTierDatz [l Archive Tier Data I Free space [ Used space
Report created: 1/6/2023 9:21:01 AM ((UTC-08:00) Pacific Time (US & Canada]) Page: 1 of 5
Scale-out Backup Repository Configuration
Backup placement policy: Data locality
Copy policy: Disabled
Operational restore window: 2 days
Archiving policy: 2days
Backup Files to
Performance Tier Type Store Max Concurrent Tasks Immutability
Amazon 53 Performacne tier Microsoft Windows Full and Increment 4 N/A
Infrequent Storage
Access Consumption
Capacity Tier Type Region Container Max € t Tasks ili Encrypti Storage Limit
Amazon 53 Capacity tier Amazon 53 EU (Frankfurt) es-bucket-vbr11 N/A  Dissbled Disabled Disabled 178
Archive Tier Type Region Container Immutability Deep Archive
Amazon Glacier $3 Archive tier Amazon Glacier EU (Frankfurt) es-bucket-vbr11 Disabled Enabled
Dynamics of SOBR Free Space Usage
200
150
2 100
50
12/12/2022 400 PM 1217/2022 400 PM 12/22/2022 400 PM 12/27/2022 400 PM 1/1/2023 400 PM 1/6/2023 400 PM
—— Capacity Performance Tier Data —— CapacityTierData —— Archive Tier Data
i Full Backups Increments
Extent Capacity Free Space " Workloads
(GB) (GB) Files Size (GB) Files Size (GB)
Amazon Glacier 53 Archive tier N/A N/A 0 0.00 - - 0
Amazon §3 Capacity tier 1024.00 1024.00 0 0.00 0 000 0
Amazon 53 Performacne tier 199.88 5087 1 049 0 0.00 1
Total: 122388 1074.87 1 0.49 0 0.00 1
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Use Case

The report shows configuration and utilization data for scale-out backup repositories and their extents.

VM Failover Plan Overview

This report analyzes configuration of regular and cloud failover plans, provides information on the number of
VMs included in a failover plan and estimates the amount of data consumed by replica VMs on the target
datastore.

e The Summary section includes the following elements:
o The Failover Plan by State chart shows statuses of existing failover plans.
o The VMs per Failover Plan chartshows the number of VMs comprised in each failover plan.

e The Details table shows VMs included in the failover plans, consumed storage capacity, the specified
delay in a VM failover queue and the current plan state.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.
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e Failover plans: defines a list of failover plans to include in the report.

VeeAM

VM Failover Plan Overview

Description

This report lists all created failover plans with their configuration and added VMs.

Report Parameters

Scope: Backup Infrastructure
Failover plans: All Jabs

Summary

N. of Failover Plans: 6

Total VMs: 7

Total Data Size: 16.23 GB

Failover Plan by State

B Feady

Details

VMs per Failover Plan

I Failover plan 1 I Failover plan3 COP M MK failover plan HY
Failowver plan2 hv [l Failover plantest B MK failover plan VW

Backup Server: ms-vbrila.tech.local

Platform: VMware

Failover Plan VMs Size (GB) Delay (sec) Created by Status
B MK failover plan HY TECH\administra Ready
tor
km-ub20 (Replica VM not found) 0.00 60
Failover Plan VMs Size (GB) Delay (sec) Created by Status
E MK failover plan VW TECH\administra Ready
tor
KM-2012R2-WG (Replica VM not found) 1.68 60
mk-1 (Replica VM not found) 0.01 60
Bl Failover plan test TECH\administra Ready
tor
iiaut 448 60
B Failover plan 3 COP TECH\administra Ready
tor
wwg7-centos (Replica VM not found) 0.00 60

Use Case

The report allows you to keep records of your failover plans for auditing purposes and compliance tests.
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Workload Protection History

This report provides historical information on workloads data protection.

The Summary section includes the following elements:

o The Success and Failure Rates History chart displays the amount of successful and failed resulting
job sessions during the reporting period. A resulting job session is the last session started for a job
on each day of the reporting period.

o The Success and Failure Rates History table provides information on each day of the reporting
period, including number of processed unique workloads, total number of sessions, number of
resulting sessions finished successfully, finished with warning and finished with errors, number of
running sessions and the percentage of resulting sessions finished successfully and finished with
errors.

The Details table provides information on each backup job based on the selected properties.

Veeam Cloud Connect service providers cannot see performance data for proxies used by tenant data
protection jobs.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.

Business View objects: defines a list of Business View objects to include in the report.

Business View groups from the same category are joined using Boolean OR operator, Business View
groups from different categories are joined using Boolean AND operator. That is, if you select groups
from the same category, the report will contain all objects that are included in groups. However, if you
select groups from different categories, the report will contain only objects that are included in all
selected groups.

Object types: defines a list of backup infrastructure objects to include in the report ( VM, Computer, File
share, Enterprise Application).

Job types: defines a list of job types to evaluate in the report (VM backup, Replication, File to tape,
Backup to tape, Backup copy, SQL log backup, Oracle log backup, Agent backup policy, Agent backup,
File backup, Nutanix AHV backup, Application backup policy, PostgreSQL log backup, Cloud Director
backup, Cloud Director replication, SOBR sessions: Offload (copy policy), Offload (move policy),
Download, Archiving, Retrieval).

Jobs: defines a list of jobs to include in the report.
Job statuses: defines a backup job status to analyze in the report (Success, Failed, Warning, Running).

Job inclusion rule: defines a job to include in the report. You can enter job name explicitly or create a
wildcard mask by using the asterisk (*) to replace any number of characters. Multiple entries are
separated by comma.

Period: defines the time period to analyze in the report.

Columns: defines job properties to analyze in the report. Use the Filter field to search for the necessary
properties by name.

Sort by: defines the way data will be grouped in the report (by Object name, Job name, Job start time,
Job finish time, Backup status).
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e Show summary: defines whether the report must include the protection rates summary.
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NOTE:
o Infrastructure topology view in Veeam ONE and Veeam Backup & Replication must match.
Otherwise, you will not be able to generate the report based on Business View objects.
o Veeam ONE Web Client displays file backup copy jobs together with other backup copy jobs.
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VeeAM

Workload Protection History

Description

This repart prevides detailed historieal mfsrmation e the protection state of individual workioads

Report Parameters

Scope: Backup Infasructure
Warkiaad tpes VM, Computer Fie Shae, Enterprse Appication
Jab types WM backup, Repication, File 1o tape, Backup 1o tape, Backup copy, SL log backup, Oracle log backup, Agent backup policy, Agent backup, File backup, Nutanix AHV backup. Application backup poficy, PostgreSQL log backup, Cloud Di . Cloud Di = fcopy policyl, Ofioad
{meove policy), Downioad, Archaving, Retrieval
Jabs: A obs
Jab satuses a
Jab inchusion rle:
Sort by: Object name
tent Past week (1/2/2023 - 1/8/2023)
Columns: Object Name, Job Name, Job Type, Backup Server, Start Time, Backup Mode, Schedule Type, Backup Status
Summary
Total number of unique workloads: 13
Virtual machines: 10
Computers: 0
File shares: 0
Datacases: 3
Total number of sessions: 13
Tatal number of resulting sessions. 79
Average success rate: 2%
Average faure rate 789%
Swccess and Faiture Rates History
100%
80%
0%
o
205
o%
1/2/2023 1/3/2023 17472023 1/5/2023 1/6/2023 /772023 1/8/2023
s Fate (5 N Falre e (5]
Date Total # of Unique Total # of Total #of ¥ of Succeeded ¥ of Resulting # of Falled #of Running  Fallure Rate (%) Success Rate (%)
Warkloads Sessions. Resulting Resulting  Sessions. Resulting Sessions.
Sessions Warning Sessions
Ve 2 5 2 B 4 2 o a7 ey
Vi 7 B w ' 2 0 0% 2000%
17472023 0 10 0 L] 4 L] L] 0.00% 10000 %
1/5/2023 0 2 12 8 4 o 0 000 % 10000 %
1/6/2023 9 2 Ll 5 4 o o 000% 100,00 %
Details '
Object Name Job Name Job Type Backup Server Start Time  Backup Schedule Backup
Mode Type Status
apache(4 Web Servers Backup VM backup enterprise05.tech.loc 1/2/2023 600 AM  Forward Daily Warning
al Incremental
apache04 Web Servers Backup VM backup enterprisel3.tech.loc 1/4/2023 6:00 AM  Forward Daily Warning
al Incremental
apache0d Web Servers Backup VM backup enterprise05.tech.loc 1/5/2023 600 AM  Forward Daily Warning
al Incremental
apache0d Web Servers Backup VM backup enterprisel3.tech.loc 1/6/2023 6:00 AM  Forward Daily Warning
al Incremental
apache04 Web Servers Backup VM backup enterprise05.tech.loc 1/7/2023 6:00 AM  Forward Daily Warning
al Incremental
apache04 Web Servers Backup WM backup enterprisel3.tech.loc 1/8/2023 6:00 AM  Forward Daily Warning
al Incremental
apache05 Web Servers Backup VM backup enterprise05.tech.loc 1/2/2023 6:00 AM  Forward Daily Warning
al Incremental
apachel5 Web Servers Backup VM backup enterprisel5.tech.loc 1/4/2023 600 AM Forward Daily Warning
al Incremental
apache05 Web Servers Backup VM backup enterprise05.tech.loc 1/5/2023 6:00 AM  Forward Daily Warning
al Incremental
apachel5 Web Servers Backup VM backup enterprisel5.tech.loc 1/6/2023 601 AM  Forward Caily Warning
al Incremental
apache05 Web Servers Backup VM backup enterprise05.tech.loc 1/7/2023 600 AM  Forward Daily Warning
al Incremental
apache05 Web Servers Backup VM backup enterpriseli.tech.loc 1/8/2023 601 AM Forward Daily Warning
al Incremental
as2016DC AD Backup VM backup enterprise05.tech.loc 1/2/2023 6:00 PM  Forward Pericdically Warning
al Incremental
as2016DC AD Backup VM backup enterprisel5.tech.loc 1/4/2023 600 PM Forward Periodically Warning
al Incremental
as2016DC AD Backup VM backup enterprise05.tech.loc 1/5/2023 9:00 AM  Forward Pericdically Warning
al Incremental

Use Case
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This report provides historical information on backup sessions for workloads in your backup infrastructure.
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Veeam Backup Tape Reports

This report pack provides information about backup to tape in Veeam Backup & Replication, including tape
infrastructure configuration, jobs, backups and GFS retention of tape backups.

Reports included:
e Backupson Tape
e Exported Tapes
e Tape Backup Jobs
e Tape GFS Backup Files
e Tape GFS Configuration

e Tape Media Retention Period

Tape Vaults Overview

Backups on Tape

This report provides detailed information about backup files stored on tapes.

e The Details section provides information on each tape, including the amount of used space and remaining
free space, size of stored backups, the date until which the tape is protected, and detailed information on
backups stored on the tape.

IMPORTANT!

If one restore point contains several VMs, the report will not provide detailed information on the size of
individual backups for every VMs in this restore point.

Report Parameters

You can specify the following report parameters:
e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.

e Media pools: defines a list of media pools to include in the report.
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e Tapes:definesa list of tapes to include in the report.

VeeAM

Backups on Tape

Description

This report provides information about VM, computer and file share backups stored on particular tapes.

Report Parameters

icope: Backup Infrastructure

Vedia pools: Al
lapes: All
Details

fape ID:  0014002G

Jsed Space: 9GB

/M Backups size: 26.03* GB
Zomputers Backup size: 0GB
“ree space: 168

Ixpires in: Expired

VM Backups

Virtual Machine Full Backups # Increments # Restore Points # Full Backups Increments Total Backups *  Parent Jobs Latest backup date
Size, GB Size, GB Size, GB

ext0230 1 4] 1 26.03* 0 26.03*  BTT Ext0230 3/17/2022 10:07 AM

*Some files were written to tape not entirely. Files size may differ from actual.

Backed up File Sources

File Share / Server Last Written to Tape

qal8.tech.local 3/17/2022 2:18 AM

Use Case

This report helps you monitor tape space usage and the number of VMs, computers and file shares stored on
tapes.

Exported Tapes

The report provides inventory information on tapes exported from tape libraries connected to Veeam Backup &
Replication servers.

e The Summary section shows the total number of exported tapes.

e The Number of Exported Tapes in Libraries chartdisplays how many tapes were exported from connected
libraries.

e The Details table provides information on each tape library, including a list of all exported tapes, their IDs,
media sets and media pools, backup job and exportation date and time.

Report Parameters

You can specify the following report parameters:
e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.

e Tapelibraries: defines tape libraries to include in the report.

e Jobs:defines a list of tape jobs to analyze in the report.
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e Sort by:defines how data will be sorted in the report (Date of export or Job name).

VeeAM

Exported Tapes

Description

This report provides information about exported tapes.

Report Parameters

Scope: Backup Infrastructure

Tape libraries: Al libraries

Jobs: All Jobs
Sort by: Date of export
Summary
Mumber of exported tapes: 2 Number of Exported Tapes in Libraries
I BN ULT3583-TLF210
Details

Library: IBM ULT3583-TL F210

Tape ID Media Set Media Pool Expiration Date Written by Job Date of export
MMFO14L1 Media Pool 2 Not Defined 11/3/2022 7:23 AM
MMFO13L1 Media Pool 2 Not Defined 11/3/2022 7:25 AM

The report allows you to trace tapes exported from tape libraries. You can use this report to find the necessary
backup files on tape.

Tape Backup Jobs

The main backup purpose is to protect your data against disasters and failures. Having only one copy of a
backup file does not provide the necessary level of safety. To build a successful data protection and disaster
recovery plan, you must have two different types of media to store copies of your data, for example, disk
storage and tape.

To learn more about the 3-2-1 backup strategy, see the Veeam Blog article How to follow the 3-2-1 backup rule
with Veeam Backup & Replication.

This report maintains a record of VMs and computers archived to tapes.

e The Summary section provides information on the number of VMs and computers in backups stored on
disk and archived to tapes, consumed tape capacity, and the total number of used tapes.
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e The Details table shows properties of each backup to tape job: the total number of availablerestore
points, restore point creation date, number of VMs and computers in the backup file and backup type (full
or incremental).

Click a number in the VMs/Computers column to drill down to the list of VMs and computers archived to
the tape.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.

VeeAM

Tape Backup Jobs

Description

This report provides information on tape backup jobs including the list of VMs and computers offloaded to tapes.

Report Parameters

Scope: Backup Infrastructure
Summary
WMs and computers with disk backups: 10158
WMs and computers on tapes: 3
Tape data size: 8882 GB
Tapes used: 9
Details
Backup to Tape Job Restore Point VMs/Computers Tape ID Type

Bl qal8.tech.local\Test Backup to Tape Job
3 1

10/19/2021 9:30 AM 1 SWG02001 Full
E qal8.tech.local\BTT Ext0130 2

10/19/2021 7:27 AM 1 00230004, 00220005 Full

10/19/2021 2:30 AM 1 00230001, 00230005, 00230006, 0023000G Full
E qal8.tech.local\BTT Ext0230 1

3/17/2022 10:02 AM 1 0014002G, 00140020, 00140032 Full

Use Case

The report provides a summary of all backup to tape operations that took place on the managed backup server.
The report displays aninventory list of items archived to the tape media. This allows you to make sure that
mission critical VMs and computers have backups on tapes and are safely protected.
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Tape GFS Backup Files

This report provides historical information about backups for Veeam Backup & Replication backup to tape with
GFS retention policy.

e The Summary section provides information on the number of GFS media pools, humber of historical

backup files, number of restore points in these files, and the amount of space consumed by historical
backup files on tape.

o The Historical Restore Points Count chart shows the number of weekly, monthly, quarterly and
yearly restore points in historical backup files.

e The Details table provides information about historical restore points in GFS media pools, including the

media set, number of VMs and computers, date when restore point was created, name of a tape job that
created the restore point, and ID of tapes on which the restore point resides.

Click the Backed up VMs/Computers link or the Restore Point Date link to drill down to the list of VMs

and computers in the restore point, restore point date and IDs of tapes on which the restore point
resides.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.
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e Media pools: defines a list of Veeam Backup & Replication GFS media pools to analyze in the report.

VeeAM

Tape GFS Backup Files

Description

This report provides historical information about backups stored an GFS Tape Media Pools,

Report Parameters

Scope: Backup Infrastructure
Media pools: All
Summary

GFS Media Pools number:
Total number of histarical backup files:
Total number of restore points:

Used space (GB):

Details

43
43
11.16

Historical Restore Points Count

. Daily Weekly [ Monthly

Media Pool: mmf-win18vbr.tech.local/GFS Media Pool 1

Libraries assigned: |[BM ULT3583-TL F210

Existing Restore Points

Backed Up Object (Type) Backed Up ¥

VMs/Computers

Media Set: Daily

Backup Repository 2
(Repository)

Media Set: Weekly

Backup Repository 2
(Repository)

Media Set: Monthly

Backup Repository 2
(Repository)

Use Case

1=

(%]

Ira

Backup Files Size,
GB

5.89

5.27

0.00

Restore Point +
Date

Several dates.
Check drill-down

Several dates.
Check drill-down

10/26/2022

Tape Job Name >

Backup to Tape lob

2 gfs

Backup to Tape lob
2 gfs

Backup to Tape Job
2 gfs

Tape D

MMFO16L1

MMFO17L1

MMFO18L1

The report allows you to inventory historical backupson tape created in accordance with the GFS retention
scheme. You can track historical restore points on tape and make sure that you have backups archived for long -

term retention.

Tape GFS Configuration

The report provides information about GFS Media Pools configuration and backup to tape jobs that write restore

points to the Media Pools.

e The GFS Media Poolsection displays media pool configuration — how many tapes and tape libraries are
assigned to the pool, and the number of free tapes.
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e The Media Pool Configuration table provides details on media sets, such as GFS retention period for every
backup restore point, how many tapes are assigned to each media set, and where tapes must be exported
when a job is finished.

Click a number of assigned tapes to drill down to the list of tapes assigned to specific media sets.

e The Jobs Writings to The Media Pool section shows information about backup to tape jobs that write
restore points to media pools and their backup schedule. If a job closes restore point creation from a
media set highlighted with green, tape with this media set will be exported.

Click a number of assigned tapes to drill down to the list of tapes assigned to specific media sets.

Report Parameters

You can specify the following report parameters:
o Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.

e Media pools: defines a list of Veeam Backup & Replication GFS media pools to analyze in the report.

VeeAM

Tape GFS Configuration

Description

This report provides configuration information about GFS Media Pools and backup to tape jobs writing restore points to the Media Pools,

Report Parameters

Scope: Backup Infrastructure
bedia poals: Al

Details

Media Pool: ema/GFS Media Pool 1
Libraries assigned: HP MEL G3 Series 3,00
Add tapes from Free media pool Enabled
Tapes: 2

Free Tapes: 4

Media Pool Configuration

Media Set Protection Period Nurnber of Assigned Tapes Append Filesto Tape Move Offline Tapes
Daily 14 days 1 TRUE FALSE
Weekly duveeks Ay available FALSE FALSE
Fanthly 12 months Sy available FALSE FALSE
Cuarkerly I quarters Ay available FALEE FALSE
eatly 1year Ay available FALSE FALSE

Jobs Writing to The Media Poal

Restare Paint Creation Schedule
TapeJob Narme

Diaily Weekhy Manthly Quarterly Yearly
Repository weekly backup 00:00:00 Saturday First Sunday of the First Sunday of the First Sunday of the year
month quarter

Media sets to export are rmarked with green colar,

Use Case

The report allows you to review configuration of media pools and GFS backup to tape jobs. You can trace tapes
assigned to each media set, when media sets must be exported and where the exported tapes are stored.
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Tape Media Retention Period

This report provides information on retention policy settings configured for tape media pools in Veeam Backup
& Replication.

e The Summary section includes the following elements:

o The Tapes By Expiration Status chartshows the number of protected tapes, the number of tapes

with no expiration date, the number of tapes without defined expiration date and the number of
tapes which can expire any time.

o The Expired Tapes Status chartshows the share of online and offline expired tapes.

e The Expired Media, Protected Media, No expiration and Other Media tables provide information on tape
media, including media pool to which the tape medium belongs, tape ID, tape state, tape location, last

date and time when data was archived to tape, total capacity and amount of free space left on tape, and
protection period applied to the tape.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.
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o Tapestatus: defines whether the status of tapes to include in the report ( Expired, Protected, Never to
Expire, Other, All).

VeeAM

Tape Media Retention Period

Description

This report lists all tapes registered in the backup console including their configured retention policy and protection status.

Report Parameters

Scope: Backup Infrastructure
Tape status: All
Summary
Tapes By Expiration Status Expired Tapes Status

/2
6.
Il Any time Expired |l Mo expiration [l Cther I Offline Online
Expired Media
Library: HP MSL G3 Series 9.50
Media Pool: Agent GFS Media Pool
Protection period: GFS specific
Media Set Tape Tape State Tape Location Last Write Time Capacity Free Space (GE) Expiration Date
(GB)
Daily media set #1 24.02,2021 14:07
SWDM4007 Online Slot 11 6/12/2021 1:09:33 20.00 1973 6/19/2021 1:09:12
PM PM
Menthly media set #3 08.03.2021 0:02
SWDM400C Offline Offline 6/6/2021 11:01:33 20.00 19.98  9/6/2021 11:01:22
PM PM
Quarterly media set #4 05.04.2021 0:01
SWDM400D Offline Offline T/8/2021 9:01:44 20.00 20.00 7/8/2022 9:01:09
PM PM
Weekly mediz set #2 01.03.2021 0:02
SWDM4008 Cfline Offline 5/30/2021 11:07:58 20.00 19.96 6/27/2021
PM 11:07:43 PM
Yearly media set #5 03.01.2022 6:01
SWDM400E Online Drive 1 1/3/2022 7:31:16 20.00 132 1/3/2023 5:52:15
AM AM
Media Pool: VM GFS Media Pool
Protection period: GFS specific
Media Set Tape Tape State Tape Location Last Write Time Capacity Free Space (GE) Expiration Date
(GB)
Manthly media set #4 08.03.2021 0:02
SWDM4009 Cffline Offline 6/8/2021 T:03:14 20.00 147 9/6/2021 11:13:16
AM PM
Quarterly media set #6 05.04.2021 0:01
SWDM400F Cffline Offline 741172021 1:23:01 20.00 154 7/10/2022
AM 11:30:50 PM
Weekly media set #5 15.03.2021 17:22
SWDM400A Cffline Offline 7/12/2021 12:24:33 100.00 141 7/26/2021
AM 12:36:35 AM

Use Case

This report allows you to review retention policies applied to tapes and estimate available tape resources.
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Tape Vaults Overview

This report provides information on tape vaults created in Veeam Backup & Replication, lists all tapes archived in
these vaults and previous tape location.

e The Summary section includes the Tapes By Expiration Date chart that shows how soon datain tape vaults
will expire and how many tapes will expire within the specified period.

e The Details table provides information on tape vaults created with Veeam Backup & Replication, including

Veeam Backup & Replication server where the vault was created, stored offline tapes, previous location of
each tape and how soon media sets will expire.

Click a tape ID in the details table to drill down to the list of VMs and computers archived to the tape.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.
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e Vaults: definesa list of vaults to include in the report.

VeeAM

Tape Vaults Overview

Description

This report shows all tape vaults created and lists all tapes stored in these vaults,

Report Parameters

Scope: Backup Infrastructure

WVaults: All

Summary

Tapes by Expiration Date

I iny Time Expired
Details
Backup Server: etha
Vault Mame Tape Tape Library Media Pool Media Set Retention Expiresin.
Atlanta Veearn Media Vault 1 1 1 1
0014003F HP MEL 53 Series GF% Media Poal 1 Daily rnedia set #1 Mot defined Expired
3.00 1/14/2019 11:59 PhA
Delta Veearn Media Wault 3 1 1 1
0014003E HP REL 53 Series GFS Media Pool 1 Daily media set #1 Mot defined Expired
3.00 141442019 11:58 P+
00140030 HP MEL 53 Series GF% Media Poal 1 Daily rnedia set #1 Mot defined Expired
3.00 171472019 11:53 PrA
00740034, HP MEL G3 Series GFS Media Pool 1 Daily redia set #1 Mot defined Expired
3.00 1/14/2019 11:53 PhA

Use Case

This report allows you to track offline tapes stored in vaults that were created by Veeam Backup & Replication
servers. Since vaults keep information about original location of tapes, such as library and media pool, data
written to tapes and retention policy, you can also use the information provided in the report to facilitate offline
tape management and track VMs and computers stored on these tapes.
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Veeam Cloud Connect

This report pack provides information about Veeam Cloud Connect infrastructure, including user quota usage,
capacity planning for cloud repositories and configuration data for cloud gateways and repositories.

Reports included:

Cloud Connect Inventory

Cloud Connect Replication Provisioning
Cloud Connect User Report (Backup)
Cloud Connect User Report (Replication)
Over-provisioned Backup Repositories

Tenants Backup Compatibility

Cloud Connect Inventory

This report provides inventory information on the Veeam Backup & Replication and Veeam Cloud Connect
infrastructures.

The License Information section shows product license details, including the total number of instances
consumed by physical computers (workstations and servers) backup, number of instances consumed by
cloud backups and replicas, the breakdown of total and used instances for licensed objects, and license
expiration date. The Licenses with Rental Instances subsection shows number of rental instances
consumed by tenants' physical computers (workstations and servers) and VM cloud backup, as well as
total and used instances.

The Veeam B&R Infrastructure section provides information about backup servers, including the version of
Veeam Backup & Replication installed, the number and type of backup proxies and backup repositories
managed by backup servers.

The Backup Proxies section provides information about backup proxy servers, including the server type
(file proxy or VM proxy), the type of transport mode chosen for proxy servers, the number of maximum
allowable concurrent tasks, connected datastores, and shows whether throttling is enabled for these
servers.

Veeam Cloud Connect service providers cannot see performance data for proxies used by tenant data
protection jobs.

The Tape Servers section provides information about tape servers and tape libraries connected to the
servers, and shows whether throttling is enabled for these servers.

The Backup Repositories section shows a list of backup repositories and provides additional details
including the repository capacity and free space, the amount of space used by full and incremental
backups, the number of backup jobs utilizing a repository and the number of VMs and computers residing
in backups stored on a repository.

The Scale-Out Backup Repositories section shows a list of scale-out backup repositories and provides
additional details including the repository regular extents and capacity tiers, their capacities and free
space, the amount of used space, the number of backup jobs utilizing a repository and the number of VMs
and computers residing in backups stored on a repository.
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e The WAN Accelerators section provides information about WAN accelerators and their configuration,
including a port number, the number of allowed concurrent connections, cache size, the amount of free
space in cache, and cache location.

For WAN accelerators used in Veeam Cloud Connect jobs, performance data is available only if the target
WAN accelerator is present in the Veeam ONE infrastructure.

e The Cloud Repositories section provides information about cloud repositories including underlying backup
repositories, quotas, the amount of free space left, the number of VMs and computers residing in backups
stored on the repositories, and quota expiration dates.

e The Cloud Gateway Servers section provides information about configuration of cloud gateways including
guest OSes, IP addresses, ports numbers and related gateway pools.

e The Cloud Gateway Pools section provides information about number of gateways in each gateway pool.

e The Hardware Plans section shows the amount of virtual computing, memory and storage resources
allocated to a hardware plan and the number of users subscribed to each plan.

e The Clusters/Hosts section provides information about hosts and clusters unitized in cloud hardware
plans, their CPU and memory resources, and the number of VM replicas on a host/cluster.

e The Storagessection shows total capacity of cloud storage, amount of free space and the number of VM
replicas located on each storage.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.
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NOTE:

e Infrastructure topology view in Veeam ONE and Veeam Backup & Replication must match.
Otherwise, Veeam ONE Web Client may show invalid data for Veeam Backup & Replication reports
and dashboards.

e To analyze data about replicated VMs in the report, you must connect the target virtualization
servers to Veeam ONE. For details, see Connecting Servers.
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VeeAM

Cloud Connect Inventory

Description

This report provides general inventory infarmation about your Cloud Cannect infrastructure.

Report Parameters

Scope: Backup Infrastructure

License Information

Instances VM Cloud Backup Workstations Backup Physical Server Backup VM Cloud Replica
Backup Server : Total Instances Used License Expiration
Licensed Managed Instances Managed Instances Managed Instances Managed Instances
srv92.techllocal [ 0 0 0 0 0 0 0 0 Never
es-win18-vbrv11 techlocal 100 0 0 0 0 0 0 0 0 6/1/2023
Licenses with Rental Instances
Instances VM Cloud Backup Instances Workstations Backup Instances Physical Server Backup Instances Total Instances
Backup Server ,
Licensed Used Rental Used Rental Used Rental Used Rental
es-win19-vbrv11.tech.local 100 0 [ 0 [ 0 [ 0 0
Veeam B&R Infrastructure
Backup Server Backup Server Version Proxy Servers CIFS Repositories Windows Repositories Linux Repositories Scale-out Repositories
snv@2.techllocal 12.00.1335 3 0 2 0 0
es-win18-vbrv11 techlocal 11.0.0.837 P20210401 10 1 3 2 4
Backup Proxies
Type Proxy Server Transport Host Type Max. Concurrent Tasks Connected Datastores Throttling
Mode
EIfile Share 5
srv92.techlocaliBackup Proxy Network Windows 2 Disabled
es-win19-viorv11 tech.local\Backup Proxy Network Windows 2 Disabled
es-win19-vbrv11 techlocal\ES-win19-Priep2.tech.local Network Windows 2 Disabled
es-win19-vbrv11 tech local\ES-win19-PrRep.tech local Netwaork Windows 2 Disabled
srva2techlocalisnd3 Network Windows 4 Disabled
BvM 6
sv92 techlocalWMware Backup Proxy Automatic Windows 2 Automatic Disabled
es-win19-vbrv11 techlocal\VMware Backup Proxy Automatic Windows 3 Automatic Disabled
es-win19-vbrv11 tech ocal\ES-win19-PrRep.tech local Automatic Windows 2 Automatic Disabled
es-win19-vbrv11 techlocal\ES-win19-Prilep2.tech.local Automatic Windows 2 Automatic Disabled
es-win18-vbrv11 techlocal\vonehvl.tech.local On-Host Windows 4 Automatic Disabled
es-win19-vbrv11 techlocal\ES-ubuntu- WS Automatic Linux 1 Automatic Disabled
BVMware CDP 2
es-win19-vbrv11 tech local\ES-win19-PrRep.tech local N/A Windows Disabled
es-win19-vbrv11 techlocal\Veeam CDP Proxy N/A Windows Disabled
Tape Servers
Backup Server Tape Server Name Type Connected Tape Library Throttling
Bles-win19-vbri11.tech.local
ES-WIN13-VBRV11 VMware (VM) HP MSL G2 Series 9.50 Disabled
Backup Repositories
Type Repository Capacity (GB) Free Space (GB] Full Backup Size Increments Size Backup Jobs VMs and File Shares
(GB) Computers
Bl Amazon Glacier 2
es-win19-vbrv11 techlocal\Objact storage N/A N/A 0.00 0.00 0 0 N/A
repository 6
srv@2.tech.local\Object storage repository 1 N/A /A 000 0.00 0 0 N/A
Bl Amazon 53 4
sv@2.tech.local\Object storage repository 6 N/A N/A 000 0.00 0 0 N/A
srv82.tech.local\External repository 1 N/A A 0.76 0.03 NFA 1 N/A
es-win19-vbrv11 techlocalObject storage 10240.00 10240.00 000 0.00 0 [ N/A
repository 5
es-win19-vbrv11 tech local\External N/A N/A 137 029 N7A 2 N/A
repository AWS
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Scale-Out Backup Repositories

Regular Extents Capacity Tiers

Reposit . Backup VMs and Fite S
pository Count Capacity Free Space Used Space Count Capacity Free Space Used Space Jobs Computers ile Shares
(GB) (GB) (GB) (GB) (GE) (GB)
es-win19-vbry11.techocal/SOBR 3 1 99,56 8346 16.19 N/A N/A N/A 0 0 0
es-winl9-vbry1 T.tech.Jocal/Scale-out 1 47.05 19.01 28,04 1 9216.00 9216.00 0.00 0 0 0
Backup Repository 2
es-win19-vbry11.tech Jocal/Scale-out 2 999.95 77167 22830 N/A N/A N/A 1 3 0
Backup Repository 1+2
es-win19-vbry11.techocal/Amazen 1 49998 44555 5443 1 1024.00 102400 0.00 6 9 0
Scale-out Backup Repository
WAN Accelerators
Port Manx. Connections Max. Cache Size (GB) Cache Free Space (GB) Cache Location
6165 5 10.00 10.00 Ci\VeeamWAN
s-win19-vbry11.tech Jocal\ES- 6165 5 10.00 10.00 Ci\VeeamWAN

E
win19-wan1

Use Case

This report displays inventory information for the Veeam Backup & Replication and Veeam Cloud Connect
infrastructure components including licensing details.

Cloud Connect Replication Provisioning

This report allows you to identify cloud hosts, clusters and datastores that are over-provisioned and under-
provisioned with resources and make sure CPU, memory and storage resources are allocated efficiently.

e The Summary section includes the following elements:

o The Top 5 Over-provisioned Hosts/Clusters (by CPU), GHz chartdisplays 5 most over-provisioned
cloud hosts and clusters by CPU and displays their total CPU capacity and the amount of computing
resources provisioned for them.

o The Top 5 Over-provisioned Hosts/Clusters (by Memory), GB chartdisplays5 most over-provisioned
cloud hosts and clusters by memory and displays their total memory capacity and the amount of
memory resources provisioned for them.

o The Top 5 Over-provisioned Datastores, GB chart displays5 most over-provisioned cloud datastores
by memory and displays their total memory capacity and the amount of memory resources
provisioned for them.

e The Details section provides information on cloud hosts and clusters that are over-provisioned and under-
provisioned with CPU, memory and storage resources and provides information about resource allocation
on these hosts.

Report Parameters

You can specify the following report parameters:
e Infrastructure objects: defines a list of virtual infrastructure objects to include in the report.
e CPU Utilization Thresholds: defines minimum and maximum CPU utilization thresholds in percent.
e Memory Utilization Thresholds: defines minimum and maximum memory utilization thresholds in percent.

e Datastore Utilization Thresholds: defines minimum and maximum storage utilization thresholds in percent.
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e Infrastructure topology view in Veeam ONE and Veeam Backup & Replication must match. Otherwise,
Veeam ONE Web Client may show invalid data for Veeam Backup & Replication reports and
dashboards.

e To analyze data about replicated VMs in the report, you must connect the target virtualization
servers to Veeam ONE. For details, see Connecting Servers.

e When specifying threshold intervals, note the following:

o If the amount of provisioned CPU, memory or storage resources is higher than the specified
maximum threshold, an object (such asa host, cluster or datastore) is considered over-
provisioned.

o If the amount of provisioned CPU, memory or storage resources is less than the specified
minimum threshold, an object (such as a host, cluster or datastore) is considered under-
provisioned.

o If the amount of provisioned CPU, memory or storage resources is between the minimum and

maximum thresholds, an object (such as a host, cluster or datastore) will not be included in
the report charts or tables asthe provisioning value is considered normal.
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VeeAM

Cloud Connect Replication Provisioning

Description

This report helps to identify potential impact of excessive over-provisioning of hosts and datastores using for cloud replication,

Report Parameters

Scope: Wirtwal Infrastructure

CPU utilization {min): 30

CPU utilization {max): 100

bernony utilization (ming: 30

bernon utilization (mas): 100

Diatastore space utilization {min}: 30

Datastore space utilization {max): 100

Summary
Top 5 Over-provisioned Hosts/Clusters (by CPU), GHz Top 5 Over-provisioned Hosts/Clusters (by Memory), GB
30 2767 120

10032

25 100
80
60
40
20

0

esx01 esx01
Il CPU capacity [ CPU provisioned I Memory capacity [l Memory provisioned
Top 3 Over-provisioned Datastores, GB
1,228.75 1,228.75

esx01-das2 esx01-das3

B Datastorecapadty WM Datastore provisioned

Use Case

The report helps define whether existing hardware plans match hosts and datastores capabilities. Use this
data to avoid potential issues that may be caused by excessive over-provisioning of cloud replication hosts.

Cloud Connect User Report (Backup)

This report gathers information on storage quota usage and activity of users that consume Veeam Cloud
Connect repository resources. The report forecasts the date when cloud repositories will run out of available
storage quota and helps you ensure there is enough space for backup data at any point in time.

e The Summary section includes the following elements:

o The Overview subsections provide information on the total number of users, the number of users who
were active/inactive during past 30 days, the number of users who will run out of quota in the next 30
days, the total number of cloud repositories, the total storage quota, total amount of space used and
left on repositories, and number of VMs and computers.
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o The Top Users By Days Left to Reach Quota and Top Users By Quota Utilization (%) charts display 5

users that will run out of space sooner than other users and 5 users with the highest level of space
utilization.

e The Details table provides information on user activity on each day of the reporting period, the number of
VMs and computers in backups stored on the repository, cloud repository quota assigned to the user, the
amount of used and free space on the repository, amount of data transferred to the cloud, space usage
trend, the date the user contract expires and the last time and date when the user was active. The report
also forecasts the number of days left before the user runs out of quota.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a list of Veeam Backup & Replication servers and Veeam Cloud Connect
tenants to include in the report.

e Last<N> weeks/months: defines the time period to analyze in the report.
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NOTE:

The number of VMs and computers in backups on cloud repositories may differ from the number of VMs
and computers specified in Veeam Backup & Replication. Veeam Backup & Replication shows the number of
licensed VMs and computers only, while Veeam ONE shows the total for licensed and stored VMs and
computers.

VeeAM

Cloud Connect User Report (Backup)

Description

This repart provides data about Cloud Connect users, their quota usage over the past period, also it estimates the date when cloud repositories will run out of available
storage capacity.

Report Parameters

Scope: Backup Infrastructure
Reporting period: 4 weeks (12/13/2022 - 1/9/2023)
Summary
Users Qverview Top Users by Days Left to Reach Quota Top User by Quota Utilization (%)
M. of Users 15 20000 13550 50 =
Active Users 3
Inactive for past 30 days
Users to expire in next 30 days 0 15000 &0
Repositories Overview 10000 a0
M. of Repositories 7
Total Quota (GE) 540.00
Used Quota (GB) 234.68 5000 20
Available Space (GB) 305.32
WMs and Computers 37
0 o
2VW VBRV11 E5
Backup Server: vwg-z2.tech.local
B Tenant: 2VW
User Contract Expiration Date: Never
El Repository: Cloud repository 2VW
Space Usage Trend: Increasing
Days Left to Reach Quota: 18550
Last Active: 1/9/2023 7:07 AM
Date WMs and Computers Quota (GB) Used Space (GE) Free Space (GB) Data Transferred (GB)
1/2/2023 9 30,00 0.21 29.79 0.04
1/3/2023 9 30,00 0.22 29.78 0.01
1/4/2023 9 30.00 0.23 29.77 0.00
1/5/2023 9 30,00 0.25 29.75 0.00
1/6/2023 9 30.00 0.26 20.74 0.00
1/7/2023 9 30,00 0.27 29.73 0.00
1/8/2023 9 30,00 0.21 29.79 0.00
1/9/2023 9 30,00 0.22 29.78 0.00

Use Case
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This report allows Veeam Cloud Providers (VCPs) to analyze configuration and quota usage on cloud
repositories. The report helps VCPs define which repositories are running out of free space, keep an eye on user
activity and decide whether to increase quota for the users.

Cloud Connect User Report (Replication)

This report analyzes Veeam Cloud Connect users' replication activity, and provides information on cloud host
and storage quota usage over the specified period. The report reveals Veeam Cloud Connect users with the
greatest amount of provisioned CPU, memory and storage resources, as well as users with the greatest number
of replicated VMs.

e The Summary section includes the following elements:

o The Overview subsections provide information on the total number of Veeam Cloud Connect
replication users, number of users with standalone and VMware Cloud Director accounts, configured
hardware plans and total VMs replicated. It also includes information on standalone and VMware
Cloud Director tenants' compute and storage resources, their capacity, amount of provisioned and
used resources.

o The Top Users by VMs Replicated chartdisplays5 users with the greatest humber of VMs replicated to
cloud.

o The Top Users by CPU/Memory/Storage Quota charts display 5 users with the greatest amount of
provisioned CPU, memory and storage resources, and visualize the amount of used cloud resources.

e The Detailstable provides information on Veeam Cloud Connect users, their virtualization platform,
hardware plan, number of VMs replicated to cloud on each day of the reporting period, amount of
provisioned and used CPU, memory and storage resources. If the resource usage value is approaching the
quota limit, the value is highlighted with yellow in the table. If the quota is exceeded, the resource usage
value is highlighted with red.

Click the link in the N. of VMs column to drill down to the list of VMs replicated to cloud on a specific day
of the reporting period.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a list of Veeam Backup & Replication servers and Veeam Cloud Connect
tenants to include in the report.

e Last<N> weeks/months: definesa time period to analyze in the report.

419 | Veeam ONE | Reporting Guide



NOTE:

e Infrastructure topology view in Veeam ONE and Veeam Backup & Replication must match.
Otherwise, Veeam ONE Web Client may show invalid data for Veeam Backup & Replication reports
and dashboards.

e To analyze data about replicated VMs in the report, you must connect the target virtualization
servers to Veeam ONE. For details, see Connecting Servers.
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VeeAM

Cloud Connect User Report (Replication)

Description

This report provides data about Cloud Connect users replication activity, their quota usage over the past period.

Report Parameters

Scope: Backup Infrastructure

Reporting period: 1 week (1/3/2023 - 1/9/2023)

Summary

Tenants Overview
Total tenants:
Standalone tenants:

VMware Cloud Director
tenants:

Tenants exceeding a quota:

Hardware plans:

VMs replicated:

Top Users by VMs Replicated

5

VERW11
Top Users by CPU Quota
35
30
25
20

wegd

Tenant3HV  Tenant2VW

A3

Hv2

I Frovizioned (GHZ)

Cloud Hosts Overview

Hosts:

Total CPU capacity (GHz):

Total CPU provisioned (GHz):
Total CPU quota (GHz):

Total CPU quota usage (GHz):
Total memory capacity (GE):
Total memory provisioned (GB):

Total memory quota (GB):

Total memory quota usage (GB):

Storages:

Total storage capacity (GB):
Total storage guota (GB):
Total storage usage (GE):

wg3d wgl

1758

Tenant2VW VBRV11

I Replicated (GHz)
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Top Users by Storage Quota

VMware Cloud Director Qverview

Provider VDCs:
Organizations:

Organization VDCs:

Storage policies:

viCenter servers:

Hosts:

Total CPU capacity (GHz):
Total CPU provisioned (GHz):
Total CPU quota (GHz):

Total CPU usage (GHz):

Total memory capacity (GB):
Total memery provisioned (GE}:
Total memery quota (GE)
Total memery usage (GB):
Total storage capacity (GE):
Total storage quota (GE):
Total storage usage (GE):

W o

3
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41515
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Details

Tenant: Tenant2VW
Platform: VMware vSphere

Hardware Plan: Hardware plan 2 VW

Date N ofVMs CPU (GHz) Memaory (GB) Storage (GB)
Quota Quota Usage Quota Quota Usage Quota Usage
1/3/2023 2 1348 4.80 1244 2.00 200.00 404
1/4/2023 2 1348 4.80 1244 200 290.00 404
1/5/2023 2 1348 4.80 1244 2.00 200.00 404
1/6/2023 2 1348 4.80 1244 200 290,00 404
1/7/2023 2 1348 4.80 1244 2.00 200.00 403
1/8/2023 2 1348 4.80 1244 200 290,00 403
1/9/2023 2 1348 4.80 1244 2.00 200.00 404
Tenant: VBRV11
Platform: VMware vSphere
Hardware Plan: Hardware plan VMware
CPU (GHz) Memary (GB) Storage (GB)
Date N. of VMs
Quota Quota Usage Quota Quota Usage Quota Usage
1/5/2023 4 1018 17.59 150.02 11.00 150.00 2237
1/6/2023 4 108 1758 150.02 11.00 150.00 2237
1/7/2023 4 1018 17.59 150.02 11.00 150.00 2237
1/8/2023 4 108 1758 150.02 11.00 150.00 2237
1/9/2023 4 1018 17.59 150.02 11.00 150.00 2237
Use Case

This report allows Veeam Cloud Providers (VCPs) to analyze cloud host and storage configuration and quota
usage. The report helps VCPs reveal whether cloud compute and storage resources are approaching their limits,
keep an eye on users replicating their workloads to cloud, and decide whether it is necessary to increase users'
quotas.

Over-provisioned Backup Repositories

When configuring cloud repositories, cloud administrators can allocate more storage space than there is
availableon the underlying backup repository. This report helps you assess the potential impact of excessive
over-provisioning for cloud repositories.

e The Summary section includes the following elements:

o The Top 5 Over-provisioned Repositories chart shows 5 repositories whose amount of provisioned
storage space exceeds the total capacity.

o The Top 5 Under-provisioned Repositories chart shows 5 repositories whose amount of provisioned
storage space is way below the total capacity.

o The Top Repositories with Least Amount of Free Space table displays top 5 repositories that will run
out of free space sooner than other repositories.

e The Detailssection includes tables and chart that provide information on the repository capacity, amount
of free space, amount of space provisioned to Veeam Cloud Connect tenants, provisioning ratio and the
number of VMs and computers stored on the repository. Arrows in the Out of Free Space in ... (Days)
column show whether the amount of free space on the repository has increased (green arrow), decreased
(red arrow) or stayed the same (grey arrow) in comparison with the previous week.
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Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a list of Veeam Backup & Replication servers and repositories to include in
the report.

e Space utilization: defines the threshold for the amount of space in use on repositories.

e Freespace (min): defines the threshold for the amount of free space left on repositories.
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e Show graphs: defines whether to include charts in the report output.

424 | Veeam ONE | Reporting Guide



VeeAM

Over-Provisioned Backup Repositories

Description

This report helps to identify potential impact of excessive over-provisioning of repositories in your backup environment.

Report Parameters

Scope: Backup Infrastructure
Space utilization: 90.00%
Summary

Top 5 Over-provisioned Repositories (GB)
250
200
150
100

50

o

=rvi3\Backup Repositoryl

srvi3\Default Backup Repository
B Czpacity [ FProvisioned

Top Repositories with Least Amount of Free Space

Repository

backup01.tech.local\Default Backup Repository
apachel7 tech.local\Scale-OutRepository
backup02.tech.local\Default Backup Repository
srv13\Backup Repositoryl

srv13\Default Backup Repository
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Details

Over-provisioned Repositories

Repository Cloud Repaository Free Space Capacity Provisioned Provisioning VMs and Out of Free Space
(GB) (GB) Space (GB) Ratio (% Computers in... (Days)
srvl13Backup Repositoryl 734 2000 240.0 12001 7 =i
Cloud repository 1 400 40,0 0 g
Cloud repasitory 3 10.0 100 0 o
CC repository for 50.4 190.0 7 o«
backup
Repository Space Usage
2500
2000
1500
=)
o)
100.0
500
0.0
1/5/2023 1/6/2023 1/7/2023 1/8/2023 1/9/2023 1/10/2023
—— Free Space Used Space —— Provisioned Space  —— Used Quota Space —— Free Space Trend —— Free Spacelimit —— Total Capacity

The report analyzes repository space utilization trend and calculates the number of days left before storage
utilization will breach the specified threshold.

Tenants Backup Compatibility

This report shows what versions of Veeam Backup & Replication run on backup servers of Veeam Cloud Connect
tenants.

e The Details section shows a list of tenants and version and build number of Veeam Backup & Replication
running on tenants backup servers.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.
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e Tenants: definesa list of Veeam Cloud Connect tenants to include in the report.

VeeAM

Tenants Backup Compatibility

Description

This report showes productversions of all tenants backup servers to avoid incompatibilities,

Report Parameters

Scope Backup Infrastructure

Tenants: All tenants

Details

Tenant Marme Backup Server Version Build Murnber

TechComparnyOrg 100 10.0.0.4481
ABC Company e 10.0.1.4854
Omega 10.0 10.0.1.4854

Use Case

If the service provider runs the latest version of Veeam Backup & Replication, it is recommended that tenants
connected to this service provider also upgrade to the latest version of Veeam Backup & Replication. Tenants
who run an earlier version of Veeam Backup & Replication cannot leverage the full cloud connect functionality,
as features introduced in the latest version will not work for them and may result in failed jobs.

For details, see section Console Versions in Veeam Cloud Connect Infrastructure of the Veeam Cloud Connect
Guide.
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Veeam Enterprise Application Plug-ins

This report pack helps you evaluate database protection provided by Enterprise Application plug-ins.
Reports included:
e Databaselog Protection History

e DatabaseProcessing Verification

Database Log Protection History

This report provides historical overview of all database log backup jobs. It alsoincludes the list of protected and
unprotected databasesfor each virtual and physical machine. The report helps you ensure that critical databases
are properly protected and that transaction logs for these databases have been successfully backed up.

A databaseis considered to be Protected if it was backed up at least once during the last backup job session. A
databaseis considered to be Unprotected if it was not backed up during the last backup job session.

e The Summary section shows the number of configured backup jobs, the total number of VMs and
computers included in these jobs, nhumber of processed application servers and clusters, and the total
number of hosted databases. Also the section includes the following elements:

o The Databases by Protection State subsections show the number of protected and unprotected
databasesand databases excluded from processing.

o The SLA chart shows how many log backup intervals within the specified RPO period completed
with successful log shipment (in percentage).

o The Job Sessions by Status chart shows results of job sessions.

e The Detailstable provides additional information on the efficiency of executed jobs, nhumber of
protected, unprotected and excluded databases, number of missed intervals, actual difference between
configured log backup interval and time actually required for log backup, and number of secondary
target job sessions finished successfully, finished with warnings and finished with errors.

Click a VM name in the details table to drill down to the detailed view of the backed up database
instances.

Report Parameters

You can specify the following report parameters:
e Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.

e Database types: defines a list of database types to include in the report (Microsoft SQL, Oracle
Database, PostgreSQL, SAP HANA, SAP on Oracle).

e Primary job type: defines the types of jobs that can be selected to include in the report (VM backup,
Agent backup, Agent backup policy, Application backup policy).

e Backup jobs: definesa list of backup jobs to include in the report. Note that the report will include
information on Oracle backup jobs only for Veeam Backup & Replication servers version 11 or later.

e Show backup copy (immediate copy) jobs: defines whether to include information on immediate backup
copy jobs in the report.
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e Interval: defines the time period to analyze in the report.

VeeAM

Database Log Protection History

Description

This report gives historical overview of all database log backup jobs including the list of protected and unprotected databases for each virtual and physical machine,

Report Parameters

Scope: Backup Infrastructure
Interval: 1/9/2023 - 1/15/2023
Database types: All database types
Backup job types:  All job types
Backup jobs: All Jobs
Summary
Database log backup jobs: 2 Databases by Protection State
Processed VMs: 0
Processed computers: 0
Processed application servers and clusters: 2
Processed databases and database instances: 1
Protected: 1
Unprotected: 0
Excluded: 0
Processed Oracle databases: 1
Protected: 1
Unprotected: 0
Excluded: 0
Il Frotected [ Unprotected Excluded
SLA Job Sessions by Status
50%
25% o) 75%
50%
0% I Errors Warning [l Success
Details
Backup Server: pgbra.tech.local
Parent backup job type: Application backup policy
Backup Job: ORMAN Policy C
Application Server / Databases RPO Sessions
Cluster Protected Unprotected SLA Misses Max Delay Successes Warnings Errors
pgQraclelinC 1 0 100.00 0 00:00:00 9 0 0
Tatal 1 0 100.00 0 00:00:00 9 0 0
Backup Job: ORMAN Palicy A
Application Server / Databases RPO Sessions
Cluster Protected Unprotected SLA Misses Max Delay Successes Warnings Errors
pgOraclelinA 1] 0 0.00 1] 00:00:00 0 0 0
Tatal 0 0 0.00 0 00:00:00 0 0 0
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Use Case

A databaseis a software component that is mission critical for a modern enterprise. The role of database
management is constantly expanding, that is why you need to be sure that your databases are safely protected.

The report allows you to track historical statistics for SQL and Oracle backup jobs, ensure that the configured
jobs allow you to meet the desired SLA requirements.

Database Processing Verification

This report assesses application servers and application clusters added to the protection groups of Veeam
Enterprise Application Plug-ins and lists databases with the information on whether these databases were
processed or not.

The Summary section includes information on the total number of processed and unprocessed databases
and number of databases of each platform. Also the section includes the following elements:

o The Databases by Processing State chart shows the number of processed and unprocessed databases.

o The Databases by Latest Data Backup Session Status chartshows the number of databases with each
status of the latest backup session.

o The Databases by Platform by Processing State chart shows the number of processed and
unprocessed databases of each platform.

The Details table provides information on processed and unprocessed databases: serversor clusters on
which the databasesreside, database platforms, protection groups that include databases, backup policies
that protect databases, backup repository that stores the database backups, number of back up sessions,
date and time of the latest backup session, status of the latest backup session, date and time of the latest
log backup session.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a list of Veeam Backup & Replication servers to include in the report.
Business View objects: defines Business View groups to analyze in the report.

RPO: defines the maximum amount of data that you may accept to lose, expressed in time. RPO defines
the age of the latest backup or replica files required to resume normal operation if system failure occurs.
For example, to compile a list of VMs protected on a daily basis, you need to set the RPO value to 1day or
24 hours.

Platforms: defines a list of database platforms to include in the report (Oracle Database, SAP HANA, SAP
on Oracle).

Backup policies: defines a list of backup policies protecting the databases to include in the report.

Database exclusion rule: defines a list of databases that should be excluded from the report scope. You
can enter database names explicitly or create a wildcard mask by using the asterisk (*) to replace any
number of characters. Multiple entries are separated by semicolon. For example, the following string will
exclude databases with the _R&D suffix from appearing in the report: * R&D.
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e Group by: defines how objects will be grouped in the report (Backup server, Platform, No grouping).
veeAM

Database Processing Verification

Description

This report assesses application servers and application clusters added te the protection groups of Veeam Enterprise Application Plug-ins and lists databases that have been and have been not processed during a specified period of time, This helps to identify databases that have been not
added to the backup policies, and databases for which the job sessions have failed.

Report Parameters

Scope: Backup Infrastructure

RPO: 24 hours

Platforms: Oracle Database, SAP HANA, SAP on Oracle Database
Backup policies: Daily Backup of SAP HANA

Database exclusion rule:

Group by: Backup server

Summary

Total databases:

Processed databases:

Nt processed databases:
Oracle databases

Processed Oracle databases:

Not processed Oracle databases:
SAP HANA databases:

Processed SAP HANA databases:

AW oo s o ow o

Not prozessed SAP HANA databases:

Databases by Processing State Databases by Latest Dota Backup Session Status

s/

. ot - No data backupsessiors [l Success

Databases by Platform by Processing State
100%
80%
60%
40%

20%

0%
Oracle Database SAP HANA

M Unprotected databases [l Protected databases
Processed Databases

Backup server: backupserver004.tech.local

Database : Server/Cluster % Platform Protection s Backup Policy s Backup 3 Data + Latest Data + Latest +  Latestlog +
Group Repository Backup Backup Data Backup
Sessions Backup
Status
SYSTEMDB@HXE linuxsrv001 tech.loca SAP HANA Linux Servers with Daily Backup of SAP HANA Default Backup. 1 1/8/2023 11:00 AM Success
1 SAP HANA Repository
TENANT2@HXE finuxsrv001 tech.loca SAP HANA Linux Servers with Daily Backup of SAP HANA Default Backup 1 1/8/2023 11:00 AM Success
] SAP HANA Repository
TENANTI@HXE linuxsr001 tech.loca SAP HANA Linux Servers with Daily Backup of SAP HANA Default Backup. 1 1/8/2023 11:00 AM Success
1 SAP HANA Repository
Not Processed Databases
Backup server: backupserver004.tech local
Database B Server/Cluster % Platform Protection : Backup Policy 3 Backup + Data + Latest Data + Latest +  Latestlog +
Group Repository Backup Backup Data Backup
Sessions Backup
Status
/u01/app/oracle/pro linuxsn/002 Oracle Database Windows Servers N/A N/A 0 Never N/A -
duct/19.0.0/dbhome with RMAN
_Vforel
SH8@sHE serv21.tech.local SAP HANA Linux Servers with N/A N/A 0 Never N/7A
SAP HANA
SYSTEMDB@SHS. senv21.tech.local SAP HANA Linux Servers with N/A N/A 0 Never N/A -
SAP HANA
SHA@SHA senv21.techlocal SAP HANA Linux Servers with N/A N/A 0 Never N/A
SAP HANA
SYSTEMDB@SH4 serv21.tech.ocal SAP HANA Linux Servers with NFA N/A 0 Never N/A -
SAP HANA

Use Case

A databaseis a software component that is mission critical for a modern enterprise. The role of database
management is constantly expanding, that is why you need to be sure that your databases are safely protected.

The report helps to identify databasesthat were not added to or were not successfully processed by backup
policies.

431|Veeam ONE | Reporting Guide



VMware Cloud Director

This report pack provides information on configuration and performance of the VMware Cloud Director
infrastructure.

Reports included:
e Catalogs Overview
e Multiple Organizations vDC Performance
e Multiple vApps Performance
e Organization Configuration
e Organization VDC Performance
e Provider VDCs Performance
e vApp Configuration
e VvApp Performance
e VM Performance

e VM Uptime

Catalogs Overview

This report displays an inventory of catalogs created for selected organizations.

e The Catalogs table providesinformation on catalogs for each organization, including catalog name,
sharing status, publish status, catalog owner, date when catalog was created and number of vApp
templates.

e The vApp Templates table providesinformation on vApp templates stored in the catalog, including
template name, hardware version, OS and allocated vCPU, memory and storage resources.
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Report Parameters

You can specify the following report parameters:

e VMware Cloud Director objects: defines a list of organizations to analyze in the report.

VeeAM

Catalogs Overview

Description

This report provides overview information on all catalogs in managed VMware Cloud Director organizations.

Report Parameters

VMware Cloud Director VhMware Cloud Director
objects:

Catalogs

Organization Catalog Shared Publish Status Owner Created on vApp Templates

Bl organization01 1
catalog01 No = system 12/30/2022 1

vApp Templates
Cataleg vApp Template Hardware Version 05 vCPU Memory (GBE) Storage (GB)
B catalogll 1
template01 vmx-07 Other Linux (64-bit) 1 1.00

Outdated catalog data consume valuable cloud resources. Use this report to review content of VMware Cloud
Director catalogs and to track the amount of space consumed by catalog content across organizations.

Multiple Organizations vDC Performance

This report aggregates historical data and shows performance statistics for selected organization virtual
datacenters across a time range. The report features a predefined list of performance counters and allows you to
report on memory, CPU, disk and network usage.

e The Summary table provides an overview on organization datacenters, including allocation model, used
CPU, memory and storage allocation and used network count.

Click an organization virtual datacenter name in the summary table or in the resource usage table to drill
down to performance charts with statistics on CPU, memory, disk and network usage for the virtual
datacenter.

o The Performance subsections show performance charts with resource usage statistics, list top resource
consuming vApps and VMs and resource usage trends for them.

Click a vApp name in the list of top resource consuming vApps to drill down to performance charts with
statistics on CPU, memory, disk and network usage for the vApp.

Click a VM name in the list of top resource consuming VMs to drill down to performance charts with
statistics on CPU, memory, disk and network usage for the VM.
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Report Parameters

You can specify the following report parameters:
e VMware Cloud Director objects: defines a list of organization virtual datacenters to analyze in the report.
e Period: defines the time period to analyze in the report.
e Businesshours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data

analysis.

e Metrics: definesa list of performance counters to analyze in the report.
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e Top N:defines the maximum number of vApps and VMs to display in the report output.
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VeeAM

Multiple Organizations VDC Performance

Description

This report shows arganizations VDC performance history, including CPU, memory, disk and netwerk performance history.

Report Parameters

VMware Cloud Director
objects:

Reporting period:
Metrics:

Top M:

Summary

VMware Cloud Director

12/1/2022 - 12/31/2022

CPU usage (GHz), Memory usage (GE)

3

Org Virtual Datacenter

Main-Org-WDC
Bepl-Org-VDC

Organization02-VDC
Organization01-VDC
QOWECompanyQrgVDC

Allocation
Model

Pay As You Go

Allocation
Fool

Pay As You Go
Pay As You Go

Allocation
Pool
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CPU Allocation
Used
4.00 GHz
0,00 GHz (0,00 %)

0.00 GHz
0.00 GHz
0.00 GHz (0.00 %)

Memory
Allocation Used
2,00 GB

0.00 GE (0,00 %)

0.00 GB
0.00 GB
0.00 GB (0.00 %)

Storage
Allecation Used
76.00 GB
3400 GE

3.00 GB
2,00 GB
0.00 GB (0.00 %)

Used Network
Count



CPU Performance

CPU Usage (Absolute) (GHz)
0.05

0.04
0.03
0.02 ‘
o0m

0.0
December 1 December 4 December 7 December 10 December 13 December 16 December 19 December 22 December 25 December 28 December 31

—— Main-Org-vVDC Organization02-¥DC —— Organization01-VDC —— Repl-Org-VDC —— QWECompanyOrgVDC
Object Name Average Minimum Maximum Std. Deviation Trend
Main-Org-¥DC 0.02 0.01 0.05 0.00 Decreasing
Organizaticn02-VDC 001 0.01 0.02 0.00 Increasing
Organization01-VDC 0.01 0.01 0.02 0.00 Decreasing
Repl-Crg-VDC 0.00 0.00 0.00 0.00 MNa changes
QWECompanyOrgVDC 0.00 0.00 0.00 0.00 No changes

Top 3 vApps by CPU Usage (Absolute)
0.01 Org vDC vhApp Avg Trend

Organization01- vhApp01 0.01 Increasing

0.01
vDC
0o Main-Crg-VDC whpp-TS 001 Decreasing
H oo Organization02- whpp02 0.01 Increasing
2 vDC
0.0
00
00

Top 3 VMs by CPU Usage (Absolute)
0.01 OrgvDC Virtual Machine Name Avg Trend

Organization01- 02 0.01 Decreasing
0.01 VDC
Main-Org-VDC ts-vm01 0.01 Decreasing
2 o Organization02- linux02 0.01 Increasing
El VDC
00
00

Use Case

The report helps you identify organization virtual datacenters with performance issues, right-size resource
provisioning and eliminate potential performance bottlenecks.
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Multiple vApps Performance

This report collects historical information and shows performance statistics on vApps over a specific time period.
The report features a list of predefined performance counters and allows you to analyze memory, CPU, memory,
disk and network usage.

The Performance subsections show performance charts with resource usage statistics, rate the VMs by the
resource usage level, and analyze the resource usage trend.

Report Parameters

You can specify the following report parameters:

VMware Cloud Director objects: defines the organization whose vApps must be analyzed in the report.
Period: defines the time period to analyze in the report.

Business hours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data
analysis.

Metrics: defines a list of performance counters to analyze in the report.

Top N:defines the maximum number of VMs to display in the report output.

438 | Veeam ONE | Reporting Guide



e Show graphs: defines whether to include charts in the report output.
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VeeAM

Multiple vApps Performance

Description

This report shows multiple vApps performance history, including CPU, memaery, disk and network performance history.

Report Parameters

\Mware Cloud Directer  WMware Cloud Director

objects:

Reporting period: 12/1/2022 - 12/31/2022

Metrics: CPU usage (GHz), Memory usage (GE)
Top M: 3

CPU Performance

CPU Usage {Absolute) (GHz)
0.04

004
0.03

o2

001 PP P S

o0
December 1 Decamber 4 December 7 December 10  December 13 December 16 December 13 December 22 December 25 December 22 December 31

=—— QOrganization01-VDCwAppOl Main-Org-VDC\wApp-TS —— Organization02-VDC\wApp02

Object Mame Average Minimum Maximum Std. Deviation Trend
Organization01-VDC\wApp01 0.01 0.01 0.01 0.00 Increasing
Main-Org-VDCywhApp-TS 0.01 0.01 0.04 0.00 Decreasing
Organization02-VDC\wApp02 0.01 0.01 0.0 0.00 Increasing
Main-Org-VDCwhppd2-TS 0.01 0.1 0.m 0.00 Decreasing
Organization02-VDC\wApp01 0.00 0.00 0.00 0.00 Ne changes
Repl-Org-VDCwApp- No changes

T5 ved cdp replica
Top 3 VMs by CPU Usage (Absolute)

0.01 vApp Name Virtual Machine Mame Avg Trend
vApp01 wm02 0.01 Decreasing
oo vApp-TS ts-vmi1 0.01 Decreasing
vApp02 linux02 0.01 Increasing
0.0
0.0
0.0
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Memory Performance

Memory Consumed (GB)

0.0

0.m l
0.01
0.0
00
0.0
December 1 December 4 December 7  December 10  December 13 December 16 December 19 December 22 December 25  December 28 December 31
—— Organization02-VvDC\wAppl2 Organization01.VDC\wAppd1 —— Main-Org-VDC\wApp-TS
Object Name Average Minimum Maximum Std. Deviation Trend
QOrganization02-YDC\whppl2 0.0 0.0 0.0 0.00 Increasing
Organization01-¥YDCwippl1 0.0 0.01 0.01 0.00 Increasing
Main-Org-VDCwihpp-TS 0.01 0.00 0.01 0.01 Decreasing
Organization02-VDCwApp01 0.01 0.0 0.01 0.00 MNo changes
Main-Org-VDCwihpp2-TS 0.00 0.00 0.00 0.00 Mo changes
BRepl-Org-VDC\wApp- No changes
T5 ved cdp replica
Top 3 VMs by Memory Consumed
0.01 vApp Name Virtual Machine Mame Avg Trend
wvAppl1 linux01 0.01 No changes
vApp02 linux02 0.01 Mo changes
0.0
vApp02 linux02 0.01 Mo changes
&
]
0.0
0.0

The report provides an overview resource consumption of multiple vApps. This information may help you
identify VMs with performance issues, balance workloads, right-size resource provisioning and optimize overall
performance.

Organization Configuration

This report documents the current configuration of organizations in your VMware Cloud Director infrastructure.

e The Summary tabledisplays generalinformation on statuses of organizations included in the report scope,
the total number of virtual datacenters to which these organizations have access, the total number of
catalogs created for the organizations and the total number of vApps in the catalogs.

e The Virtual Datacenters table provides details on resource utilization for each virtual datacenter and
shows the total number of deployed vApps.

Click a number in the vApps column to drill down to configuration details for the vApp.
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e The vAppstableshows vApp properties, such as vApp power status, vApp owner and the number of
resident VMs.

e The vApp Policies table displays information on lease policies for compute and storage resources applied
to organizations included in the report scope.

e The Org Network Pools table shows network pool properties, such as pool type and the current resource
utilization level.
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Report Parameters

You can specify the following report parameters:

e VMware Cloud Director objects: defines a list of organizations to analyze in the report.
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VESAM

Organization Configuration

Description

This report provides general information on WMware Cloud Director organizations configuration.

Report Parameters

VMware Cloud Director
objects:

WMware Cloud Director

Summary
Qrganization Status Virtual Datacenters Catalogs vApps Total VMs Running VMs Users
Main-Org Enabled 1 0 2 4 2 0
organization01 Enabled 1 1 1 2 0 3
organization02 Enabled 1 0 2 8 0 1
QWECompanyCrg Enabled 1 0 0 0 0
Replica-Org Enabled 1 0 1 2 0 0
Virtual Datacenters
Organization Org Virtual Datacenter Status llocation Model P Memory Storage Used Metwork vApps
Usage Usage Usage Count
Bl Main-Org
Main-Org-VDC Enabled Pay-As-You-Go 4.00 GHz 2.00 Gb 76.00 Gb 0 2
Blorganization01
Organization01-VDC Enabled Pay-As-You-Go 0.00 GHz 0.00 Gb 2.00 Gb 4] 1
B organization02
Organization02-VDC Enabled Pay-As-You-Go 0.00 GHz 0.00 Gb 3.00 Gb 0 2
B QWECompanyQrg
OWECompanyQrgVDC Enabled Allocation Poal 0.00 GHz 0.00 Gb 0.00 Gb 0 0
B Replica-Org
Repl-Crg-VDC Enabled Allocation Pool 0.00 GHz 0.00 Gb 34.00 Gb 0 1
vApps
Organizatian Org Virtual Datacenter vApp Status VMs Createdon  Owner
B Main-Crg 1 2
ElMain-Org-VDC 2
vApp02-TS POWERED_OFF 2 11/17/2022 system
vApp-TS POWERED_ON 2 1171172022 system
Borganizationd1 1 1
ElCrganization01-VDC 1
vApp0l MIXED 2 12/23/2022  system
Blorganization02 1 2
ElCrganization02-YDC 2
vApp02 BOWERED_OFF 2 12/23/2022  system
wAppdl POWERED_OFF 1 12/23/2022 system
B Replica-Org 1 1
ElRepl-Org-VDC 1
vApp-TS_ved _cdp replica POWERED_OFF 2 1/3/2023 system
vApp Policies
Organization Max. Runtime vApp Lease Max vApp Storage Storage Cleanup Action Max N. of VMs Max N. of Running
(Days) Lease (Days) VMs
Main-Org 70 300 Move to Expired ltems Unlimited Unlimited
organization01 70 300 Move to Expired ltems Unlimited Unlimited
organization02 7.0 300 Move to Expired ltems Unlimited Unlimited
QWECompanyCrg 70 300 Move to Expired ltems Unlimited Unlimited
Replica-Org 7.0 300 Move to Expired ltems Unlimited Unlimited
Org Network Pools
Organizatian Org Virtual Datacenter Name Status Type Pool Used VDS
B Main-Crg 1 1
ElMain-Org-VDC 1
Main Network Pool success VMWNetworkPoolTy 0 of 100000 (0%) -
Eorganization01 1 1
ElCrganization01-VDC 1
Main Network Pool success VMWNetworkPoolTy 0 of 100000 (0%) -
BEorganization02 1 1
ElQrganization02-VDC 1
Main Network Pocl success VMWNetworkPoolTy 0 of 100000 (0%) =
EQWECempanyCrg 1 1

EIQWECompanyOrgDC 1



Use Case

The report helps administrators assess configuration properties of organizations in the monitored VMware Cloud
Director infrastructure.

Organization VDC Performance

This report aggregates historical data and shows performance statistics for a selected organization virtual
datacenter across a time range.

e The Summary table providesan overview on organization datacenters, including allocation model, used
CPU, memory and storage allocation and used network count.

e The Performance subsections show performance charts with resource usage statistics, list top resource
consuming vApps and VMs and resource usage trends for them.

Click a vApp name in the list of top resource consuming vApps to drill down to performance charts with
statistics on CPU, memory, disk and network usage for the vApp.

Click a VM name in the list of top resource consuming VMs to drill down to performance charts with
statistics on CPU, memory, disk and network usage for the VM.

Report Parameters

You can specify the following report parameters:
e Organization virtual datacenter: defines the organization virtual datacenter to analyze in the report.
e Period: defines the time period to analyze in the report.

e Businesshours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data

analysis.
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e Top N:defines the maximum number of vApps and VMs to display in the report output.
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VeeAM

Organization VDC Performance

Description

This report shows arganization VDC performance histary, including CPU, memary, disk and netweork perfarmance history.

Report Parameters

Organization virtual datacenter: Main-Org-VDC

Virtual datacenter location: \prgclouddirector0l techlocalMain-Crg\Main-Org-VDC
Reporting pericd: 12/1/2022 - 12/31/2022
Summary
Org Virtual Datacenter Allocation CPU Allocation Memaory Storage Used Network
Model Used Allocation Used Allocation Used Count
Main-Org-VDC Pay As You Go 0.00 GHz 0.00 GB 76.00 GB 0
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CPU Performance

Average CPU Ready (Percent)

0.02 ———  e—————

0.02

0.01

0.01

0.0

0.0
December 1 December 4 December 7 December 10 December 13 December 16 December 19 December 22 December 25 December 28 December 31

=— Average CPU Ready —— Average CPUReady Trend
Object Name Average Minimum Maximum Std. Deviation Trend
Main-Org-VDC 0.02 0.01 0.02 0.00 Increasing
Top 3 vApps by Average CPU Ready
0.04 vApp Avg Trend
0.03 vApp02-TS 0.03 Increasing
0.03 wApp-TS 0.01 Increasing
'5‘ 0.02
o]
& o0
0.01
0.01
0.0
Top 3 VMs by Average CPU Ready
0.04 Virtual Machine Name Avg Trend
win-vmQ4-ts 0.04 Increasing
003 ubuntu-vm03-ts 0.03 Increasing
. ts-vm022 0.02 Increasing
3 oo
&
0.01
0.0

The report helps you identify organization virtual datacenters with performance issues, right-size resource
provisioning and eliminate potential performance bottlenecks.

Provider VDCs Performance

This report aggregates historical data and shows performance statistics for selected provider virtual datacenters
across a time range.

e The Summary section includes Top N charts that display provider virtual datacenters with the largest
amount of allocated resources and the highest level of CPU, memory and storage utilization.

e The Current Usage Details section shows general configuration data for the selected provider virtual
datacenters.
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e The Performance Charts section displays tables and performance charts with resource usage statistics for
each provider virtual datacenter included in the report scope.

Report Parameters

You can specify the following report parameters:
e Provider virtual datacenters: defines a list of provider virtual datacenters to analyze in the report.
e Period: defines the time period to analyze in the report.

e Businesshours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data

analysis.
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e Top N:defines the maximum number of provider virtual datacenters to displayin the report output.
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VeeAM

Provider VDCs Performance

Description

This report provides information on provider VOCs resource usage, including CPU and memaory usage history.

Report Parameters

Provider virtual datacenters:  All Providers

Top M: 3
Reporting period: 12/1/2022 - 12/31/2022
Summary
Top 3 Providers by CPU Usage Top 3 Providers by Memory Usage Top 3 Providers by Storage Usage
30.00% 120.00% 30.00%
100.00% 25.00%
60.00%
80.00% 20,00%
40.00% 60.00% 15.00%
4000% 10.00%
20.00%
20,00% 5.00%
0.00% 0.00% 0.00%
PVDC-vel PVDC-vec2-  wvedl102 PVDC-vc2- PVDC-ve2-  wed102 PVDC-vc2- PVDC-vc2-  wed102
2 2 1 2 1
Top 3 Providers by CPU Allocation Top 3 Providers by Memory Allocation Top 3 Providers by Storage Allocation
80.00% 35.00% 100.00%
30.00% 2000%
Bo.00% 25.00% '
2000% g0.00%
40.00%
15.00% A40.00%
2000% 10.00%
20.00%
5.00%
0.00% 0.00% 0.00%
PVDC-vc2- PVDC-vc2-  ved102 PVDC-vc2-  wved102  PYDC-ve2- PVDCvcl PVDC-ve2-  wed102
2 1 2 1 2
Current Usage Details
MName Status Org Virtual CPU Used Memary Storage CPU Allocation Memory Storage
Datacenters [GHz) Used (GB) Used (GB) {GHz) Allocation (GB) Allocation (GB)
PVDC-vel READY 1 0.00 GHz 0.00 GB 1830 GB 0.00 GHz 0.00 GB 68,00 GB
(0.00%) (0.00%) (9.16%, (0.00%) (0.00%) (34.04%)
VDC1(wwg130-1) 0.00 GHz 0.00 GB 68.00 GB 0.00 GHz 0.00 GB 0,00 GB
(0.00%)
PVDC-ve2- READY 2 0.00 GHz 0.16 GB 8579 GB 3.00 GHz 3.00GB 187.00 GB
2 (0.00%) (1.19%) (21.48%) (21.87%) (22.60%%) (46.21%)
VDC4(vvg130-3) 3.00 GHz 3.00 GB 85.00 GB 0.00 GHz 0.00 GB 0,00 GB
PVDC-vc2-2 (0.00%) (0.00%) (0.00%)
VDC3(wwg130-2) 0.00 GHz 0.00 GB 102,00 GB 0.00 GHz 0.00 GB 0,00 GB
PVDC-we2-2 (0.00%) (0.00%) (0.00%)
PVDC-ve2- READY 1 0.00 GHz 011GB 47,28 GB 2,00 GHz 2.00 GB 3400 GB
1 (0.00%) (1.75%) (23.67%) (29.15%) (30.893%) (17.02%]
VDC2(vwg130-2) 2.00 GHz 2,00 GB 34,00 GB 0.00 GHz 0.00 GB 0,00 GB
PVDC-vec2-1 (0.00%5) (0.00%) (0.00%)
ved102 READY 15 33.86 GHz 33304 GB 14035.88 3410 GHz 01.04 GB 46870.39 GB
(66.61%%) (109.77%) GB (67.09%) (30.013%) (97.07%)

(29.07%,;
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CPU Usage (Absolute)

CPU Usage (Absolute) (Percent)
0.25

. M
0.15 WAZAA el

01

0.05

0.0
December 1 December4  December7 December10 December13 December 16 December 19 December 22 December 25 December 28 December 31

— PVDC-ve2-1 FVDC-ved-2
Object Name Average Minimum Maximum Std. Deviation Trend
PVDC-vc2-1 0.15 0.15 0.20 0.01 Decreasing
PVDC-ve2-2 0.13 0.13 0.25 0.01 Decreasing

CPU Usage (Absolute) (GHz)
0.03

0.03

0.02

0.

001

0.0
December 1 December4  December7 December10 December13 December 16 December 19 December 22 December 25 December 28 December 31

— PVDCved-2 PVDC-ve2-1
Object Name Average Minimum Maximum Std. Deviation Trend
PVDC-vc2-2 0.02 0.02 0.03 0.00 Decreasing
PVDC-ve2-1 0.01 0.01 0.01 0.00 Decreasing

Use Case

The report helps you identify provider virtual datacenters with performance issues, balance workloads and
optimize resource allocation.

vApp Configuration

This report provides an overview of vApp configuration for a selected organization.

e The Summary section includes the following elements:

o The vAppsby Status chartshows the number of powered off, powered on, resolved and suspended
VApps.

o The VMs by VMware Tools Status chart shows statuses of VMware Tools installed in VMs that
belong to the organization.

o The Top 5 vApp charts that display vApps with the highest level of CPU, memory and storage
utilization.

e The Detailstabledisplays detailed information on configuration properties for each vApp created by
organization users.
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Report Parameters

You can specify the following report parameters:

e Organization: defines the organization whose vApps should be analyzed in the report.
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VeeAM

vApp Configuration

Description

This report provides general information on vApp configuration for selected organization.

Report Parameters

Organization: Main-Crg

Summary

General Overview

N. of Virtual Datacenters: 1
M. of vApps: 2
M. of VMs: 4

Resource Allocation

Allocated CPU (GHz): 6.00
Allocated Memary (GEB): 4,00

Allocated Storage (GB):

Top 5 vApp by CPU Quota

7200

Il App-TS

Details

vApp02-TS

vApps by Status

Il Running Stopped

Top 5 vApp by Memory Quota

Il vApp-TS vApp02-TS

VMs by VMware Tools Status

I Mot installed

Top 5 vApp by Storage Quota

J‘ISZIOO

40.00

B App02-Ts vApp-TS

Organization: Main-Org

vApp Configuration
vApp Virtual Datacenter Virtual Machine Runtime Lease Expires on Storage Lease Expires on
vApp02-TS Main-Org-VDC 2 = 1/27/2023 11:56 AM
vApp-TS Main-Org-VDC 2 1/10/2023 9:37 AM -
vApp Virtual Machines
vApp Virtual Machine Status VMware Tools Status Processor Memeory (GB) Storage (GB)
ElvAppl2-TS 2 Stopped 2 2.00 40,00
ubuntu-vm03-ts Powered Off Mot installed 1 1.00 16.00
win-vm0d-ts Powered Off Mot installed 1 1.00 24.00
ElvApp-TS 2 Running 4 2.00 32.00
ts-vm01 Powered On Mot installed 2 1.00 16.00
ts-vm022 Powered On Mot installed 2 1.00 16.00

Use Case
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This report helps VMware Cloud Director administrator right-size resource provisioning to prevent resource
waste and to eliminate potential performance bottlenecks.

vApp Performance

This report aggregates historical data and shows performance statistics for a selected vApp and resource pools
across a time range.

e The Performance subsections show tables and performance charts with CPU, memory, disk and network
usage statistics, list top resource consuming VMs and displays resource usage trends for them.

Report Parameters

You can specify the following report parameters:
e VApp:definesthe vApp to analyze in the report.
e Period: defines the time period to analyze in the report.

e Businesshours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data
analysis.
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e Top N:defines the maximum number of VMs to displayin the report output.
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VeeAM

vApp Performance

Description

This report shows wipp performance history, including CPU, memaory, disk and network performance history,

Report Parameters

vApp: vipp0i
vApp location:
Reparting period: 12/25/2022 - 1/10/2023

CPU Performance

“prgelouddirector0l.techJocalorganization01\Organization01-VDC\wAppl

CPU Usage (Absolute) (MHz)

14

"

December 26  December 28 December 30 January 1 January 3 January 5

—— CPU Usage (Absolute) —— CPU Usage (Absolute) Trend

Object Name Average Minimum Maximum

vApp01 11.58 11.00 14,00

CPU Usage (Percent)
032

0.26

019

013

0.06

January 7

January 9 January 11

Std. Deviation Trend

061 Decreasing

December 26 December 28 December 30 January 1 January 3 January 5

—— CPUUsage —— CPU Usage Trend

Object Name Average Minimum Maximum

vapp01

0.26

0.25 032
Top 3 VMs by CPU Usage

035 Object Name

03 wm02-RgUH

whApp01-TnFM

025

0.2

Percent

013

01

0105

January 7

January 9 January 11

Std. Deviation Trend

0.01 Decreasing

Avg Trend

0.33
0.20

Decreasing

Decreasing



Use Case

The report helps you identify vApps with performance issues and decide whether additional right-sizing or
reconfiguration actions are necessary.

VM Performance

This report aggregates historical data and shows performance statistics for a selected VM across a time range.

e The Performance subsections show tables and performance charts with CPU, memory, disk and network
usage statistics and displays resource usage trends.

Report Parameters

You can specify the following report parameters:
e Virtual machine: defines the VM that belongs to your organization and should be analyzed in the report.

e Period: defines the time period to analyze in the report.
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e Businesshours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data
analysis.

VeeAM

VM Performance

Description

This report shows VM performance history, including CPU, memeory, disk and network performance history.

Report Parameters

Virtual machine: vmi2
Virtual machine location: Y\prgclouddirectorl1.techlocalorganization) 1\Organization01-VDCiwApp0Twm02
Reporting period: 1/2/2023 - 1/8/2023

CPU Performance

Average CPU Ready All Cores (Percent)

1.04

0.83

062

042

0.21

0Qresete
Man, 12:00 AM Tue, 12:00 AM Wed, 12:00 AM Thu, 1200 AM Fri, 12:00 AM Sat, 12:00 AM Sun, 12:00 AM Mon, 12:00 AM
== Average CPU Readyallcores ___ Average CPU Readyall cores
Trend
Object Name Average Minimum Maximum Std. Deviation Trend
vm(2-RgUH 0.03 0.03 0.04 0.00 Decreasing
Use Case

The report allows you to verify that you have provided enough resources to the virtual machine.

VM Uptime

This report analyzes VM uptime statistics to track VM availability.

e The Top Uptimeand Lowest Uptime chartsdisplay top 5 VMs in terms of the highest and the lowest
uptime values.

e The vApp Virtual Machine Uptime table provides the full list of VMs whose uptime values are lower and
greater than the specified thresholds.
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Report Parameters

You can specify the following report parameters:

e VMware Cloud Director objects: defines a list of organizations to analyze in the report.

e Period: defines the time period to analyze in the report.

e Uptime, greater than: defines the desired minimum uptime value.

e Uptime, less than: defines the desired maximum uptime value.

e Group by: defines how data will be grouped in the report output (by Organization, Organization VDC,

Uptime, vApp).
VEeeAM

VM Uptime

Description

This report provides overview information on VMs uptime, including VMs with lowest and highest uptime values.

Report Parameters

Viware Cloud Director  VMware Cloud Director
objects:

Reporting period: Past month (12/1/2022 - 12/31/2022)

Uptime: greater than 80.00% and lower than 100.00%
Group by vApp
Summary
Top Uptime Lowest Uptime
10000% 100.00%
80.00% 80.00%
60.00% 60.00%
4000% 40.00%
2000% 2000%
0.00% 0.00%
linu01 linwc03 linu02 vm02 linwodd1 lin03 linud02 wmi2
vApp Virtual Machine Uptime
Organization Virtual Datacenter vApp VM Name Number of Number of Downtime Sum of
Restarts Alarms Uptime (%)
vApp: vAppl2 80.87%
organization02 Organization02-VDC vApp02 linux03 1 1 1 day(s) 80.73%
16:05:00
organization02 Organization02-VDC vApp02 linux02 1 2 1 dayl(s) 81.02%
15:28:00
vApp: vApp01 99.05%
organization01 Crganization01-VDC vApp01 ym{2 ] 2 00:24:00 99.05%
vApp: vAppO1 80.69%
organization02 Organization02-VDC vApp01 linux01 1 1 1 day(s) 80.69%
16:10:00

Use Case

Uptime is a measure of time a VM has been up and actively running on a host. When a VM is not operating, cloud
space allocated to it is not being used productively. Use this report to track uptime of virtualized workloads.
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vSphere Capacity Planning

This report pack is designed to forecast when the available virtual infrastructure resources will reach their
minimum Llevels. The pack provides recommendations on resource allocation and load balancing to optimize
performance and resource utilization in your environment and to avoid possible performance bottlenecks.

With this report pack, you can keep an eye on available storage capacities and be prepared for a planned or
accidental host outage across a failover cluster. The pack will also help you estimate how many new VMs can be
placed on a target host without affecting its performance.

Reports included:
e Capacity Planning
e Host Failure Modelling
e How Many More VMs Can be Provisioned

e Over-Provisioned Datastores

Capacity Planning

This report forecasts how many days remain before the level of resource utilization reaches the specified
threshold values. The report allows you to analyze the following resource utilization parameters: CPU, memory,
datastore free space, read and write rates.

e The Summary section provides an overview of the current state of the infrastructure (the total number of
hosts, datastores and VMs), shows the number of days left before specified thresholds will be reached,
and the amount of resources required to sustain the current workloads without exceeding the specified
thresholds.

o The Top 5 Utilized Clusters and Standalone Hosts table displays objects that will run out of CPU or
memory resources sooner than others. It shows the bottleneck parameter for each object and its
average usage. This data is used to predict how many days are left before the object reaches the
threshold.

If the Average Usage valueis highlighted with red, it means that the resource usage value has
reached the specified threshold. If the Days Remaining valueis highlighted with red, it means that
the number of days left until the parameter reaches the threshold is less than 183 (6 months).

e The Detailssection displays host hardware configuration and resource usage, analyzes historical
performance data for the specified period in the pastto calculate the performance utilization trend, and
provides recommendations on how to keep the resource utilization below the specified thresholds.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e Datastores: defines a list of datastores to analyze in the report.

e Analyze performance data for: defines a time period in the past for which historical performance data
will be used to calculate the performance trend.

e Perform planning for: defines a time period in the future for which performance data will be used to
forecast resource usage trend.
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e CPU utilization (%): defines the CPU usage threshold as a percentage of total cluster CPU resources.

e Memory utilization (%): defines the used memory threshold as a percentage of total cluster memory
resources.

e Space utilization (%): defines the maximum amount of space in use on a datastore.
e Freespace (min): defines the minimum amount of free space in GB left on a datastore.
e Read/write speed (max): defines the maximum read and write rates in MB per second for a datastore.

e Businesshours: defines time of a day for which historical performance datawill be used to calculate the
performance trend. All data beyond this interval will be excluded from the baseline used for data
analysis.
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e Show graphs: defines whether the report must include charts that illustrate historical performance data
for the specified period.
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VEEeAM

Capacity Planning

Description

This report predicts when rescurce utilization for selected objects in the infrastructure will reach the configured thresheld,

Report Parameters

Scope:

Datastores:

Analyze performance data for
Perform planning for

CPU utilization:

Memaory utilization threshaold:

Datastore space utilization threshold:

Datastore read/write speed (max) threshold:

irtual Infrastructure
All Datastores

Past & months

MNext & months
80,00 %

80,00 %

90.00 %

50 MBps

Summary
Virtual Infrastructure Days Remaining Resources
Required

Number of standalone hosts: 3 CPU: CPU: 0.00 GHz

Number of hosts: 5 Memaory: Memany: 0.73 GB

MNumber of datastores: g Datastore space Datastore capacity: 0.54 TB

utilization:

Number of VMs: 222 Datastore read rate:

Mumber of powered on 136 Datastore write rate:

VMs:

Top 5 Utilized Clusters and Standalone Hosts
Object Name Bottleneck Average Days -

Usage Remaining

prgtwesx02.tech.local CPU usage 2793 % oo
CDP cluster CPU usage 6.24 % oo
prgtwesx01.techlocal Datastore space usage £9.69 3% 0
prgtwesx03.tech.local Memory usage 80.32 % 0

Details

Selected Object: prgtwesx01.tech.local

Physical Resources
CPU ({GHz) CPU Sockets CPU Cores Memory (GB) Datastore Capacity (GB)

33.60 2 16 511.89 11268.75
Resource Usage
Datastore .

Resources Memaory Usage CPU Usage Used Space Read Rate Write Rate
Current usage 74,00 72 63.67 % 89.69 % 3.534 MBps 10,99 MBps
Average usage 67.73 % 60.28 % 2960 % 133 MBps 342 MBps
Days remaining o« o 0 o @

Recommendations

To keep capacity under 90 3% for the next 6 months for datastores:

Increase available free space for datastore prgtwesx01-ds02 by 557.2 GB
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Performance Trends

Memaory Usage

100,

12/11/2022

Memory Usage (%)
Object Name

prgtwesx01.tech.local

CPU Usage

100

12/18/2022 12/25/2022

—— Limit Memary Usage —— Trend

Minimum Maximum

66,12 74,00

1172023

Average

67.73

1/8/2023

Std.Deviation

1.27

Days
Left

12/11/2022

CPU Usage (%)
Object Name

prgtwesx01.tech.local
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Minimum Maximum

49,92 70.00

1172023

Average

60.28

1/8/2023

Std.Deviation

407

Days
Left



Read Rate

12/11/2022 12/18/2022 1242572022 1/1/2023 1/8/2023

— Limit Read Rate —— Trend

Read Rate (MBps)

Datastore Minimum Maximum Average Std.Deviation E:f}:s
Veearn_dr_vb_nfs41_SHMNufyTOKzk1¥c3a05zR)3 - - - - @
prgtwesx01-ds01 015 5.88 0352 045 oo
prgtwesx01-ds02 1.23 17.62 349 2.38 o0
Write Rate
B0 —
50
40
é’ 30+
=
204
104
1271172022 12/18/2022 12425/2022 1/1/2023 1/8/2023
— Limit Write Rate —— Trend
Write Rate (MBps)
- . - Days
Datastore Minimum Maximum Average Std.Deviation Left
‘Veeam_dr_v6_nfs41_SHMNufyTOKzk1Xc3a05zR)3 - - - - @
prgtwesx01-ds01 0.79 5532 149 0.52 o
prgtwesx01-ds02 3.52 20.35 8.79 2.84 oo

Total Datastores Space Usage (TB)

20—
15+
E 10 o e e e 8 8 B B B e B e e e e - i e B e e B e e e e e e e — B B
5
121172022 1218/2022 12/25/2022 1172023 1/8/2023
— Free Space Space Used Trend —— Used Space == (Capadly -—— Provisioned Spac

Datastores Space Usage (TB)

Datastore Capacity Used Space Free Space ;rjoa\.::ioned E:és
Veeam_dr_v6_nfs41_SHNufyTOKzk1Xc3a05zR)3 0.10 - 0.10 0.02
prgtwesx01-ds01 3.63 295 0.68 450 o3
prgtwesx01-ds02 7.28 6.92 0.35 14.07

Use Case
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This report helps you plan workloads to avoid resource shortage. It analyzes historical performance to calculate
typical resource utilization. The report extrapolates received data to the future to predict when you will run out
of resources and provide recommendations on resources you need to add to maintain stable operation.

Host Failure Modelling

This report allows you both to simulate a failure of one or more hosts, and forecast CPU and memory usage for
clusters.

The Summary section provides an overview of the current state of your infrastructure (the total number of
clusters, hosts, datastores and VMs) and shows recommendations on resource allocation.

The Modelling Results chartsdisplay the total amount of CPU and memory resources left and lost in
clusters in case of a host failure. The VMs Migration Count chartshows the number of VMs that will need
to be relocated to another host (VMs to Migrate) and the number of VMs that will operate as usual
(Unaffected VMs) in case of a host failure.

The Details table provides details on CPU and memory current and predicted utilization for all clusters
included in the report.

Click a cluster name to drill down to details on current and predicted resource usage for the cluster. Click a
number in the Affected VMs column to drill down to details for the VMs that need to be migrated.

The Recommendations section provides recommendations for the resources whose utilization thresholds
will be breached.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

Number of failed hosts: defines the number of random hosts for which you want to simulate a failure.
Failed hosts: defines a list of hosts for which you want to simulate a failure.

Business View migration scope: filters report scope objects that belong to the selected Business View
groups.

CPU utilization threshold (%): defines the CPU usage threshold as a percentage of total cluster CPU
resources.
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e Memory utilization threshold (%): defines the used memory threshold as a percentage of total cluster
memory resources.

VeeAM

Host Failure Modelling

Description

This report predicts resource utilization in case of a host failure.

Report Parameters

Scope: Virtual Infrastructure
Mumber of failed hosts: 1

CPU utilization threshold: 90.00 %

Memory utilization threshold: 80.00 %

Business View migration scope:

Summary

Virtual Infrastructure Physical Resources Resources Required

Number of clusters: 1 CPU: 57.60 GHz CPU: 0.00 GHz
Number of hosts: 2 Memory: 79.99 GB Memory: 0.00 GB
Mumber of datastores: 9 Physical Resources after 1 hosts failure

MNumber of VMs: 212 CPU: 28,80 GHz

Mumber of powered on VMs: 5 Memory: 40,00 GE

Modelling Results

VMs Migration Count Available CPU Resources (GHz) Available Memory Resources (GB)

2000

Il VMsto Migrate [l Unaffected VMs N Failed [N Available I Failed W Available
Details
Average . .
Average Memor Predicted Predicted Affected
Cluster cpPU Usade y CPU Usage Memaory Failed Hosts VMs
Usage (%) 9 (%) Usage (%)
(%)
CDP cluster 5.24 27.76 1248 55.53 1 2
prgtwesx(2-virttech.local 2
Recommendations
CDP cluster:

This Cluster has enough resources to maintain high availability after the failure of 1 hosts in this cluster

Use Case
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The report provides recommendations on appropriate resource allocation, which can help prevent possible CPU
and memory resource shortfalls in future and maintain the optimal performance of your infrastructure.

How Many More VMs Can be Provisioned

This report calculates the number of additional VMs that your existing infrastructure can support before the
resource utilization reaches the specified threshold value.

The report evaluates total capacity of your infrastructure and provides estimation of how many sample VMs of a
certain profile can be added without causing the specified resource utilization threshold to be breached.
Calculation of additional VM sets is based on the predicted future performance of the sample VM and the
predicted virtual infrastructure capacities.

e The Summary section provides information on total number of VMs in capacity, number of existing VMs
and VMs that can be added, and VM configuration and average performance.

o The Constraining Resource Per Each Object table displays resources for which the specified
thresholds will be breached first for each host, cluster or datastore.

e The Details table provides information on average and predicted resource usage for each host, cluster
or datastore.

Click a host, cluster or datastore name in the details table to drill down to in-depth forecast information
for the host, cluster or datastore.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Host type.

Business View groups from the same category are joined using Boolean OR operator, Business View
groups from different categories are joined using Boolean AND operator. That is, if you select groups
from the same category, the report will contain all objects that are included in groups. However, if you
select groups from different categories, the report will contain only objects that are included in all
selected groups.

e Datastores: defines a list of datastores to analyze in the report.
e VM sample:definesa VM profile that will be used as a sample for calculating the number of VM sets:
o If you choose a specific VM, the report will calculate how many similar VMs can be added.

o If you choose Average VM configuration, the report will assess average configuration across all your
VMs, and calculate how many VM of this configuration can be added.

Note that VMs in the profile must be currently in the powered on state, and that performance data
collection must be completed for the given VMs.

e Count reserved CPU and memory: defines whether CPU and memory reservations should be taken into
account when calculating the number of VMs to be added.

e CPU utilization (%): defines the CPU usage threshold as a percentage of total cluster CPU resources.

e Memory utilization (%): defines the used memory threshold as a percentage of total cluster memory
resources.
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e Space utilization (%): defines the threshold for the maximum amount of space in use on a datastore.

e Freespace (min): defines the threshold for the minimum amount of free space in GB left on a datastore.
e Read speed (max): defines the threshold for read rate in MB per second for datastores.

e Write speed (max): defines the threshold for write rate in MB per second for datastores.

e Max vCPUs per physical core: defines the threshold for the maximum number of vCPU cores per a single
instance of the logical CPU core.
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e Put1host from each cluster into maintenance mode: defines whether to simulate putting one host into
maintenance mode when calculating the number of VMs to be added.
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VeeAM

How Many More VMs Can be Provisioned

Description

This report shows how many more VMs can be added to your virtual environment.

Report Parameters

Scope:

Datastores:

Max wCPUs per physical core:

CPU utilization threshold:

Memory utilization threshold:
Datastore space utilization threshold:
Datastore read speed (max) threshold:
Datastore write speed (max) threshold:

Virtual Infrastructure
All Datastores

4

80.00 %

90.00 %

90,00 %

10 MBps

10 MBps

VM sample: Average WM configuration
Count reserved CPU and memaony: False
Put 1 host from each cluster inta maintenance mode: False
Summary
Number of ¥Ms that can be added: 20
MNumber of existing VMs in selected Scope: 212
MNumber of VMs at capacity: 232
VM Configuration VM Average Performance
vCPU: 4 CPU: 216 %
Memory: 6.00 GB Memaory: 13.09 %
Datastore committed space: 4261 GB Datastore read rate: 0.09 MBps
Datastore provisioned space: 15946 GB Datastore write rate: 0.06 MBps
Constraining Resource Per Each Object
Object Name Added VM's Constraining Resource
CDP cluster 20 vCPU per core
Prgtwesx01.tech.local 0 vCPU per caore
Prgtwesx02.tech.local 0 vCPU per core
Prgtwesx03.tech.local 0 vCPU per core
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Details

Object Name: CDP cluster
Added VMs: 20

Resource Average Usage Predicted Usage
CPU 6.24 % 1255 %
Memaory 27.76 % 47.40 %
vCPU per host CPU core ratio 0.67 4,00
Excluded Datastores

Datastore used space 24.15% 65.20 %
Datastore read rate 0.12 MBps 1.88 MBps
Datastore write rate 0.40 MBps 1.68 MBps
Datastore IOPs 26 172
Use Case

This report helps administrators to discover how many additional VMs can be deployed without affecting
infrastructure performance.

Over-Provisioned Datastores

Thin provisioning allows administrators to dedicate more datastore space to VMs than there is real physical
capacity. This report helps you assess the potential impact of excessive over-provisioning of datastores on
performance of your virtual environment.

e The Summary section includes the following elements:

o The TOP 5 Over-provisioned Datastores chart shows 5 datastores whose amount of provisioned
storage space exceeds the total capacity.

o The TOP 5 Under-provisioned Datastores chart shows 5 datastores whose amount of provisioned
storage space is way below the total capacity.

o The TOP 5 Datastores with Least Amount of Free Space table displays top 5 datastores that will run
out of free space sooner than other datastores.

Click a number in the VM Count column to get the list of VMs that store data on the datastore and
to discover how much space is provisioned for these VMs.

e The Details section provides information on storage space utilization and the number of days left before
the specified space utilization/free space threshold will be breached. Arrows in the Out of Free Space in
... (Days) column show whether the amount of free space on the datastore has increased (green arrow),
decreased (red arrow) or stayed the same (grey arrow) over the previous week.

Click a number in the VM Count column to get the list of VMs that store dataon the datastore and to
discover how much space is provisioned for these VMs.

Click a number in the Out of Free Space in ... (Days) column to drill down to performance details for the
datastore.
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Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Storage type.

Business View groups from the same category are joined using Boolean OR operator, Business View
groups from different categories are joined using Boolean AND operator. That is, if you select groups
from the same category, the report will contain all objects that are included in groups. However, if you
select groups from different categories, the report will contain only objects that are included in all
selected groups.

Space utilization threshold: defines the threshold for the amount of spacein use on datastores.

Minimum free space threshold: defines the threshold for the amount of free space left on datastores.
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e Show graphs: defines whether to include charts in the report output.

475 | Veeam ONE | Reporting Guide



VeeAM

Over-provisioned Datastores

Description

This repart helps to identify potential impact of excessive over-provisioning of datastores onyour virtual environment,

Report Parameters
Scope: Wirtual Infrastructure
Space utilization threshaold: 80,00 %%

Business Wiew objects:

Summary

TOP 5 Over-provisioned Datastores (GB)

60

a0

20

B Capacity [ Provisioned

TOP 5 Datastores with Least Amount of Free Space

ault

ontapd3 nfs suy
m_svm_nfs_volf_vault

port

m_svm_nfz_vol7_vault

300

250

200

150

100

50

0

ontapd3 lunBd

TOP 5 Under-provisioned Datastores (GB)

ontapd5rcl vold

ontap@Sret un2
Vesam_dr_nfs_netapp

I Capacity [ Provisioned

Datastore Name vCenter Server Free Space Capacity Provisioned Provisioning Wh Count
(GE) (GE) Space (GE) Ratio (%)
Weearn_svrm_nfs_vol7_vault elal 0.0 01 6.0 5064.584 1
Weearn_svrm_nfs_volB_vault elal 0.2 1.0 5.8 554,18 1
ontap33 nfs support elal 0.9 1.0 6.1 646,54 1
Weearn_svrm_nfs_vol3_vault elal 22 14.2 55,8 392,80 1
Weearm_svm_nfs_wvolS_vault_1 elal 23 14.2 55.8 392,40 1
Details
Over-provisioned Datastores
vCenter Server Datastore Name Free Space Capacity Provisioned Provisioning VM Out of Free Space
(GB) (GB) Space (GB) Ratio (%) Count in... (Days)
veenterQl.tech.local
prgtwesx01-ds01 7014 37180 4708.9 126.65 26 0 +
6000.0
4000.0
[t}
20000 —-——-__._\
12/11/2022 12/18/2022 12/25/2022 1/1/2023 1/8/2023

—— Free Space
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Use Case

The report analyzes datastore space utilization trend and calculates the number of days left before storage
utilization will breach the specified threshold.
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vSphere Configuration Tracking

This report pack provides information about permissions assigned in your virtual environment and helps you
keep an eye on performed configuration changes.

Reports included:
e Infrastructure Changes Audit
e Infrastructure Changes by Object
e Permissions by Object

e Permissions by User

Infrastructure Changes Audit

This report analyzes virtual infrastructure configuration changes and provides information on users who
performed these changes.

e The Summary section includes the following elements:

o The Top 10 VMs/Hosts/Datastores with Changes tables show VMs, hosts and datastores with the
biggest number of changes.

o The Number of Changes Made chart shows how many changes were made during the reporting
period.

o The Modifications per User (Top 5) chartshows users who made the most changes during the
reporting period.

e The Change Details table provides information on changes made, including initiator, event description,
changed object name, location and type, and date and time when event occurred.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e Business View objects: defines Business View groups to analyze in the report.

Business View groups from the same category are joined using Boolean OR operator, Business View
groups from different categories are joined using Boolean AND operator. That is, if you select groups
from the same category, the report will contain all objects that are included in groups. However, if you
select groups from different categories, the report will contain only objects that are included in all
selected groups.

e Period: defines the time period to analyze in the report. Note that the reporting period must include at
least two successfully completed Object properties data collection tasks for the selected scope.
Otherwise, the report will contain no data.

e Objecttypes: definestypes of virtual infrastructure objects to analyze in the report.

e Users:definesusers whose activity should be analyzed in the report.
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e Sort by:defines how datashould be sorted in the report (by 7ime of Occurrence, Initiator, Object
Name).

VeeAM

Infrastructure Changes Audit

Description

This report tracks configuration changes in your virtual environment, providing detailed information about every change for each user.

Report Parameters

Scope: Virtual Infrastructure
Reporting period: 1 week (1/3/2023 - 1/11/2023)
Object types: Any object types
Users: All
Sort by: Time of occurrence
Summary
Top 10 VMs with Changes Top 10 Hosts with Changes Top 10 Datastores with Changes
VM Name Cluster/Host # of Changes Host Name # of Changes Datastore Name # of Changes
winorcl01 prgtwesx01.tech.local 18674 prgtwesx01.tech.local 681 prgtwesx01-ds01 1
dlsql0 prgtwesx01.tech.local 11974 prgtwesx02-virt.techlocal 106
as20160C prgtwesx01.tech.local 2357 prgtwesx02.tech.local 61
enterprise0s protwesx01.tech.local 27 prgtwesx03.tech.local 61
vbrl2servicevm4 prgtwesx03.tech.local 297 prgtwesx01-virttechocal 50
vboservicevm prgtwesx(3.tech.local 184
vbr12servicevm3 prgtwesx03.tech.local 153
ts-vm01-xbds prgtwesx01-virttechlocal a7
ts-vm022-IVrN prgtwesx01-virt.tech.local a7
winsn002 prgtwesx(1.tech.local 57
Number of Changes Made Modifications per User (Top 5)
10000,
8485 8353

Il TECH\sheila.d.cory (34137} I TECH\johnmcqueen (3%0) [ TECH'william.fox (132)
1/5/2023 1/6/2023 1/7/2023 1/8/2023 1/9/2023 1/10/2023 1/11/2023 comymwarevim.eam (3429) I TECH\ryansmith (254)

Change Details

Initiator s Event Description Time = Object s Location Object Type =
TECH\sheila.d.cory Guest operation Validate Credentials performed on 1/5/2023 winorcl01 >Virtual vSphere Virtual
Virtual machine winorcl01, 12:00:30 AM Infrastructure>vcenter0 1 tech. Machine
local> Prague> progtwesx01.tec
h.local
TECH\sheila.d.cory Guest operation Validate Credentials performed on 1/5/2023 winorel01 >Virtual vSphere Virtual
Wirtual machine winorcl01, 12:00:31 AM Infrastructure>vcenter01 tech. Machine
local> Prague> progtwesx01.tec
h.local
TECH\sheila.d.cory Guest operation Validate Credentials performed on 1/5/2023 virt01-vm33 *Virtual vSphere Virtual
Virtual machine virtd1-vm33, 12:00:44 AM Infrastructure>vcenterQ1.tech. Machine
local>Prague>CDP
cluster> prgtwesx01-
virttech.local
TECH'sheila.d.cory Guest operation Create Temporary File performed on 1/5/2023 virtd1-vm33 >Virtual vSphere Virtual
Virtual machine virt01-vm33, 12:00:44 AM Infrastructure>vcenter0 1 tech. Machine

local>Prague>CDP
cluster>prgtwesx01-
virttech.local

TECH\sheila.d.cory Guest operation Delete File performed on Virtual 1/5/2023 virtd1-vm33 >Virtual vSphere Virtual
machine virt01-vm33. 12:00:44 AM Infrastructure>vcenter0 1 tech. Machine
local>Prague>CDP

cluster> prgtwesx01-
virttech.local
TECH\sheila.d.cory Guest operation List Files performed on Virtual machine 14572023 virt01-vm33 >Virtual vSphere Virtual
virtd1-vm33. 12:00:44 AM Infrastructure>vcenter0 1 tech. Machine
local» Prague>CDP
cluster> prgtwesx01-
virttech.local
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Use Case

The report allows IT administrators to get details on recent infrastructure changes made by authorized users so
that any unwanted action can be quickly rolled back.

Infrastructure Changes by Object

This report analyzes virtual infrastructure configuration changes and provides detailed information on changes
performed for each object within the reporting period.

e The Summary section shows which object types were modified during the reporting period and provides
information on update, deletion and creation counts for each object type.

e The Details table provides information on modified objects, including change type, object name, type and
location, property changed and new and old values of the property.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e BusinessView objects: defines Business View groups to analyze in the report.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

e Period: defines the time period to analyze in the report. Note that the reporting period must include at
least two successfully completed Object properties data collection tasks for the selected scope.
Otherwise, the report will contain no data.

e Objecttypes: definesa list of infrastructure objects to analyze in the report. To select multiple items, use
the [Ctrl] or [Shift] key.

e Object properties: defines configuration properties for which the report will track changes. The list of

available properties will depend on the selected object type. Use the Filterfield to search for the
necessary properties by name.
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e Show all historical changes of properties during the selected period: defines whether to include in the
report all historical changes for the specified time period.

VeeAM

Infrastructure Changes by Object

Description

This report tracks configuration changes in yeur virtual envirenment, providing detailed information about every change fer sach object.

Report Parameters

Scope: Virtual Infrastructure
Reporting period: 1 day (1/10/2023)
Object types: Any object types
Object properties: Power state

Shew all historical changes of properties during the selected period: True

Summary

Medified Objects Per Object Types

8543 %
I Sphere Virtual Machine vSphere VMFile [l vSphere Snapshot

Object Type Object Update Count Object Deletion Count Object Creation Count

wSphere Virtual Machine 7 [} o

wSphere VIMFile 0 n 42

vSphere Snapshat 0 0 2

Details
E‘Ohject Type: vSphere Virtual Machine

Object Name Object Location Property New Value Old Value

Bl Change Type: Updated

winsn005 >Virtual Power state poweredOff poweredOn
Infrastructure >veenterd1.tech.local> Prague> prgtwesdd1
techlocal

backupserver001 >Virtual Power state poweredOn poweredOff
Infrastructure >veenterd 1 tech.local > Prague > prgtwesed1
‘techlocal

wrk004 >Virtual Power state poweredOn poweredOff
Infrastructure >veenterd1.tech.local> Prague> prgtwesdd1
techlocal

SQLSRV002 >Virtual Power state poweredOn poweredOff
Infrastructure >veenterD14ech.lacal > Prague > prgtwes«01
‘techlocal

SQLSRV001 >Virtual Power state poweredOn poweredOff
Infrastructure >veenterD1tech.acal > Prague > prgtwesx01
techlocal

ts-vm01-ZVIV >Virtual Power state suspended poweredOn

Infrastructure>veenter1 techlocal> Prague> CDP
cluster>prgtwesi01-virttech.local

ts-vm022-12GE >Virtual Power state suspended poweredOn
Infrastructure >vcenterd1 techlocal>Prague>CDP
cluster>prgtwesx02-virt tech local

Use Case

The report allows senior IT administrators to get details on recent infrastructure modifications made to target
objects so that any unwanted action can be quickly rolled back.
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Permissions by Object

This report provides information about permissions assigned in your virtual environment, including individual
permissions for every object. The report lists virtual infrastructure objects and shows permissions that each

registered user has for these items.

e The Permissions subsections provide information on permissions for each object, including object name,
location, user or group, permissions assigned to this user or group and whether permissions can be
propagated.

Report Parameters

You can specify the following report parameters:

o Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e Object name: defines a name of the virtual infrastructure object for which permissions should be shown.
You can specify either an exact object name or a part of the name.

e Objecttype: defines a type of virtual infrastructure objects for which permissions should be shown.
e User/User group: defines a user or a user group for which permissions should be shown.

e Userrole: definesa user role that should be included in the report.
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e Propagated permissions: defines whether permissions that can be propagated to child/dependent objects
should beincluded in the report.

VeeAM

Permissions by Object

Description

This report provides information about all assigned permissions in your virtual ervironment, including individual permissions for each object,

Report Parameters

Scope “irtual Infrastructure

Object narne:

Object type: )| QBJECT TYPES
User/User group: HAI Users/Groups”
User rale: *&Il Roles
Fropagated permissions: wa

Datacenter Permissions

Datacenter Name Location User / Group Role Propagate
Atlanta wienter(l
TECH\chloe lewis Adrninistrator es
TECH\stan.srnith Adrninistrator es
Gold Coast wienter(l
TECH stevenwright Yirtual machinge power user es
(sarnple)

Resource Pool Permissions

Resource Pool Name Location User f Group Role Fropagate
Resources weenterQThAtlantahesx02
TECH\chloe lewwis Administrator s
TECHrmark.scissor Administrator s
TECH\stan.srnith Administrator es
Evaluation weenterQThAtlantahesxdl
TECH\chloe lewis Administrator Yes
TECHmark.scissor Adrinistrator Yes
TECH\stan.smith Administrator Yes
Fileservers wienter0ThAtlantab g0l
TECH\chloe lewwis Administrator es
TECHmark.scissor Ldministrator s
TECH\star.srnith Administrator es

Use Case

This report helps senior IT administrators review permissions for any given object (vCenter Server, cluster,
storage, datacenter, resource pool, VApp, host system or VM).

Permissions by User

This report provides information about permissions assigned in your virtual environment, including individual
permissions for every user. The report lists registered users and shows permissions that each user has for
different virtual infrastructure objects.

e The Permissions subsections provide information on permissions of each user, including object name,
location, user role and whether permissions can be propagated.
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Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e Object name: definesa name of the virtual infrastructure object for which permissions should be shown.
You can specify either an exact object name or a part of the name.

e Objecttype: defines a type of virtual infrastructure objects for which permissions should be shown.
e User/User group: defines a user or a user group for which permissions should be shown.
e Userrole: definesa user role that should be included in the report.

e Propagated permissions: defines whether permissions that can be propagated to child/dependent objects
should be included in the report.

VEESAM

Permissions by User

Description

This report provides information about all assigned permissions in your virtual environment, including individual permissions for each user

Report Parameters

Scope: Wirtual Infrastructure

Object name:

Object type: *AIIOBJECT TYPES*
User/User group: FAI U sersfGroups®
User role: *4/l Roles*
Fropagated permissions: Al

Permissions of TECH\chloe.lewis

Location Narne Role Fropagate

Object Type: Datacenter
weenter0l Atlanta Administratar es

Object Type: Datastore

weenter0ThAtlanta esx01-das1 Administrator es
weenter0T\Atlanta esx01-das? Adrninistrator fes
weenter0TvAtlanta esx01-das3 Adrministrator es
weenterQThWAtlanta esxl1-ds-hpwsa Administrator Yes

Permissions of TECH dangray

Location Marne Role Propagate

Object Type: Resource Pool
weenter0T\Atlantate sx01 Wiebserices Administrator es

Use Case

This report helps senior IT administrators review permissions assigned to any registered user.
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vSphere Infrastructure Assessment

This report pack helps you ensure that VMs in the managed environment can be properly protected with Veeam
Backup & Replication. Infrastructure assessment reports analyze the environment for incompatibilities,
configuration errors and datastore performance issues that can potentially prevent or complicate future backup
operations.

Reports included:
e Datastore Performance Assessment
e VM Change Rate Estimation

e VM Configuration Assessment

Datastore Performance Assessment

This report analyzes datastore performance and detects whether your datastores can sustain the current
workload.

e The Assessment Results table shows the number of hosts connected to each datastore included in the
report scope, the number of VMs that store data on the datastores, the number of virtual disks, and the
average latency/IOPS values for each datastore. The report also provides recommendations on how to
meet the defined parameters.

e The Top Datastores by Latency, Top Datastores by IOPS, Bottom Datastores by Latency and Bottom
Datastores by IOPS charts show 5 most and least loaded datastores in terms of the highest and the lowest
IOPS and latency values.

e The Details sections show performance charts with IOPS and latency statistics for each datastore, and
details tables with latency and IOPS values for every host connected to the datastore.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e Datastores: defines the datastore to analyze in the report.
e Interval: defines the time period to analyze in the report.

e Read latency (max) threshold: defines a threshold for the highest latency value for read operations. If the
averageread latency value for a datastore breaches the threshold, the datastore will be highlighted with
red.

e Write latency (max) threshold: defines a threshold for the highest latency value for write operations. If the
average write latency value for a datastore breaches the threshold, the datastore will be highlighted with
red.

e Read operations count (max) threshold: defines a threshold for the maximum number of read ope rations.
If the number of read operations for a datastore breaches the threshold, the datastore will be highlighted
with red.
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e Write operations count (max) threshold: defines a threshold for the maximum number of write operations.
If the number of write operations for a datastore breaches the threshold, the datastore will be highlighted
with red.
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VeeAM

Datastore Performance Assessment

Description

This report provides information on potential datastore performance issues that can show up during the backup process.

Report Parameters

Scope: Virtual Infrastructure

Datastores: All Datastores

Reporting period: Current week (1/9/2023 - 1/15/2023)
Read latency (max) threshold: 50 ms

Write latency (max) threshold: 50 ms

Assessment Results

Read Latency by Datastore

Datastore Connected Hosts N. of VMs N. ef Virtual Disks Average Value
veenter)1 tech.local\Praguehdocopslinuxnfs 1 1 1
veenter(1.techlocal\Prague\docopsubuntunfs01 2 11 4
veenter(]1 tech.local\Pragueprgtwesx01-ds01 1 26 32
veenter(l techlocal\Prague\prgtwesx01-ds02 1 59 115
veenter(]1 tech.local\Pragueprgtwesx01-virt-ds1 1 6 3
veenter( techlocal\Prague\prgtwesx02-ds01 1 53 62
veenter]1 tech.local\Pragueprgtwesx02 -virt-ds1 1 5 4
veenterQ1 techlocal\Pragueiprgtwesx03-ds01 1 61 57
veenter(1.tech.local\Prague\Veeam_dr_v6_nfsd1_SHMufy TOKz 1 2 4
k1Xc3a05zR)3

Write Latency by Datastore

Datastore Connected Hosts N. of VMs N. of Virtual Disks HAverage Value
veenterQ1 tech.local\Prague\docopslinuxnfs 1 1 1
veenter(1.techlocal\Prague\docopsubuntunfs01 2 11 4

veenter)1 tech.local\Pragueprgtwesx01-ds01 1 26 32
veenter(1.techlocal\Prague\prgtwesx01-ds02 1 59 115

veenter)1 tech.local\Praguehprgtwesx01-virt-ds1 1 6 3

veenter( techlocal\Prague\prgtwesx02-ds01 1 53 62

veenter)1 tech.local\Praguehprgtwesx02-virt-ds1 1 5 4

veenter(l techlocal\Prague\prgtwesx03-ds01 1 &1 57
veenter(1.tech.local\Prague\Veeam_dr_v6_nfsd1_SHMufyTOKz 1 2 4

k1Xc3a05zRI3

10OPs by Datastore

Datastore Connected Hosts N. of VMs N. of Virtual Disks Average Value
veenterQ 1 tech.local\Praguei\docopslinuxnfs 1 1 1 21.36
veenter(1 tech.local\Pragued ocopsubuntunfs01 2 1 4 2.27
veenter( techlocal\Prague\prgtwesx01-ds01 1 26 32 95.74
veenter]1 tech.local\Pragueprgtwesx01-ds02 1 59 115 1035.62
veenter( 1 techlocal\Prague\prgtwesx01-virt-ds1 1 6 3 5.86
veenter(]1 techlocal\Pragueprgtwesx02-ds01 1 53 62 1744.29
veenterQ 1 tech.local\Pragueprgtwesxk02-virt-ds1 1 5 4 32.59
veenter(]1 tech.local\Pragueprgtwesx03-ds01 1 &1 57 588.44
veenterQ 1 tech.local\Prague'Veeam_dr_v6_nfsd1_SHMNufyTQKz 1 2 4 0.00
k1¥c3a05zR)3

All datastores meet the defined performance thresholds.
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Top Datastores

Top Datastores by Latency Top Datastores by 10PS
20 1200
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Use Case

Veeam Backup & Replication provides Backup 1/O Control, a capability that allows you to define latency and
IOPS thresholds for any datastore:

e The Stop assigning new tasks to datastore at option means that when the backup server is assigning a
proxy for the virtual disk, it will take latency (IOPS) into consideration, and the backup job will wait for the
datastore to become free before starting the backup.

e The Throttle I/O existing tasks at option is designed for situations when a backup job is already running
and latency becomes an issue due to an external load. For example, if a SQL maintenance process were to
start running in a VM using the same datastore as the backup job, then the backup job will automatically
throttle its read 1/0O from the datastore so that latency drops below the specified threshold.

The report helps you assess current load on your datastores and make sure that by specifying the certain
thresholds in Veeam Backup & Replication you maximize possible backup performance while minimizing the
impact on production workloads.
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VM Change Rate Estimation

This report predicts the number of changed blocks (measured in GB) for virtual disks based on virtual machines
write rate. The report analyzes rates at which data was written to virtual disks during the selected reporting
interval, and displays top N VMs that grew faster and slower than other VMs.

e The Summary section contains the following charts:

o The Top VMs with Largest Change Rate (GB) chartshows VMs with the greatest amount of changed
blocks within the reporting period.

o The Top VMs with Least Change Rate (GB) chart shows VMs with the least amount of changed blocks
within the reporting period.

e The Details table provides information on the total change rate and the hourly, daily or weekly change
rate (depending on the reporting interval).

Click a VM name to drill down to change rate statistics for each VM disk.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e VM folders: defines a list of VMware vSphere folders to include in the report (applies to VMware vSphere
environments only). VM folders view is an alternate way to present the virtual infrastructure. If VMs in
your infrastructure are grouped into folders according to their profile, you can limit the report scope by
specifying the necessary folders only.

e VMware Cloud Director objects: defines VMware Cloud Director components to analyze in the report.

e BusinessView objects: defines Business View groups to analyze in the report. The parameteroptions are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

e Period: defines the time period to analyze in the report.

e Top N:defines the number of top VMs that will be included in the report.
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e Show VMs with no changes: defines whether VMs with no detected changes must be included in the
report.

VeeAM

VM Change Rate Estimation

Description

This report predicts the number of changed blocks (measured in GB) for virtual disks based on virtual machines write rate.

Report Parameters

Scope: Virtual Infrastructure

Interval: Current week (12/26/2022 - 1/1/2023)
Top N: 5

Show VMs with no changes: False

Business View objects:

Summary

Top 5 VMs with Largest Change Rate (GB) Top 5 VMs with Least Change Rate (GB)

100 25

80| 20
60|

40|

20|

0

backupsns2 atubkpsr backupsns0 qa08 repo30

qans qa06 qa04 repo3l repo3n
Details
Scope VM Menday Tuesday Wednesday Thursday Friday Saturday Sunday Total
B pdctwhv01.tech.local 9 11434 GB 9517 GB 102.93 GB 1479 GB 327.23GB
backupsmv52. 26.35GB 2687 GB 3882 GB 435GB 96.39 GB
M{M 49,10 GB 23.08 GB 1896 GB 234GB 93.47 GB
ba:kupsmﬁﬂ 1233 GB 11.17 GB 1294 GB 403 GB 40.48 GB
gal8 10.64 GB 13.29 GB 1031 GB 1.55GB 35.80 GB
@@ 4,64 GB 774GB 9.04 GB 1.24GB 22.67GB
@pnj 3.00GB 347 GB 338GB <1GB 10.34 GB
gald 291GB 339GB 332GB <1GB 9.79 GB
gﬂ 279GB 317 GB 3.16 GB <1GB 9.61GB
gﬂ 2.57GB 299 GB 299 GB <1GB 8.69 GB
Total: 1434 GB 95.17 GB 102.93 GB 1479 GB 327.23GB
Use Case

To performincremental backup, Veeam Backup & Replication needs to know which data blocks have changed
since the previous job run. The number of changed blocks reflects the amount of data written to the virtual disk.

Veeam Backup & Replication gathers this information to calculate the amount of new data that needs to be
backed up. The more changes occur on the virtual disk, the larger amount of space is required to store data in
backup. By estimating the change rate, the report helps you assess future needs for repository space.

VM Configuration Assessment

This report helps you to assess VMs readiness for performing backup with Veeam Backup & Replication. The
report analyzes configuration of VMs in your virtual environment, and shows potential issues and possible
limitations that could cause backup process to fail or prevent VMs from being properly backed up.

e The Summary section contains the following charts:
o The Virtual Machines Overview chartshows VMs with potential issues and ready to backup VMs.

o The Potential Issues chart shows number of VMs with potential issues.
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e The Details section provides information on VMs with potential issues and recommendations on resolving
the issues.

The report takes into account the following criteria when analyzing VM configuration:

VMware CBT

The report analyzes your virtual infrastructure to find VMs with existing

snapshots.
Existing Snapshots
To use VMware Changed Block Tracking for incremental backup, all existing

snapshots must be removed.

The report analyzes your virtual infrastructure to find VMs with hardware

version 4 or earlier.
Hardware Version 4 or earlier
To use VMware Changed Block Tracking for incremental backup, hardware

version of VMs must be 7 or later.

Virtual Disks

The report analyzes your virtual infrastructure to find VMs with
independent virtual disks.

VMs with Independent Disks
Veeam Backup & Replication does not support independent disks; these

disks are skipped from processing automatically.

The report analyzes your virtual infrastructure to find VMs with 2 TB virtual

disk size.
VMs with 2 TB virtual disks
running in vSphere 5.1 or older ~ For ESXi 5.1 and older, the maximum virtual disk (VMDK) size for snapshot

operations is limited to 1.9844923662017202 TB. For details, see this
VMware KB article.

The report analyzes your virtual infrastructure to find VMs that use SCSI

VMs with disks engaged in bus-sharing.

SCSI bus sharing VMware does not support taking snapshots of Microsoft Clustering Services

(MSCS) VMs. For details, see this VMware KB article.

The report analyzes your virtual infrastructure to find VMs with unaligned

Virtual disk size is not a virtual disks.

multiple of 1KB Veeam Backup & Replication does not support backup copy jobs and restore

jobs for VMs with unaligned disks. For details, see this Veeam KB article.
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The report analyzes your virtual infrastructure to find VMs with RDMs used
in physical compatibility mode.

VMs with pRDMs Veeam Backup & Replication will automatically exclude RDMs used in

physical compatibility mode from the backup job. For details, see this
VMware KB article.

Application-Aware Image Processing

The report analyzes your virtual infrastructure to find Windows Server

VMs with Windows Server 2000 VMs.

2000 Guest 05 To enable backup with application-aware image processing, upgrade guest

0OS to Windows Server 2003 or later.

The report analyzes your virtual infrastructure to find VMs that do not have
with VMware Tools installed or running.

VMware Tools Not Running To enable backup with application-aware image processing, it is required

that guest OS running inside your VMs has VMware Tools installed and
running.

Datastore Free Space

The report analyzes your virtual infrastructure to find datastores that have
less than 10% of free space.

VMs on datastores with 10%

When Veeam Backup & Replication backsup a VM, it triggers a VMware
of free space

snapshot that is normally stored next to VM files on the source datastore.
To eliminate the problem of datastores running low on free space during
backup, it is required that the free space is more than 10%.
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Other

The report analyzes your virtual infrastructure to find VMs with names that

contain the following symbols: @ / \ < >.
Unsupported VM names Veeam Backup & Replication does not process VMs with names that
contain mentioned symbols. If you want to back up these virtual machines,

you must rename them.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e VMware Cloud Director objects: defines VMware Cloud Director components to analyze in the report.

e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

e Issues: defines VM assessment criteria to include in the report.
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e Ignorereplica VMs created by Veeam products: defines whether to include in the report VM replicas
created with Veeam Backup & Replication.
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VeeAM

VM Configuration Assessment

Description

This report analyzes VMs configuration, and shows potential issues and possible limitations that can be meat during the backup process (VMware anly).

Report Parameters

Scope: Virtual Infrastructure

Ignare replica VMs created by Veeam products: True
Business View objects:

Issues: All

Summary

Virtual Machines Overview

I VM5 with potentialissues [l Readyto backup

Details

Potential Issues

Il \/Mware CET

55

86

Datastore [ App-Aware Processing

Category: VMware CBT

Potential Issue: Existing snapshots

Virtual Machine

filesrv01
linuxsrv002

srvl4

snvlb

wrk001
backupserver001
backupserver(02
backupserver(03
backupserver(04

enterprise08
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Host

prgtwesx01.tech.local
prgtwesx01.tech.local
prgtwesx01.tech.local
progtwesx01.tech.local
progtwesx01.tech.local
prgtwesx01.tech.local
prgtwesx01.tech.local
progtwesx01.tech.local
prgtwesx01.tech.local
prgtwesx01.tech.local

Datastore

Prague\prgtwesx01-ds01
Prague'\prgtwesx01-ds01
Prague‘\prgtwesx01-ds01
Prague\prgtwesx01-ds01
Prague\prgtwesx01-ds01
Prague'prgtwesx01-ds02
Prague‘\prgtwesx01-ds02
Prague'\prgtwesx(1-ds02
Prague'\prgtwesx01-ds02
Prague'prgtwesx01-ds02



Category: App-Aware Processing

Potential Issue: YMware tools Not Running

Virtual Machine Host Datastore

serv001 prgtwesx01.tech.local Prague\prgtwesx01-ds02
unxsrv001 protwesx01.tech.local Prague\prgtwesx01-ds02
ts-vm01-ZVIV prgtwesx01-virttechlocal Prague\docopsubuntunfs01
proxy_013 protwesx02.tech.local Prague’\prgtwesx02-ds01
repository 013 prgtwesx02.tech.local Prague\prgtwesx02-ds01
servbl protwesx02.tech.local Prague’\prgtwesx02-ds01
sv011 prgtwesx02.tech.local Prague\prgtwesx02-ds01
srv0B protwesx02.tech.local Prague’\prgtwesx02-ds01
srv83 prgtwesx02.tech.local Prague\prgtwesx02-ds01
ts-vm022-1ZGE prgtwesx02-virttech.local Prague’\prgtwesx02-virt-ds1

Use Case

This report allows you to obtain a list of VMs in your virtual environment that could experience potential issues
with backups, and to get guidance on how to resolve these issues.
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vSphere Monitoring

This report pack displays performance statistics for clusters, hosts, resource pools, vApps and VMs. Additionally,
it tracks VM uptime, provides an overview of triggered alarms and helps you perform health assessment of your
Infrastructure to increase its efficiency.

Reports included:
e Alarms Current State Overview
e Alarms Overview
e Cluster Hosts Performance
e Cluster Performance
e Datastore Performance
e Host Performance
e Host Uptime
e Multiple Clusters Performance
e Resource Pool and vApp Performance
e VM Performance

¢ VM Uptime

Alarms Current State Overview

This report shows alarms triggered by Veeam ONE Client for the managed virtual infrastructure.
e The Summary section includes the following elements:
o The Total Issues Number chartshows the number of triggered alarms.
o The Top 10 Alarms table shows 10 most frequently triggered alarms.

e The Details section provides information on each triggered alarm, including affected object, object
location, alarm name, alarm type, trigger and date and time when the alarm was triggered.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e BusinessView objects: defines Business View groups to analyze in the report.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

497 | Veeam ONE | Reporting Guide



e Alarm statuses: defines the status of alarms that must be included in the report ( £rrors and Warnings;
Errors only; Errors, Warning, Acknowledged; Acknowledged only).

VEeeAM

Alarms Current State Overview

Description

This report shows all currently unresolved alarms for the virtual infrastructure,

Report Parameters

Scope: Virtual Infrastructure
Alarm statuses: Errors and Warmnings
Summary

Total Warnings 147
Total Errors )
Alarmed Objects: 191

Top 10 Alarms
Total Issues Number

Alarm Name Alarm Type Repeat Count
Latest snapshot age Warning 104
147\\ Latest snapshot size ‘Warning 31
Latest snapshot size Error 26
Too many snapshots on the VM Warning 9
Guest disk space Error Fi
Too many snapshots on the VM Errar 4
Host NIC connection state Error 3
Orphaned VM backup snapshot Error 3
Datastore free space Error 1
Datastore read latency ‘Warning 1
I Error Warning
Details
Object Location Alarm Name Type Trigger Time
Object Type: Datastore 2
prgtwesx01-ds02 \Wirtual Datastore free Error Amount of free space (4.9%) is 1/10/2023
Infrastructure\wcenter01.tech.local\ space below a defined thresheld (3.0%). T:02:11 PM
Prague Current free space is 362.97 GB.
protwesx01-virt-ds1 \Wirtual Datastore ‘Warning "Disk/Datastore: Datastore Read 1/11/2023
InfrastructurelweenterDl.tech.localy read latency Latency” (112.0 Milliseconds) is 12:36:18 PM
Prague above a defined threshold (100.0

Milliseconds)

Use Case

This report evaluates the health state of the managed infrastructure and helps you simplify troubleshooting.
You can use the report to export details of triggered alarms.

Alarms Overview

Veeam ONE Client generates multiple alarms to inform you about important events in your environment. This
report allows administrators to quickly review the health state of the environment and to track how the number
of alarms has been changing during the reporting period.

The report analyzes alerting activity across a time range, provides information on virtual infrastructure objects
that caused the greatest number of alerts, and displays top 10 most frequently occurred issues.

e The Summary section includes the following elements:

o The Errorsand Warnings charts show top 5 objects that caused the greatest number of alarms.
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o The Total Issues chart shows alarm activity during the reporting period.
o The Top 10 Issues table shows 10 most frequently triggered alarms.

The Details section provides information on each affected object , including object type, location, object
name, number of triggered alarms and alarm activity trend.

Click a number in the Alarms column in the details table to drill down to details for alarms raised for the
infrastructure object.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

Business View objects: defines Business View groups to analyze in the report.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected scope. Otherwise,
the report will contain no data.

Group by: defines how data will be grouped in the report output (by /ssue type or Object type).

Object types: defines a list of virtual infrastructure object types to analyze in the report.
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e Alarms: defines a list of alarms to analyze in the report.

For details on alarms you can select in the list, see section VMware vSphere Alarms of the Veeam ONE
Working with Alarms Guide.

VeeAM

Alarms Overview

Description

This report provides an overview of your virtual environment current health state that includes most common alarms and most affected V1 objects.

Report Parameters

Scope: Virtual Infrastructure
Reporting period: 1 week (1/5/2023 - 1/11/2023)
Group by: Issue type

Business View objects:

Object types: All items
Alarms: All items
Summary

Total Errors: 80

Total Warnings: 280

Top Objects and Issues

Errors Warnings
35
30
30
25
25
20
15
Ll
10 E 7
5
o
sl winsnd01 svill prgowesd]-virt-ds1
eanter0l proturesx01-ds02 sen0d_release veantar0l m_dr_v6_nfs41_5H_
Total Issues Top 10 lssues
250 Name Total = Total +
243 Triggered Objects
200
Latest snapshot age 105 105
150 VM total disk latency 95 17
Latest snapshot size 650 58
100 74 VM CPU usage 28 1
s0 37 Datastore read latency 25 [
Too many snapshots on the VM 13 13
o0 [ o0 o0 [

o - - - - Datastore write latency 10 3
US/2023  1/6/2023 U203 V2023 92023 1/10/2023 11172023

Guest disk space 7 7
Warnings == Errors Host CPU usage 5 1
Datastore free space 4 1
Details
Issue Type: Error
Location Object Alarms Trend
Object Type: vSphere Datastore 2 1]
Wirtual Infrastructure’wcenter01.tech.local\Prague prgtwesx01-ds02 5 Increasing
Wirtual Infrastructuretweenter(1.tech.local\Prague prgtwesx03-ds01 1 Increasing
Object Type: vSphere Host System 3 3
Wirtual Infrastructure’weenter01.tech.local\Prague prgtwesx01.tech.local 1 Increasing
Wirtual Infrastructure’weenter01.tech.local\Prague prgtwesx02 tech.local 1 Increasing
Wirtual Infrastructure’weenter01.tech.local\Prague prgtwesx03.tech.local 1 Increasing
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Use Case

The report provides an overview of the current health state of your virtual environment, shows the list of the
most common alarms and identifies the most affected virtual infrastructure objects.

Cluster Hosts Performance

This report aggregates historical data and shows performance statistics for all hosts in selected clusters across a
time range. The report features a predefined list of performance counters and allows you to report on memory,
CPU, disk and network usage.

e For each host in the cluster, the Summary section includes the following elements:

o The summary table describes configuration of each host in the cluster, including allocated memory
and CPU resources and the number of CPU cores and sockets.

o The resource usage subsections provide information on CPU, memory, disk and network usage and
analyzes resource usage trends for each host.

Click a host name in the summary table or in the resource usage table to drill down to performance
charts with statistics on CPU, memory, disk and network usage for the host, and the list of top
resource consuming VMs. You can click a VM name in the list to drill down to performance charts with

statistics on CPU, memory, disk and network usage for the VM.

Report Parameters

You can specify the following report parameters:

o Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected scope. Otherwise,
the report will contain no data.

e Businesshours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data
analysis.
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e Metrics: definesa list of performance counters to analyze in the report.

VeeAM

Cluster Hosts Performance

Description

This repert shows performance data for all hosts within the selected cluster that includes CPU, Memory, Disk and Network usage.

Report Parameters

Scope: Wirtual Infrastructure
Reporting period: 1/2/2023 - 1/8/2023
Metrics: All lterns

Details for: CDP cluster

Summary

Host Mame Memory Size, GB Total CPU, GHz Cores Sockets

prgtwesx1-virt.tech.local 40 28.79 12 2

protwesx2 virt.tech.ocal 40 28.79
Total: 79.99 57.58 24 4

CPU Usage

12

10

Percent
o

ZWM

0
Mon, 1200 AM - Tue, 12:00 AM Wed, 1200 AM Thu, 12:00 AM Fri, 12:00 AM Sat, 12:00 AM Sun, 1200 AN Mon, 12:00 AM

= prgtwesx01-virttechloal prgtwesx02-virttechloal

Hosts by CPU Usage
10

8

Percent

prgtwesx01-virttechlocal prgtwesx02-virttechlocal

CPU Usage (Percent)

Host Mame Average Minimum Maximum Std. Deviation Trend

prgtwesx02-virt tech.local 9.27 227 10.22 1.07 Increasing

protwesx01-virt tech.local 3.25 2.18 3.90 0.24 Increasing
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Use Case

The report provides an overview of hardware resource consumption across your hosts. This information may
help you identify hosts with performance issues, balance workloads, right-size resource provisioning, redefine
DRS settings and optimize cluster overall performance.

Cluster Performance

This report aggregates historical data and shows performance statistics for a selected cluster across a time
range.

The Summary section describes configuration of each host in the cluster, including allocated memory and
CPU resources and the number of CPU cores and sockets.

The Performance subsections provide information on CPU, memory, disk and network usage, including
usage trends and top resource consuming hosts and VMs in the cluster.

Click a host name in the summary table or in the list of top resource consuming hosts to drill down to
performance charts with statistics on CPU, memory, disk and network usage for the host.

Click a VM name in the list of top resource consuming VMs to drill down to performance charts with
statistics on CPU, memory, disk and network usage for the VM.

Report Parameters

You can specify the following report parameters:

Object: defines the cluster to analyze in the report.

Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected cluster.
Otherwise, the report will contain no data.

Business hours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data
analysis.
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e Top N:defines the maximum number of hosts and VMs to displayin the report output.
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VeeAM

Cluster Performance

Description

This report shows cluster hosts performance history that includes CPU, Memary, Disk and Metwork counters,

Report Parameters

Selected object:
Object locaticn:

Reporting period:

CDP cluster
WWWirtual Infrastructure\vcenter01 tech.local\Prague
1/2/2023 - 1/8/2023

Summary
Host Name Memory Size, GB Total CPU, GHz Cores Sockets
prgtwesx01-virt.tech.local 40 28.79 12 2
prgtwesx02-virt tech.local 40 2879 12
Total: 79.99 57.58 24 4
CPU Performance
Average CPU Ready (Percent)
019
013 M p rs M
i 5
o Noaveee VA VA ST v \‘.,'
007
004
0.0
Mon, 12:00 AM Tue, 12:00 AM Wed, 12200 AM Thu, 12:00 AM Fri, 1200 AM Sat, 12200 AM Sun, 12:00 AM Man, 12:00 AM
—— Average CPU Ready —— Average CPU Ready Trend
Object Name Average Minimum Maximum Std. Deviation Trend
CDP cluster 013 01 0.9 0.01 Decreasing
Toep 3 Hosts by CPU Ready
02 Object Name Avg Trend
protwesx01- 017 Decreasing
0.15 virt.tech.local
protwesx02- 0.09 Increasing
% virt.tech.local
é 04
0.05
o
Top 3 VMs by CPU Ready
03 Object Name Avg Trend
0.25 0.27 Increasing
0.19 Increasing
0.2
017 Decreasing

Percent

015
01
0.05
0

T e——
virt01-vm33
- NSXTransportNode




Use Case

The report provides an overview of hardware resource consumption for the selected cluster. This information
may help you identify clusters with performance issues, balance workloads, right-size resource provisioning,
redefine DRS settings and optimize cluster overall performance.

Datastore Performance

This report aggregates historical data and shows performance statistics for a selected datastore across a time
range.

e The Summary subsection provides information on type, capacity, free space, number of VMs and VM
templates.

e The Datastore IOPs, Datastore Usage, Datastore Latency and Datastore Errors subsections provide
information on IOPs, read/write rates, read/write latency and errors for the disk, including top 3 resource
consuming VMs and resource usage trends.

Click a VM name in the list of top 3 resource consuming VMs to drill down to performance charts with
statistics on CPU, memory, disk and network usage for the VM.

Report Parameters

You can specify the following report parameters:
e Object:defines the datastore to analyze in the report.

e Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected datastore.
Otherwise, the report will contain no data.
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e Businesshours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data
analysis.
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VeeAM

Datastore Performance

Description

This report shows datastore performance history that includes Usage, Latency and IOPS counters.

Report Parameters

Selected object:
Object location:

Reporting period:

prgtwesx01-ds01

WWWirtual Infrastructure\wcenter01.tech.localPrague

1/2/2023 - 1/8/2023

Summary

Name: protwesx01-ds01
Type: local storage
Capacity: 3676

Free space: T01.4GE

Virtual machines: 26

VM templates: 1]

Datastore 10Ps

Disk/Datastore: Datastore /0 (Mumber)

59

40

20

0

99
78, %WVQL_M_%

Maon, 12:00 AM Tue, 12:00 AM Wed, 12:00 AM Thu, 12:00 AM

Object Name

prgtwesx01-ds01

Tep 3 VMs by Read IOPs
5

Murm ber

Disk/Datastore: Datastore

o]
Average Minimum
81.22 72,00

508 | Veeam ONE | Reporting Guide

Disk/Datastore: Datastore

1/O Trend
Maximum Std. Deviation
99.00 5.89
Object Name

servid release

Fri, 12:00 AM Sat, 12:00 AM Sun, 12:00 AM

Trend

Increasing

Avg

463
415
1.28

Mon, 12:00 AM

Trend

Increasing
Decreasing

Increasing



Top 3 VMs by Write I0Ps

16 Object Name Avg Trend

14 - srvlb 14.91 Increasing

12 appsnvl 10.69 Decreasing

10 i
5 - srvld 6.60 Decreasing
£ s
=

&

4

2

o

The report helps you assess current load on your datastores and identify performance issues, such as excessive
bus resets or high command aborts rates.

Host Performance

This report aggregates historical data and shows performance statistics for a selected host across a time range.

The report shows tables and performance charts with statistics on CPU, memory, disk and network usage for the
host. The report also lists top resource consuming VMs and calculates resource usage trends for them.

The Navigation section shows path to the selected object, including VMware vSphere VC, datacenter,
cluster and host system.

Click a cluster name to drill down to performance charts with statistics on CPU, memory, disk and network
usage for the cluster.

The Performance subsections provide information on CPU, memory, disk and network usage, including
usage trends and top resource consuming VMs for the host.

Click a VM name in the list of top resource consuming VMs to drill down to performance charts with
statistics on CPU, memory, disk and network usage for the VM.

Report Parameters

You can specify the following report parameters:

Object: defines the host to analyze in the report.

Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected host. Otherwise,
the report will contain no data.

Business hours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data
analysis.
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e Top N:defines the maximum number of hosts and VMs to displayin the report output.
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VeeAM

Host Performance

Description

This report shows host performance history that includes CPU, Memory, Disk and Metwork counters.

Report Parameters

Selected object: prgtwesx01.techlocal

Object location: \WWirtual Infrastructure\wcenter01.tech.local\Prague
1/2/2023 - 1/8/2023

Top N: 3

Reporting period:

Mavigation

CPU Perfarmance

CPU Usage (GHz)

1?'./—1-.—

4

0

21
gt B g M;Mu e
v

Maon, 12:00 AM Tue, 12:00 AM Wed, 12:00 AM Thu, 12:00 AM Fri, 12200 AM

== CPU Usage (Absolute)

Object Name Average Minimum

prgtwesx01.tech.local 19.47 17.35

CPU Usage (Percent)

Sat, 12:00 AM

= CPU Usage (Absolute) Trend

Maximum

2137

Sun, 12:00 AM

Std. Deviation

0.75

Mon, 12:00 AM

Trend

Increasing

o e
38
25

13

0

= el A ] .
- po_. - L.‘_.."_'_' " P
A

Mon, 12:00 AM Tue, 12:00 AM Wed, 12:00 AM Thu, 1200 AM Fri, 12:00 AM

=== CPUUsage —— CPU UsageTrend

QObject Name Average Minimum Maximum

prgtwesx01.tech.local 5795 51.65 63.61

Top 3 VMs by CPU Usage

35 Object Name
30 - senv02 vbo
25 enterprise05

20 appsrv01

Percent

15

10

Sat, 12:00 AM

Sun, 12:00 AM

Std. Deviation

2.22

Avg

34.04
21.37
13.37

Mon, 12:00 AM

Trend

Increasing

Trend

Decreasing
Increasing

Decreasing



Use Case

The report provides an overview of hardware resource consumption for the selected host. This information may
help you identify hosts with performance issues, balance workloads, right-size resource provisioning and assure
high availability/failover protection for VMs across the growing virtual environment.

Host Uptime

This report analyzes host uptime statistics to track host availability.

The Top Uptime and Lowest Uptime chartsdisplay top 5 hosts in terms of the highest and the lowest
uptime values.

The Host Uptime table provides the list of hosts whose uptime values are lower and greater than the
specified thresholds.

Click a host in the Host column table to drill down to details on alarms triggered by Veeam ONE Client and
host restarts.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Host type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected scope. Otherwise,

the report will contain no data.

Business hours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data
analysis.

Uptime, greater than: defines the desired minimum uptime value.

Uptime, less than: defines the desired maximum uptime value.
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e Group by: defines how data will be grouped in the report output (by Uptime, Datacenter or Cluster).
VeeAM

Host Uptime

Description

This repart provides an averview of hosts uptime including hosts with lowest and highest uptime values.

Report Parameters

Scope: Virtual Infrastructure
Reporting period: Current menth (1/1/2023 - 1/31/2023)
Uptime: greater than 80.00% and lower than 100.00%
Group by: Group by Uptime
Summary
Top Uptime Lowest Uptime

100.00% 100.00%

80.00% 80.00%
60.00% 60.00%
40.00% 40.00%

20.00% 20.00%

0.00% 0.00%

pratwesxiZ-virttech L protwes02 tach local
protwes01-virttech L prgtwes1 techiocal protwss03 techlocal prgtwes1-virLtschl_

protwesdl? t=chlocal
1 1=chiocl protwen03.techlocal

Host Uptime
Datacenter Cluster Host MNumber of Number of Downtime Sum of
Restarts Alarms Uptime (%)
Uptime: Uptime > = 90%
Prague CDP cluster prgiwesx01 -virt.tech.local 2 3 00:27:10 99.76%
Prague CDP cluster prgtwesx02-virt.tech.local 2 3 00:27:10 99.76%
Prague prgtwesx01 techlocal 0 3 00:26:10 99.77%
Prague prgtwesx02 techlocal 0 1 00:26:10 99.77%
Prague prgtwesx03.tech.local 0 3 00:26:10 99.77%
Use Case

This report helps you discover the most and the least utilized hosts in the environment to restore their
efficiency and improve target ROI.

Multiple Clusters Performance

This report aggregates historical data and shows performance statistics for selected clusters across a time
range. The report features a predefined list of performance counters and allows you to report on memory, CPU,
disk and network usage.

e The Summary section describes configuration of each selected cluster, including allocated memory and
CPU resources, the number of CPU cores and sockets and CPU and memory usage rates.

Click a cluster name to drill down to performance charts with statistics on CPU, memory, disk and network
usage for the cluster.

e The Performance subsections provide information on CPU, memory, disk and network usage, including
usage trends and top resource consuming hosts and VMs in the cluster.

Click a host name in the list of top resource consuming hosts to drill down to performance charts with
statistics on CPU, memory, disk and network usage for the host.
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Click a VM name in the list of top resource consuming VMs to drill down to performance charts with
statistics on CPU, memory, disk and network usage for the VM.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected scope. Otherwise,
the report will contain no data.

e Businesshours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data

analysis.

e Top N:defines the maximum number of hosts and VMs to display in the report output.
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e Metrics: definesa list of performance counters to analyze in the report.
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VeeAM

Multiple Clusters Performance

Description

This report shows performance data for multiple clusters that includes CPU, Memory, Disk and Network usage.

Report Parameters

Scope: Virtual Infrastructure

Reporting pericd: 12/1/2022 - 12/31/2022

hetrics: CPU usage (%), Memory usage (%)
Top M: 3
Summary

Cluster Name

CDP Cluvlla
OceanCluster
ProductionCluster

Total:
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Memory Size, GB

255.97
2678.61
382.66
3317.24

Total CPU,
GHz
23.99
38383
57.58
465.4

Core

12
168
24
204

Sackets

CPU Memory
Usage % Usage %
33.81 75.08
37.76 06.27



CPU Performance

CPU Usage (Absolute) (Percent)

4376
35,00 ‘\Mﬂw
‘§ 26.25
d 175
B.75
0.0
Maon, 12:00 AM Tue, 12:00 AM Wed, 1200 AM  Thuy, 1200 AM Fri, 1200 AM Sat, 1200 AM Sun, 12:00 AM Man, 12:00 AM
== ProductionCluster OceanCluster —— CDPCluviia
CPU Usage (Absolute) (Percent)
Object Name Average Minimum Maximum Std. Deviation Trend
ProductionCluster 37.76 32,93 43.76 291 Increasing
OceanCluster 33.61 31.55 40.68 143 Decreasing
CDP Cluvila Mo changes
Top 3 Hosts by CPU Usage (Absolute)
30 Cluster Name Host Name Avg Trend
. OceanCluster mrn.tech.local 60.56 Decreasing
&0 OceanCluster shriech.local 52.63 Decreasing
. ProductionCluster producticn.techlocal 3176 Increasing
3 a0
)
[
20
o
Top 3 VMs by CPU Usage (Absolute)
20 Cluster Name Virtual Machine Name Avg Trend
. OceanCluster amg-cleanVAC 19.57 Decreasing
15 ProductionCluster xS0L 10.66 Increasing
. ProductionCluster ved103 tech.local 10.38 Increasing
S 10
&

Use Case

The report provides an overview of hardware resource consumption across your clusters. This information may
help you identify clusters with performance issues, balance workloads, right-size resource provisioning, redefine
DRS settings and optimize cluster overall performance.

Resource Pool and vApp Performance

This report aggregates historical data and shows performance statistics for a selected resource pool/vApp across

a time range.
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The report shows tables and performance charts with statistics on CPU, memory, disk and network usage for the
resource pool/vApp. The report also lists top resource consuming VMs and calculates resource usage trends for
them.

e The Navigation section shows path to the selected object, including VMware vSphere VC, datacenter,
cluster and resource pool.

Click a cluster name to drill down to performance charts with statistics on CPU, memory, disk and network
usage for the cluster.

e The Performance subsections provide information on CPU, memory, disk and network usage, including
usage trends and top resource consuming VMs.

Click a VM name in the list of top resource consuming VMs to drill down to performance charts with
statistics on CPU, memory, disk and network usage for the VM.

Report Parameters

You can specify the following report parameters:

e Object: defines the resource pool or vApp to analyze in the report.

e Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected resource
pool/vApp. Otherwise, the report will contain no data.

e Businesshours only: defines time of a day for which historical performance data will be used to calculate

the performance trend. All data beyond this interval will be excluded from the baseline used for data
analysis.

518 | Veeam ONE | Reporting Guide



e Top N:defines the maximum number of VMs to displayin the report output.
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VeeAM

Resource Pool and vApp Performance

Description

This report shows resource pools and vApps performance history that includes CPU, Memory, Disk and Metwork counters.

Report Parameters

Selected object: Backup
Object location: \Wirtual Infrastructure'weenter01.tech.local\Praguehprgtwesx01.tech.local
Reporting period: 1/2/2023 - 1/8/2023

MNavigation

CPU Perfarmance

CPU Usage (Absolute) (MHz)

4522 :
361 E.
2713
1809
904
0
Mon, 12:00 AM Tue, 12:00 AM Wed, 12:00 AM Thiy, 12:00 AM Fri, 1200 AM 5at, 12:00 AM Sun, 12:00 AM Maon, 12:00 AM
=— (CPU Usage (Absolute)] —— CPU Usage (Absolute) Trend
Object Name Average Minimum Maximum Std. Deviation Trend
Backup 4104.60 3858.00 4522.00 130,93 Decreasing
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CPU Usage (Percent)

E'MWMW—MM‘W—M%—W

1

0

Mon, 12:00 AM Tue, 12:00 AM Wed, 1200 AM Thy, 1200 AM Fri, 1200 AM Sat, 12:00 AM sun, 12:00 AM Man, 12:00 AM
=— (PUUsage —— CPU UsageTrend

Object Mame Average Minimum Maximum Std. Deviation Trend

Backup 570 541 6.10 015 Decreasing

Top 3 VMs by CPU Usage

14 Object Name Avg Trend

12 - appsnvil 1337 Decreasing
10 svld 11.90 Increasing
g - srvl3 1042 Decreasing

Percent

Use Case

The report helps you identify resource pools and vApps with performance issues, evaluate how efficiently your
resource pools and vApps are performing, and decide whether additional right-sizing or reconfiguration actions
are necessary.

VM Performance

This report aggregates historical data and shows performance statistics for a selected VM across a time range.

e The Navigation section shows path to the selected object, including VMware vSphere VC, datacenter,
cluster and resource pool.

Click a cluster, host or resource pool name to drill down to performance charts with statistics on CPU,
memory, disk and network usage.

e The Performance subsections provide information on CPU, memory, disk and network usage and analyzes
resource usage trends.

Report Parameters

You can specify the following report parameters:

e Object:definesthe VM to analyze in the report.
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e Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected VM. Otherwise,
the report will contain no data.

e Businesshours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data
analysis.

VeeAM

VM Performance

Description

This report shows VMs performance history that includes CPU, Memory, Disk and Network counters.

Report Parameters

Selected object: enterprisell
Object location: Y\WVirtual Infrastructure\wcenter01.tech.local\Prague\prgtwesx01.tech.local
Reporting period: 17272023 - 1/8/2023

MNavigation

CPU Perfarmance

Average CPU Ready All Cores (Percent)

18
144
1.08
072 P o = W - e T W F e r— e r—
0.36
0.0
Maon, 12:00 AM Tue, 12:00 AM Wed, 12200 AM Thu, 12:00 AM Fri, 12:00 AM Sat, 12:00 AM 5un, 12:00 AM Momn, 12:00 AM
== Average CPU ReadyAll Cores __ Average CPU Ready All Cores
Trend
Object Name Average Minimum Maximum 5td. Deviation Trend
enterprise01 0.65 0.54 0.80 0.05 Increasing
Use Case

The report allows you to verify that you have provided enough resources to the virtual machine.
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VM Uptime

This report analyzes VM uptime statistics to track VM availability.

The Summary section includes the following elements:

o The Top Uptimeand Lowest Uptime chartsdisplay top 5 VMs in terms of the highest and the
lowest uptime values.

o The Uptime Distribution chartdisplays the number of VMs with different uptime values.

The Virtual Machine Uptime table provides the full list of VMs whose uptime values are lower and
greater than the specified thresholds.

Click a VM name to drill down to detailed information on triggered alarms and virtual machine restart
events over a specified reporting period.

NOTE:

The Number of Restarts column shows the number of VM restarts from the VMware vSphere Client only.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View
groups from different categories are joined using Boolean AND operator. That is, if you select groups
from the same category, the report will contain all objects that are included in groups. However, if you
select groups from different categories, the report will contain only objects that are included in all
selected groups.

Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected scope.
Otherwise, the report will contain no data.

Business hours only: defines time of a day for which historical performance data will be used to
calculate the performance trend. All data beyond this interval will be excluded from the baseline used
for data analysis.

Uptime, greater than: defines the desired minimum uptime value.

Uptime, less than: defines the desired maximum uptime value.
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e Group by: defines how data will be grouped in the report output (by Uptime, Datacenter, Cluster or
Hos?).
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VeeAM

VM Uptime

Description

This report provides an overview of VMs uptime including VMs with lowest and highest uptime values.

Report Parameters

Scope: Virtual Infrastructure

Reporting period: Past menth (12/1/2022 - 12/31/2022)

Uptime: greater than or equal to 80.00% and lower than or equal to 100.00%
Grouping: Group by Uptime

Business View objects:

Summary
Top Uptime Lowest Uptime
100.00% 100.00%
80.00% 80.00%
60.00% 60.00%
40.00%
40.00%
20.00%
20.00%
0.00%
0.00% line01-7ING linux03-zRea  linux02- virt03-  NSXTranspor
as20160C  winorcl0l  enterprise07  Imesrv001 repo32 OeXsd proxy001 tMode
Uptime Distribution
133 —
————— =
Il Uptime >= 75%and < 90% Uptime >=90%
Virtual Machine Uptime
Cluster Host VM Name Number of Number of Downtime Sum of
Restarts Alarms Uptime (%)
Uptime: Uptime >= 90%
CDP cluster prgtwesx01-virttech.local virt03-proxy001 2 3 1 day(s) 92.98%
15:45:00
CDP cluster prgtwesx(2-virt-tech.local NSXTransportNode 1 1 1 day(s) 92.98%
15:45.00
prgtwesx01.tech.local winsrv002 1 3 18:34.00 96.72%
CDP cluster prgtwesx(2-virttech.local wm02-RgUH 0 2 00:24:00 90.05%
progtwesx03.tech.local wdro11 0 0 00:47:00 9935%
prgtwesx0l.tech.local winsrvD022016 3 4 03:16:00 99.42%
progtwesx0l.tech.local winsrv004 2 5 02:48:00 99.51%
progtwesx02.tech.local wspell 1 2 01:57:00 99.54%
prgtwesx01.tech.local enterprise03 1 1 02:36:00 99.54%
progtwesx1.tech.local winsrv001 1 5 02:30:00 99.56%
prgtwesx01.tech.local serv(1 vbo 1 5 02:20:00 99.56%
prgtwesx03.tech.local vag 5 1 3 02:25:00 99.57%
prgtwesx02.tech.local bckpsnv012 0 3 02:22:00 99.58%
prgtwesx03.tech.local vboservicevm 12 1 02:22:00 99.58%
Report created: 1/12/2023 1:07:21 AM ({UTC-08:00) Pacific Time (U5 8t Canada)) Fage: 10f4
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Use Case

Uptime is a measure of time a VM has been up and actively running on a host. When a VM is not operating,
storage space allocated to it is not being used productively. Used this report to track uptime of virtualized
workloads.
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vSphere Optimization

This report pack allows you to evaluate the efficiency of resource usage and to optimize VM resource
provisioning. This will help you achieve a better output and increase ROI for your virtual environment.

Reports included:
e Active Snapshots
e GarbagefFiles
e Idle Templates
e IdleVMs
e Inefficient Datastore Usage
e Orphaned VM Snapshots
e Oversized VMs
e Powered Off VMs

e Undersized VMs

Active Snapshots

This report shows a list of all VMs with snapshots, including the oldest and the largest snapshots in the virtual
environment.

e The Top VMs by Active Snapshot Size (GB) and Top VMs by Active Snapshot Age (Weeks) charts display
top 5 VMs with the oldest and the largest snapshots in the virtual environment.

e The Details table provides the list of VMs with snapshots and shows snapshot name, its location, date and
time when the snapshot was created, snapshot size and state of the VM.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e VMware Cloud Director objects: defines VMware Cloud Director components to analyze in the report.

e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

e Snapshot age, older than: defines snapshot age threshold. If a VM snapshot is older than the specified
age, the VM will be included in the report.
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e Ignorereplica VMs created by Veeam products: defines whether to include VM replicas created by Veeam
Backup & Replication in the report.

Veeam Backup & Replication uses VM snapshots as replica restore points. Such snapshot restore points
may be large in size and remain on the datastore for a long period of time. If you have VM replicas created
with Veeam Backup & Replication, select this check box to exclude VM replicas with snapshot restore
points from the report.

VeeAM

Active Snapshots

Description

This report lists all Vs with their active snapshats, highlighting the VMs with the oldest and largest active snapshots in your virtual enviranment,

Report Parameters

Scope: Virtual Infrastructure
Snapshot age: older than 1 week

Ignore replica VMs created by Veeam products: True

Summary

Top VMs by Active Snapshot Size (GB) Top VMs by Active Snapshot Age (Weeks)

800 200
600+ 150+
4004 100
2004 504
ahvo6 winorcl0l vbr_riw srvis4 veenter01 unixsrv1 a6 fileservDS sn09 servds
Details
Virtual Machine & Active Snapshot & Host Snapshot Directory s Snapshot Create Deita Size - VM State 2
Time (GB}
ahv06 VM Snapshot 1/9/2020, prgtwesx03.tech.local [prgtwesx03-ds01] ahv06/ 1/9/2020 9:09:15 PM 683.54 Powered Off
6:06:19 PM
winorcl01 VM Snapshot 8/29/2022, progtwesx01.tech.local [prgtwesx(1-ds02] winorl01/ 8/29/2022 7.07:02 PM 18203 Powered On
7:06:51 PM
vbr_rhv VM Snapshot 12/5/2022, prgtwesx03.tech.local [prgtwesx03-ds01] vbr_rhw/ 12/5/2022 2:13:35 PM 110.80 Powered On
2:13:21 PM
srvl34 init_snapshot prgtwesx03.tech.local [prgtwesx03-ds01] srv154/ 12/27/2021 1:22:08 10932 Powered On
PM
veenter01 11/3/2022, 8:36:44 AM prgtwesx01.tech.local [prgtwesx01-ds02] vcenter01_new_1/ 117372022 8:36:51 AM 84.64 Powered On
srvld 2012 10/13/2022, 4:55:34 progtwesx01.tech.lacal [prgtwesx01-ds01] srv14/ 10/13/2022 4:55:40 7769 Powered On
PM PM
srv27-tih srv27-tih_vm-102045_1 prgtwesxD2.tech.local [prgtwesx02-ds01] srv27-tih/ 6/6/2022 8:50:46 AM 70.58 Powered On
srv12win16 init_snapshot prgtwesx03.tech.local [prgtwesx03-ds01] srv12win16/ 11/22/2022 1:42:14 70.19 Powered On
PM
winsrv0022016 winsrv0022016_vm- prgtwesx01.tech.local [prgtwesx01-ds02] winsn0022016/ 6/6/2022 8:50:07 AM 58.96 Powered On
102083_1
orcservly init_snapshot prgtwesx03.tech.local [prgtwesx03-ds01] orcserve?/ 11/16/2021 10:13:10 58.76 Powered Off

Use Case

Outdated snapshots consume valuable storage resources. Best practices for snapshots recommend that you
delete snapshots older than 3 days, since they no longer reflect recent VM changes.

The report helps you detect outdated snapshots and better address the problem of wasted storage space.
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Garbage Files

This report shows an overview of storage consumed by files that do not belong to VMs comprised in the
infrastructure inventory.

e The Summary chartdisplays total amount of free space, amount of space consumed by non-garbage files
and amount of space consumed by garbage files on datastores from the selected scope (in percentage).

e The Details table shows the full list of datastores with folders that contain garbagefiles.

Click a folder name in the details table to drill down to the list of garbage files in the folder.

Report Parameters

You can specify the following report parameters:

o Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Storage type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.
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NOTE:

You can exclude specific datastores from this report. This can be useful when you are not interested in
examining particular datastores for garbagefiles (for example, local datastores, datastores hosting 1SO files
or backups). In this case, you can exclude unnecessary datastores from the collection scope. For more
information, see section Choosing Datastores to Report On of the Veeam ONE Deployment Guide.

VeeAM

Garbage Files

Description

This report shows an overview of storage consumed by all files that do not belong to VMs registered in VI inventory.

Report Parameters

Scope: Virtual Infrastructure
Summary
Total garbage files size: 267 TB

Total garbage files number: 624

5592 %
\

e

38.28 %
Il Corsumed Space Free Space [ Garbage Space

Details

Storage: prgtwesx02-ds01

Location: veenterQ1.tech.local
Garbage Files Folder Mumber of Garbage

Garbage Files Files Size

svllf 14 24.25 GB
esx05 linux ubuntu/ 4 10.85 GB
esx05 win10 pro/ 4 17.84 GB
esx05 win2012/ 4 26.36 GB
esx05 win2016/ 4 2840 GB
repositorysny’ 1 311KB
senv001/ 1 3.84 KB
senvl vba/ 1 395 KB
senD? vbo/ 1 150.00 B
senvi3 vbo/ 1 3.61KB
SQLSRVO01/ 1 150.00 B
SOLSRVD02/ 1 150.008
virt03-snv01/ 1 155.00 B
winsni0012016/ 1 395 KB
wrk004/ 1 150.00 B
Total: 40 107.711 GB

Use Case
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If a VM was improperly deleted or relocated, or if a snapshot operation failed, some residual elements belonging
to the VM may remain on the datastore.

This report allows you to check your infrastructure for garbage files that waste storage space and impact ROI.

|dle Templates

Templates are preconfigured images of your VMs that help you to easily deploy multiple copies of the model
VMs across the infrastructure.

e The Summary section shows the total number of templates, the number of idle templates and the amount
of wasted storage space.

e The Details table provides information on inactive templates, including template location, size and the last
time the template was used.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e Allowed period of inactivity: defines the amount of time that the template must be inactive to be included
in the report.
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NOTE:

You can exclude specific datastores from this report. This can be useful when you are not interested in
examining particular datastores for garbagefiles (for example, local datastores, datastores hosting 150
files or backups). In this case, you can exclude unnecessary datastores from the collection scope. For more
information, see section Choosing Datastores to Report On of the Veeam ONE Deployment Guide.

VeeAM

Idle Templates

Description

This report shows an overview of storage consumed by inactive templates including their location and when they were last actively used.

Report Parameters

Scope: Virtual Infrastructure

Allowed period of inactivity: 1 week

Summary

Total templates: 10

ldle templates: 10
Wasted Storage: 249,35 GB
Details

Location: vcenterQl.tech.local

Datastore Templates Templates Folder Template Size (GB) Last Access Date
Bl prgtwesx03-ds01 10 249.35
preset_win2012 150/ 5.03 10/19/2022 4:34 AM
preset_win2012 win2012/ 21.29 10/19/2022 4:34 AM
preset_win2019 150/ 517 10/17/2022 9:44 AM
preset_win2019 preset_win2019/ 2328 10/17/2022 9:44 AM
preset_linux preset_linux_1/ 16.00 10/17/2022 10:16 AM
win2019 150/ 517 9/26/2022 7:06 AM
win2019 win2019_1/ 25.56 9/26/2022 2:06 PM
win2016 150/ 5.59 10/18/2022 9:28 PM
win2016 win2016_vm/ 23.59 10/19/2022 4:28 AM
won2019_service_template 150/ 517 9/26/2022 7:08 AM
won2019_service_template won2019_service_template/ 23.08 9/26/2022 2:08 PM
preset_win10_pro 150/ 5.33 10/17,/2022 1017 AM
preset_ win10_pro preset_win10_pro/ 13.03 10/17/2022 10:17 AM
win2012 150/ 5.03 10/18/2022 9:25 PM
win2012 win2012_1/ 2347 10/19/2022 4:28 AM
preset_win2016 150/ 5.59 10/19/2022 4:33 AM
preset_win2016 win2(016/ 19.65 10/19/2022 4:33 AM
win10_pro 150/ 5.33 9/26/2022 7:02 AM
win10_pro win10_pra/ 13.03 9/26/2022 2:02 PM

Use Case

VM templates consume valuable storage resources. Use this report to review the list of your templates and
identify templates that can be deleted or moved to less costly datastores to reclaim additional storage space.
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Idle VMs

Idle VMs are virtual machines that remain running even though they are no longer used, for example the project
or POC is complete — but the VMs were never decommissioned. These Idle VMs consume CPU, memory and
storage resources that could be used by other active machines.

This report shows a list of idle VMs in terms of CPU, memory, disk and network utilization.

e The Summary section includes the following elements:

o The ldle/Active VMs chartshows the number of idle and active VMs.
o The Wasted Storage, GB chartshows the amount of valuableand wasted storage resources.

o The Idle CPU, GHz and Idle Memory, GB charts show the amount of active and idle CPU and
memory resources.

e The Details table provides information on idle VMs, including cluster or host name, VM name, CPU,
memory, disk and network usage, and the number of days during which VM was inactive.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e VMware Cloud Director objects: defines VMware Cloud Director components to analyze in the report.

e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View
groups from different categories are joined using Boolean AND operator. That is, if you select groups
from the same category, the report will contain all objects that are included in groups. However, if you
select groups from different categories, the report will contain only objects that are included in all
selected groups.

e Last<N>:definesthe time period to analyze in the report. Note that the reporting period must include
at least one successfully completed Object properties data collection task for the selected scope.
Otherwise, the report will contain no data.

e CPU usage, less than (GHz): defines CPU usage threshold. If the average CPU usage for a VM is below
the threshold during certain number of days (defined by Time in the selected state), the VM will be
considered to be “Idle".

e Memory consumed, less than (GB): defines memory usage threshold. If the average memory usage for a
VM is below the threshold during certain number of days (defined by Time in the selected state), the
VM will be considered to be "Idle".

e Disk usage, less than (KBps): defines disk usage threshold. If the averagedisk usage for a VM is below
the threshold during certain number of days (defined by Time in the selected state), the VM will be
considered to be “Idle".

e Network usage, less than (KBps): defines network usage threshold. If the average network usage for a
VM is below the threshold during certain number of days (defined by Time in the selected state), the
VM will be considered to be “Idle".
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e Time spentinthe defined conditions (%): defines the percentage of days in the reporting period when
the average resource usage (CPU, Memory, Disk and Network) of the VM was below the selected
thresholds.

534 | Veeam ONE | Reporting Guide



NOTE:

Veeam ONE Web Client checks whether the CPU usage, Memory consumed, Disk usage and Network usage
conditions are true at the same time (in other words, the conditions are joined by "AND").

VeeAM

Idle VMs

Description

This report shows a list of idle VMs in terms of CPU, memeory, disk and network utilization parameters.

Report Parameters

Root Object: Virtual Infrastructure

Interval: 1 week (1/10/2023 - 1/16/2023)
CPU usage, less than: 0.1 GHz

Memaory consumed, less than: 0.256 GB

Disk usage, less than: 20 KBps

Network usage, less than: 1KBps

Time spent in the defined conditions:  for more than 90 % of the time

Summary
Tatal VMs: 212
Idle VMs: 2

Idle/Active VMs ‘Wasted Storage, GB

B idle VMs [ Active VMs [ Cther States B Wasted [ Valuable
Idle CPU, GHz Idle Memory, GB
135720
I |dle CPU Usage [ Active CPU Usage Il |dle MemoryUsage [l Active Memory Usage

Details

vCenter Server: vcenter0l.tech.local

Cluster/Host Virtual Machine CPU Usage Memory Disk Usage Network Time in This +
(MHz) Usage (GB) (KBps) Usage (KBps) State (Days)
prgtwesx01-virttech.local 1
ts-vm01-ZVIV 5.00 0.01 0.00 0.00 1
prgtwesx02-virttech.local 1
ts-vm022-17GE 5.00 0.01 0.00 0.00 1

Use Case
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Idle VMs waste valuable storage resources. Use this report to review performance of your VMs and identify VMs
that can be shut down or reconfigured to reclaim additional storage resources.

Inefficient Datastore Usage

This report provides an overview of storage devices that accommodate inactive virtual machines.

e The Storage Consumed by Inactive VMs (GB) chartdisplays the amount of storage space consumed by
VMs that have beeninactive for one month, six months and one week.

e The Details table shows the full list of inactive VMs and rates the VMs by the amount of consumed
storage.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e VMware Cloud Director objects: defines VMware Cloud Director components to analyze in the report.
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e BusinessView objects: defines Business View groups to analyze in the report. The parameteroptions are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.
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VEEeAM

Inefficient Datastore Usage

Description

This report shows an overview of storage consumed by inactive virtual machines including their location and when they were last actively used.

Report Parameters

Scope: Virtual Infrastructure

Summary

Storage Consumed by Inactive VMs (GB)

Details

13762.84 \

Inactive Period
I OME MONTH =

OME WEEK -

Virtual Machine

Inactive Period: ONE MONTH +
ahvl6

backupserver001
veenter-cld
docopsnfs
veenter01_bkp
tests

avspem’

servid

servi’

enterprise(2

Location

veenter(1.tech.local\Prague\prgtwesx03.tech.loca
I

veenterQ1.tech.local\Prague\prgtwesx01.tech.loca
[

veenter(1.tech.local\Prague\prgtwesx01.tech.loca
I

veenter01.tech.local\Prague\prgiwesx03.tech.loca
1

vecenter(1.tech.local\Prague\prgtwesx01.tech.loca
I

veenterQ1.tech.local\Prague'prgtwesx2.tech.loca
I

veenter)1.tech.local\Prague\prgtwesx01.tech.loca
I

veenterQ1.tech.local\Prague\prgtwesx02 tech.loca
I

veenter(1.tech.local\Prague\prgtwesx02.tech.loca
I

veenter01.tech.local\Prague\prgtwesx01.tech.loca
1
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Latest Activity

9/19/2022

12/1/2022

9/26/2022

9/19/2022

9/19/2022

/19/2022

12/1/2022

9/19/2022

9/19/2022

/19/2022

Storage Consumed (GB)

22287

253.98

243.04

168.06

144.54

135317

116.09

111.20

106.35

95.57



Use Case

Inactive VMs consume valuable storage space. Use this report to review performance of your VMs and identify
VMs that can be deleted or relocated to less costly datastores to reclaim additional storage space.

Orphaned VM Snapshots

This report detects VM snapshots that reside on datastores but do not show up in the VMware Snapshot
Manager.

e The Datastore Space Usage (GB) chartdisplays the total amount of free space, amount of space consumed
by files other than orphaned snapshots and amount of space consumed by orphaned snapshots on
datastores from the selected scope.

e The Detailstable provides the full list of datastores with folders that contain orphaned snapshots.

The red color bar in the Snapshot: File name column shows how much datastore space is used by each
folder with orphaned snapshots.

Report Parameters

You can specify the following report parameters:

o Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.
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e Datastores: defines datastores to analyze for the presence of orphaned snapshots.

VeeAM

Orphaned VM Snapshots

Description

This report provides information on VM snapshots that are located on the datastores and are not visible to the Snapshot Manager.

Report Parameters

Scope: Virtual Infrastructure
Datastores: All Datastores
Summary
Datastore Space Usage (GB)
/2029430
——0.00
26816.1 l/
Il Free Space Used Space [l Wasted Space
Details
Virtual Server: vcenter0l.tech.local
Folder Mame Snapshot: File Name Snapshot: File Size (GB) VM Name
Datastore: prgtwesx01-ds01 15.50 GB
[prgtwesk01-ds01] srv14/ 1550 GB
snv14_1-000003.vmdk 15.25 srv1d
srv14-000003.vmdk 0.25 srvld
snv14_1-000001vmdk 0.00 srvld
srv14-000001.vmdk 0.00 srvld
[protwesx01-ds01] serd s/ 000 GB
servd3_1-000002.vmdk 0.00 servds
serv45_3-000002.vmdk 0.00 servds
Datastore: prgtwesx01-virt-ds1 8.42 GB
[prgtwesk01-virt-ds1] wirtD1-wm33/ 842 GE
virtd1-vm33_2-000002.vmdk 842 virtd1-vm33

Use Case

Orphaned snapshots consume valuable storage resources. Use this report to discover locations of useless
snapshots that can be deleted to reclaim additional storage space.
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Oversized VMs

This report helps you to detect VMs that have more allocated vRAM or vCPU resources than they require. The
report analyzes historical performance and configured resource allocation to provide recommendations for an
optimized VM configuration and allocation of resources.

The Summary section provides details on the total number of VMs, number of oversized VMs by vCPU and
vRAM, and amount of vCPU and vRAM resources that can be reclaimed.

The Oversized Virtual Machines by CPU table provides a list of VMs from which you can reclaim vCPU
resources. For each VM, the table details the number of configured vCPUs, averageand peak CPU usage,
and provides recommendations on vCPU configuration.

Click a VM name to drill down to VM performance charts that show how CPU usage was changing during
the reporting period.

The Oversized Virtual Machines by Memory table providesa list of VMs from which you can reclaim vRAM
resources. For each VM, the table details the amount of allocated memory, average and peak memory
usage, and provides recommendations on memory configuration.

Click a VM name to drill down to VM performance charts that show how memory usage was changing
during the reporting period.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

VMware Cloud Director objects: defines VMware Cloud Director components to analyze in the report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

Last <N>:defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected scope. Otherwise,
the report will contain no data.

Business hours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data
analysis.

Memory counter type: defines whether the Memory Active or Memory Consumed performance metric
should be analyzed in the report.
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e Top N:defines the maximum number of VMs to displayin the report output.

VeeAM

Oversized VMs

Description

This report helps you to discover VMs with under-utilized CPU and memory resources. It analyzes WMs historical performance and configuration data to provide recommendations on appropriate vCPU and vRAM
allocation for VMs.

Report Parameters

Scope: Virtual Infrastructure
Interval: 1 week (1/10/2023 - 1/16/2023)
Top N: 5

Memary counter type: Active

Summary

Total oversized VMs: 147

Total VMs: 212

CPU oversized VMs: m
Memaory oversized VMs: 147

CPU resources that can be reclaimed: 330 vCPUs
vRAM amount that can be reclaimed: 749.00 GB

Oversized Virtual Machines by CPU

B Virtual Server: vcenter01.tech.local

CPU
Cluster/Host Virtual Machine wCPUs Average Peak CPS‘;::!:‘::e Recommendation
Usage (%) Usage (%)
B prgtwesx01.tech.local 2 14
serv2l 8 3.00 400 7 Configure this VM with 1 vCPUs.
linuxsrv001 8 200 2.00 7 Configure this VM with 1 vCPUs.
B prgtwesx03.tech.local 3 28
protwesx01-virt 12 5.00 8.00 11 Cenfigure this VM with 1 vCPUs,
protwesx02-virt 12 11.00 12.00 10 Cenfigure this WM with 2 vCPUs,
vboservicevm 8 0.00 1.00 7 Configure this VM with 1vCPUs.
Oversized Virtual Machines by Memory
B Virtual Server: veenter0Ol.tech.local
Memory Reclaimed
Cluster/Host Virtual Machine Capacity Average Peak Usage Memory Recommendation
(GB) Usage (GB) (GB) Resource
B prgtwesx01.tech.local 2 47.10
serv21 32,00 0.36 043 3140 Allocate 0.6 GBs of RAM.
serv37 16.00 0.7 0.20 15.70 Allocate 0.3 GBs of RAM.
Bl prgtwesx03.tech.local E] 8540
prgtwesx02-virt 40,00 335 3.86 35.10 Allocate 4.9 GBs of RAM.
protwesx01-virt 40,00 3.26 428 3460 Allocate 5.4 GBs of RAM,
wirt03-snv01 16.00 0.20 022 15.70 Allocate 0.3 GBs of RAM.

Use Case

This report helps you discover VMs with excessive hardware provisioning. You may consider decreasing
hardware provisioning for the VM in vSphere configuration options, relocating the VM to less powerful hosts, or
adding more VMs to a shared resource pool to optimize resource allocation and reclaim wasted resources.

Powered Off VMs

This report shows a list of VMs that were remaining in the powered off state during the specified period.
For each powered off VM, the report shows its location, size and the datastore where the VM files are stored.

e The Summary section shows the total number of VMs in the selected scope, the number of powered off
VMs and their total size on disk.
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The Powered Off Virtual Machines table lists powered off VMs, their location and disk size.

The Powered Off status (%) column displays the amount of time during which a VM was powered off
against the time of the reporting period in percent.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

VMware Cloud Director objects: defines VMware Cloud Director components to analyze in the report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

Last <N>:defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected scope. Otherwise,
the report will contain no data.
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e Time spent powered off: defines the amount of time when the VM was powered off against the amount of
time in the reporting period (in percentage).

VeeAM

Powered Off VMs

Description

This report shows a list of all VMs that were in Powered Off state for a defined period of time.

Report Parameters

Scope: Virtual Infrastructure

Time spent powered off: 80 %

Interval: 1 week (1/10/2023 - 1/16/2023)
Summary

Total VMs: 212

Powered Off VMs: 67

Wasted Storage: 407851 GB

Powered Off Virtual Machines

B Location: vcenter0l.tech.local

Datastore Wirtual Machine > Computer Name = VM Size (GB) Power Off Status (%)

Blubuntunfs01 10
vipp01-TnFN Not set 0.00 100.00
linux03-zRea Not set 0.00 100.00
linux(02-OeX8 Not set 0.00 100.00
linux01-7IN9 Not set 0.00 100.00
vm02-RgUH Not set 0.00 100.00
template01-eoCy Mot set 0.00 100.00
ts-vm01-xbds Not set 0.00 100.00
ts-vm022-IVrN Not set 0.00 100.00
win-vm04-ts-Ulbl Not set 0.00 100.00
ts-vm01-ZVIV Not set 0.88 95.80

B prgtwesx01-ds01 a
avspem1 avspem 116.09 100.00
172.3542.67_pskehq pskehq 011 100.00
unixsrQ1 Not set 41.15 100.00
172.24.31.67 oxjuds anjds 0.11 100.00
ABC Company_filesrv04_replica Naot set 27.78 100.00
ABC Company_filesrv03_replica Not set 4122 100.00
ABC Company Not set 0.00 100.00
172.3342.67_sjinmu? Not set 011 100.00

Use Case

Powered off VMs do not consume CPU, memory or network resources, but they take up storage space required
to accommodate their disk files, snapshots and configuration data.

The report helps you detect VMs that can be relocated to less costly datastores and identify neglected VMs that
can be decommissioned.

Undersized VMs

This report helps you detect virtual machines that have less allocated vVRAM or vCPU resources than they
require. The report analyzes historical performance and configured resource allocation to provide
recommendations for an optimized VM configuration and allocation of resources.

e The Summary section provides an overview of the current state of your infrastructure, including the total
number of VMs and the number of CPU and memory undersized VMs, and shows recommendations on
resource allocation.
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The Undersized Virtual Machines by CPU and Undersized Virtual Machines by Memory tables display VMs
with insufficient CPU and memory resources and deliver recommendations for their reconfiguration.

Click a VM name in the Virtual Machine column to drill down to VM performance charts that show how
CPU and memory usage has been changing within the reporting period.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

VMware Cloud Director objects: defines VMware Cloud Director components to analyze in the report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

Last <N>:defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected scope. Otherwise,
the report will contain no data.

Business hours only: defines time of a day for which historical performance data will be used to calculate
the performance trend. All data beyond this interval will be excluded from the baseline used for data
analysis.

CPU ready, more than (%): defines the threshold for the percentage of time during which CPU resources
were in the ready state. If the CPU Ready Time value for a VM exceeds the specified threshold, the VM will
be included in the report.

Swap out rate, more than (KBps): defines the threshold for the percentage of the time which a VM spent
waiting for memory to be swapped back in from disk. If the Swap Wait Time value for a VM exceeds the
specified threshold, the VM will be included in the report.

CPU utilization (%): defines the CPU utilization threshold. If the CPU usage value for a VM exceeds the
specified threshold, the VM will be included in the report.

Memory utilization (%): defines the memory utilization threshold. If the memory usage value for a VM
exceeds the specified threshold, the VM will be included in the report.

Memory counter type: defines whether the Memory Active or Memory Consumed performance metric
should be analyzed in the report.
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NOTE:

Veeam ONE Web Client checks whether the CPU ready and CPU Usage conditions are true at the same time,
and then whether Swap out rate and Memory Usage conditions are true at the same time (in other words,
the conditions in each pairare joined by Boolean “AND").

Then Veeam ONE Web Client checks whether a pair of these conditions is true, in other words, pairs of
these conditions are joined by Boolean "OR".

VeeAM

Undersized VMs

Description

This report helps wou to discover Whds with over-utilized CPU and mermory resources, It analyzes Whs historical performance and configuration data to provide recormmendations on appropriate wCPU and

wRAM allocation for Wds,

Report Parameters
Scopet Wirtual Infrastructure
Interval: 1 month (12/16/2018 - 1/15/2015)

Business View objects:

CPU ready, more than: 0%

CPU utilization: a0 %

Swrap out rate, rmore than: Okbps
Memory utilization: 0%
Mernory counter tepe: Arctive
Summary

Total undersized Viis: 5

Total Whds: 544
CPU undersized Yhs: 1
bermory undersized Whds: 4

CPU resources to be assigned: 1 wCPUs
wRAR amount to be assigned: 540 GB

Undersized Virtual Machines by CPU

EVirtual Server: elal.dev

CPU

Cluster/Host Wirtual Machine wCPUs Utilization (%) PU Redy (%) NE:E:::;TS;SS
B Clusterl 1
&85 WG Win10ad Eb sql (f5a52a23-a188-4b1c-h320-ed2decchBh13) & 02.00 32.00 7
Mote: Consider relocating Whd to a different host, if present does not have enough CPLU resources,
Undersized Virtual Machines by Memory
ENirtual Server: elal.dev
) . Memory Recommended
ClusterfHost Virtual Maching Allocated (GB) Average Usage (%) Swap out Rate (Kbps) Arnount of RAM
B Cluster] 2
234 WBR 10 4.00 93,12 0.00 5.1 GE
wienter Appliance a.00 91,05 0.00 101 GB
Bl Cluster? 1
&0 12 W1 Wini0 1809 4.00 3ma 0.00 5.1 GE
EVirtual Server: vcenter01
‘ . Memary Recornrnended
Cluster/Host Virtusl Machine Allocated (GB) Average Usage (3 Swap out Rate (Kbps) Armount of RAM
Bl ezl 1
sl 4.00 93,94 0.00 5.1GH

Mote: Consider relocating VA to a different host, if present does not have enough memary resources,

Use Case
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This report provides practical recommendations for restoring performance of VMs that have less resources than
they need. You may consider adding the specified amount of resources for the VM, relocating the VM to a more
powerful host, or committing increased resources to a resource pool shared by the undersized VM.
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vSphere Overview

This report pack provides general configuration overview for vCenter Servers, datastores, clusters, hosts and
VMs.

Reports included:
e  Cluster Configuration
o Datastore Capacity
e Datastore Configuration
e Datastore Space Usage History
e Guest Disk Free Space
e Host Configuration
e Hypervisor Version
e Infrastructure Overview
e VMs Configuration

e VMs Growth

Cluster Configuration

This report documents the current configuration of clusters in your infrastructure.

e The Summary section charts provide an overview of cluster resources in terms of memory, CPU and
storage utilization.

e The Details table provides information on each cluster, including total number of hosts in the cluster, the
amount of allocated resources and statuses of HA (High Availability) and DRS (Distributed Resource
Scheduler) features.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.
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e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Cluster type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

VeeAM

Cluster Configuration

Description

This report provides a quick overview of all clusters and datacenters resources in terms of aggregated memory, CPU and disk resources as well as the HA and DRS settings from cluster configuration.

Report Parameters

Scope: \Wirtual Infrastructure
Summary
Total Memory (GB) Total CPU (GHz) Total Storage (GE)
8000 1000, 600000
6000 o0 -
400000
600
4000
400
200000
- - -
0 o o
B COPCluvita B CDPCluvita B CDPCluvita
Il FroductionCuster Il FroductionCluster Il FroductionCluster
Il Lab Cluster Il Cluster Il Lab Cluster
I Cluster I Lab Cluster Il Cluster
Cluster_ T Cluster T Cluster T
Il OceanCluster Il OceanCluster Il OceanCluster
Details
Name B Total + ParentVl + Total + Total + Total + Total + DRS =+ DRS Automation ¥ HA B
Hosts Object Memary CPU CPU Storage Status Level Status
Cores
CDP Clu a CDP 0.00B 1] 0.00 MHz 0.00B disabled = disabled
CDPCluster 0 MarikCDP 0.00B 0 0.00 MHz oo0e disabled - disabled
CDP Cluvila 1 CDP 25597 GB 12 23.99 GHz 0.00B disabled = disabled
ProductionCluste 1 CceanDC 382,66 GB 24 57.58 GHz 4715 TR enabled fullyAutomated disabled
.
Lab Cluster 2 Labs T63.33 GB 48 11515 5792 TB enabled manual disabled
GHz
Cluster 2 Datacenter 1.023.81 GB 32 76.80 GHz 841578 enabled fullyAutomated disabled
Cluster_T 6 Datacenter 22478 144 326.26 9433 TB enabled partiallyAutomated disabled
GHz
QceanCluster T CeeanbC 262 TB 168 383.86 221,18 T8 enabled fullyAutomated disabled
GHz

Use Case

The report allows you to keep an eye on the state of hardware resources provisioned to your clusters, and to
verify configuration settings applied to these clusters. This may help you balance workloads and right-size the
environment to attain higher performance.
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Datastore Capacity

This report helps administrators evaluate available datastore capacities across the infrastructure.

e The Storage Overview (Top N) chartshows top datastores with the greatest amount of used disk space.

Click the Details link at the bottom of the chart to drill down to the list of datastores that includes details
on total storage capacity, the amount of free and used space, and the number of VMs that reside on these
datastores.

e The Virtual Disks Capacity (Top N) chartshows top VMs with the greatest virtual disk size.

Click the Details link at the bottom of the chart to drill down to the full list of VMs that includes details on
total virtual disk size, snapshot size, and the power state of these VMs.

e The Logical Disks (Top N) chartshows top VMs with greatest logical disk size.

Click the Details link at the bottom of the chart to drill down to the full list of VMs that includes details on
total logical disk capacity, the amount of free and used space, and the power state of these VMs.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Storage type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.
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e Top N:defines the number of top datastores, virtual and logical disks that will be displayed in the report
charts.
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VeeAM

Datastore Capacity

Description

This report shows storage capacity information for datastores, virtual and logical disks.

Report Parameters

Scope: Virtual Infrastructure

Top N: 15

Business View objects:

Summary

Storage Overview (Top 15)

20000 —

15000 —

10000

5000 —

prgtevesxl3-d=01 prgteesxl1-ds01 prgtwesxdT-virt_ docopsfinunfs
pratwesx02-ds01 protwesxd1-d:02 protwesxdd-virt docopsubuntunts_ Vesam_dr_vE_nfz_
[ DS Free (GE) [ DS Used (GE) Details
Virtual Disks Capacity (Top 15)
2500
2000
1500
1000
500
0
svi2 snvlb sznv(d_releass zrvid Uk sen2i weenter-old
EL T proteesxli-virt enterpris3 backupserverdld send5 sn2T-tih docopsubuntunfs winsrl]2
I snapshot File (GB) [ Virtual Disk (GB) Details

Logical Disks (Top 15)
500
400 —
300—
200—|

100

docopsubuntunfs

docopsubuntunts s -witl-main-lib
docopsubuntunts docopsubuntunts servli2_vbo

arvl3

enterprized3 srv27-tih

B Free space (GB) M Used space (GB)
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VEEeAM

Datastores

Description

This report shows storage capacity information for datastores.

Report Parameters

Scope:! Virtual Infrastructure
Session Date: 1/12/2023 3:01 AM

Business View objects:

Details
C it 2 Free = WM i T lat =
Datastore = apacit ~ Space Used Space = FSType = v emplat -
y (GB) Count e Count
(GB)
docopslinuxnfs 491.08 3081c E— 37% NFS 1 0
docopsubuntunfs01 491,08 3081  E— 7% NFS 13 0
prgtwesx01-ds01 3718.00 60173 81% VMFS 28 0
protwesx(1-ds02 745075 31101 A 9% VMFS 58 0
protwesx(1-virt-ds1 792,50 50450 . 25% VMFS 5 0
protwesx02-ds01 16637.25 1280650 . 23%  VMFS 51 0
protwesx(2-virt-ds1 792,50 G638 N 16% VMFS 7 0
protwesx03-ds01 16637.25 1056100 7% VMFS 51 10
Veeam_dr v6_nfs41_SHNu | .
Kz X32052R 13 100.00 99.10 1% NFS 2 0
Total 4711042 26245.90 20764.52 217 10

The report helps you monitor storage capacities to ensure your VMs have sufficient room to operate.

Datastore Configuration

This report documents the current configuration of datastores in your infrastructure.

e The Summary section includes the following elements:
o The Utilization (%) chart shows the amount of free and used space on datastores.

o The Provisioned Space (GB) chartshows datastores capacity and the amount of space provisioned
to VMs.
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o The summary table provides configuration details for each datastore, including the datastore

capacity, amount of free space, amount of provisioned space, provisioning ratio (datastore capacity
against provisioned space) and free space usage trend.

Click a hyperlink in the Free Space Usage Trend column table to drill down to daily information on
total capacity, the amount of used and provisioned space, and the number of VMs residing on the
datastore.

e The Top 3 VMs section shows VMs that consume more storage space than other VMs.

e The General Information table provides information about the datastore owner, datastore type, file
system, block size, and the number of VMs residing on the datastore.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.
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e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Storage type.

Business View groups from the same category are joined using Boolean OR operator, Business View
groups from different categories are joined using Boolean AND operator. That is, if you select groups
from the same category, the report will contain all objects that are included in groups. However, if you
select groups from different categories, the report will contain only objects that are included in all
selected groups.
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VeeAM

Datastore Configuration

Description

This repert provides information about datastore type and other general information including total capacity, free and provisioned space.

Report Parameters

Scope: Virtual Infrastructure
Summary
Utilization (%) Provisioned Space (GB)
44,08 %
[
4392932
55.92 %
o 20000 40000 60000 80000 100000
Bl Free Used B Capacity Provisioned
Name Capacity (GB) Free Space (GB) Provisicned Space Provisioning Ratio Free Space Usage
(GB) (36) Trend
linuxnfs 491 308.16 202.30 58.52 Decreasing
ubuntunfsi 491 30816 79.52 7728 Decreasing
prgtwesx01-ds01 3718 691.73 471234 126.74 Decreasing
prgtwesx01-ds02 7451 311.91 1441447 193.46 Decreasing
prgtwesx01-virt-ds1 793 504,59 551.73 69.62 Decreasing
progtwesxD2-ds01 16,637 12806.50 8201.78 49,84 Decreasing
progtwesx02-virt-ds1 793 663.86 527.38 66.55 Decreasing
progtwesxD3-ds01 16,637 10561.90 14740.26 88.60 Decreasing
dr_vb_nfs41_5SHNufyTQKzk1Xc3a05zR)3 100 99,10 19.54 19.34 Not changed
Top 3 VMs
Top 3 Largest VMs Object Name Number of Disks Space Used (GB)
2500 22817 ahv06 3 222817
prgtwesx01-virt 1 41881
2000 srvl2 3 402.80
1500
[
1000
500, 41661 408.8
o
ahv0e prgtwesx01-virt svi2
General Information
Name Hosts/Clusters Datastore Type File System Block Size (MB) Total VMs and
Templates
linuxnfs prgtwesx03.tech.local Local NFS n\a 1
ubuntunfs01 CDP cluster Shared NFS n\a 13
prgtwesx01-ds01 prgtwesx01.tech.local Local VMFS 1 28
prgtwesx01-ds02 prgtwesx01.tech.local Local VMFS 1 59
prgtwesx01-virt-ds1 prgtwesx01-virt.tech.local Local VMFS 1 3
prgtwesx02-ds01 prgtwesx02.tech.local Local VMFS 1 51
prgtwesx(2-virt-ds1 prgtwesx02-virt.tech.local Local VMFS 1 7
prgtwesx(03-ds01 prgtwesx03.tech.local Local VMFS 1 61
dr_vB_nfs41_3HMNufyTQKzk1Xc3a05zR)3 prgtwesx01.tech.local Local MNFS n\a 2

Use Case

The report helps you monitor storage capacities to ensure your VMs have sufficient room to operate.
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Datastore Space Usage History

This report analyzes the amount of space consumed by files of VMs on datastores and helps evaluate available
datastore resources in the infrastructure.

The Summary section includes the following elements:

o The Datastores with Most Free Space and Datastores with Least Free Space charts display top
datastores with the smallest and the largest amount of used space.

o The Most Growing Datastores and Least Growing Datastores charts display top datastores with
smallest and largest decrease in free space during the specified time period.

The Details table shows datastore space usage statistics and the total number of VMs residing on
datastores.

Click a datastore name to drill down to the Datastore Usage History chartthat shows how the amount
of free, used and provisioned space has been changing during the reporting period.

Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Storage type.

Business View groups from the same category are joined using Boolean OR operator, Business View
groups from different categories are joined using Boolean AND operator. That is, if you select groups
from the same category, the report will contain all objects that are included in groups. However, if you
select groups from different categories, the report will contain only objects that are included in all
selected groups.

Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected scope.
Otherwise, the report will contain no data.
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e Group by: defines how data will be grouped in the report output (by Virtual Serveror Datacenter).
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VeeAM

Datastore Space Usage History

Description

This report shows dynamics of datastore usage metrics, including space usage (free/used) and disk provisicning rates.

Report Parameters

Scope: Virtual Infrastructure
Reporting pericd: 1 week (1/10/2023 - 1/16/2023)
Group by: Virtual Server

Summary

Datastores with Most Free Space
1400000 GE -
1200000 GB 4
10000.00 GE A

B000.00 GB <
6000.00 GB -
4000.00 GB 4

2000.00 GB+

0.00 GB
proteresx03-ds01 prgtevesxi2-vi

prgtwresxl2-ds01 prgteresxdi-ds01 prgtwnesxdi-vi_

Maost Growing Datastores

£.00%

dooopsubuntun_ protevesxl3-ds01
docopslinuxnfs prgtwesx01-ds02 prgtwesx01-ds01
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Datastores with Least Free Space
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400.00 GB
200,00 GE 4
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protevesd2-vi_ prgtevesx2-ds01
Weeam_dr_vE_n_ prgteresxli-vi prgtwesx01-ds01



Details

Datastore Date Total Space Used Space Provisioned Total VMs Total
(GB) (GB) Space (GB) VM
Templa

tes

Virtual Server: vcenter0l.tech.local

docopslinuxnfs

1/10/2023 4:00 PM 491.08 154,93 267.03 1 0
1/10/2023 6:35 PM 401.08 15404 267.03 1 0
1/11/2023 3:01 AM 491.08 174.81 286.24 1 0
1/12/2023 3:01 AM 401.08 182,92 202,30 1 0
docopsubuntunfs0l
1/10/2023 4:00 PM 491.08 154,93 351.16 13 0
1/10/2023 6:35 PM 491.08 15494 3517 13 0
1/11/2023 3:01 AM 491.08 174.81 71.40 13 0
1/12/2023 3:01 AM 401.08 182,92 379.52 13 0
prgtwesx01-ds01
1/10/2023 4:00 PM 3718.00 3018.56 471234 28 0
1/10/2023 6:35 PM 3718.00 3017.92 471234 28 0
1/11/2023 3:01 AM 3718.00 3020.11 471234 28 0
1/12/2023 3:01 AM 3718.00 3026.27 471234 28 0

Use Case

The report helps you monitor storage capacities to ensure your VMs have sufficient room to operate.

Guest Disk Free Space

The report provides information on the amount of free disk space for VM guest OS. The report analyzes VM
guest disks and displays their capacity, the amount of guest disk free space, shows disk space usage trends, and
predicts how many days are left for a disk to reach the specified threshold.

e The Summary section includes the following elements:

o The Overview table providesan overview of analyzed VM guest disks, shows how many VMs will
run out of disk resources sooner than other VMs, and shows averagedisk growth trends.

o The Disks to Reach Threshold First table displays a list of VMs that will run out of guest disk space
sooner than other VMs. For each VM, the table shows guest disk capacity and the amount of free
space left, daily disk growth trend and the number of days left before the occupied disk space will
reach 90% and 100% of its capacity.

If a value in the Days to reach 90% or Days to reach 100% column is highlighted with red, a disk
will reach the specified threshold in less than 180 days.

o The Top 10 Partition by Relative Space Growth chartshows 10 guest disks that used the greatest
amount of space over the reporting period in relative terms (amount of occupied disk space against
the disk capacity).

o The Top 10 Partition by Absolute Space Growth chartshows 10 guest disks that used more space
over the reporting period in absolute terms (amount of occupied disk space in GB).

e The GuestDisk Free Space (GB) section displays a list of all VMs included into the report and their guest
disks. The table details disk capacity, the amount of free and used space, trends for disk space usage
growth, daily disk growth, and shows how many days are left until a disk reaches its limit.

Click a VM name in the Virtual Machine column to drill down to VM guest disk space usage details.
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Report Parameters

You can specify the following report parameters:

Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

Business View objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View
groups from different categories are joined using Boolean AND operator. That is, if you select groups
from the same category, the report will contain all objects that are included in groups. However, if you
select groups from different categories, the report will contain only objects that are included in all
selected groups.

Last <N> days/weeks: defines the time period to analyze in the report.

Disk capacity, more than (GB): defines the minimum capacity threshold for a disk to analyze in the
report. If disk capacity is less than the specified value, the report will not analyze this disk.

Free space, less than (%): defines the maximum amount of free space for a disk to analyze in the report.
If the amount of free space on a disk is more than the specified value, the report will not analyze this
disk.

Sort by: defines how data will be sorted in the report ( Virtual Machines, Relative Growth, Absolute
Growth).
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e Hide disks with "Suppress alarm" setting enabled in Veeam ONE Client : defines whether guest disks
excluded in Veeam ONE Client to analyze in the report.

You can exclude certain VM guest disks from monitoring in Veeam ONE Client. To lean more, see section
Virtual Machine Summary of the Veeam ONE Monitoring Guide.
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https://helpcenter.veeam.com/docs/one/monitor/vsphere_vm_summary.html?ver=110

VeeAM

Guest Disk Free Space

Description

This report provides information about free space for all VMs guest disks,

Report Parameters

Scope:

Reporting period:

\Wirtual Infrastructure

T week (1/10/2023 - 1/16/2023)

Sort by: Wirtual machines
Hide disks with "Suppress alarms” True
setting enabled in Veeam OMNE Client:
Summary
Overview Disks to Reach Threshold First
VMs analyzed 138 Capaci Free Daily Days to Days to
Virtual disks in the infrastructure 149 Virtual Machine Partition pa{Gt;) Space Growth Reach Reach
Including Thick disks 26 (GE) (GB} 90% 100%
Thin disks 123 desktop03 (&, 49.66 015 0.00 o @
Disks to reach 100% in less than 30 days 3 servdd Ef 100.00 0.00 0.00 0
Disks to reach 100% in less than 60 days 4 winorel01 CA 190.40 0.06 0.00 o o
Disks with less than 1 GE of free space 24 backup0il CA 90.45 0.00 0.00 0
Disks with less than 1% of free space 6 vbr rhv ) 129.45 0.00 0.00 0
Average disks™ daily growth [GE] 0.0 srvl54 TN 12945 444 0.01 0
Average disks” daily growth [% 0.07 % docopsubuntunfs i 9.75 0.00 0.00 0 0
winsrv0022016 A 99.45 13.81 0.56 5 22
srvld ) 49.19 5.94 0.5 6 37
srvl6 M 49.22 8.86 0.41 8 19
Top 10 Partitions by Relative Space Growth Top 10 Partitions by Absolute 5Space Growth
2000 % 30,00 GB
+25.00 GB
+15.00 %
| 20,00 GB
10,00 % 15.00 GB
10,00 GB
|5.00%
500 GE
+-0.00 % 000 GB
¥5p, "1'13 Ny, @ ey, Hvz;. Yo baey, Wing,,.. 51 P uza bﬂﬁq One,, One;, vy, Tog,
GG o, e fe’?"’ﬂeifet ‘?rj,_—/ Qi 'O‘“’vnf(’%;%%w 5%990 e Ie%"?ef %”f?c' %é" DS”""vnm
< X 5 g . Yng n,r,
| 1 //or;/l,}//ﬂf}/o,/c'l C| “ I ot //,;.,- Ty
Bl o %0 o0
Gty Gy by,
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Guest Disk Free Space (GB)

Virtual Server: vcenterQ1.tech.local

Virtual Machine Guest Disk Guest Disk Guest Disk Guest Disk Guest Disk Disk’s Used Daily Days to
Partition Size (GB) Used Space Used Free Space Free Space Space Growth Reach

(%) Space (GB) (%) (GB) Growth (GB) (GB) 100%

Agentll X 129.66 18.55 24.06 8145 105.60 0.63 0.10 oo
appsrv0l i 69.66 68.96 4804 31.04 21.62 0.70 0.12 177
appsnv0l EN 50.00 66.85 3342 33.15 16.57 0.00 0.00 o
2s2016DC i 70.66 21.23 16.91 7877 62.75 0.00 0.00 o
avspem] / 243.88 32.86 80.14 67.14 163.74 0.00 0.00 oo
avspem| /boot 0.99 3541 035 64.59 0.64 0.00 0.00 o
avspem1 /boot/efi 0.58 0.85 0.00 99.15 0.58 0.00 0.00 oo
backup01 i 99.45 100.00 09.45 0.00 0.00 0.00 0.00 o
backup01 F:\ 30.87 12.58 5.02 8742 34.86 0.00 0.00 oo
backup02 i 99.45 52.59 52.30 4741 4714 -1.62 -0.27 oo

Use Case

The report allows you to examine VM guest disk utilization and track disk usage growth. This helps you plan
resource allocation and ensure your VMs have enough disk resources for stable operation.

Host Configuration

This report documents the current configuration of hosts in the virtual infrastructure.

e The Summary section provides an overview of the infrastructure, including the total number of hosts,
number of VMs per host and number of hosts per datastore.

e The General Information section provides information on each host, including host name, manufacturer,
system model, hypervisor version and host status.

e The Available Resources section provides information on resources available for each host, including CPU

frequency, number of cores, amount of physical and virtual memory, local and shared storage size and the
number of VMs.

e The Network Configuration section provides information on network configuration for each host, including
network name, type, number of VMs, adapterand IP ranges.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Host type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.
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e Show host network configuration: defines whether host network configuration details must be included in
the report.

VeeAM

Host Configuration

Description

This report provides general host configuration information, including available rescurces and network configuration.

Report Parameters

Scope: Virtual Infrastructure
Show host network configuration: False

Summary

Total number of hasts 5

WMs per host 43,00

Hosts per datastore 0.50

General Information

Name Manufacturer System Model Hypervisor Status

prgtwesx01.tech.local Supermicro X10DRi VMware ESXi 7.0.3 build-19193900 Connected

prgtwesx02 tech.local Supermicro Super Server VMware ESXi 7.0.3 build-19193900 Connected

prgtwesx03.tech.local Supermicro Super Server VMware ESXi 7.0.3 build-19482537 Connected

prgtwesx01-virt.tech.local ViMware, Inc. VMware Virtual VMware ESXi 7.0.3 build-19482531 Connected
Platform

prgtwesx02-virt.tech.local VMware, Inc. VMware Virtual VMware ESXi 7.0.3 build-19482531 Connected
Platform

Awvailable Resources

MName Physical Total Physical Allocated Local Storage Shared Number of

CPU (GHz) Cores Memory (GB) Memory (GB) (GE) Storage (GB) VMs
prgtwesx01.tech.local 33.60 16 511.89 326.00 11,268.75 0.00 89
progtwesx02.tech.local 57.60 24 382.66 242,00 16,637.25 0.00 51
prgtwesx03.tech.local 57.60 24 382.66 3091.00 1712833 0.00 51
progtwesx01-virt.tech.local 2879 12 40.00 29,00 792,50 491.08 n
prgtwesx02-virt.tech.local 2879 12 40.00 26.00 792,50 491.08 13

Metwork Configuration

Networks Network Type VMs Adapter name Observed IP Ranges
Host Name: prgtwesx01.tech.local 95

DB Virtual Lab VM Network HostPortGroup 1 = =

Exchange vLab VM Network HestPortGroup 0 - -

SQL vlab VM Network HostPortGroup 2 - -

Virtual Lab 1 VM Network HestPortGroup 0 - -

Virtual Lab Production VM Network HostPortGroup 0 - -

tenantABC Company.wvlan776 HostPortGroup 1 wmnicQ 172.35.39.1-172.3542.254
tenantABC Company.vlan771 HostPortGroup 3 vmnic0 172.35.39.1-172.35.42.254
tenant.TechCompany.vian770 HostPortGroup 1 vmnic0 172.35.39.1-172.3542.254
tenant.TechCompany.van750 HostPortGroup 3 vmnic0 172.35.39.1-172.35.42.254
tenant.Beta.vlan3 HostPortGroup 0 vmnic0 172.35.39.1-172.3542.254
tenant.Beta.viand HostPortGroup 0 vmnic0 172.35.39.1-172.35.42.254
tenant.Beta.vlanl HostPortGroup 0 wmnicO 172.35.39.1-172.3542.254
tenant.Beta.vlan2 HostPortGroup 0 vmnic0 172.35.39.1-172.3542.254
VM Network HostPortGroup 84 wmnicQ 172.3539.1-172.3542.254

Use Case

The report allows you to identify configuration issues, optimize resource provisioning and better handle current
and future workloads.
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Hypervisor Version

This report provides information on hypervisor versions used in your infrastructure.
e The Summary section includes the following charts:

o The VMware ESXi chartshows the versions and build numbers of VMware ESXi servers and the
percentage of hosts on which each hypervisor runs.

o The VMware vCenter chartshows the versions and build numbers of VMware vCenter servers and the
number of servers on which each VMware vCenter entity runs.

e The Details table provides information on the vCenter server and hypervisor version with the build number
and the hosts on which each hypervisor version runs.
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Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

VeeAM

Hypervisor Version

Description

This report shows VMware ESXi and wCenter versions including build numbers and patch levels to help you ensure all your virtual infrastructure
components are up-to-date,

Report Parameters

Scope: irtual Infrastructure

Summary

VMware E5Xi VMware vCenter

I VMware ESXi 7.0.3 build-19482537
WMware ESXi 7.0.3 build-15193300

- VMware vCenter Server 7.0.3
I VMware ESXi7.0.3 build-19482531 build-20385099

Details

vCenter Version vCenter Name

EVMware vCenter Server 7.0.3 build-20395099

veenter(l.tech.local

Total number of vCenter servers: 1

ESXi Version Host Mame

EVMuware ESXi 7.0.3 build-19193900

prgtwesx01.tech.Jocal
prgtwesx02 tech.local
ElVMware ESXi 7.0.3 build-19482531

prgtwesx(1-virttech.local
prgtwesx02-virt.tech.local
ElVMware ESXi 7.0.3 build-19482537

prgtwesx03.tech.local

Total number of hosts: 5

Use Case
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To improve host performance, enhance compatibility and enable additional features across the environment,
VMware recommends that you upgrade to the latest hypervisor version.

The report allows you to check hypervisor versions installed on your hosts, and make sure you run the latest
available version.

Infrastructure Overview

This report provides VMware vSphere inventory configuration information, including all vCenter servers,
clusters, hosts, VMs, datastores, and networks in the virtual environment.

The subsections provide detailed information on vCenter servers, clusters, datastores, host systems and
networks. The report alsoincludes charts that display percentage distribution of VM power states, VMware
Tools statuses and Business View groups across the infrastructure.

TIP:

e Click a vCenter Server name in the vCenter Servers table to drill down to the list of hosts managed by
the vCenter Server and details on hypervisor version installed on the hosts.

e Click the Details link below the Power State chart to drill down to the table that shows the list of
VMs and their power state.

e Click the Details link below the Tools Status chart to drill down to the table that shows the list of
VMs and status of VMware Tools running on these VMs.

e Click the Details link below the BV Chart todrill down to the table that shows the list of Business
View categories and groups, as well as VMs in these groups.

Report Parameters

You can specify the following report parameters:

e Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.
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e BusinessView VM category: defines a Business View group that includes VMs to analyze in the report.

VeeAM

Infrastructure Overview

Description

This report provides general inventary configuration infarmatian, including all vCenter servers, clusters, hasts, VMs, datastares, and networks in your virtual environment.

Report Parameters

Scope: Virtual Infrastructure

Business View VM category: Not selected

Summary
Hosts per cluster: 20
VMs per host: 430
Datastores per host: 18
Vs per datastore: 241
vCenter Servers
vCenter Server vCenter Version Datacenters Clusters Shared Virtual Hosts Physical Physical Datastore
Datastores Machines CPU (GHz) Memory Capacity (TB)
(GE)
veenter01 techlocal VMware vCenter Server 7.0.3 1 1 3 215 5 2064 1357.21 46.01
build-20395099
Total: 1 1 3 215 5 206.4 1357.21 46.01
Clusters
Name Hosts vCenter Server Total Memory Total Total DRS DRS Automation HA
(GB) CPU(GHz) Storage (TB) Status Level Status
CDP cluster 2 veenterD1.tech.local 79.09 576 203 enabled fullyAutemated disabled

The report helps administrators track the state of the managed virtual infrastructure.

VMs Configuration

This report documents the current configuration of VMs in the virtual infrastructure.
e The Summary section includes the following elements:

o The Guest OS Distribution chartillustrates what guest OSes are installed on VMs, and shows the
share of a particular guest OS.

Click the Details link at the bottom of the chart to drill down to the list of guest OSes present in the
infrastructure and the list of VMs on which these guest OSes are installed.

o The Tools Status chartillustrates the status of VMware Tools on VMs.

Click the Details link at the bottom of the chart to drill down to the list of VMs and statuses of
VMware Tools running on these VMs.

o The VM State Summary chartillustrates the VM power state.

Click the Details link at the bottom of the chart to drill down to the list of VMs and their power
states.

e The Details table provides information for every VM, including data on VM location, computer name,
guest OS type, number of vCPUs, amount of allocated memory resources, amount of allocated and used
storage resources.
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Report Parameters

You can specify the following report parameters:

o Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.
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e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View
groups from different categories are joined using Boolean AND operator. That is, if you select groups
from the same category, the report will contain all objects that are included in groups. However, if you
select groups from different categories, the report will contain only objects that are included in all
selected groups.

VeeAM

VMs Configuration

Description

This report provides a quick overview of all configured resources for virtual machines in terms of memory, CPU and virtual disk resources as well as VM state and Guest OS distribution summary.

Report Parameters

Scope: Virtual Infrastructure

Summary

Guest OS5 Distribution Tools Status VM State Summary

5442 % fras 1"\

834 %

093 %
2558 %
12,09 %

854 as"

1860 %

Microsoft Windows Server [l Other .
.o (64-bit) M Other Linux (64-bit) ||24'55 % 3163 %
Microsoft Windows Server il Ubuntu Linux (64-bit)
2016 (84-bit)
- Microsoft Windows Server I Mot Installed N Ok M Out of date
2016 or later (64-bit) Mot Running Il Powered Off Powered On [l Suspended
Details Details Details
Details
vCenter Server: vcenterQl.tech.local
Memar Storage Used
Host Resource Pool/vApp VM Name Computer Name Guest 05 vCPUs Y Allocated Storage
(GB)
(GB) (GB)
Cluster: N/A 191 630 1,159.50 39,183.28 18,131.05
prgtwesx01.tech.local a9 300 526.50 17491.11 8510.84
Backup 172.35.41.226_35c0%y Not set Other Linux (64-bit) 4 1.00 133 0.00
Resources 172.35.42.67_eifoTk eifoTk Other 4.x or later 4 1.00 135 0.00
Linux (84-bit)
Backup 172.35.42.67_g5z7Tma Mot set Other Linux (64-bit) 1 1.00 133 0.00
Backup 172.35.42.67_nwvukl mwvukl Other 4.x or later 4 1.00 155 0.00
Linux (84-bit)
Backup 172.35.42.67_pskehg pskehg Other 4.x or later 4 1.00 155 0.00
Linux (64-bit)
Backup 172.35.42.67_sjnmu7 Mot set Other Linux (64-bit) 1 1.00 133 0.00
Backup 172.35.42.67 s HxjH2s Other 4.x or later 4 1.00 155 0.00
Linux (64-bit)
VMware_Silver_ABC ABC Company Mot set Other Linux (64-bit) 4 1.00 217 0.00
Company
VMware_Silver_ABC ABC Company_filesrv03_replica Mot set Microsoft Windows 2 4.00 95.78 41.23
Company Server 2012 (64-bit)
Viware_Silver ABC ABC Company_filesrv04_replica Mot set Microsoft Windows 2 6.00 8396 27.78
Company Server 2012 (64-bit)
Enterprise apache0d Mot set Microsoft Windows 1 0.38 894 0.01
2000
Enterprise apache05 Mot set Microsoft Windows 1 0.38 3.04 0.01
2000

Use Case

The report helps administrators assess configuration properties of VMs in the monitored virtual infrastructure.
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VMs Growth

This report tracks how the number of VMs in your virtual environment has been changing during the reporting
period. The report analyzes the amount of allocated resources, displays changes in the number of VMs, and
shows how these changes influenced resource provisioning in the infrastructure.

e The Summary section provides information on the total number of VMs, number of added and removed
VMs, allocated vCPU, memory and storage resources, allocation ratios and VMs growth during the
reporting period.

e The Added VMs Details table provides information on each added VM, including VM location, name,
number of vCPUs, allocated memory and storage resources, initiator and the date and time when the VM
was added.

Report Parameters

You can specify the following report parameters:

o Infrastructure objects: defines a virtual infrastructure level and its sub-components to analyze in the
report.

e BusinessView objects: defines Business View groups to analyze in the report. The parameter options are
limited to objects of the Virtual Machine type.

Business View groups from the same category are joined using Boolean OR operator, Business View groups
from different categories are joined using Boolean AND operator. That is, if you select groups from the
same category, the report will contain all objects that are included in groups. However, if you select
groups from different categories, the report will contain only objects that are included in all selected
groups.

572 | Veeam ONE | Reporting Guide



e Period: defines the time period to analyze in the report. Note that the reporting period must include at
least one successfully completed Object properties data collection task for the selected scope. Otherwise,
the report will contain no data.

VeeAM

VMs Growth

Description

This report shows how many VMs have been added to the virtual envircnment during the selected period of time,

Report Parameters

Scope: Virtual Infrastructure
Reporting period: 1 week (1/10/2023 - 1/16/2023)

Summary

MNumber of VMs Allocated Resources Ratios

Total number of Vis: 214 vCPU: 738 vCPU/Caore: 839
WMs added: 3 Memary: 1223.30 GB WMs per host: 42,80
VMs removed: 0 Storage: 18427.93 GB VMs per datastore: 2378

VMs Growth

252
210
168

126

42

1/10/2023 11172023 1122023 171372023 111472023 1/15/2023 1/16/2023

Hl Mumber of VMs
Added VMs Details

vCenter Server: vcenter0l.tech.local

Cluster/Host: COP cluster
Number of VMs: 24

Added VM= wCPU Memory (GB) Storage (GB) Initiator Event Date
2 4 10.00 7748

ABC Company_filesrv03_replica 2 400 43.16 techwilliam.fox 1/10/2023 1:42 PM
ABC Company filesrv04 replica 2 6.00 3432 techiwilliam.fox 1/10/2023 1:34 PM

Cluster/Host: prgtwesx01.tech.local
Number of Vis: 88

Added VMs vCPU Memaory (GB) Storage (GB) Initiator Event Date
1 4 1.00 0.00
172.3542.67_nwwuk1 4 1.00 0.00 techwilliam.fox 1/10/2023 1:07 PM

Use Case

This report allows you to control virtual machine sprawl and to optimize resource utilization in your
infrastructure.
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Appendix. Scheduling Script Examples

To facilitate the process of dashboards and report creation, you can schedule automatic delivery of dashboards
and reports. As one of the delivery options, you can save created dashboards and reports to a disk or network
share. To learn about scheduling dashboards and reports, see Scheduling Dashboards and Scheduling Reports.

If you need to perform further manipulations with the saved files, you can configure Veeam ONE Web Client to
run a custom script after reports and dashboards are saved to the target folder. Veeam ONE Web Client allows
you to use .BAT, .CMD, .VBS, .JS, .WSF, .EXE, .VBE, .JSE, .WSH or .PS1 scripts.

You can pass the following parameters to post-delivery scripts:

%ReportName% Name of the generated report.

%ReportFolder% Target folder to which created reports are saved (as specified in the Pathfield).
%DashboardName% Name of the generated dashboard.

%JobName% Name of the scheduling job that generates reports.

Defines whether it is necessary to open created .VMR reports with the Veeam

-hidden Report Viewer. If the parameter is specified, the reports will not be opened.

This section explains how to use post-delivery scripts and contains simple script examples.
e Example A. Copying a Report to Network Shares

e Example B. Sorting Reports by Name
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Example A. Copying a Report to Network
Shares

Consider the following scenario: your backup administrators want to obtain a weekly report with the list of
protected VMs in your virtual environment. To deliver the Protected VMs reportto backup administrators on a

weekly basis, you can take the following steps:
1. Save the Protected VMs report with the necessary parameters.
2. Create a script that will copy the report to network shares of backup administrators.

3. Set the necessary schedule for the report and specify the post-delivery script.

Step 1. Save Protected VMs Report

Save the Protected VMs report with the necessary parameters as described in Saving Reports.

Step 2. Create Script

When you schedule a report delivery to a folder or a network share, Veeam ONE Web Client saves the generated
report to a target location by the following path:

<TargetDirectory>\reporting-task-for-ssrs-report-<ReportName><ID>\

The sample script must perform the following operations after the report is created:

1. Access the target report location:
C:\reports\reporting-task-for-ssrs-report-<ReportName><ID>\
2. Copy the report from the target location to network shares:
o \\andy\shared\backups\reports\
o \\brian\shared\backups\reports\
o \\chris\shared\backups\reports\
3. Remove the report from the target location and delete the target directory.

An example of the script is provided below:

::Changing directory to the target report location
cd reporting-task-for-ssrs-report*
set RD=%cd%

::Copying the report from the target location to admins’ shares
xcopy Protected*.* \\andy\shared\backups\reports\*.* /y

xcopy Protected*.* \\brian\shared\backups\reports\*.* /y

xcopy Protected*.* \\chris\shared\backups\reports\*.* /y

::Removing the target report location

cd ..\
rd %$RD% /s/q
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Save the script as a Windows batch file on the machine where Veeam ONE Server is installed.

To follow this example, save the script with the postdelivery.bat name to the C:\reports\ directory.

Step 3. Configure Scheduling Settings

Before scheduling report delivery, make sure that:

e The account under which the Veeam ONE Reporter Server service runs has appropriate write permissions
on the destination network shares.

e Object properties data collection task that gathers data from virtual infrastructure and Veeam Backup &
Replication servers completes before the scheduled report generation time.

Configure scheduling settings for the saved report as follows:
1. Open Veeam ONE Web Client.

2. Open the Reports section.

w

Open the Saved Reports tab.
4. Click the saved reportin the list to open its properties.
5. At the top of the report parameters, click Schedule.
6. Inthe Report Scheduling Settings window, click Add.
Veeam ONE Web Client will launch the Add Schedule wizard.
7. Inthe Add Schedule window, configure automatic delivery settings as follows:

a. At the Schedule step of the wizard, create a schedule according to which the report should be
generated. To follow this example, schedule the report to run on a weekly basis.

Add Schedule X

Configure scheduling settings

Schedule
Delivery 'C:' Periodically every: 24 Hours
u '@) Daily at: 09:00 AM v Days: Monday ¥
Recipients -
'C::' Manthly: Start at: 09:00 AM

Target Folder

Months: January, February, March, April, May, ...

On: First Monday

|:| Disable schedule upon creation

b. At the Delivery step of the wizard, select only the Save to a folder check box.
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c. At the Target Folder step of the wizard, specify target folder details. In the Pathfield, enter the path

to the folder where the generated report will be stored. In the Path to the script file field, specify the
location of the script file.

To follow this example, enter C:\reports in the Path field and enter
C:\reports\postdelivery.bat in the Path tothe script file field.

Add Schedule X

Schedule Specify target folder and custom script location

Specify path to a folder or network share.
Delivery Veeam OMNE Reporting service must have "write” access on the specified folder.

Path: Chreports
Target Folder

Specify path to the script to execute after the report is saved.

Path to the script file: | Ch\reports\postdelivery.bat

LA

Previous Finish Cancel

8. Save the scheduling settings.

Expected Result

The report will be generated and copied in accordance with the specified schedule.

At the specified schedule time, Veeam ONE Web Client will automatically generate the report. After the report
is created, Veeam ONE Web Client will trigger the script that will copy the report to network shares.
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Example B. Sorting Reports by Name

Consider the following scenario: you want to schedule a weekly delivery for a set of reports. After the reports
are created, you want to save each report to a separate folder with the report name.

To sort reports into folders by report name, you can take the following steps:

1.

2.
3.

4.

Create a folder that will group a set of necessary reports.
Save reports with the necessary parameters into the folder.
Create a script that will sort the generated reports.

Set the necessary schedule for the folder and specify the post-delivery script.

Step 1. Create Folder

Create a report folder as described in Creating Folders. The folder will be used to group a set of reports that you
want to create on a scheduled basis.

Step 2. Save Reports

Save reports with the necessary parameters as described in section Saving Reports.

Step 3. Create Script

When you schedule a report delivery for set of reports in a folder, Veeam ONE Web Client saves the reports to a
target location by the following path:

<TargetDirectory>\reporting-task-for-folder-<FolderName><ID>\

The sample script must perform the following operations:

1.

Access the target report location:

C:\reports\reporting-task-for-folder-<FolderName><ID>\

For every generated report, retrieve the report name and copy the report to a folder with the report name:

C:\share\myreports\%ReportName$%\
To create a folder with the report name, the script will use the $ReportName% parameter.

Remove the reports from the target location and delete the target directory.
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An example of the script is provided below:

::Changing directory to the target report location
cd reporting-task-for-folder*
set RD=%cd%

::Removing extension and date from the report file name
set ReportName=%~nl

set Extension=%~x1

set FolderName=%ReportName:~0,-11%

::Copying the report to a folder with the report name
echo f | xcopy %1 "c:\share\myreports\%FolderName%\%ReportName$%$Extension%" /y

::Removing the target report location
cd ..\
rd %$RD% /s/q

Save the script as a Windows batch file on the machine where Veeam ONE Server is installed.

To follow this example, save the script with the postdelivery.bat name to the C:\reports\ directory.

Step 4. Configure Scheduling Settings

Configure scheduling settings for the saved report as follows:

1.

2.

Open Veeam ONE Web Client.

Open the Reports section.

Open the My Reports tab.

Select the folder that contains the necessary set of reports.

At the top of the hierarchy, click Folder Management and choose Schedule.

Alternatively, you can right-click the necessary folder and select Scheduleinthe context menu.
In the Report Folder Scheduling Settings window, click Add.

Veeam ONE Web Client will launch the Add Schedule wizard.
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7. Inthe Add Schedule window, configure automatic delivery settings as follows:

a. At the Schedule step of the wizard, create a schedule according to which the report should be
generated. To follow this example, schedule the report to run on a weekly basis.

Add Schedule x

Configure scheduling settings

Schedule
Delivery 'C::' Periodically every: 24 Hours
o '@) Daily at: 09:00 AM v Days: Monday v
Recipients -
'C) Manthly: Start at: 09:00 AM
Target Folder
Months: January, February, March, April, May, ...
On: First Monday

|:| Disable schedule upon creation

b. At the Delivery step of the wizard, select only the Save toa folder check box.
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c. At the Target Folder step of the wizard, specify target folder details. In the Pathfield, enter the path
to the folder where the generated report will be stored. In the Path to the script file field, specify the
location of the script file.

To follow this example, enter c:\reports in the Path field. In the Path to the script file field, enter

the path to the script and pass the report name parameter to the script:
C:\reports\postdelivery.bat %$ReportName%

Add Schedule X

Specify target folder and custom script location

Schedule
Specify path to a folder or network share.

Delivery Veeam OMNE Reporting service must have "write” access on the specified folder.
Path: Chreports

Target Folder

Specify path to the script to execute after the report is saved.

Path to the script file: | Chreports\postdelivery.bat %Reporthame®

o+ =h
[=I=]

Previous Finish Cancel

8. Save the scheduling settings.
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Expected Result

At the specified schedule time, Veeam ONE Web Client will automatically generate the reports. When a report is
created, Veeam ONE Web Client will trigger the script that will copy the report to a separate folder.

RiENn=|

Home Share g

@ * 1 |_j,| <« Local Disk {C:) » share » rmyreports b AlarmsOwvernsien v G| | Search BlarmsCwerden

L~ Mame Date mod;‘ied Type Size

a8 Computer
4 55 Local Disk (Ci)
I inetpub
. Perflogs
I . Program Files
I . Programn Files (x96)
L reparts
4 | share
4 | myreports
L Blarms Owerview
| Backup Status
| Protected Whis
I L0 Users
l- |, WBRCatalog
I L Windows

'E] Alarrms Owverview_ 2015_12_14 1271472015 1232 a0 Adobe Acrobat D,
'E] Alarms Owverview 2015 12_12 12/12/2015 123548 Adobe Acrobat D,
'E] Alarms Owverdiew_2015_12_03 12/03/2015 12:33AM Adobe Acrobat Do,

Titerns
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